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Abstract of the contribution: This contribution highlights that AML over SMS is one the preferred and actively being deployed mechanisms in commercial networks and discusses potential solution of having a NAS signalling based solution to indicate to the UE about the SMS-C address for AML in roaming scenarios.
Introduction
Advanced Mobile Location (AML) is a supplemental service that makes handset location (e.g. obtained via GPS or Wi-Fi) available to emergency services when an emergency call is placed. The user’s location (example: GPS coordinates) is sent directly to Public Safety Answering Point or emergency call centre using SMS or HTTPS.
Observation 1: AML may be communicated to PSAP either via SMS or HTTPS.
To communicate AML over HTTP, the UE needs to have active data connectivity at the time of the emergency call. However, this is not guaranteed to be available for a multitude of reasons, e.g. user’s data subscription plan has expired/not activated, or user is in a roaming scenario and ‘data roaming’ is disabled by the user. On the contrary, AML via regular SMS does not need to have data connectivity and can be sent via NAS signalling.	 
Observation 2: To utilize HTTP as transport to communicate AML to PSAP, UE needs to have data connectivity which may not be guaranteed to be available, especially when UE is in a roaming scenario.
Based on AML launches and enablement in multiple EU member states, as well as outside EU (e.g. UAE), it can be seen that AML via SMS is the most preferred option in current commercialization deployments. There is a strong push from multiple operator networks to work with UE vendors to support and trial AML via SMS. It is also to be noted that ETSI TS 103 625 highlights that it is desirable that end users may not be charged for AML communication to PSAP. This requirement can be more easily met via AML SMS messages and may not be assured for AML HTTPS messages.
Observation 3: Commercialization deployments input from operators to UE vendors suggest that AML via SMS is the preferred way to communicate AML to PSAP.
In today’s implementation, UE does have the SMS-C address of the HPLMN which could be used to send AML over SMS when the emergency call is made in HPLMN. However, when the UE is in an international roaming scenario, UE needs to be aware of the SMS-C address of the VPLMN, which the UE may or may not be aware of. To solve this problem at the UE side, UE vendors may decide to add a static table which maps the SMS-C address of each PLMN as part of the UE configuration. However, this is not a scalable solution to maintain and update the table as AML becomes more popular. Moreover, it is to be noted that currently, there is no way for the network to communicate the SMS-C address to the UE when UE is in the VPLMN. 
Observation 4: There is no efficient way for the network to provide the UE with SMS-C address in the VPLMN which may be used by UE to send AML via SMS. 
It is also to be noted that CT1 was made aware of some of these problems in an incoming LS from GSMA GERI (C1-196056) which was handled in CT1#120.
Proposal
Given that AML via SMS is one of the preferred techniques to communicate AML to PSAP, we think it is important to consider defining a simple solution in 3GPP (e.g. via NAS based signalling) to solve the roaming issue, i.e. how to route the AML SMS in a VPLMN to the visited country’s PSAP. 
In addition, defining the solution in 3GPP will provide another option to solve the AML roaming problem, in addition to the already discussed items in ETSI TS 103 625 (e.g. using full length E.164 number).
One potential solution to consider is for the network to indicate the SMS-C address in REGISTRATION ACCEPT / ATTACH ACCEPT, as part of the already existing OPTIONAL IE ‘Extended emergency number list’, which may have minimal impact on existing terminals and networks.
We propose that CT1 should look into extending the existing procedures in TS 24.301 and TS 24.501 to provide to the UE SMS-C address to be used for AML in VPLMN and consider the NAS signalling based solution as a potential solution.
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