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	BACKGROUND
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NOTE:	According to Annex L in TS 23.167, the 5GS supports emergency calls over trusted WLAN.

NOTE:	Transfer of an existing emergency PDU session or emergency PDN connection between 3GPP access and non-3GPP access is needed e.g. if the UE determines that the current access is no longer available.
PROBLEMS
While doing so we found some issues (bottom up):

-	Subclause 6.4.1.2 has requirements on transfer of emergency PDU sessions and emergency PDN connections. The requirement wording is unclear as it suggests emergency PDU sessions may exist over “non-3GPP access connected to EPC”.
	Furthermore, by not qualifying the core network to which the non-3gpp access network is connected, the requirement could be interpreted as requiring support for transfer of emergency sessions established via S2a.
-	Subclauses 4.8.1, 4.8.2 and 4.8.3 describe interworking with E-UTRAN connected to EPC, including interworking between untrusted N3AN connected to 5GCN and E-UTRAN. However, these subclauses do not consider transfer of connections/sessions beween trusted N3AN connected to 5GCN and E-UTRAN.
	Moreover, subclauses 4.8.2 and 4.8.3 exclude procedures for transferring emergency connections/sessions between (trusted) N3AN connected to 5GC and E-UTRAN (by failing to consider the "handover of emergency bearer services" or "existing emergency PDU session" request types).
	In particular, subclause 4.8.2.3.2 fails to consider the need to transfer emergency connections/sessions early, e.g. as part of the attach procedure.
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Subclauses 4.8.2 and 4.8.3: clarified these subclauses apply also to emergency sessions/connections to be transferred to/fro (trusted) N3AN connected to 5GC.

Subclause 4.8.2.3.2: require that transfer of any emergency session/connection is initiated early, if multiple sessions/connections are to be transferred.
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*** First change ***
[bookmark: _Toc20232392][bookmark: _Toc27746478][bookmark: _Toc20232448][bookmark: _Toc27746534][bookmark: _Toc20232454][bookmark: _Toc27746540]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
4G-GUTI	4G-Globally Unique Temporary Identifier
5GCN	5G Core Network
5G-GUTI	5G-Globally Unique Temporary Identifier
5GMM	5GS Mobility Management
5G-RG	5G Residential Gateway
5G-BRG	5G Broadband Residential Gateway
5G-CRG	5G Cable Residential Gateway
5GS	5G System
5GSM	5GS Session Management
5G-S-TMSI	5G S-Temporary Mobile Subscription Identifier
5G-TMSI	5G Temporary Mobile Subscription Identifier
5QI	5G QoS Identifier
AKA	Authentication and Key Agreement
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
APN	Access Point Name
AUSF	Authentication Server Function
CAG	Closed access group
DL	Downlink
DN	Data Network
DNN	Data Network Name
eDRX	Extended DRX cycle
DS-TT	Device-Side TSN Translator
EUI	Extended Unique Identifier
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
EAP-AKA'	Improved Extensible Authentication Protocol method for 3rd generation Authentication and Key Agreement
ECIES	Elliptic Curve Integrated Encryption Scheme
EPD	Extended Protocol Discriminator
EMM	EPS Mobility Management
EPC	Evolved Packet Core Network
EPS	Evolved Packet System
ESM	EPS Session Management
FN-RG	Fixed Network RG
FN-BRG	Fixed Network Broadband RG
FN-CRG	Fixed Network Cable RG
Gbps	Gigabits per second
GFBR	Guaranteed Flow Bit Rate
GUAMI	Globally Unique AMF Identifier
IP-CAN	IP-Connectivity Access Network
KSI	Key Set Identifier
LADN	Local Area Data Network
LCS	LoCation Services
LMF	Location Management Function
LPP	LTE Positioning Protocol
MAC	Message Authentication Code
Mbps	Megabits per second
MFBR	Maximum Flow Bit Rate
MICO	Mobile Initiated Connection Only
N3AN	Non-3GPP AN
N3IWF	Non-3GPP Inter-Working Function
NAI	Network Access Identifier
NITZ	Network Identity and Time Zone
NR	New Radio
ngKSI	Key Set Identifier for Next Generation Radio Access Network
NPN	Non-public network
NSSAI	Network Slice Selection Assistance Information
OS	Operating System
OS Id	OS Identity
PTI	Procedure Transaction Identity
QFI	QoS Flow Identifier
QoS	Quality of Service
QRI	QoS Rule Identifier
RACS	Radio Capability Signalling Optimisation
(R)AN	(Radio) Access Network
RFSP	RAT Frequency Selection Priority
RG	Residential Gateway
RPLMN	Registered PLMN
RQA	Reflective QoS Attribute
RQI	Reflective QoS Indication
RSNPN	Registered SNPN
S-NSSAI	Single NSSAI
SA	Security Association
SDF	Service Data Flow
SMF	Session Management Function
SGC	Service Gap Control
SNN	Serving Network Name
SNPN	Stand-alone Non-Public Network
SOR	Steering of Roaming
TA	Tracking Area
TAC	Tracking Area Code
TAI	Tracking Area Identity
Tbps	Terabits per second
TMBR	Total Maximum Bit Rate
TSC	Time Sensitive Communication
TSN	Time-Sensitive Networking
UDM	Unified Data Management
UL	Uplink
UPDS	UE policy delivery service
UPF	User Plane Function
UPSC	UE Policy Section Code
UPSI	UE Policy Section Identifier
URN	Uniform Resource Name
URSP	UE Route Selection Policy
V2XP	V2X policy
W-5GAN	Wireline 5G Access Network
*** Next change ***
4.8.1	General
In order to interwork with E-UTRAN connected to EPC, the UE supporting both S1 mode and N1 mode can operate in single-registration mode or dual-registration mode (see 3GPP TS 23.501 [8]). Support of single-registration mode is mandatory for UEs supporting both S1 mode and N1 mode.
During the EPS attach procedure (see 3GPP TS 24.301 [15]) or initial registration procedure (see subclause 5.5.1.2), the mode for interworking is selected if the UE supports both S1 mode and N1 mode, and the network supports interworking. The mode for interworking may also be selected during the EPS tracking area updating procedure (see 3GPP TS 24.301 [15]) or registration procedure for mobility and periodic registration update (see subclause 5.5.1.3).
For interworking between E-UTRAN connected to EPC and N3AN (non-3GPP access network)IWF connected to 5GCN, the UE shall operate as specified in either subclause 4.8.2.3 or subclause 4.8.3. Which subclause the UE follows is chosen by the UE irrespective of the interworking without N26 interface indicator.
*** Next change ***
4.8.2.3.2	Interworking between N3ANIWF connected to 5GCN and E-UTRAN
If:
[bookmark: OLE_LINK52]a)	the UE has registered in neither N1 mode over 3GPP access nor S1 mode yet; and
b)	the UE has at least one active PDU session associated with non-3GPP access which the UE intends to transfer to EPS,
the UE shall initiate an EPS attach procedure and include a PDN CONNECTIVITY REQUEST message with a request type set to "handover" in the ATTACH REQUEST message to activate a default EPS bearer context for one of the active PDU sessions which the UE intends to transfer to EPS (see 3GPP TS 24.301 [15]). The request type is set as follows:
-	if all the PDU sessions which the UE intends to transfer are non-emergency PDU sessions, the request type is set to "handover"; and
-	if the PDU sessions which the UE intends to transfer include an emergency PDU session, the request type is set to "handover of emergency bearer services" and the default bearer to be activated is the default EPS bearer context for the emergency PDU session.
NOTE 1:	It is necessary for the UE to support sending an ATTACH REQUEST message containing a PDN CONNECTIVITY REQUEST message with request type set to "handover" to transfer a PDU session from N1 mode to S1 mode for interworking betwteen N3ANIWF connected to 5GCN and E-UTRAN.
NOTE 2:	Due to the UE's maximum number of active EPS bearer contexts (see 3GPP TS 24.301 [15]), when a UE has connectivity to multiple DNs, the UE can experience loss of connectivity of a subsequently transferred session to a DN.
After successful completion of the EPS attach procedure, the UE shall initiate a UE requested PDN connectivity procedure with request type set to "handover" in the PDN CONNECTIVITY REQUEST message to transfer each of the other PDU sessions which the UE intends to transfer to EPS, if any.
If:
a)	the UE has not registered in N1 mode over non-3GPP access yet; and
b)	the UE has at least one active PDN connection which the UE intends to transfer to N3ANIWF connected to 5GCN,
the UE shall initiate an initial registration procedure over non-3GPP access (see subclause 5.5.1.2).
After successful completion of the 5GS initial registration in N1 mode over non-3GPP access, the UE shall initiate a UE-requested PDU session establishment procedure with a request type set to "existing PDU session" to transfer each of the PDN connections which the UE intends to transfer to N3ANIWF connected to 5GCN, if any. The request type is set as follows:
i.	if the PDN connections which the UE intends to transfer include an emergency PDN connection, the request type of the first UE-requested PDU session establishment procedure is set to "existing emergency PDU session" to transfer the emergency PDN connection; and
ii.	if the PDN connections which the UE intends to transfer are only non-emergency PDN connections or if the UE-requested PDU session establishment procedure to transfer the emergency PDN connection has been initiated (see item i.) and additional to be transferred PDN connections remain, the request type, used in the PDU session establishment procedures to transfer the non-emergency PDN connection, is set to "existing PDU session".
NOTE 3:	Due to the maximum number of PDU sessions which a UE can establish in a PLMN (see subclause 6.4.1.5), when the UE has connectivity to multiple PDNs, the UE can experience loss of connectivity of a subsequently transferred connection to a PDN.
NOTE 42:	If the UE has no active PDU session associated with non-3GPP access which the UE in N1 mode intends to transfer to EPS or no active PDN connection associated with 3GPP access which the UE in S1 mode intends to transfer to N3ANIWF connected to 5GCN, the interworking between N3ANIWF connected to 5GCN and E-UTRAN is not supported.
See subclause 6.1.4.2 for coordination between 5GSM and ESM.
[bookmark: _Toc20232455][bookmark: _Toc27746541]*** Next change ***
4.8.3	Dual-registration mode
If both 5GMM and EMM are enabled, a UE, operating in the dual-registration mode shall maintain independent contexts for 5GMM and EMM and this includes independent lists of equivalent PLMNs. Coordination between 5GMM and EMM is not needed, except as specified in the present subclause, subclause 5.1.5 and 5.3.13A.
a)	A UE operating in the dual-registration mode may register to N1 mode only, S1 mode only, or to both N1 mode and S1 mode.
b)	When the UE decides to operate in dual-registration mode (see subclause 5.5.1.2.4), NAS informs the lower layers about this.
c)	If a UE is registered in N1 mode only, then for registration in S1 mode it shall use:
1)	the same PLMN to which it is registered in N1 mode;
2)	an equivalent PLMN; or
3)	the EHPLMN if the UE is registered in N1 mode over HPLMN or another EHPLMN; or
d)	If a UE is registered in S1 mode only, then for registration in N1 mode it shall use:
1)	the same PLMN to which it is registered in S1 mode;
2)	an equivalent PLMN; or
3)	the EHPLMN if the UE is registered in S1 mode over HPLMN or another EHPLMN.
NOTE 1:	It is up to UE implementation how to handle the case when the UE is registered in both N1 mode and S1 mode and the PLMNs to which the UE is registered, are not equivalent, e.g. search for a PLMN which is the same or equivalent to any of the registered ones.
[bookmark: OLE_LINK42]When no PDU session is active and the UE has not registered to S1 mode yet, the UE may initiate the EPS attach procedure with PDN connection establishment if EMM-REGISTERED without PDN connection is not supported by the MME. If EMM-REGISTERED without PDN connection is supported by the MME, the UE may initiate either the EPS attach procedure without PDN connection establishment or the attach procedure with PDN connection establishment.
When at least one PDU session is active and the UE has not registered to S1 mode yet, the UE may initiate the EPS attach procedure. If necessary, the UE may transfer an active PDU session from N1 mode to S1 mode by initiating the EPS attach procedure with request type set to "handover" in the PDN CONNECTIVITY REQUEST message. After successfully attached in S1 mode, if necessary, the UE may transfer other active PDU sessions from N1 mode to S1 mode by initiating the PDN connectivity procedure with request type set to "handover" in the PDN CONNECTIVITY REQUEST message.
NOTE 2:	It is up to UE implementation to determine which active PDU session is transferred from N1 mode to S1 mode.
When the UE has not registered to N1 mode, the UE may initiate the initial registration procedure. After successfully registered in N1 mode, if necessary, the UE may transfer one or more active PDN connections from S1 mode to N1 mode by initiating the PDU session establishment procedure with request type set to "existing PDU session".
NOTE 3:	It is up to UE implementation to determine which active PDN connection is transferred from S1 mode to N1 mode.
If the MME supports EMM-REGISTERED without PDN connection, the UE that transferred all PDN connections to the 5GS, may stay in state EMM-REGISTERED. Otherwise, the UE shall enter state EMM-DEREGISTERED upon transferring all PDN connection to the 5GS.
NOTE 4:	When the UE has registered in both N1 mode and S1 mode, it is up to UE implementation to maintain the registration update to date in both N1 mode and S1 mode.
See subclause 6.1.4 for coordination between 5GSM and ESM.
See subclause 4.8.2.3.2 for interworking between N3ANIWF connected to 5GCN and E-UTRAN.
[bookmark: _Toc20232631][bookmark: _Toc27746724]*** Next change ***
5.4.2.2	NAS security mode control initiation by the network
The AMF initiates the NAS security mode control procedure by sending a SECURITY MODE COMMAND message to the UE and starting timer T3560 (see example in figure 5.4.2.2).
The AMF shall reset the downlink NAS COUNT counter and use it to integrity protect the initial SECURITY MODE COMMAND message if the security mode control procedure is initiated:
a)	to take into use the security context created after a successful execution of the 5G AKA based primary authentication and key agreement procedure or the EAP based primary authentication and key agreement procedure; or
b)	upon receipt of REGISTRATION REQUEST message, if the AMF needs to create a mapped 5G NAS security context (i.e. the type of security context flag is set to "mapped security context" in the NAS key set identifier IE included in the SECURITY MODE COMMAND message).
The AMF shall send the SECURITY MODE COMMAND message unciphered, but shall integrity protect the message with the 5G NAS integrity key based on KAMF or mapped K'AMF indicated by the ngKSI included in the message. The AMF shall set the security header type of the message to "integrity protected with new 5G NAS security context".
The AMF shall create a locally generated KAMF and send the SECURITY MODE COMMAND message including an ngKSI value in the NAS key set identifier IE set to "000" and 5G-IA0 and 5G-EA0 as the selected NAS security algorithms only when the security mode control procedure is initiated:
a)	during an initial registration procedure for emergency services if no shared 5G NAS security context is available;
b)	during a registration procedure for mobility and periodic registration update for a UE that has an emergency PDU session if no shared 5G NAS security context is available;
c)	during a service request procedure for a UE that has an emergency PDU session if no shared 5G NAS security context is available; or
d)	after a failed primary authentication and key agreement procedure procedure for a UE that has an emergency PDU session or is establishing an emergency PDU session, if continued usage of a shared 5G NAS security context is not possible.
The UE shall process a SECURITY MODE COMMAND message including an ngKSI value in the NAS key set identifier IE set to "000" and 5G-IA0 and 5G-EA0 as the selected NAS security algorithms and, if accepted, create a locally generated KAMF when the security mode control procedure is initiated:
a)	during an initial registration procedure for emergency services;
b)	during a registration procedure for mobility and periodic registration update for a UE that has an emergency PDU session;
c)	during a service request procedure for a UE that has an emergency PDU session; or
d)	after a primary authentication and key agreement procedure procedure for a UE that has an emergency PDU session or is establishing an emergency PDU session.
NOTE 1:	The process for creation of the locally generated KAMF by the AMF and the UE is implementation dependent. The KAMF is specified in 3GPP TS 33.501 [24].
Upon receipt of a REGISTRATION REQUEST message, if the AMF does not have the valid current 5G NAS security context indicated by the UE, the AMF shall either:
a)	indicate the use of the new mapped 5G NAS security context to the UE by setting the type of security context flag in the NAS key set identifier IE to "mapped security context" and the KSI value related to the security context of the source system; or
b)	set the ngKSI value "000" in the NAS key set identifier IE if the AMF sets 5G-IA0 and 5G-EA0 as the selected NAS security algorithms for a UE that has an emergency PDU session.
While having a current mapped 5G NAS security context with the UE, if the AMF needs to take the native 5G NAS security context into use, the AMF shall include the ngKSI that indicates the native 5G NAS security context in the SECURITY MODE COMMAND message.
The AMF shall include the replayed security capabilities of the UE (including the security capabilities with regard to NAS, RRC and UP (user plane) ciphering as well as NAS and RRC integrity, and other possible target network security capabilities, i.e. E-UTRAN if the UE included them in the message to network), the selected 5GS ciphering and integrity algorithms and the ngKSI.
[bookmark: _Hlk527715044]If a UE is already registered over one access to a PLMN and the AMF decides to skip primary authentication and key agreement procedure when the UE attempts to register over the other access to the same PLMN, the AMF shall take into use the UE's current 5G NAS security context over the other access that the UE is registering. In this case, SECURITY MODE COMMAND message is not sent to the UE.
If the UE is registered to the same AMF and the same PLMN over both 3GPP access and non-3GPP access, and the UE is in 5GMM-CONNECTED mode over both the 3GPP and non-3GPP accesses, then at any time the primary authentication and key agreement procedure has successfully completed over:
a)	the 3GPP access, the AMF includes the ngKSI in the SECURITY MODE COMMAND message over the 3GPP access. When the AMF sends the SECURITY MODE COMMAND message to UE over the non-3GPP access to take into use the new 5G NAS security context, the AMF shall include the same ngKSI in the SECURITY MODE COMMAND message to identify the new 5G NAS security context; or
b)	the non- 3GPP access, the AMF includes the ngKSI in the SECURITY MODE COMMAND message over the non-3GPP access. When the AMF sends the SECURITY MODE COMMAND message to UE over the 3GPP access to take into use the new 5G NAS security context, the AMF shall include the same ngKSI in the SECURITY MODE COMMAND message to identify the new 5G NAS security context.
The AMF may initiate a SECURITY MODE COMMAND in order to change the 5G security algorithms for a current 5G NAS security context already in use. The AMF re-derives the 5G NAS keys from KAMF with the new 5G algorithm identities as input and provides the new 5GS algorithm identities within the SECURITY MODE COMMAND message. The AMF shall set the security header type of the message to "integrity protected with new 5G NAS security context".
If, during an ongoing registration procedure, the AMF is initiating a SECURITY MODE COMMAND (i.e. after receiving the REGISTRATION REQUEST message, but before sending a response to that message) and:
a)	the REGISTRATION REQUEST message does not successfully pass the integrity check at the AMF; or
b)	the AMF can not decipher the value part of the NAS message container IE in the REGISTRATION REQUEST message;
the AMF shall include the Additional 5G security information IE with the RINMR bit set to "Retransmission of the initial NAS message requested" in the SECURITY MODE COMMAND message requesting the UE to send the entire REGISTRATION REQUEST message in the SECURITY MODE COMPLETE message as described in 3GPP TS 33.501 [24].
If, during an ongoing service request procedure for a UE with an emergency PDU session, the AMF is initiating a SECURITY MODE COMMAND (i.e. after receiving the SERVICE REQUEST message, but before sending a response to that message) and the SERVICE REQUEST message does not successfully pass the integrity check at the AMF, the AMF shall include the Additional 5G security information IE with the RINMR bit set to "Retransmission of the initial NAS message requested" in the SECURITY MODE COMMAND message requesting the UE to send the entire SERVICE REQUEST message in the SECURITY MODE COMPLETE message as described in 3GPP TS 33.501 [24].
Additionally, the AMF may request the UE to include its IMEISV in the SECURITY MODE COMPLETE message.
If the AMF supports N26 interface and the UE set the S1 mode bit to "S1 mode supported" in the 5GMM capability IE of the REGISTRATION REQUEST message, the AMF shall select ciphering and integrity algorithms to be used in the EPS and indicate them to the UE via the Selected EPS NAS security algorithms IE in the SECURITY MODE COMMAND message.
NOTE 2:	The AS and NAS security capabilities are the same, i.e. if the UE supports one algorithm for NAS, the same algorithm is also supported for AS.
If the AMF performs horizontal key derivation e.g. during the mobility and periodic registration update or when the UE is already registered in the PLMN with another access type as described in 3GPP TS 33.501 [24], the AMF shall include horizontal derivation parameter in the SECURITY MODE COMMAND message.
If the security mode control procedure is initiated after successful EAP based primary authentication and key agreement procedure and the security mode control procedure intends to bring into use the partial native 5G NAS security context created by the EAP based primary authentication and key agreement procedure, the AMF shall set the EAP message IE of the SECURITY MODE COMMAND message to an EAP-success message to be sent to the UE.


Figure 5.4.2.2: Security mode control procedure
[bookmark: _Toc20232645][bookmark: _Toc27746738]*** Next change ***
5.4.4.1	General
The purpose of this procedure is to:
a)	allow the AMF to update the UE configuration for access and mobility management-related parameters decided and provided by the AMF by providing new parameter information within the command; or
b)	request the UE to perform a registration procedure for mobility and periodic registration update towards the network to update access and mobility management-related parameters decided and provided by the AMF (see subclause 5.5.1.3).
This procedure is initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. When the UE is in 5GMM-IDLE mode, the AMF may use the paging or notification procedure to initiate the generic UE configuration update procedure. The AMF can request a confirmation response in order to ensure that the parameter has been updated by the UE.
This procedure shall be initiated by the network to assign a new 5G-GUTI to the UE after a successful service request procedure invoked as a response to a paging request from the network and before the release of the N1 NAS signalling connection. If the service request procedure was triggered due to 5GSM downlink signalling pending, the procedure for assigning a new 5G-GUTI can be initiated by the network after the transport of the 5GSM downlink signalling.
The following parameters are supported by the generic UE configuration update procedure without the need to request the UE to perform the registration procedure for mobility and periodic registration update:
a)	5G-GUTI;
b)	TAI list;
c)	Service area list;
d)	Network identity and time zone information (Full name for network, short name for network, local time zone, universal time and local time zone, network daylight saving time);
e)	LADN information;
f)	Rejected NSSAI;
g)	void;
h)	Operator-defined access category definitions;
i)	SMS indication;
j)	Service gap time value;
k)	"CAG information list";
l)	UE radio capability ID; and
m)	5GS registration result.
The following parameters can be sent to the UE with or without a request to perform the registration procedure for mobility and periodic registration update:
a)	Allowed NSSAI; 
b)	Configured NSSAI; or
c)	Network slicing subscription change indication.
The following parameter is sent to the UE with a request to perform the registration procedure for mobility and periodic registration update:
a)	MICO indication; or
b)	UE radio capability ID deletion indication.
The following parameters are sent over 3GPP access only:
a)	LADN information;
b)	MICO indication;
c)	TAI list;
d)	Service area list;
e)	Service gap time value;
f)	"CAG information list"; and
g)	UE radio capability ID.
The following parameters are managed and sent per access type i.e., independently over 3GPP access or non- 3GPP access:
a)	Allowed NSSAI; and
b)	Rejected NSSAI (when the NSSAI is rejected for the current registration area).
The following parameters are managed commonly and sent over 3GPP access or non- 3GPP access:
a)	5G-GUTI;
b)	Network identity and time zone information;
c)	Rejected NSSAI (when the NSSAI is rejected for the current PLMN);
d)	Configured NSSAI;
e)	SMS indication;
f)	5GS registration result.


Figure 5.4.4.1.1: Generic UE configuration update procedure
[bookmark: _Toc20232822][bookmark: _Toc27746925]*** Next change ***
[bookmark: _Toc20232823][bookmark: _Toc27746926]6.4.1.2	UE-requested PDU session establishment procedure initiation
In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
NOTE 0:	When IMS voice is available over either 3GPP access or non-3GPP access, the "voice centric" UE in 5GMM-REGISTERED state will receive a request from upper layers to establish the PDU session for IMS signalling, if the conditions for performing an initial registration with IMS indicated in 3GPP TS 24.229 [14] subclause U.3.1.2 are satisfied.
If the UE requests to establish a new PDU session, the UE shall allocate a PDU session ID which is not currently being used by another PDU session over either 3GPP access or non-3GPP access. If the N5CW device supports 3GPP access and requests to establish a new PDU session via 3GPP access, the N5CW device shall refrain from allocating "PDU session identity value 15". If the TWIF acting on behalf of the N5CW device requests to establish a new PDU session, the TWIF acting on behalf of the N5CW device shall allocate the "PDU session identity value 15".
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.
If the UE is registered for emergency services over the current access, the UE shall not request establishing a non-emergency PDU session over the current access. If the UE is registered for emergency services over the current access it shall not request establishing an emergency PDU session over the non-current access except if the request is for transferring the emergency PDU session to the non-current access. Before transferring an emergency PDU session from non-3GPP access connected to 5GC to 3GPP access, or before transferring an emergency PDN connection from untrusted non-3GPP access connected to EPC to 3GPP access, the UE shall check whether emergency services are supported in the NG-RAN cell (either an NR cell or an E-UTRA cell) on which the UE is camping. If:
a)	emergency services are not supported in the NG-RAN cell (either an NR cell or an E-UTRA cell) on which the UE is camping;
b)	emergency services fallback is supported in the NG-RAN cell (either an NR cell or an E-UTRA cell) on which the UE is camping; and
c)	the UE supports emergency services fallback;
the UE may perform emergency services fallback and transfer the emergency PDU session or emergency PDN connection after the emergency services fallback is completed.
NOTE 1:	Transfer of an existing emergency PDU session or emergency PDN connection between 3GPP access and non-3GPP access is needed e.g. if the UE determines that the current access is no longer available.
If the UE requests to establish a new emergency PDU session, the UE shall include the PDU session type IE in the PDU SESSION ESTABLISHMENT REQUEST message and shall set the IE to the IP version capability as specified in subclause 6.2.4.2.
If the UE requests to establish a new non-emergency PDU session with a DN, the UE shall include the PDU session type IE in the PDU SESSION ESTABLISHMENT REQUEST message and shall set the IE to one of the following values: the IP version capability as specified in subclause 6.2.4.2, "Ethernet" or "Unstructured" based on the URSP rules or based on UE local configuration (see 3GPP TS 24.526 [19]).
NOTE 2:	When the UE initiates the UE-requested PDU session establishment procedure to transfer an existing non-IP PDN connection in the EPS to the 5GS, the UE can use locally available information associated with the PDN connection to select the PDU session type between "Ethernet" and "Unstructured".
If the UE requests to establish a new non-emergency PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode. If the UE requests to establish a PDU session of "IPv4", "IPv6" or "IPv4v6" PDU session type, the UE shall either omit the SSC mode IE or set the SSC mode IE to "SSC mode 1", "SSC mode 2", or "SSC mode 3". If the UE requests to establish a PDU session of "Ethernet" or "Unstructured" PDU session type, the UE shall either omit the SSC mode IE or set the SSC mode IE to "SSC mode 1" or "SSC mode 2". If the UE requests transfer of an existing PDN connection in the EPS to the 5GS or the UE requests transfer of an existing PDN connection in an untrusted non-3GPP access connected to the EPC to the 5GS, the UE shall set the SSC mode IE to "SSC mode 1".
If the UE requests to establish a new emergency PDU session, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to "SSC mode 1".
If the UE requests to establish a new PDU session with a DN, the UE may include the SM PDU DN request container IE with a DN-specific identity of the UE complying with network access identifier (NAI) format as specified in IETF RFC 7542 [37].
The UE should set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message if the UE supports reflective QoS and:
a)	the UE requests to establish a new PDU session of "IPv4", "IPv6", "IPv4v6" or "Ethernet" PDU session type;
b)	the UE requests to transfer an existing PDN connection in the EPS of "IPv4", "IPv6", "IPv4v6" or "Ethernet" PDN type or of "Non-IP" PDN type mapping to "Ethernet" PDU session type, to the 5GS; or
c)	the UE requests to transfer an existing PDN connection in an untrusted non-3GPP access connected to the EPC of "IPv4", "IPv6" or "IPv4v6" PDN type to the 5GS.
NOTE 3:	The determination to not request the usage of reflective QoS by the UE for a PDU session is implementation dependent.
[bookmark: _Hlk32565849]The UE shall indicate the maximum number of packet filters that can be supported for the PDU session in the Maximum number of supported packet filters IE of the PDU SESSION ESTABLISHMENT REQUEST message if:
a)	the UE requests to establish a new PDU session of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDU session type, and the UE can support more than 16 packet filters for this PDU session;
b)	the UE requests to transfer an existing PDN connection in the EPS of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDN type or of "Non-IP" PDN type mapping to "Ethernet" PDU session type, to the 5GS and the UE can support more than 16 packet filters for this PDU session; or
c)	the UE requests to transfer an existing PDN connection in an untrusted non-3GPP access connected to the EPC of "IPv4", "IPv6" or "IPv4v6" PDN type to the 5GS and the UE can support more than 16 packet filters for this PDU session.
The UE shall include the Integrity protection maximum data rate IE in the PDU SESSION ESTABLISHMENT REQUEST message to indicate the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink and the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink.
The UE shall set the MH6-PDU bit to "Multi-homed IPv6 PDU session supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message if the UE supports multi-homed IPv6 PDU session and:
a)	the UE requests to establish a new PDU session of "IPv6" or "IPv4v6" PDU session type; or.
b)	the UE requests to transfer an existing PDN connection of "IPv6" or "IPv4v6" PDN type in the EPS or in an untrusted non-3GPP access connected to the EPC to the 5GS.
The UE shall set the EPT-S1 bit to "Ethernet PDN type in S1 mode supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message if the UE supports Ethernet PDN type in S1 mode and requests "Ethernet" PDU session type.
If the UE requests to establish a new PDU session as an always-on PDU session (e.g. because the PDU session is for TSC), the UE shall include the Always-on PDU session requested IE and set the value of the IE to "Always-on PDU session requested" in the PDU SESSION ESTABLISHMENT REQUEST message.
NOTE 4:	Determining whether a PDU session is for TSC is UE implementation dependent.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure to establish another emergency PDU session. The UE may perform the UE-requested PDU session establishment procedure to transfer an existing emergency PDU session or an existing PDN connection for emergency services.
If:
a)	the UE requests to perform handover of an existing PDU session between 3GPP access and non-3GPP access;
b)	the UE requests to perform transfer an existing PDN connection in the EPS to the 5GS; or
c)	the UE requests to perform transfer an existing PDN connection in an untrusted non-3GPP access connected to the EPC to the 5GS;
the UE shall:
a)	set the PDU session ID in the PDU SESSION ESTABLISHMENT REQUEST message and in the UL NAS TRANSPORT message to the stored PDU session ID corresponding to the PDN connection; and
b)	set the S-NSSAI in the UL NAS TRANSPORT message to the stored S-NSSAI associated with the PDU session ID only if the S-NSSAI is included in the allowed NSSAI.
If the N5CW device supports 3GPP access and requests to perform handover of an existing PDU session from non-3GPP access to 3GPP access, the N5CW device shall set the PDU session ID in the PDU SESSION ESTABLISHMENT REQUEST message and in the UL NAS TRANSPORT message to "PDU session identity value 15".
If the UE supports ATSSS Low-Layer functionality as specified in subclause 5.32.6 of 3GPP TS 23.501 [8], the UE shall set the ATS-LL bit to "ATSSS Low-Layer functionality supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE supports MPTCP functionality as specified in subclause 5.32.6 of 3GPP TS 23.501 [8], the UE shall set the MPTCP bit to "MPTCP functionality supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE requests to establish a new PDU session and the UE allows the network to upgrade the requested PDU session to an MA PDU session, the UE shall set "MA PDU session network upgrade allowed" in the MA PDU session information IE and shall set the request type to "initial request" in the UL NAS TRANSPORT message.
If the UE requests to establish a new MA PDU session, the UE shall set the request type to "MA PDU request" in the UL NAS TRANSPORT message.
If the UE has an MA PDU session established over one access and the UE needs to perform the UE-requested PDU session establishment procedure to establish user plane resources over the other access for the MA PDU session as specified in subclause 4.22 of 3GPP TS 23.502 [9], the UE shall:
a)	set the request type to "MA PDU request" in the UL NAS TRANSPORT message;
b)	set the PDU session ID to the stored PDU session ID corresponding to the established MA PDU session in the PDU SESSION ESTABLISHMENT REQUEST message and in the UL NAS TRANSPORT message; and
c)	set the S-NSSAI in the UL NAS TRANSPORT message to the stored S-NSSAI associated with the PDU session ID only if the S-NSSAI is included in the allowed NSSAI.
If the UE supports 3GPP PS data off, the UE shall include the extended protocol configuration options IE in the PDU SESSION ESTABLISHMENT REQUEST message and include the 3GPP PS data off UE status. The UE behaves as described in subclause 6.2.10.
If the UE supports Reliable Data Service, the UE shall include the extended protocol configuration options IE in the PDU SESSION ESTABLISHMENT REQUEST message and include the Reliable Data Service request indicator. The UE behaves as described in subclause 6.2.15.
If:
a)	the PDU session type value of the PDU session type IE is set to "IPv4", "IPv6", "IPv4v6", or "Ethernet";
b)	the UE indicates "Control plane CIoT 5GS optimization supported" and "Header compression for control plane CIoT 5GS optimization supported" in the 5GMM capability IE of the REGISTRATION REQUEST message; and
c)	the network indicates "Control plane CIoT 5GS optimization supported" and "Header compression for control plane CIoT 5GS optimization supported" in the 5GS network support feature IE of the REGISTRATION ACCEPT message;
the UE shall include the Header compression configuration IE in the PDU SESSION ESTABLISHMENT REQUEST message.
Editor's note:	The applicability of header compression configuration to the Ethernet PDU session is FFS.
If the UE requests to establish a PDU session of "Ethernet" PDU session type and the UE supports transfer of port management information containers, the UE shall:
a)	set the TPMIC bit to "Transfer of port management information containers supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message;
b)	include the DS-TT Ethernet port MAC address IE in the PDU SESSION ESTABLISHMENT REQUEST message and set its contents to the MAC address of the DS-TT Ethernet port used for the PDU session;
c)	if the UE-DS-TT residence time is available at the UE, include the UE-DS-TT residence time IE and set its contents to the UE-DS-TT residence time; and
d)	include the Port management information container IE in the PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall transport:
a)	the PDU SESSION ESTABLISHMENT REQUEST message;
b)	the PDU session ID of the PDU session being established, being handed over, being transferred, or been established as an MA PDU session;
c)	if the request type is set to:
1)	"initial request" or "MA PDU request" and the UE determined to establish a new PDU session or an MA PDU session based on either a URSP rule including one or more S-NSSAIs in the URSP (see subclause 6.2.9) or UE local configuration, according to subclause 4.2.2 of 3GPP TS 24.526 [19]:
i)	in case of a non-roaming scenario, an S-NSSAI in the allowed NSSAI which corresponds to one of the S-NSSAI(s) in the matching URSP rule, if any to the S-NSSAI(s) in the UE local configuration or in the default URSP rule, according to the conditions given in subclause 4.2.2 of 3GPP TS 24.526 [19]; or
ii)	in case of a roaming scenario:
A)	one of the mapped S-NSSAI(s) which corresponds to one of the S-NSSAI(s) in the matching URSP rule, if any, or else to the S-NSSAI(s) in the UE local configuration or in the default URSP rule, according to the conditions given in subclause 4.2.2 of 3GPP TS 24.526 [19]; and
B)	the S-NSSAI in the allowed NSSAI associated with the S-NSSAI in A); or
2)	"existing PDU session", an S-NSSAI, which is an S-NSSAI associated with the PDU session and (if available in roaming scenarios) a mapped S-NSSAI;
d)	the requested DNN, if the request type is set to "initial request" or "existing PDU session", and the UE requests a connectivity to a DNN other than the default DNN;
e)	the request type which is set to:
1)	"initial request", if the UE is not registered for emergency services and the UE requests to establish a new non-emergency PDU session;
2)	"existing PDU session", if the UE is not registered for emergency services and the UE requests:
i)	handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access;
ii)	transfer of an existing PDN connection for non-emergency bearer services in the EPS to the 5GS; or
iii)	transfer of an existing PDN connection for non-emergency bearer services in an untrusted non-3GPP access connected to the EPC to the 5GS;
3)	"initial emergency request", if the UE requests to establish a new emergency PDU session;
4)	"existing emergency PDU session", if the UE requests:
i)	handover of an existing emergency PDU session between 3GPP access and non-3GPP access;
ii)	transfer of an existing PDN connection for emergency bearer services in the EPS to the 5GS; or
iii)	transfer of an existing PDN connection for emergency bearer services in an untrusted non-3GPP access connected to the EPC to the 5GS; or
5)	"MA PDU request", if the UE requests to establish an MA PDU session; and
f)	the old PDU session ID which is the PDU session ID of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested";
using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3580 (see example in figure 6.4.1.2.1).
For bullet c), if the matching URSP rule does not have an associated S-NSSAI, or if the UE does not have any matching URSP rule and there is no S-NSSAI in the UE local configuration or in the default URSP rule, the UE shall not provide any S-NSSAI in a PDU session establishment procedure.
If the request type is set to "initial emergency request" or "existing emergency PDU session", neither DNN nor S-NSSAI is transported by the UE using the NAS transport procedure as specified in subclause 5.4.5.


Figure 6.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally an S-NSSAI associated with (if available in roaming scenarios) a mapped S-NSSAI, optionally a DNN determined by the AMF, optionally a DNN selected by the network (if different from the DNN determined by the AMF), the request type, and optionally an old PDU session ID, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN.
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session" and the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the SM PDU DN request container IE.
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the SM PDU DN request container IE is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:
a)	if the information for the PDU session authentication and authorization by the external DN in the SM PDU DN request container IE is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [24] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and
b)	if the information for the PDU session authentication and authorization by the external DN in the SM PDU DN request container IE is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #29 "user authentication or authorization failed", in the PDU SESSION ESTABLISHMENT REJECT message.
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the SM PDU DN request container IE is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [24] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.
If the SMF receives the old PDU session ID from the AMF and a PDU session exists for the old PDU session ID, the SMF shall consider that the request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9] is accepted by the UE.
If the UE has set the TPMIC bit to "Transfer of port management information containers supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message and has included a DS-TT Ethernet port MAC address IE and Port management information container IE in the PDU SESSION ESTABLISHMENT REQUEST message, the SMF shall operate as specified in 3GPP TS 23.502 [9] subclause 4.3.2.2.1.
*** That’s all, folks! ***
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