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	Reason for change:
	1. According to TS23.501/23.502, 1)NSSAA procedure can be invoked by an AMF at any time when Network Slice-Specific AAA Server triggers a UE re-authentication and re-authorization for an S-NSSAI, and 2) A Network Slice-Specific AAA server may revoke the authorization or challenge the authentication and authorization of a UE at any time. NSSAI storage and updating need to be considered for the above cases.

2. According to TS24.501,the allowed NSSAI is always provided by AMF during registration,after NSSAA and Authorization Revocation:
1)“The AMF shall include the allowed NSSAI for the current PLMN and shall include the mapped S-NSSAI(s) for the allowed NSSAI contained in the requested NSSAI from the UE if available, in the REGISTRATION ACCEPT message if the UE included the requested NSSAI in the REGISTRATION REQUEST message and the AMF allows one or more S-NSSAIs in the requested NSSAI.”;

2)”The AMF updates the allowed NSSAI and the rejected NSSAI using the generic UE configuration update procedure as specified in the subclause 5.4.4 after the network slice-specific authentication and authorization procedure has been performed.”

3)”If authorization is revoked for an S-NSSAI that is in the current allowed NSSAI for an access type, the AMF shall provide a new allowed NSSAI, excluding the S-NSSAI(s) for which the authorization is revoked, to the UE using the generic UE configuration update procedure as specified in the subclause 5.4.4 and release all PDU sessions associated with the S-NSSAI for this access type.”

So it is no need for UE to update the stored allowed NSSAI based on the rejected NSSAI IE  in REGISTRATION ACCEPT or CONFIGURATION UPDATE COMMAND messages.

In addition, the rejected NSSAI for the current registration area should not be used to update the allowed NSSAI for the current PLMN.

It is suggested to update the process of the rejected NSSAI  

3. Network Slice-Specific Authorization Revocation procedure,defined in TS23.502, is related to Generic UE configuration update procedure to  revoke  authorization of an S-NSSAI which successfully passes NSSAA,  instead of revoking a NSSAA procedure.  Updating the description in current version is suggested.

4. The description of pending NSSAI in general part for NS is missing.

	
	

	Summary of change:
	· Update requirements for Network Slice-Specific re-authentication/re-authorization and Authorization Revocation.
· Update the process of the rejected NSSAI
· Update description on Authorization Revocation.
· Add description of pending NSSAI.
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[bookmark: _Toc20232392]***************************** NEXT CHANGE *************************************
[bookmark: _Toc20232433][bookmark: _Toc27746519]4.6.1	General
The 5GS supports network slicing as described in 3GPP TS 23.501 [8]. Within a PLMN or SNPN, a network slice is identified by an S-NSSAI, which is comprised of a slice/service type (SST) and a slice differentiator (SD). Inclusion of an SD in an S-NSSAI is optional. A set of one or more S-NSSAIs is called the NSSAI. The following NSSAIs are defined in 3GPP TS 23.501 [8]:
a)	configured NSSAI;
b)	requested NSSAI;
c)	allowed NSSAI; and
d)	subscribed S-NSSAIs;
The following NSSAIs are defined in the present document:
a)	rejected NSSAI for the current PLMN or SNPN;
b)	rejected NSSAI for the current registration area; 
c) rejected NSSAI due to the failed network slice-specific authorization and authentication or Authorization Revocation.and
dc)	pending NSSAI.
In case of a PLMN, a serving PLMN may configure a UE with the configured NSSAI per PLMN. In addition, the HPLMN may configure a UE with a single default configured NSSAI, and consider the default configured NSSAI as valid in a PLMN for which the UE has neither a configured NSSAI nor an allowed NSSAI. In case of an SNPN, the SNPN may configure a UE with a configured NSSAI applicable to the SNPN.
Editor's note [WI: Vertical_LAN, CR#1454]:	It is FFS whether the default configured NSSAI is supported in an SNPN.
The allowed NSSAI and rejected NSSAI for the current registration area are managed per access type independently, i.e. 3GPP access or non-3GPP access, and is applicable for the registration area. If the registration area contains TAIs belonging to different PLMNs, which are equivalent PLMNs, the allowed NSSAI and the rejected NSSAI for the current registration area are applicable to these PLMNs in this registration area.
The allowed NSSAI that is associated with a registration area containing TAIs belonging to different PLMNs, which are equivalent PLMNs, can be used to form the requested NSSAI for any of the equivalent PLMNs when the UE is outside of the registration area where the allowed NSSAI was received.
The pending NSSAI contains  one or more S-NSSAIs for which network slice-specific authentication and authorization will be performed or is in process.
When the network slice-specific authentication and authorization procedure is completed for an S-NSSAI that has been in the pending NSSAI, the S-NSSAI will be moved to the allowed NSSAI or rejected NSSAI and communicated to the UE. The pending NSSAI is managed regardless of access type i.e. the pending NSSAI is applicable to both 3GPP access and non-3GPP access even if sent over only one of the accesses.
When AMF invokes a NSSAA procedure due to Network Slice-Specific AAA Server triggers a UE re-authentication and re-authorization for an S-NSSAI, the S-NSSAI will be moved to  the stored pending NSSAI from the stored allowed NSSAI.
The rejected NSSAI due to Authorization Revocation is given to UE by Generic UE configuration update procedure.
The rejected NSSAI for the current PLMN or SNPN is applicable for the whole registered PLMN or SNPN. The AMF shall only send a rejected NSSAI for the current PLMN when the registration area consists of TAIs that only belong to the registered PLMN. If the UE receives a rejected NSSAI for the current PLMN, and the registration area also contains TAIs belonging to different PLMNs, the UE shall treat the received rejected NSSAI for the current PLMN as applicable to the whole registered PLMN.

***************************** NEXT CHANGE *************************************
[bookmark: _Toc27746522]4.6.2.2	NSSAI storage
If available, the configured NSSAI(s) shall be stored in a non-volatile memory in the ME as specified in annex C.
The allowed NSSAI(s) should be stored in a non-volatile memory in the ME as specified in annex C.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs and is associated with a PLMN identity or SNPN identity and an access type. Each of the configured NSSAI except the default configured NSSAI, and the rejected NSSAI is associated with a PLMN identity or SNPN identity. The S-NSSAI(s) in the rejected NSSAI for the current registration area are further associated with a registration area where the rejected S-NSSAI(s) is not available. The S-NSSAI(s) in the rejected NSSAI for the current PLMN or SNPN shall be considered rejected for the current PLMN or SNPN regardless of the access type. There shall be no duplicated PLMN identities or SNPN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN or SNPN, and rejected NSSAI(s) for the current registration area.
The UE stores NSSAIs as follows:
a)	The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN or SNPN. The network may provide to the UE the mapped S-NSSAI(s) for the new configured NSSAI which shall also be stored in the UE. When the UE is provisioned with a new configured NSSAI for a PLMN or SNPN, the UE shall:
1)	replace any stored configured NSSAI for this PLMN or SNPN with the new configured NSSAI for this PLMN or SNPN;
2)	delete any stored mapped S-NSSAI(s) for the configured NSSAI and, if available, store the mapped S-NSSAI(s) for the new configured NSSAI;
3)	delete any stored allowed NSSAI for this PLMN or SNPN and, if available, the stored mapped S-NSSAI(s) for the allowed NSSAI, if the UE received the new configured NSSAI for this PLMN or SNPN and the Configuration update indication IE with the Registration requested bit set to "registration requested", in the same CONFIGURATION UPDATE COMMAND message but without any new allowed NSSAI for this PLMN or SNPN included;
4)	delete any rejected NSSAI for the current PLMN or SNPN and rejected NSSAI for the current registration area;and
5)	delete any stored pending NSSAI for the current PLMN or SNPN, if any.
Editor’s Note [WI: eNS, CR#1602]:	The NSSAI storage update regarding pending NSSAI in scenario where the UE receives CONFIGURATION UPDATE COMMAND message with configured NSSAI while network slice-specific authentication and authorization is ongoing for the pending NSSAI is FFS. 
	If the UE receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [15], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already in the configured NSSAI;
	The UE may continue storing a received configured NSSAI for a PLMN and associated mapped S-NSSAI(s), if available, when the UE registers in another PLMN. 
NOTE 1:	The maximum number of configured NSSAIs and associated mapped S-NSSAIs for PLMNs other than the HPLMN that need to be stored in the UE, and how to handle the stored entries, are up to UE implementation.
b)	The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN or SNPN. The network may provide to the UE the mapped S-NSSAI(s) for the new allowed NSSAI (see subclauses 5.5.1.2 and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for a PLMN or SNPN is received, the UE shall:
1)	replace any stored allowed NSSAI for this PLMN or SNPN with the new allowed NSSAI for this PLMN or SNPN;
2)	delete any stored mapped S-NSSAI(s) for the allowed NSSAI and, if available, store the mapped S-NSSAI(s) for the new allowed NSSAI;
3)	remove from the stored rejected NSSAI, the S-NSSAI(s), if any, included in the new allowed NSSAI for the current PLMN or SNPN; and
4)	remove from the stored pending NSSAI, one or more S-NSSAIs, if any, included in the new allowed NSSAI for the current PLMN or SNPN.
	If the UE receives the CONFIGURATION UPDATE COMMAND message with the Registration requested bit of the Configuration update indication IE set to "registration requested" and contains no other parameters (see subclauses 5.4.4.2 and 5.4.4.3), the UE shall delete any stored allowed NSSAI for this PLMN or SNPN, and delete any stored mapped S-NSSAI(s) for the allowed NSSAI, if available;
NOTE 2:	Whether the UE stores the allowed NSSAI and the mapped S-NSSAI(s) for the allowed NSSAI also when the UE is switched off is implementation specific.
[bookmark: OLE_LINK31]c)	When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message, the REGISTRATION REJECT message, the DEREGISTRATION REQUEST message or in the CONFIGURATION UPDATE COMMAND message, the UE shall:
1)	store the S-NSSAI(s) into the stored  rejected NSSAI based on the associated rejection cause(s),; included in:
i)	rejected NSSAI for the current PLMN or SNPN, for each and every access type;
ii)	rejected NSSAI for the current registration area, associated with the same access type; and
iii)	rejected NSSAI due to the failed network slice-specific authentication and authorization or Authorization Revocation, for each and every access type;

2)	remove from the stored allowed NSSAI for the current PLMN or SNPN, the S-NSSAI(s), if any, included in the:
i)	rejected NSSAI for the current PLMN or SNPN, for each and every access type; and
ii)	rejected NSSAI for the current registration area, associated with the same access type; and
iii)	rejected NSSAI due to the failed or revoked network slice-specific authentication and authorization, for each and every access type;
Editor's note: It is FFS whether and how the network can update the rejected NSSAI due to failed NSSAA.
3)	remove from the stored pending NSSAI for the current PLMN or SNPN, one or more S-NSSAIs, if any, included in the rejected NSSAI due to the failed network slice-specific authentication and authorization or Authorization Revocation, for each and every access type:   :
i)	rejected NSSAI for the current PLMN or SNPN, for each and every access type; and
ii)	rejected NSSAI for the current registration area, associated with the same access type;
	When the UE:
i)	deregisters with the current PLMN using explicit signalling or enters state 5GMM-DEREGISTERED for the current PLMN; or
ii)	successfully registers with a new PLMN; or
iii)	enters state 5GMM-DEREGISTERED following an unsuccessful registration with a new PLMN;
	and the UE is not registered with the current PLMN over another access, the rejected NSSAI for the current PLMN shall be deleted. Once the UE is deregistered over an access type, the rejected NSSAI for the current registration area corresponding to the access type shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current registration area if the UE moves out of the registration area;
d)	When the UE receives one or more S-NSSAIs included in pending NSSAI in the REGISTRATION ACCEPT message, the UE shall store one or more S-NSSAIs for the pending NSSAI.
Editor’s Note [WI: eNS, CR#1602]:	The NSSAI storage update regarding Allowed NSSAI in scenario when re-authentication and re-authorization is challenged for one or more S-NSSAIs in the Allowed NSSAI of a UE is FFS. 
	When the UE:
i)	deregisters with the current PLMN using explicit signalling or enters state 5GMM-DEREGISTERED for the current PLMN; or
ii)	successfully registers with a new PLMN; or
iii)	enters state 5GMM-DEREGISTERED following an unsuccessful registration with a new PLMN;
	and the UE is not registered with the current PLMN over another access, the pending NSSAI for the current PLMN shall be deleted; and
e)	In case of a PLMN, when the UE receives the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed" in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall delete the network slicing information for each of the PLMNs that the UE has slicing information stored for (excluding the current PLMN). The UE shall not delete the default configured NSSAI. Additionally, the UE shall update the network slicing information for the current PLMN (if received) as specified above in bullets a), b), c) and e).
Editor's note [WI: Vertical_LAN, CR#1454]:	It is FFS whether the Network slicing indication IE can be sent by an SNPN.

***************************** NEXT CHANGE *************************************
[bookmark: _Toc20232438][bookmark: _Toc27746524]4.6.2.4	Network slice-specific authentication and authorization
The UE and network may support network slice-specific authentication and authorization.
A serving PLMN shall perform network slice-specific authentication and authorization for the S-NSSAIs of the HPLMN which are subject to it based on subscription information. The UE shall indicate whether it supports network slice-specific authentication and authorization in the 5GMM Capability IE in the registration procedure.
The upper layer stores an association between each S-NSSAI and its corresponding credentials for the network slice-specific authentication and authorization.
NOTE:	The credentials for network slice-specific authentication and authorization and how to provision them in the upper layer are out of the scope of 3GPP.
The network slice-specific authentication and authorization procedure shall not be performed unless:
a)	the primary authentication and key agreement procedure as specified in the subclause 5.4.1 has successfully been completed; and
b)	the initial registration procedure or the mobility and periodic registration update procedure has been completed.
The AMF informs the UE about S-NSSAIs subject to network slice-specific authentication and authorization in the pending NSSAI. The AMF handles allowed NSSAI, pending NSSAI, rejected NSSAI, service area list, and 5GS registration result in the REGISTRATION ACCEPT message according to subclauses 5.5.1.2.4 and 5.5.1.3.4.
To perform network slice-specific authentication and authorization for an S-NSSAI, the AMF invokes an EAP- based network slice-specific authorization procedure for the S-NSSAI (see subclause 5.4.7, 3GPP TS 33.501 [24] and 3GPP TS 23.502 [9]).
The AMF updates the allowed NSSAI and the rejected NSSAI using the generic UE configuration update procedure as specified in the subclause 5.4.4 after the network slice-specific authentication and authorization procedure has been performed.
The network slice-specific authentication and authorization procedure can be invoked or revoked by an AMF for a UE supporting network slice-specific authentication and authorization at any time. After the network performs the network slice-specific re-authentication and re-authorization procedure:
a)	if network slice-specific authentication and authorization for some but not all S-NSSAIs in the allowed NSSAI fails; the AMF updates the allowed NSSAI and the rejected NSSAI accordingly using the generic UE configuration update procedure as specified in the subclause 5.4.4; or 
b)	if network slice-specific authentication and authorization fails for all S-NSSAIs in the allowed NSSAI and the pending NSSAI, then AMF performs the network-initiated de-registration procedure and includes the rejected NSSAI in the DEREGISTRATION REQUEST message as specified in the subclause 5.5.2.3 except when the UE has a PDU session for emergency services or the UE is establishing a PDU session for emergency services. In this case the AMF shall send CONFIGURATION UPDATE COMMAND containing rejected NSSAI. After the PDU session for the emergency service is released, the AMF performs the network-initiated de-registration procedure as specified in the subclause 5.5.2.3.
If authorization is revoked for an S-NSSAI that is in the current allowed NSSAI for an access type, the AMF shall provide a new allowed NSSAI, excluding the S-NSSAI(s) for which the authorization is revoked, to the UE using the generic UE configuration update procedure as specified in the subclause 5.4.4 and release all PDU sessions associated with the S-NSSAI for this access type.
Editor's Note: How to secure that a UE does not wait indefinitely for completion of the network slice-specific authentication and authorization is FFS.
Editor's Note: How the AMF rejects the S-NSSAI(s) for which the NSSAA has failed or has been revoked is FFS.

***************************** NEXT CHANGE *************************************
[bookmark: _Toc20233260][bookmark: _Toc27747395]9.11.3.46	Rejected NSSAI
The purpose of the Rejected NSSAI information element is to identify a collection of rejected S-NSSAIs.
The Rejected NSSAI information element is coded as shown in figure 9.11.3.46.1, figure 9.11.3.46.2 and table 9.11.3.46.1.
The Rejected NSSAI is a type 4 information element with a minimum length of 4 octets and a maximum length of 42 octets.
NOTE:	The number of rejected S-NSSAI(s) cannot exceed eight.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Rejected NSSAI IEI
	octet 1

	Length of Rejected NSSAI contents
	octet 2

	
Rejected S-NSSAI 1
	octet 3

octet m 

	
Rejected S-NSSAI 2
	octet m+1*

octet n*

	
…

	octet n+1*

octet u*

	
Rejected S-NSSAI n
	octet u+1*

octet v*


Figure 9.11.3.46.1: Rejected NSSAI information element
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	[bookmark: OLE_LINK11]Length of rejected S-NSSAI
	Cause value
	octet 1

	SST
	octet 2

	
SD
	octet 3*

octet 5*


Figure 9.11.3.46.2: Rejected S-NSSAI
Table 9.11.3.46.1: Rejected NSSAI information element
	Value part of the Rejected NSSAI information element (octet 3 to v)

	

	The value part of the Rejected NSSAI information element consists of one or more rejected S-NSSAIs. Each rejected S-NSSAI consists of one S-NSSAI and an associated cause value. The length of each rejected S-NSSAI can be determined by the 'length of rejected S-NSSAI' field in the first octet of the rejected S-NSSAI.

	The UE shall store the complete list received. If more than 8 rejected S-NSSAIs are included in this information element, the UE shall store the first 8 rejected S-NSSAIs and ignore the remaining octets of the information element.

	

	Rejected S-NSSAI:

	

	Cause value (octet 1)

	Bits

	4
	3
	2
	1
	
	

	0
	0
	0
	0
	
	S-NSSAI is not available in the current PLMN or SNPN

	0
	0
	0
	1
	
	S-NSSAI is not available in the current registration area

	0
	0
	1
	0
	
	S-NSSAI is not available due to the failed or revoked network slice-specific authorization and authentication or Authorization Revocation

	All other values are reserved.

	

	Slice/service type (SST) (octet 2)

	This field contains the 8 bit SST value. The coding of the SST value part is defined in 3GPP TS 23.003 [4].

	

	Slice differentiator (SD) (octet 3 to octet 5)

	This field contains the 24 bit SD value. The coding of the SD value part is defined in 3GPP TS 23.003 [4].


	NOTE:	If octet 3 is included, then octet 4 and octet 5 shall be included.




***************************** END of CHANGE *********************************

