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	Reason for change:
	1) 23.316 states:

------------------

7.2.1.1
5G-RG Registration via W-5GAN

...

Clause 7.2.1.1 specifies how a 5G-RG can register to 5GC via aW-5GAN. It is based on the Registration procedure specified in TS 23.502 [3] clause 4.2.2.2.2 and it uses the EAP method "EAP-5G" as specified in clause 4.12.2.1 in TS 23.502 [3].
...

------------------
Furthermore, S3-194529 (running CR agreed by SA3 in email approval after the Nov 2019 SA3 meeting) states:

------------------

7B.b Authentication for 5G-RG

...

In case of 5G-RG connects to 5GC via W-5GAN, the “EAP-5G” method shall be used between the 5G-RG and the W-5GAN, and is utilized for encapsulating NAS message. The authentication method is executed between the 5G-RG and AUSF as shown below.
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Figure7B.b 5G-RG authentication procedure
...
------------------
2) in 6.3.1, the UE is mandated to perform a particular NAS procedure. However, NAS procedures are performed in NAS layer, not in 24.502 specified layers.
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***** change *****
6.3.1
General

In order to register to the 5G core network (5GCN) via untrusted non-3GPP IP access, the UE first needs to be configured with a local IP address from the untrusted non-3GPP access network (N3AN).

Once the UE is configured with a local IP address, the UE shall select the Non-3GPP InterWorking Function (N3IWF) as described in subclause 7.2 and shall initiate the IKEv2 SA establishment procedure as described in subclause 7.3. During the IKEv2 SA establishment procedure, authentication and authorization for access to 5GCN is performed.

Editor's note:Stage 2 does not consider the WLAN dynamically indicating whether it is considered trusted or untrusted. Usage of this indicator in this specification is FFS.
In a trusted non-3GPP access, a UE shall first connect to a TNAN using a link layer protocol and shall initiate EAP authentication. During EAP authentication, authentication and authorization for access to 5GCN is performed by exchange of EAP-5G message the link layer protocol between the UE and the TNAN, see subclause 7.3A.2.1. Upon completion of EAP authentication, the UE shall be assigned an IP address by that TNAN. Once the UE is configured with an IP address, it shall initiate the IKEv2 SA establishement procedure as described in subclause 7.3A.

In a wireline access, the 5G-RG shall first establish W-CP connection with a W-AGF serving the 5G-RG using means out of scope of the present document and shall initiate EAP authentication. During EAP authentication, authentication and authorization for access to 5GCN is performed by exchange of EAP-5G messages via W-CP connection, see clause 7A.
***** change *****
7A
EAP-5G session over wireline access
7A.1
General
A vendor-specific EAP method (EAP-5G) is used to encapsulate NAS messages between the 5G-RG and the W-AGF serving the 5G-RG. The EAP-5G packets utilize the "Expanded" EAP type and the existing 3GPP Vendor-Id registered with IANA under the SMI Private Enterprise Code registry (i.e. 10415). The EAP-5G method is utilized only for encapsulating the NAS messages. The EAP-5G method is not utilized to authenticate the 5G-RG in wireline access network.

7A.2
EAP-5G session initiation
The 5G-RG and the W-AGF serving the 5G-RG shall exchange EAP-5G messages via W-CP connection. The W-AGF on reception of an W-CP connection establishment shall start an EAP-5G session by sending an EAP-Request/5G-Start message.

The 5G-RG acknowledges start of the EAP-5G session by sending an EAP-Response/5G-NAS message which shall include:
a)
a NAS-PDU field containing a NAS message, for example, a REGISTRATION REQUEST message; and

b)
an AN-parameters field containing access network parameters, such as GUAMI, selected PLMN ID, S-NSSAI and establishment cause, (see 3GPP TS 23.502 [3]).
The W-AGF, on reception of NAS messages from the 5G-RG within an EAP-Response/5G-NAS message, shall forward the NAS message to the AMF.
The W-AGF, on reception of NAS messages from the AMF, shall include the NAS message within an EAP-Request/5G-NAS message. The W-AGF shall transmit the EAP-Request/5G-NAS message to the 5G-RG.

NOTE:
The W-AGF is transparent to the NAS messages and as an intermediate network entity only conveys transparently the NAS messages between the 5G-RG and the AMF.
The EAP-Request/5G-NAS message shall include a NAS-PDU field that contains a NAS message.

Further NAS messages between the 5G-RG and the AMF, via the W-AGF, shall be inserted in NAS-PDU field of an EAP-Response/5G-NAS (5G-RG to W-AGF direction) and EAP-Request/5G-NAS (W-AGF to 5G-RG direction) message.
7A.3
EAP-5G session completion initiated by the network
Upon completion of successful authentication and on reception of the W-AGF key from the AMF, the W-AGF serving the 5G-RG shall complete the EAP-5G session by sending an EAP-Success message.

On reception of the EAP-Success message from the W-AGF, the 5G-RG proceeds as specified in subclause 8.2.1.
An example of an EAP-5G session after successful authentication is shown in figure 7A.3-1.
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Figure 7A.3-1: EAP-5G session for successful 5G-RG registration over wireline access
7A.4
EAP-5G session completion initiated by the 5G-RG
Upon receiving indication from the upper layer that no 5G-NAS messages need to be transmitted between the 5G-RG and W-AGF, the 5G-RG shall terminate the EAP-5G session by sending an EAP-Response/5G-Stop message to the W-AGF.

On reception of EAP-Response/5G-Stop message, the W-AGF shall complete the EAP-5G session by sending an EAP-Failure message to the 5G-RG. 

***** change *****
8.2.1
General

In trusted and untrusted non-3GPP access, after the completion of IKE SA and establishment of signalling IPsec SA as specified in subclause 7.3 for untrusted non-3GPP access and subclause 7.3A for trusted non-3GPP access, the UE establishes with the N3IWF for untrusted non-3GPP access or the TNGF for trusted non-3GPP access a TCP connection for transport of NAS messages over the inner IP layer and the signalling IPsec SA as specified in subclause 8.2.3. Once the TCP connection for transport of NAS messages is established, the UE performs NAS procedures over the TCP connection for transport of NAS messages. All uplink and downlink NAS mobility management messages and NAS session management messages are relayed between the UE and the AMF via N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access using the TCP connection for transport of NAS messages as specified in subclause 8.2.4. When the TCP connection for transport of NAS messages is no longer needed, the UE, the N3IWF for untrusted non-3GPP access or the TNGF for trusted non-3GPP access release the TCP connection as specified in subclause 8.2.5.

In wireline access, after completion of EAP-5G authentication as specified in clause 7A, all uplink and downlink NAS mobility management messages and NAS session management messages are relayed between the 5G-RG and the AMF via W-AGF serving the 5G-RG using the W-CP connection without EAP-5G encapsulation. Transport using the W-CP connection is out of scope of the present document.
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