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2. Reason for Change
23.287 states:
-----------------
[bookmark: _Toc19199076]5.2.2	V2X communication over Uu reference point
[bookmark: _Toc19199077]5.2.2.1	V2X communication via unicast
The V2X communication via unicast over the Uu reference point supports non-roaming and roaming operations.
For transport of V2X messages over Uu reference point:
-	the mechanisms defined in TS 23.501 [6] and TS 23.502 [7] can be used to establish the suitable PDU Sessions, and V2X messages are routed towards V2X Application Server or towards UEs with existing unicast routing.
[bookmark: _Toc19199078]5.2.3	V2X communication over PC5 or Uu reference point
[bookmark: _Toc19199079]5.2.3.1	General
V2X communication over PC5 reference point may use different protocols and formats than V2X communication over Uu reference point.
For an application (identified by PSID or ITS-AID) that can use either PC5 reference points or Uu reference point for the transmission of the same V2X messages, the following additional consideration apply for transport of V2X messages over Uu reference point:
-	for transport of non-IP based V2X messages from the application:
-	IP encapsulation (i.e. IP PDU Session type) or Unstructured PDU Session type is used.
-	The UE determines which method between IP encapsulation and Unstructured PDU Session type is used for non-IP based V2X messages based on the UE configuration as described in clause 5.1.3.1. If no such configuration is available, UE can use the method based on the UE implementation.
-	when IP PDU Session type is used for transport of IP based or non-IP based V2X messages, V2X messages are transported;
-	regarding UDP or TCP,
-	for non-IP based V2X messages from the application, UE may learn from V2X Application Server or UE may be configured explicitly about a transport layer protocol needs to be used or no restriction imposed by configuration.
-	for IP based V2X messages from the application, UE uses the transport layer protocol set by the upper layer.
-	the UE sends a V2X message to a V2X Application Server address. The destined V2X Application Server address is derived from the PSID or the ITS-AID and the UE configuration as described in clause 5.1.3.1, and the V2X Application Server receives the V2X message in a UDP/IP packet or a TCP/IP packet on a V2X Application Server address.
-	when Unstructured PDU Session type is used for transport of non-IP based V2X messages:
-	V2X messages are transported to the V2X Application Server as defined in clause 5.6.10.3 of TS 23.501 [6].
Latency reduction for V2X message transfer via unicast may be achieved by using various mechanisms, including via e.g., edge computing defined in TS 23.501 [6], in clause 5.6.7 "Application Function influence on traffic routing" and clause 5.13 "Support for Edge Computing", where the V2X Application Server acts as an Application Function.
[bookmark: _Toc19199080]5.3	V2X Application Server discovery
[bookmark: _Toc19199081]5.3.1	General
A UE needs to discover the V2X Application Server(s), when V2X communication over Uu operation mode is used. The V2X Application Server address information may be configured on the UE or provisioned over N1 reference point, as specified in clause 5.1.3.1.
When the configuration contains the FQDN(s), the UE shall perform DNS to resolve the address(es) of the V2X Application Server. The UE may use the configured V2X Application Server information only in the designated geographical area. When the UE changes serving PLMN or crosses configured geographic areas, it should perform address resolution again.
[bookmark: _Toc19199082]5.3.2	Multiple V2X Application Server and Localized V2X Application Server discovery and routing
Multiple V2X Application Servers may be involved in the V2X communication, each providing particular V2X services and/or serving a particular geographical region. Therefore, the V2X Application Server address information as specified in clause 5.1.3.1 can contain multiple servers' information. When multiple V2X Application Servers are configured, the application layer will choose the proper V2X Application Server to use.
When localized V2X Application Servers are deployed, Anycast may be used to conceal the server change from the UE. In this case, a FQDN is configured for a large region, e.g. the entire PLMN, and the UE only needs to resolve it once to an Anycast address. The UPF is responsible for routing the traffic to the appropriate local V2X Application Servers based on Anycast address.
-----------------
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.587.

Changes in revision 1:
- additional cosigners added
- "authorized" -> "configured"
- establishment of a PDU session for V2X communication over Uu is moved to editor's note
- expiration time -> validity time
- "with one or more UDP for downlink transport" -> "with one or more UDP ports for downlink transport"
- unassigned values of V2X message family are reserved

***** change *****
2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: “Vocabulary for 3GPP Specifications”.
[2]	3GPP TS 23.287: “Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services”.
[3]	3GPP TS 23.502: "Procedures for the 5G System (5GS); Stage 2".
[4]	3GPP TS 24.501: "Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[5]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[6]	IETF RFC 4862: "Neighbor Discovery for IP version 6 (IPv6)".
[bookmark: _Toc22039947][7]	IETF RFC 4291: "IP Version 6 Addressing Architecture".
[rfc768]	IETF RFC 768: "User Datagram Protocol".
[r24386]	3GPP TS 24.386 "User Equipment (UE) to V2X control function; protocol aspects; Stage 3".
[rw]	ISO TS 17419 ITS-AID AssignedNumbers : http://standards.iso.org/iso/ts/17419/TS17419%20Assigned%20Numbers/TS17419_ITS-AID_AssignedNumbers.pdf
[rx]	IEEE 1609.3 2016: "IEEE Standard for Wireless Access in Vehicular Environments (WAVE) -- Networking Services".
[ry]	ISO 29281-1 2013: "Intelligent transport systems -- Communication access for land mobiles (CALM) -- Non-IP networking -- Part 1: Fast networking & transport layer protocol (FNTP)".
[rz]	ETSI EN 302 636-3 v1.2.1: "Intelligent Transport Systems (ITS); Vehicular Communications; GeoNetworking; Part 3: Network Architecture".
***** change *****
[bookmark: _Toc22039988][bookmark: _Toc25070702][bookmark: historyclause]6.2.1	General
This clause describes the procedures at the UE and the V2X application server, for V2X communication over Uu.
The UE shall support requirements for securing V2X communication over Uu.
Editor’s note:	Further details about securing V2X communication over Uu will be added as soon as SA3 conclude their study in 3GPP TS 33.836 and necessary requirements in Rel-16 are in place.
Both IP based and non-IP based V2X communication over Uu are supported.
V2X messages carried over Uu are sent or received over unicast only in this release of the specification. Furthermore, V2X messages are carried over Uu using user data over user plane. For this, the UE first performs the UE-requested PDU session establishment procedure to establish user-plane resouces as specified in 3GPP TS 24.501 [4]. 
[bookmark: _Toc533170273]Procedures for V2X communication over Uu for V2X services not identified by a V2X service identifier are out of scope of the present version of the present specification.
***** change *****
6.2.2	Transmission of V2X communication over Uu from UE to V2X application server
The upper layers can request the UE to send a V2X message of a V2X service identified by a V2X service identifier using V2X communication over Uu. The request from the upper layers includes:
a)	the V2X message;
b)	the V2X service identifier of the V2X service for the V2X message;
c)	the type of data in the V2X message (IP or non-IP); and
d)	if the V2X message contains non-IP data, the V2X message family (see subclause 7.1 of 3GPP TS 24.386 [r24386]) of data in the V2X message.
Upon a request from upper layers to send a V2X message of a V2X service identified by a V2X service identifier using V2X communication over Uu:
a)	if the registered PLMN of the UE is not in the list of PLMNs in which the UE is configured to use V2X communication over Uu as specified in subclause 5.2.4, the UE shall determine that the transmission of V2X communication over Uu from UE to V2X application server is not configured and shall not continue with the rest of the steps; and
b)	if:
1)	the type of data in the V2X message is non-IP; or
2)	the type of data in the V2X message is IP, and the V2X service identifier is not included in the list of V2X service identifiers of the V2X services configured for V2X communication over Uu using existing unicast routing as specified in subclause 5.2.4;
	then:
1)	the UE shall determine the mapping rule in the list of V2X service identifier to PDU session parameters mapping rules specified in subclause 5.2.4, such that the mapping rule contains the V2X service identifier provided by upper layers;
Editor's note: documentation of establishment of a PDU session with the PDU session type, the SSC mode (if indicated in determined mapping rule), an S-NSSAI (if indicated in determined mapping rule) and a DNN (if indicated in determined mapping rule) indicated in the determined mapping rule, if such PDU session does not exist yet, is FFS.
2)	if the PDU session is of "IPv4", "IPv6" or "IPv4v6" PDU session type:
i)	the UE shall discover the V2X application server address for uplink transport as described in subclause 6.2.6. If the V2X application server address cannot be discovered, the UE shall determine that the transmission of V2X communication over Uu from UE to V2X application server is not possible and shall not continue with the rest of the steps;
ii)	if UDP is to be used for the determined V2X application server address, the UE shall generate a UDP message as described in IETF RFC 768 [rfc768]. In the UDP message, the UE shall include the V2X message provided by upper layers in the data octets field. The UE shall send the UDP message to the determined V2X application server address; and
iii)	if TCP is to be used for the determined V2X application server address:
A)	if a TCP connection with the determined V2X application server address is not established yet, the UE shall establish a TCP connection with the determined V2X application server address; and
B)	the UE shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the UE shall include the V2X message and the V2X message family (if the V2X message is non-IP based) provided by upper layers. The UE shall send the V2X envelope via the TCP connection; and
3)	if the PDU session is of "Unstructured" PDU session type and the type of data in the V2X message is non-IP, the UE shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the UE shall include the V2X message and the V2X message family (if the V2X message is non-IP based) provided by upper layers. The UE shall send the V2X envelope as data of "Unstructured" PDU Session type via the PDU session.
6.2.3	Reception of V2X communication over Uu from UE to V2X application server
If the V2X application server is configured with one or more UDP ports for uplink transport or one or more TCP ports for bidirectional transport, of V2X message(s) of V2X service(s) identified by V2X service identifier(s) using the V2X communication over Uu as specified in subclause 6.2.7:
1)	if the V2X application server is configured with a UDP port for uplink transport, the V2X application server shall extract a V2X message of the V2X service from a UDP message received on a local IP address and a UDP port; and
2)	if the V2X application server is configured with a TCP port for bidirectional transport, the V2X application server shall listen for incoming TCP connection(s) on a local IP address and the TCP port, shall accept the incoming TCP connection(s), shall receive one or more V2X envelope(s) specified in subclause X.1.1 via the accepted TCP connection(s) and shall extract a V2X message and the V2X message family (if the V2X message is non-IP based) from the received V2X envelope.
If the V2X application server is configured to handle data of "Unstructured" PDU Session type for transport of V2X message(s) of V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu as specified in subclause 6.2.7, the V2X application server shall receive one or more V2X envelope(s) specified in subclause X.1.1 as data of a point-to-point tunnel established over N6 and shall extract a V2X message and a V2X message family (if the V2X message is non-IP based) from the received V2X envelope.
6.2.4	Transmission of V2X communication over Uu from V2X application server to UE
If the V2X application server is configured with one or more UDP ports for downlink transport of V2X message(s) of a V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu as specified in subclause 6.2.7 and the V2X application server receives a UDP packet on a local IP address and the UDP port and the UDP packet contains a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s), and the V2X application server accepts the request, the V2X application server shall select a validity time according to the V2X application server local policy, shall start timer Ty set to the selected validity time, shall associate the UDP session described by the source IP address, the source UDP port, the destination IP address and the destination UDP port of the UDP packet with the timer Ty and shall send a V2X envelope indicating subscribe accept via the UDP session otherwise the V2X application server shall send a V2X envelope indicating subscribe reject via the UDP session. In the V2X envelope indicating subscribe accept, the V2X application server shall indicate the selected validity time.
If the V2X application server received via a UDP session and accepted a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s), and the time Ty associated with the UDP session has not expired yet, then when a V2X message of one of those V2X services needs to be sent, the V2X application server shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the V2X application server shall include the V2X message and the V2X message family (if the V2X message is non-IP based). The V2X application server shall send the V2X envelope via the UDP session.
If the V2X application server is configured with one or more TCP ports for bidirectional transport of V2X message(s) of a V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu as specified in subclause 6.2.7, the V2X application server shall listen for incoming TCP connection(s) on a local IP address and the TCP port configured for the V2X service(s), and shall accept the incoming TCP connection(s). If the V2X application server receives via an accepted TCP connection a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s), and the V2X application server accepts the request, the V2X application server shall send a V2X envelope indicating subscribe accept via the TCP connection otherwise the V2X application server shall send a V2X envelope indicating subscribe reject via the TCP connection.
If the V2X application server received via a TCP session and accepted a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) and the TCP connection has not been released yet, then when a V2X message of one of those V2X services needs to be sent, the V2X application server shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the V2X application server shall include the V2X message and the V2X message family (if the V2X message is non-IP based). The V2X application server shall send the V2X envelope via the TCP connection.
If the V2X application server is configured to handle data of "Unstructured" PDU Session type for transport of non-IP based V2X message(s) of V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu as specified in subclause 6.2.7 and the V2X application server receives a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s), as data via the point-to-point tunnel established over N6 and the V2X application server accepts the request, the V2X application server shall send a V2X envelope indicating subscribe accept as data via the point-to-point tunnel established over N6 otherwise the V2X application server shall send a V2X envelope indicating subscribe reject as data via the point-to-point tunnel established over N6.
If the V2X application server received via a point-to-point tunnel established over N6 and accepted a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) and the point-to-point tunnel established over N6 has not been released yet, then when a V2X message of one of those V2X services needs to be sent, the V2X application server shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the V2X application server shall include the V2X message and the V2X message family. The V2X application server shall send the V2X envelope as data via the point-to-point tunnel established over N6.
6.2.5	Reception of V2X communication over Uu from V2X application server to UE
The upper layers can request the UE to receive a V2X message of a V2X service identified by a V2X service identifier using V2X communication over Uu. The request from the upper layers includes:
a)	the V2X service identifier of the V2X service for the V2X message to be received;
b)	the type of data in the V2X message to be received (IP or non-IP); and
c)	if the V2X message to be received contains non-IP data, the V2X message family (see subclause 7.1) of data in the V2X message to be received.
[bookmark: _Hlk26195811]Upon a request from upper layers to receive a V2X message of a V2X service identified by a V2X service identifier using V2X communication over Uu:
a)	if the registered PLMN of the UE is not in the list of PLMNs in which the UE is configured to use V2X communication over Uu as specified in subclause 5.2.4, the UE shall determine that the transmission of V2X communication over Uu from V2X application server to UE is not configured and shall not continue with the rest of the steps; and
b)	if:
1)	the type of data in the V2X message is non-IP; or
2)	the type of data in the V2X message is IP, and the V2X service identifier is not included in the list of V2X service identifiers of the V2X services configured for V2X communication over Uu using existing unicast routing as specified in subclause 5.2.4;
	then:
1)	the UE shall determine the mapping rule in the list of V2X service identifier to PDU session parameters mapping rules specified in subclause 5.2.4, such that the mapping rule contains the V2X service identifier provided by upper layers;
2)	the UE shall establish a PDU session with the PDU session type, the SSC mode (if indicated in determined mapping rule), an S-NSSAI (if indicated in determined mapping rule) and a DNN (if indicated in determined mapping rule) indicated in the determined mapping rule, if such PDU session does not exist yet;
3)	if the PDU session is of "IPv4", "IPv6" or "IPv4v6" PDU session type:
i)	the UE shall discover the V2X application server address for downlink transport as described in subclause 6.2.6. If the V2X application server address cannot be discovered, the UE shall determine that the transmission of V2X communication over Uu from V2X application server to UE is not possible and shall not continue with the rest of the steps; and
ii)	if UDP is to be used for the determined V2X application server address:
A)	the UE shall select a local UDP port; and
B)	the UE shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the UE shall indicate subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) which the UE wants to receive on the UE's IP address and the selected local UDP port from the determined V2X application server address. The UE shall send the V2X envelope from the UE's IP address and the selected local UDP port to the determined V2X application server address.
	Upon reception of a V2X envelope indicating subscribe accept on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall consider that downlink transport for the V2X messages of the V2X services is possible and shall start timer Tx set to the validity time indicated in the V2X envelope.
	Upon reception of a V2X envelope indicating subscribe reject on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall consider that downlink transport for the V2X messages of the V2X services is not possible.
	Upon reception of a V2X envelope specified in subclause X.1.1 with a V2X message on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall extract a V2X message and a V2X message family (if the V2X message is non-IP based) from the received V2X envelope and provide them to the upper layers.
	Upon expiration of the timer Tx, the UE shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the UE shall indicate subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) which the UE wants to receive via the UDP session. The UE shall send the V2X envelope from the UE's IP address and the selected local UDP port to the determined V2X application server address.
	Upon reception of a V2X envelope indicating subscribe accept on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall consider that downlink transport for the V2X messages of the V2X services is possible and shall start timer Tx set to the validity time indicated in the V2X envelope.
	Upon reception of a V2X envelope indicating subscribe reject on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall consider that downlink transport for the V2X messages of the V2X services is not possible;
ii)	if TCP is to be used for the determined V2X application server address:
A)	if a TCP connection with the determined V2X application server address is not established yet, the UE shall establish a TCP connection with the determined V2X application server address; and
B)	the UE shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the UE shall indicate subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) which the UE wants to receive via the TCP connection. The UE shall send the V2X envelope via the TCP connection.
	Upon reception of a V2X envelope indicating subscribe accept via the TCP connection, the UE shall consider that downlink transport for the V2X messages of the V2X services is possible.
	Upon reception of a V2X envelope indicating subscribe reject via the TCP connection, the UE shall consider that downlink transport for the V2X messages of the V2X services is not possible.
	Upon reception of a V2X envelope specified in subclause X.1.1 with a V2X message via the TCP connection, the UE shall extract a V2X message and a V2X message family (if the V2X message is non-IP based) from the received V2X envelope and provide them to the upper layers; and
4)	if the PDU session is of "Unstructured" PDU session type and the type of data in the V2X message is non-IP:
i)	the UE shall create a V2X envelope specified in subclause X.1.1. In the V2X envelope, the UE shall indicate subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) which the UE wants to receive via the PDU session is of "Unstructured" PDU session type. The UE shall send the V2X envelope as data of "Unstructured" PDU Session type via the PDU session.
	Upon reception of a V2X envelope indicating subscribe accept in the data of "Unstructured" PDU Session type received over the PDU session, the UE shall consider that downlink transport for the V2X messages of the V2X services is possible.
	Upon reception of a V2X envelope indicating subscribe reject in the data of "Unstructured" PDU Session type received over the PDU session, the UE shall consider that downlink transport for the V2X messages of the V2X services is not possible.
	Upon reception of a V2X envelope specified in subclause X.1.1 with a V2X message in the data of "Unstructured" PDU Session type received over the PDU session, the UE shall extract a V2X message and a V2X message family (if the V2X message is non-IP based) from the received V2X envelope and provide them to the upper layers.
6.2.6	V2X application server discovery
Before initiating V2X communication over Uu, the UE needs to discover the V2X application server to which the V2X messages shall be sent or received.
To discover the V2X application server address for uplink transport, the UE shall proceed as follows, in priority order:
[bookmark: _Hlk26194635]a)	if the V2X service of the V2X message is identified by a V2X service identifier and this V2X service identifier is associated with a V2X application server IP address and a UDP port for uplink transport or a TCP port for bidirectional transport in the list of V2X service identifier to V2X application server address mapping rules for the serving PLMN and the geographical area in which the UE is located as specified in subclause 5.2.4, the UE shall use this IP address and the UDP or TCP port for V2X communication over Uu;
b)	else if the V2X service of the V2X message is identified by a V2X service identifier and this V2X service identifier is associated with a V2X application server FQDN and a UDP port for uplink transport or a TCP port for bidirectional transport in the list of V2X service identifier to V2X application server address mapping rules for the serving PLMN and the geographical area in which the UE is located as specified in subclause 5.2.4, the UE shall perform DNS lookup as specified in IETF RFC 1035 [13], then use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
c)	else if the V2X service of the V2X message is identified by a V2X service identifier and this V2X service identifier is associated with a V2X application server IP address and a UDP port for uplink transport or a TCP port for bidirectional transport in the list of V2X service identifier to V2X application server address mapping rules for the serving PLMN as specified in subclause 5.2.4, the UE shall use this IP address and the UDP or TCP port for V2X communication over Uu;
d)	else if the V2X service of the V2X message is identified by a V2X service identifier and this V2X service identifier is associated with a V2X application server FQDN and a UDP port for uplink transport or a TCP port for bidirectional transport in the list of V2X service identifier to V2X application server address mapping rules for the serving PLMN as specified in subclause 5.2.4, the UE shall perform DNS lookup as specified in IETF RFC 1035 [13], then use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
e)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains IP data, and the default V2X application server address applicable for the serving PLMN, the geographical area in which the UE is located and the IP type of data as specified in subclause 5.2.4 is configured and contains an IP address and a UDP port for uplink transport or a TCP port for bidirectional transport, then the UE shall use the IP address and the UDP or TCP port for V2X communication over Uu;
f)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains IP data, and the default V2X application server address applicable for the serving PLMN, the geographical area in which the UE is located and the IP type of data as specified in subclause 5.2.4 is configured and contains an FQDN and a UDP port for uplink transport or a TCP port for bidirectional transport, then the UE shall perform DNS lookup of the FQDN as specified in IETF RFC 1035 [13], and shall use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
g)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains IP data, and the default V2X application server address applicable for the the serving PLMN and the IP type of data as specified in subclause 5.2.4 is configured and contains an IP address and a UDP port for uplink transport or a TCP port for bidirectional transport, then the UE shall use the IP address and the UDP or TCP port for V2X communication over Uu;
h)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains IP data, and the default V2X application server address applicable for the serving PLMN and the IP type of data as specified in subclause 5.2.4 is configured and contains an FQDN and a UDP port for uplink transport or a TCP port for bidirectional transport, then the UE shall perform DNS lookup of the FQDN as specified in IETF RFC 1035 [13], and shall use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
[bookmark: _Hlk26195079]i)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains non-IP data, and the default V2X application server address applicable for the serving PLMN, the geographical area in which the UE is located and the V2X message family of the non-IP data as specified in subclause 5.2.4 is configured and contains an IP address and a UDP port for uplink transport or a TCP port for bidirectional transport, then the UE shall use the IP address and the UDP or TCP port for V2X communication over Uu;
j)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains non-IP data, and the default V2X application server address applicable for the serving PLMN, the geographical area in which the UE is located and the V2X message family of the non-IP data as specified in subclause 5.2.4 is configured and contains an FQDN and a UDP port for uplink transport or a TCP port for bidirectional transport, then the UE shall perform DNS lookup of the FQDN as specified in IETF RFC 1035 [13], and shall use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
k)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains non-IP data, and the default V2X application server address applicable for the serving PLMN and the V2X message family of the non-IP data as specified in subclause 5.2.4 is configured and contains an IP address and a UDP port for uplink transport or a TCP port for bidirectional transport, then the UE shall use the IP address and the UDP or TCP port for V2X communication over Uu;
l)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains non-IP data, and the default V2X application server address applicable for the serving PLMN and the V2X message family of the non-IP data as specified in subclause 5.2.4 is configured and contains an FQDN and a UDP port for uplink transport or a TCP port for bidirectional transport, then the UE shall perform DNS lookup of the FQDN as specified in IETF RFC 1035 [13], and shall use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
m)	else if the V2X service of the V2X message is not identified by a V2X service identifier and the UE is configured with a V2X application server IP address for the serving PLMN and the geographical area in which the UE is located as specified in subclause 5.2.4, the UE shall use this IP address for V2X communication over Uu;
n)	else if the V2X service of the V2X message is not identified by a V2X service identifier and the UE is configured with a V2X application server FQDN for the serving PLMN and the geographical area in which the UE is located as specified in subclause 5.2.4, the UE shall perform DNS lookup as specified in IETF RFC 1035 [13], then use the resulting IP address for V2X communication over Uu;
o)	else if the V2X service of the V2X message is not identified by a V2X service identifier and the UE is configured with a V2X application server IP address for the serving PLMN as specified in subclause 5.2.4, the UE shall use this IP address for V2X communication over Uu; and
p)	else if the V2X service of the V2X message is not identified by a V2X service identifier and the UE is configured with a V2X application server FQDN for the serving PLMN as specified in subclause 5.2.4, the UE shall perform DNS lookup as specified in IETF RFC 1035 [13], then use the resulting IP address for V2X communication over Uu.
NOTE:	It is out of scope of the present specification to define how the UE can locate itself in a specific geographical area. When the UE is in coverage of a 3GPP RAT it can for example use information derived from the serving PLMN. When the UE is not in coverage of a 3GPP RAT it can use other techniques.
To discover the V2X application server address for downlink transport, the UE shall proceed as follows, in priority order:
a)	if the V2X service of the V2X message is identified by a V2X service identifier and this V2X service identifier is associated with a V2X application server IP address and a UDP port for downlink transport or a TCP port for bidirectional transport in the list of V2X service identifier to V2X application server address mapping rules for the serving PLMN and the geographical area in which the UE is located as specified in subclause 5.2.4, the UE shall use this IP address and the UDP or TCP port for V2X communication over Uu;
b)	else if the V2X service of the V2X message is identified by a V2X service identifier and this V2X service identifier is associated with a V2X application server FQDN and a UDP port for downlink transport or a TCP port for bidirectional transport in the list of V2X service identifier to V2X application server address mapping rules for the serving PLMN and the geographical area in which the UE is located as specified in subclause 5.2.4, the UE shall perform DNS lookup as specified in IETF RFC 1035 [13], then use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
c)	else if the V2X service of the V2X message is identified by a V2X service identifier and this V2X service identifier is associated with a V2X application server IP address and a UDP port for downlink transport or a TCP port for bidirectional transport in the list of V2X service identifier to V2X application server address mapping rules for the serving PLMN as specified in subclause 5.2.4, the UE shall use this IP address and the UDP or TCP port for V2X communication over Uu;
d)	else if the V2X service of the V2X message is identified by a V2X service identifier and this V2X service identifier is associated with a V2X application server FQDN and a UDP port for downlink transport or a TCP port for bidirectional transport in the list of V2X service identifier to V2X application server address mapping rules for the serving PLMN as specified in subclause 5.2.4, the UE shall perform DNS lookup as specified in IETF RFC 1035 [13], then use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
e)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains IP data, and the default V2X application server address applicable for the serving PLMN, the geographical area in which the UE is located and the IP type of data as specified in subclause 5.2.4 is configured and contains an IP address and a UDP port for downlink transport or a TCP port for bidirectional transport, then the UE shall use the IP address and the UDP or TCP port for V2X communication over Uu;
f)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains IP data, and the default V2X application server address applicable for the serving PLMN, the geographical area in which the UE is located and the IP type of data as specified in subclause 5.2.4 is configured and contains an FQDN and a UDP port for downlink transport or a TCP port for bidirectional transport, then the UE shall perform DNS lookup of the FQDN as specified in IETF RFC 1035 [13], and shall use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
g)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains IP data, and the default V2X application server address applicable for the the serving PLMN and the IP type of data as specified in subclause 5.2.4 is configured and contains an IP address and a UDP port for downlink transport or a TCP port for bidirectional transport, then the UE shall use the IP address and the UDP or TCP port for V2X communication over Uu;
h)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains IP data, and the default V2X application server address applicable for the serving PLMN and the IP type of data as specified in subclause 5.2.4 is configured and contains an FQDN and a UDP port for downlink transport or a TCP port for bidirectional transport, then the UE shall perform DNS lookup of the FQDN as specified in IETF RFC 1035 [13], and shall use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
i)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains non-IP data, and the default V2X application server address applicable for the serving PLMN, the geographical area in which the UE is located and the V2X message family of the non-IP data as specified in subclause 5.2.4 is configured and contains an IP address and a UDP port for downlink transport or a TCP port for bidirectional transport, then the UE shall use the IP address and the UDP or TCP port for V2X communication over Uu;
j)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains non-IP data, and the default V2X application server address applicable for the serving PLMN, the geographical area in which the UE is located and the V2X message family of the non-IP data as specified in subclause 5.2.4 is configured and contains an FQDN and a UDP port for downlink transport or a TCP port for bidirectional transport, then the UE shall perform DNS lookup of the FQDN as specified in IETF RFC 1035 [13], and shall use the resulting IP address and the UDP or TCP port for V2X communication over Uu;
k)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains non-IP data, and the default V2X application server address applicable for the serving PLMN and the V2X message family of the non-IP data as specified in subclause 5.2.4 is configured and contains an IP address and a UDP port for downlink transport or a TCP port for bidirectional transport, then the UE shall use the IP address and the UDP or TCP port for V2X communication over Uu; and
l)	else if the V2X service of the V2X message is identified by a V2X service identifier, the V2X message contains non-IP data, and the default V2X application server address applicable for the serving PLMN and the V2X message family of the non-IP data as specified in subclause 5.2.4 is configured and contains an FQDN and a UDP port for downlink transport or a TCP port for bidirectional transport, then the UE shall perform DNS lookup of the FQDN as specified in IETF RFC 1035 [13], and shall use the resulting IP address and the UDP or TCP port for V2X communication over Uu.
If multiple V2X application servers are discovered, the V2X application server to be used is selected by the V2X application layer.
The UE shall perform V2X application server discovery again when the UE changes its registered PLMN.
If the V2X application server used by the UE is associated with a particular geographical area, the UE shall perform V2X application server discovery again when the UE moves out of that geographical area.
[bookmark: _Toc25070703][bookmark: _Toc1063787][bookmark: _Toc22039989]6.2.7	V2X application server configuration
For transport of V2X message(s) of V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu, the V2X application server shall be configured:
a)	with one or more UDP ports for uplink transport;
b)	with one or more UDP ports for downlink transport;
c)	with one or more TCP ports for bidirectional transport;
d)	to handle data of "Unstructured" PDU Session type; or
e)	any combination of the above.
If the V2X application server is configured with one or more UDP ports for uplink transport of V2X message(s) of a V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu:
1)	if the V2X application server supports V2X messages of IP type of data and of non-IP type of data, then the V2X application server shall be configured with different UDP ports for V2X messages of different types of data; and
2) if the V2X application server supports V2X messages of several V2X message families, then the V2X application server shall be configured with different UDP ports for V2X messages of different V2X message families.
***** change *****
[bookmark: _Toc25070729]X	Coding other than information element coding
X.1	V2X communication over Uu coding
X.1.1	V2X envelope
V2X envelope is coded according to figure X.1.1-1, figure X.1.1-2, figure X.1.1-3, figure X.1.1-4, figure X.1.1-5, figure X.1.1-6 and table X.1.1-1.
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	7
	6
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	Type
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	
V2X envelope contents
	octet 4*
octet n*


Figure X.1.1-1: General format of V2X envelope
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	Type = {IP based V2X message type}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	
IP based V2X message
	octet 4
octet n


Figure X.1.1-2: Format of V2X envelope for IP based V2X message
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	Type = {non-IP based V2X message type}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	V2X message family
	octet 4

	
non-IP based V2X message
	octet 5
octet n


Figure X.1.1-3: Format of V2X envelope for non-IP based V2X message
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	Type = {subscribe request}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	Number of V2X service identifiers
	octet 4

	
V2X service identifier 1
	octet 5*

octet 8*

	
V2X service identifier 2
	octet 9*

octet 12*

	...
	

	
V2X service identifier x
	octet (x*4+1)*

octet (x*4+4)*


Figure X.1.1-4: Format of V2X envelope with subscribe request
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	Type = {subscribe accept}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	Validity time
	octet 4
octet 5


Figure X.1.1-5: Format of V2X envelope with subscribe accept
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	Type = {subscribe reject}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3


Figure X.1.1-6: Format of V2X envelope with subscribe reject
Table X.1.1-1: V2X envelope
	Type (octet 1)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	IP based V2X message type

	0
	0
	0
	0
	0
	0
	1
	0
	
	non-IP based V2X message type

	0
	0
	0
	0
	0
	0
	1
	1
	
	subscribe request

	0
	0
	0
	0
	0
	1
	0
	1
	
	subscribe accept

	0
	0
	0
	0
	0
	1
	1
	0
	
	subscribe reject

	All other values are reserved. 

	Receiving entity shall ignore a V2X envelope with the type field set to a reserved value.

	

	Length of V2X envelope contents (octets 2 and 3)
The length of V2X envelope contents field indicates binary encoding of length of the V2X envelope contents field.

	

	If the length of V2X envelope contents field indicates a length bigger than indicated in figure X.1.1-4, figure X.1.1-5 or figure X.1.1-6, receiving entity shall ignore any superflous octets located at the end of the V2X envelope contents.

	

	IP based V2X message (octet 4 to octet n)
The IP based V2X message field contains an IP based V2X message.

	

	V2X message family (octet 4)
Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	IEEE 1609, see IEEE 1609.3 [rx]

	0
	0
	0
	0
	0
	0
	1
	0
	
	ISO, see ISO 29281-1 [ry]

	0
	0
	0
	0
	0
	0
	1
	1
	
	ETSI-ITS, see ETSI EN 302 636-3 [rz]

	All other values are reserved. 

	

	Non-IP based V2X message (octet 5 to octet n)
The non-IP based V2X message field contains a non-IP based V2X message of the V2X message family indicated by the V2X message family field.

	

	Number of V2X service identifiers (octet 4)

	The number of V2X service identifiers field indicates number of the included V2X service identifier fields.

	

	V2X service identifier

	The V2X service identifier field contains a V2X service identifier as specified in ISO TS 17419 ITS-AID AssignedNumbers [rw].

	

	Validity time (octet 4 to octet 5)

	The validity time field contains binary coded validity time of UDP session in seconds.
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