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1. Introduction
<Introduction part >

2. Reason for Change
In the current OMA specification for the call log, there is no mention of the Additional-Identity header field that has been specified in 24.174. This pCR proposes how the AS populates the call log and how the UE interprets the call log in the use cases where the Additional-Identity header field is used. These procedures do not assume any changes are needed in the OMA specifications.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174V1.2.1.
* * * First Change * * * *

4.5.3.1
Actions at the UE of user A
If user A wishes to use a native identity, the UE shall include in the outgoing INVITE or MESSAGE request the From header field and may include the P-Preferred-Identity header field(s) as specified in TS 24.229 [3]. The From header field and the P-Preferred-Identity header field (if included) shall contain the native identity.
If user A wishes to use an alternative identity or a virtual identity that the UE has registered, the UE shall include in the outgoing INVITE or MESSAGE request the From header field and the P-Preferred-Identity header field. The P-Preferred-Identity header field and the From header field shall contain the alternative identity or the virtual identity.
If user A wishes to use the identity C, the UE shall include in any outgoing INVITE or MESSAGE requests, an Additional-Identity header field, defined in TS 24.229 [3], set to the selected identity and shall include the native identity in the From header field. The UE can learn the identity C by device configuration as specified in TS 24.175 [13] or by using the service configuration in clause 4.8.

The UE may support being configured with the identities to be used in the "MultiIdentity" leaf node of TS 24.175 [13].
When establishing an emergency session and performing the emergency related procedures defined in TS 24.229 [3], the UE shall only use the native identity.
A UE supporting the MuD service may synchronize the local call log with the network stored call log as specified in OMA-TS-CPM_Message_Storage_Using_RESTFul_API [9] and OMA-TS-REST_NetAPI_NMS [10]. If the served user in the "From" field is an identity not registered by the UE, the UE shall deduce that the call was originated using the Additional-Identity header field.
* * * Next Change * * * *

4.5.3.2.1
General

Upon receiving an incoming initial INVITE, REFER or MESSAGE request containing an Additional-Identity header field, the AS shall determine the served user as specified in TS 24.229 [3] clause 5.7.1.3A.2 and shall check if any of the served user's registered identities is also included in the Additional-Identity header field. If the Additional-Identity header field contains a served user's registered identity the AS shall remove the Additional-Identity header field from the request and shall forward the request in accordance with procedures defined in TS 24.229 [3]. Otherwise, if the received Additional-Identity header field does not contain any of the served user's registered identities the AS shall:

a)
verify that the user is authorized to use the identity received in the Additional-Identity header field as specified in clause 4.5.3.2.2; and

b)
if the user is not authorized to use the identity included in the Additional-Identity header field, then the AS shall reject the incoming request. The originating request may be rejected by operator policy with a 403 (Forbidden) response including a warning header field 399 "Identity not allowed".

If the user is authorized to use the identity in the Additional-Identity header field then the AS shall generate a new SIP request based on the received SIP request in accordance with the procedures in TS 24.229 [3] clause 5.7.3 with the following clarifications:

a)
remove any P-Served-User header field and insert a P-Served-User header field with the identity taken from the Additional-Identity header field in the received request;

b)
remove any existing Route header field and insert a Route header field pointing to an I-CSCF or to the S-CSCF hosting the identity in the Additional-Identity header field in the received request;

c)
in the Route header field above, append the "orig" parameter to the URI; and

d)
insert the Additional-Identity header field with the same value as in the received SIP request.
The AS shall send the generated SIP request and may refrain from the invocation of other MMTel services serving the native identity.
NOTE:
No specific procedures are needed regarding the Identity header field. The originating network can attest the identity of user A following normal procedures specified in TS 24.229 [3].
If the AS updates the Call Log as specified in OMA-TS-CPM_Message_Storage_Using_RESTFul_API [9] the AS shall populate the "From" attribute of the call log object with the value in the Additional-Identity header field, provided the user is authorized to use this identity.
* * * Next Change * * * *

4.5.3.5
Actions at the AS serving user B
Upon receiving an INVITE or MESSAGE request containing an Additional-Identity header field and if the terminating user subscribed to MuD service, the AS shall apply MuD as appropriate service and may refrain from the invocation of other MMTel services serving the native identity.

If the AS updates the Call Log as specified in OMA-TS-CPM_Message_Storage_Using_RESTFul_API [9] the AS shall populate the "To" attribute of the call log object with the value in the Additional-Identity header field, provided the user is authorized to use this identity.

4.5.3.6
Actions at the UE of user B
A UE supporting the MiD service shall support the receipt of the Additional-Identity header field, defined in TS 24.229 [3], in SIP requests initiating a dialog or standalone transaction.
NOTE:
The UE finds a targeted external alternative identity in the Additional-Identity header field.
A UE supporting the MuD service may synchronize the local call log with the network stored call log as specified in OMA-TS-CPM_Message_Storage_Using_RESTFul_API [9] and OMA-TS-REST_NetAPI_NMS [10]. If the served user in the "To" field is an identity not registered by the UE, the UE shall deduce that the call was originated using the Additional-Identity header field.
* * * End of Changes * * * *
