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Introduction
[bookmark: _Ref178064866][bookmark: _Ref462918989]In previous meetings, CT1 has discussed the topic of establishing a registry for OS identities. Two main approaches have emerged as follows
1.      A webpage with a list of OS identities hosted at the CT1 website and maintained by the CT1 secretary [1].
2.      Enhancing the field description of UE OD Id in Annex D.6.6. of TS 24.501[3] to include standardized values of OS Id for well-known OSes (e.g., Android and iOS) [2].
In this document, we provide our views on this topic.
Discussion
In our opinion, the use of standardized OS Ids maintained by 3GPP in one form or the other is not very useful. 
We realize that there may be significant challenges in having 3GPP (either collectively or via the CT1 secretary) being in charge of a registry of UE OS Ids. It is not clear how 3GPP will go about administering registration activities (e.g., preventing fake/malicious registrations), or for that matter, if it is even desirable for 3GPP to do so. In our view, 3GPP should not be responsible for validating and authenticating credentials of OS vendors. 
Based on the above discussion, our view is that CT1 should not pursue the topic of OS Id registry any further.
[bookmark: _GoBack]Proposal: OS Id naming and the associated registry should not be undertaken in 3GPP. 
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