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1. Introduction
Adds the Non-3GPP "security" message defined in TS 23.283, also known as an "InterSD" in TS 33.180. 
2. Reason for Change
The non-3GPP message can be used to send payloads from the IWF to LMR aware MCPTT clients opaquely. Changes to TS 24.279:
- 	X.1.1: new procedure for the IWF sending a non-3GPP message
-	SIP MESSAGE based upon the procedure in TS 24.379 clause 6.3.3.1.11
-	Payload security (step 7) based upon the procedure in TS 24.282 clause 9.2.4.2.3 step 7c
-	X.1.2: new procedure for the IWF receiving a non-3GPP message
- 	X.2: new message payload definitions
-	A.1: changes existing A.1 for new mcpttinfo and mcdatainfo XML elements for request type
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.379-120.

* * * First Change * * * *
[bookmark: _Toc17962816][bookmark: _Toc11411647]X	Non-3GPP message
X.1	IWF
X.1.1	IWF originates non-3GPP message 
[bookmark: _Toc17962817]1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [3] and IETF RFC 3428 [18];
2)	if the targeted client is an MCPTT client:
a)	the IWF shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [5];
b)	the IWF shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [5];
c)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-request-uri> element set to the value of the MCPTT ID of the targeted MCPTT user; and
d)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [3]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7];
3)	if the targeted client is an MCData client:
a)	is an MCDat client, the IWF shall include an Accept-Contact header field containing the g.3gpp.g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [5];
b)	is an MCData client, shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8]; and
c)	is an MCData client, shall include an application/vnd.3gpp.mcdata-info+xml MIME body with <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-request-uri> element set to the value of the MCData ID of the targeteted MCData user; and
d)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7];
4)	shall set the Request-URI to the address of the terminating participating function associated with the MC service ID of the targeted MC service user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of the IWF;
6)	shall include an application/vnd.3gpp.mcdata-signalling MIME body with the payload as defined in X.2.1;
7)	if an end-to-end security context needs to be established and the security context does not exist or if the existing security context has expired, then the IWF:
a)	shall use keying material to generate a PCK as described in 3GPP TS 33.180 [27];
b)	shall use the PCK to generate a PCK-ID with the four most significant bits set to "0001" to indicate that the purpose of the PCK is to protect one-to-one communications and with the remaining twenty eight bits being randomly generated as described in 3GPP TS 33.180 [27];
c)	shall encrypt the PCK to a UID associated to the MCData client using the MCData ID of the invited user and a time related parameter as described in 3GPP TS 33.180 [27];
d)	shall generate a MIKEY-SAKKE I_MESSAGE using the encapsulated PCK and PCK-ID as specified in 3GPP TS 33.180 [27];
e)	shall add the MCData ID of the originating MCData to the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.180 [27]; and
f)	shall sign the MIKEY-SAKKE I_MESSAGE using the originating MCData user's signing key provided in the keying material together with a time related parameter, and add this to the MIKEY-SAKKE payload, as described in 3GPP TS 33.180 [27]; and
10)	send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [3];
* * * Second Change * * * *

X.1.2	IWF receives non-3GPP message
Upon receiving a "SIP MESSAGE request for non-3GPP message for function", the actions performed by the IWF are out of scope of the present document. The received message, described in clause X.2, contains an opaque payload, the contents of which are out out of scope of the present document.
* * * Third Change * * * *
X.2	Message payload
[bookmark: _Toc517281798]X.2.1	Message definition
This clause specifies the MCData payload to be used when sending a non-3GPP message between the IWF and MC service clients. The non-3GPP message is defined as a new MCData message type. See 3GPP TS 24.282 [30] for MCData SDS message types.
Message type:	NON 3GPP MESSAGE PAYLOAD
Direction:			IWF to MC service client, MC service client to IWF 
Table X.2.1-1: NON 3GPP message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	SDS signalling payload message identity
	Message type
3GPP TS 24.282 [30]
	M
	V
	1

	
	External network type
	X.2.2
	M
	V
	1

	1
	URI of LMR key management functional entity 
	URI
	M
	TLV
	5-x



Editor's Note:	Need to add URI of LMR key management functional entity specified in 3GPP TS 23.379 to the user profile for MCPTT users.
Editor's Note:	Add NON 3GPP MESSAGE PAYLOAD to the message types table in 3GPP TS 24.282.

[bookmark: _Toc517281826]X.2.2	External network type
The purpose of the external network type information element is to identify the type of the network represented by the IWF.
The value part of the external network type information element is coded as shown in Table X3.2-1.
The external network type information element is a type 3 information element with a length of 1 octet.
Table X.2.2-1: External network type
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	P25

	0
	0
	0
	0
	0
	0
	1
	0
	
	TETRA

	0
	0
	0
	0
	0
	0
	1
	1
	
	GSM-R

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.



* * * Fourth Change * * * *
[bookmark: _Toc17962584]6.6.1.2	SIP MESSAGE request
The IWF needs to distinguish between the following SIP MESSAGE request for originations and terminations:
-	SIP MESSAGE requests routed to the IWF performing the controlling role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <request-type> element set to a value of "remotely-initiated-group-call-request". Such requests are known as "SIP MESSAGE request for remotely initiated group call request for controlling MCPTT function";
-	SIP MESSAGE requests routed to the IWF performing the controlling role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <response-type> element set to a value of "remotely-initiated-group-call-response". Such requests are known as "SIP MESSAGE request for remotely initiated group call response for controlling MCPTT function";
-	SIP MESSAGE requests routed to the IWF performing the terminating participating role as a result of initial filter criteria with the Request-URI set to the public service identity of the IWF performing the terminating participating role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <request-type> element set to a value of "remotely-initiated-group-call-request" or with the <response-type> element set to a value of "remotely-initiated-group-call-response". Such requests are known as "SIP MESSAGE request for remotely initiated group call for terminating participating MCPTT function";
-	SIP MESSAGE requests routed to the IWF performing the terminating participating role with the Request-URI set to the public service identity of the IWF and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE request for emergency notification for terminating participating MCPTT function" in the procedures in the present document; and
[bookmark: _Hlk9921314]-	SIP MESSAGE requests routed to the IWF performing the controlling role with the Request-URI set to the public service identity of the IWF and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE request for emergency notification for controlling MCPTT function" in the procedures in the present document.;
-	SIP MESSAGE requests routed to the IWF performing the terminating participating role as a result of initial filter criteria with the Request-URI set to the public service identity of the IWF performing the participating role and:
-	containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <request-type> element set to a value of "non-3GPP-message". Such requests are known as "SIP MESSAGE request for non-3GPP message for participating function"; or
-	containing a Content-Type header field set to "application/vnd.3gpp.mcdata-info+xml" and includes an XML body containing a <mcdatainfo> root element with a <mcdata-Params> element containing an <anyExt> element with the <request-type> element set to a value of "non-3GPP-message";
Such requests are known as "SIP MESSAGE request for non-3GPP message for function".
* * * Fifth Change * * * *
[bookmark: _Toc21604574]Annex A (normative):
XML Schema
[bookmark: _Toc21604575]A.1	General
The XML schema elements defined in the present clause extend those in 3GPP TS 24.379 [29] or other 3GPP technical specifications as noted.
[bookmark: _Toc21604576]A.2	Private call parameters
[bookmark: _Toc21604577]A.2.1	XML schema
The XML schema elements for private call parameters in the present clause extend the mcpttinfo schema in 3GPP TS 24.379 [29].
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema
  xmlns:xs="http://www.w3.org/2001/XMLSchema"
  elementFormDefault="qualified"
  attributeFormDefault="unqualified"
  xmlns:xenc="http://www.w3.org/2001/04/xmlenc#"
  xmlns:mgktp="urn:3gpp:ns:mcpttGKTP:1.0">

  <xs:element name="private-call-params" type="mcpttinfo:private-call-params-type"/>

  <xs:complexType name="private-call-params-type">
    <xs:sequence>
      <xs:choice minOccurs="0">
        <xs:element name="floor-control" type="mcpttinfo:emptyType"/>
        <xs:element name="without-floor-control" type="mcpttinfo:emptyType"/>
      </xs:choice>
      <xs:choice minOccurs="0">
        <xs:element name="implicit-floor" type="mcpttinfo:emptyType"/>
        <xs:element name="without-implicit-floor" type="mcpttinfo:emptyType"/>
      </xs:choice>
      <xs:choice minOccurs="0">
        <xs:element name="manual-commencement" type="mcpttinfo:emptyType"/>
        <xs:element name="automatic-commencement" type="mcpttinfo:emptyType"/>
      </xs:choice>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <!-- empty complex type -->
  <xs:complexType name="emptyType"/>

</xs:schema>

Editor's Note:	Need to register and add a namespace to the schema that's specific to interworking.
* * * Sixth Change * * * *

[bookmark: _Toc533163693][bookmark: _Toc18026684][bookmark: _Toc21604578][bookmark: _Hlk517170707]A.32.2	Semantic
The <private‑call‑params> element may be included in the <anyExt> element of the <mcpttinfo> element, when responding to a SIP INVITE for a private call, with the following elements:
1)	an element indicating support for the type of floor control:
a)	if the client supports private calls with floor control and the offer is for floor control, shall include a <floor‑control> element;
b)	if the client supports private calls without floor control and the offer is for no floor control, shall include a <without‑floor‑control> element; 
2)	an element indicating support for type of first talker:
a)	if the client supports not talking first and the offer is for the caller to talk first, shall include an <implicit‑floor> element; or
b)	if the client supports talking first and the offer is for the receiver to talk first, shall include a <without‑implicit‑floor> element; and
3)	an element indicating support for type of commencement mode:
a)	if the client supports private calls with automatic commencement mode and the offer is for automatic commencement mode, shall include a <automatic‑commencement> element; or
b)	if the client supports private calls with manual commencement mode and the offer is for manual commencement mode, shall include a <manual‑commencement> element.
NOTE:	The <private‑call‑params> element is only included in responses only from the IWF, not from the MCPTT system.
The <anyExt> element can be included with the following element not declared in the XML schema:
-	a <request-type> of type "xs:string": set to value of "non-3GPP message" when a requesting a non-3GPP message.

* * * Seventh Change * * * *

A.4	MCData schema extension
The <anyExt> element of the <mcdatainfo> element can be included with the following elements not declared in the XML schema: a <request-type> of type "xs:string": set to value of "non-3GPP message" when a requesting a non-3GPP message.
