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1. Introduction
This p-CR provides the server token exchange procedure for 3GPP TS 24.547 specification.
2. Reason for Change
The server token exchange procedure has been defined in stage-2 specification 3GPP TS 23.434 and in TS 24.482
3. Proposal

It is proposed to agree the following changes to 3GPP 24.547 v0.1.0.
* * * First Change * * * *
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* * * Next Change * * * *

6.2.3.2
SIM-S procedure

Upon receiving a Token Exchange Request message as specified in draft-ietf-oauth-token-exchange [D] via a secure TLS tunnel between the SIM-C and the token endpoint of the SIM-S, the SIM-S,

1)
shall validate the received the received Token Exchange Request message as specified in draft-ietf-oauth-token-exchange [D];

2)
shall send a Token Exchange Response message as specified in draft-ietf-oauth-token-exchange [D] and IETF RFC 6749 [E] using a HTTP 200 (OK) response to the SIM-C according to IETF RFC 2616 [A]. The parameters to be included in the HTTP 200 (OK) response are specified in 3GPP TS 33.434 [C] and are serialized into a JavaScript Object Notation (JSON) structure as specified in draft-ietf-oauth-token-exchange [D] and IETF RFC 7159 [F].

Editor’s Note: The details of what parameters are included in HTTP OK message are FFS. 

* * * End of change * * * *

