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1.1
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.
-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[10]
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[11]
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[23]
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[23A]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".

[24]
3GPP TS 45.002: "Multiplexing and multiple access on the radio path".

[25]
3GPP TS 45.008: "Radio subsystem link control".

[26]
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[27A]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
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[31]
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3GPP TS 25.331: "RRC Protocol Specification".
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3GPP TS 44.018:"Mobile radio interface layer 3 specification, Radio Resource Control Protocol".

[35]
3GPP TS 43.022: "Functions related to Mobile Station (MS) in idle mode and group receive mode".

[35A]
3GPP TS 43.318: "Generic Access Network (GAN); Stage 2".

[35B]
3GPP TS 44.318: "Generic Access Network (GAN); Mobile GAN interface layer 3 specification; Stage 3".

[36]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[37]
Void.

[38]
3GPP TS 21.111: "USIM and IC card requirements".

[39]
3GPP TS 44.060: "General Packet Radio Service (GPRS);Mobile Station (MS) - Base Station System (BSS) interface;Radio Link Control/Medium Access Control (RLC/MAC) protocol".

[40]
3GPP TS 31.102: "Characteristics of the USIM Application".

[41]
3GPP TS 31.111: "Universal Subscriber Identity Module (USIM), Application Toolkit (USAT)".

[42]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA) Radio Resource Control (RRC); Protocol specification".

[43]
3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE) procedures in idle mode".

[44]
3GPP2 C.S0016-D v1.0: "Over-the-Air Service Provisioning of Mobile Stations in Spread Spectrum Standards".

[45]
3GPP2 C.S0011-C v2.0: "Recommended Minimum Performance Standards for cdma2000 Spread Spectrum Mobile Stations".

[46]
3GPP2 C.S0033-A v2.0: "Recommended Minimum Performance Standards for cdma2000 High Rate Packet Data Access Terminal".

[47]
3GPP TS 24.285: "Allowed Closed Subscriber Group (CSG) List Management Object (MO)".

[48]
Void.

[49]
3GPP TS 22.220: "Service requirements for Home Node B (HNB) and Home eNode B (HeNB)".

[50]
3GPP TS 24.368: "Non-Access Stratum (NAS) configuration Management Object (MO)".
[51]
3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to Proximity-services (ProSe) Function Protocol aspects; Stage 3".

[52]
3GPP TS 24.333: "Proximity-services (ProSe) Management Objects (MO)".
[53]
3GPP TS 24.105: "Application specific Congestion control for Data Communication (ACDC) Management Object (MO)".
[54]
3GPP TS 36.306: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE) radio access capabilities".

[55]
3GPP TS 43.064: "Overall description of the GPRS Radio Interface; Stage 2".

[56]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description".

[57]
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".
[58]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".

[59]
3GPP TS 24.386: "User Equipment (UE) to V2X control function; protocol aspects; Stage 3".

[60]
3GPP TS 24.385: "V2X services Management Object (MO)".
[61]
3GPP TS 38.304: "New Generation Radio Access Network; User Equipment (UE) procedures in Idle mode".

[62]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[63]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[64]
3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".

[65]
3GPP TS 38.331: "NR; Radio Resource Control (RRC) protocol specification".

[66]
3GPP TS 33.501: "Security architecture and procedures for 5G System".

[67]
3GPP TS 31.115: "Secured packet structure for (Universal) Subscriber Identity Module (U)SIM Toolkit applications".

[68]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and Functional Description".

[69]
3GPP TS 23.221: "Architectural requirements".
[xx]
3GPP TS 29.544: "5G System (5GS); Over The Air (OTA) services; Stage 3".
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C.2
Stage-2 flow for steering of UE in VPLMN during registration
The stage-2 flow for the case when the UE registers with VPLMN AMF is described below in figure C.2.1:
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Figure C.2.1: Procedure for providing list of preferred PLMN/access technology combinations
For the steps below, security protection is described in 3GPP TS 33.501 [24].

1)
The UE to the VPLMN AMF: The UE initiates registration by sending REGISTRATION REQUEST message to the VPLMN AMF;

2)
The VPLMN AMF to the HPLMN UDM: The VPLMN AMF executes the registration procedure as defined in subclause 4.2.2.2.2 of 3GPP TS 23.502 [63]. As part of the registration procedure, the VPLMN AMF invokes Nudm_SDM_Get service operation message to the HPLMN UDM to get amongst other information the Access and Mobility Subscription data for the UE (see step 14b in subclause 4.2.2.2.2 of 3GPP TS 23.502 [63]);

3a)
If the user subscription information indicates to send the steering of roaming information due to initial registration in a VPLMN, then the HPLMN UDM shall provide the steering of roaming information to the UE when the UE performs initial registration in a VPLMN, otherwise the HPLMN UDM may provide the steering of roaming information to the UE, based on operator policy.


If the HPLMN UDM is to provide the steering of roaming information to the UE when the UE performs the registration in a VPLMN, and the HPLMN policy for the SOR-AF invocation is absent then steps 3b and 3c are not performed.


If the HPLMN UDM is to provide the steering of roaming information to the UE when the UE performs the registration in a VPLMN, and the HPLMN policy for the SOR-AF invocation is present then the HPLMN UDM obtains the list of preferred PLMN/access technology combinations or the secured packet from the SOR-AF using steps 3b and 3c.

3b)
The HPLMN UDM to the SOR-AF: Nsoraf_SoR_Obtain request (VPLMN ID, SUPI of the UE, access type, RAT type). The VPLMN ID is the PLMN ID of the VPLMN where the UE is registering, as stored in HPLMN UDM. The access type is the access type where the UE is registering, as stored in HPLMN UDM. The RAT type is the RAT type where the UE is registering, as stored in HPLMN UDM.
3c)
The SOR-AF to the HPLMN UDM: Nsoraf_SoR_Obtain response (the list of preferred PLMN/access technology combinations, or the secured packet, or neither of them).


Based on the information received in step 3b and any operator specific criteria, the SOR-AF may include the list of preferred PLMN/access technology combinations or the secured packet in the Nsoraf_SoR_Obtain response or may provide the Nsoraf_SoR_Obtain response with neither a list of preferred PLMN/access technology combinations nor a secured packet.

NOTE xx:
Based on operator deployment and policy, if the UDM receives the list of preferred PLMN/access technology combinations in the Nsoraf_SoR_Obtain response from the SOR-AF, and the UDM supports communication with OTAF, it can send this list to OTAF requesting it to provide this information in a secured packet as defined in 3GPP TS 29.544 [xx].

Editor's note:
How the UDM is configured to perform such an operation is to be specified by CT4.

NOTE 0A:
The SOR-AF can include a different list of preferred PLMN/access technology combinations or a different secure packet for each Nsoraf_SoR_Obtain request even if the VPLMN ID, the SUPI of the UE, the access type, and the RAT type are the same.

3d)The HPLMN UDM forms the steering of roaming information as specified in 3GPP TS 33.501 [66] from the list of preferred PLMN/access technology combinations obtained in step 3a or the list of preferred PLMN/access technology combinations or the secured packet, obtained in step 3c. If:

-
the list of preferred PLMN/access technology combinations was not obtained in steps 3a and neither the list of preferred PLMN/access technology combinations nor the secured packet were obtained in 3c; or
-
the SOR-AF has not sent to the HPLMN UDM an Nsoraf_SoR_Obtain response (step 3c) within an operator defined time after the HPLMN UDM sending to the SOR-AF an Nsoraf_SoR_Obtain request (step 3b);


and the UE is performing initial registration in a VPLMN and the user subscription information indicates to send the steering of roaming information due to initial registration in a VPLMN, then the HPLMN UDM forms the steering of roaming information as specified in 3GPP TS 33.501 [66] from the HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed and thus no list of preferred PLMN/access technology combinations is provided'.
4)
The HPLMN UDM to the VPLMN AMF: The HPLMN UDM sends a response to the Nudm_SDM_Get service operation to the VPLMN AMF, which includes the steering of roaming information within the Access and Mobility Subscription data. The Access and Mobility Subscription data type is defined in subclause 5.2.3.3.1 of 3GPP TS 23.502 [63]). The HPLMN may also request the UE to acknowledge the successful security check of the received steering of roaming information, by providing the indication as part of the steering of roaming information in the Nudm_SDM_Get response service operation;

5)
The VPLMN AMF to the HPLMN UDM: As part of the registration procedure, the VPLMN AMF also invokes Nudm_SDM_Subscribe service operation to the HPLMN UDM to subscribe to notification of changes of the subscription data received in step 4) including notification of updates of the steering of roaming information included in the Access and Mobility Subscription data (see step 14c in subclause 4.2.2.2.2 of 3GPP TS 23.502 [63]);
5a)
The HPLMN UDM to the SOR-AF: Nsoraf_SoR_Subscribe (SUPI). If the HPLMN policy for the SOR-AF invocation is present, the HPLMN UDM subscribes to the SOR-AF to be notified about changes in the list of preferred PLMN/access technology combinations or the secured packet, for the SUPI of the UE, if not already subscribed.

NOTE 0B:
The HPLMN UDM can subscribe to the SOR-AF to be notified about changes in the list of prefered PLMN/access technology combinations for the SUPI during initial registration of the SUPI in the 5GC. The HPLMN UDM can unsubscribe to be notified about changes in the list of prefered PLMN/access technology combinations for the SUPI upon deregistration of the SUPI from the 5GC using the Nsoraf_SoR_Unsubscribe service operation.

6)
The VPLMN AMF to the UE: The VPLMN AMF shall transparently send the received steering of roaming information to the UE in the REGISTRATION ACCEPT message;

7)
If the steering of roaming information is received and the security check is successful, then:

a)
if the steering of roaming information contains a secured packet (see 3GPP TS 31.115 [67]): 

-
if the UDM has not requested an acknowledgement from the UE the UE shall send the REGISTRATION COMPLETE message without including an SOR transparent container;

-
the ME shall upload the secured packet to the USIM using procedures in 3GPP TS 31.111 [41].

NOTE 1:
How the ME handles UICC responses and failures in communication between the ME and UICC is implementation specific and out of scope of this release of the specification.
-
if the UDM has not requested an acknowledgement from the UE and the ME receives a USAT REFRESH command qualifier (3GPP TS 31.111 [41]) of type "Steering of Roaming" it shall perform items a), b) and c) of the procedure for steering of roaming in subclause 4.4.6 and if the UE has a list of available and allowable PLMNs in the area and based on this list the UE determines that there is a higher priority PLMN than the currently camped chosen VPLMN and the UE is in automatic network selection mode, then the UE shall either:

i)
release the current N1 NAS signalling connection locally and then attempt to obtain service on a higher priority PLMN as specified in subclause 4.4.3.3 by acting as if timer T that controls periodic attempts has expired. In this case, steps 8 to 11 are skipped. If the UE has an established emergency PDU session (see 3GPP TS 24.501 [64]), the UE shall release the current N1 NAS signalling connection locally after the release of the emergency PDU session; or

ii)
not release the current N1 NAS signalling connection locally and skip steps 8 to 10;

b)
if the steering of roaming information contains the list of preferred PLMN/access technology combinations, the ME shall replace the highest priority entries in the "Operator Controlled PLMN Selector with Access Technology" list stored in the ME with the received list of preferred PLMN/access technology combinations. Additionally, if the UDM has not requested an acknowledgement from the UE and if the UE has a list of available and allowable PLMNs in the area and based on this list the UE determines that there is a higher priority PLMN than the currently camped chosen VPLMN and the UE is in automatic network selection mode, then the UE shall send the REGISTRATION COMPLETE message to the serving AMF without including an SOR transparent container and then either:

i)
release the current N1 NAS signalling connection locally and then attempt to obtain service on a higher priority PLMN as specified in subclause 4.4.3.3 by acting as if timer T that controls periodic attempts has expired. In this case, steps 8 to 11 are skipped. If the UE has an established emergency PDU session (see 3GPP TS 24.501 [64]), the UE shall release the current N1 NAS signalling connection locally after the release of the emergency PDU session; or

ii)
not release the current N1 NAS signalling connection locally and skip steps 8 and 10;

8)
If:

a)
the UE's USIM is configured with indication that the UE is to receive the steering of roaming information due to initial registration in a VPLMN, but neither the list of preferred PLMN/access technology combinations nor the secured packet nor the HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed and thus no list of preferred PLMN/access technology combinations is provided' is received in the REGISTRATION ACCEPT message, when the UE performs initial registration in a VPLMN or if the steering of roaming information is received but the security check is not successful; and

b)
the current chosen VPLMN is not contained in the list of "PLMNs where registration was aborted due to SOR", not part of "User Controlled PLMN Selector with Access Technology" list, the UE is not in manual mode of operation;

then the UE shall send the REGISTRATION COMPLETE message to the serving AMF without including an SOR transparent container, release the current N1 NAS signalling connection locally, store the PLMN identity in the list of "PLMNs where registration was aborted due to SOR" and attempt to obtain service on a higher priority PLMN as specified in subclause 4.4.3.3 by acting as if timer T that controls periodic attempts has expired, with an exception that the current PLMN is considered as lowest priority, and skip steps 9 to 12. If the UE has an established emergency PDU session (see 3GPP TS 24.501 [64]), the UE shall release the current N1 NAS signalling connection locally after the release of the emergency PDU session;

NOTE 2:
When the UE is in the manual mode of operation or the current chosen VPLMN is part of the "User Controlled PLMN Selector with Access Technology" list, the UE stays on the VPLMN.

9)
The UE to the VPLMN AMF: If the UDM has requested an acknowledgement from the UE:


the UE verified that the steering of roaming information has been provided by the HPLMN in step 7, the UE sends the REGISTRATION COMPLETE message to the serving AMF with an SOR transparent container including the UE acknowledgement; and


if the steering of roaming information contained a secured packet and the security check was successful, then when the UE receives the USAT REFRESH command qualifier of type "Steering of Roaming", it performs items a), b) and c) of the procedure for steering of roaming in subclause 4.4.6.

10)
The AMF to the UDM: If an SOR transparent container is received in the REGISTRATION COMPLETE message, the AMF uses the Nudm_SDM_Info service operation to provide the received SOR transparent container to the UDM. If the HPLMN decided that the UE is to acknowledge the successful security check of the received steering of roaming information in step 4, the UDM verifies that the acknowledgement is provided by the UE as specified in 3GPP TS 33.501 [66];

10a)
The HPLMN UDM to the SOR-AF: Nsoraf_SoR_Info (SUPI of the UE, successful delivery). If the HPLMN policy for the SOR-AF invocation is present and the HPLMN UDM received and verified the UE acknowledgement in step 10, then the HPLMN UDM informs the SOR-AF about successful delivery of the list of preferred PLMN/access technology combinations, or of the secured packet to the UE;
11)
If the UE has a list of available PLMNs in the area and based on this list the UE determines that there is a higher priority PLMN than the currently camped chosen VPLMN and the UE is in automatic network selection mode, then the UE shall attempt to obtain service on a higher priority PLMN as specified in subclause 4.4.3.3 by acting as if timer T that controls periodic attempts has expired after the release of the N1 NAS signalling connection. If the N1 NAS signaling connection is not released after implementation dependent time, the UE may locally release the N1 signaling connection except when the UE has an established emergency PDU session (see 3GPP TS 24.501 [64]); and

12)
The UE deletes the list of "PLMNs where registration was aborted due to SOR".

The list of "PLMNs where registration was aborted due to SOR" is deleted when the UE is switched off or the USIM is removed.
When the UE performs initial registration for emergency services (see 3GPP TS 24.501 [64] and 3GPP TS 23.502 [63]) while the UE has a valid USIM and the AMF performs the authentication procedure, then based on HPLMN policy, the SOR procedure described in this subclause may apply.

If:

-
the UE in manual mode of operation encounters scenario mentioned in subclause 8(a) above; and

-
upon switching to automatic network selection mode the UE remembers that it is still registered on the PLMN where the missing or security check failure of SOR information was encountered as described in subclause 8(a);

the UE shall wait until it moves to idle mode or 5GMM-CONNECTED mode with RRC inactive indication (see 3GPP TS 24.501 [64]) before attempting to obtain service on a higher priority PLMN as specified in subclause 4.4.3.3, by acting as if timer T that controls periodic attempts has expired, with an exception that the current registered PLMN is considered as lowest priority. If the UE has an established emergency PDU session then the UE shall attempt to perform the PLMN selection after the release of the emergency PDU session.

NOTE 3:
The HPLMN/UDM cannot distinguish between "initial registration" and "emergency registration" thus SOR implicitly applies for initial registration for emergency services.
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