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*** Begin changes ***
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*** Next Change ***
[bookmark: _Toc20215431]4.4	Emergency Alerts
MCData emergency alerts can be initiated or cancelled as described in the procedures of clause 16 which include:
-	MCData emergency alert initiation, on-network; and
-	MCData emergency alert cancellation, on-network.; 
-	MCData emergency alert initiation, off-network; and
-	MCData emergency alert cancellation, off-network.
MCData emergency alerts are initiated to a target MCData group, and, if successful and not already affiliated to that group, will result in the initiator being implicitly affiliated to that MCData group. 
Key aspects of MCData emergency alerts include:
-	MCData emergency alert (MDEA) state: the MCData client maintains the internal MCData emergency alert state (MDEA, see subclause G.4.1). The initial setting is "MDEA 1: no-alert".
-	Authorisations for emergency alerts: MCData users need to be authorised to initiate MCData emergency alerts and additionally need to be authorised to cancel MCData emergency alerts initiated by them or by others. The parameters related to these authorisations are specified in 3GPP TS 24.483 [42] and 3GPP TS 24.484 [12].
*** Next Change ***
[bookmark: _Toc20215626]9.3.1.2	Message transport to a MCData Group
In order to transmit an off-network SDS message, or an SDS notification or any one of the emergency alert messages mentioned in clause 16.3 to an MCData group, the MCData client:
1)	shall send the message as a UDP message to the multicast IP address of the MCData group, on UDP port TBD, with an IP time-to-live set to 255; and
Editor's note:	Port number for the message is FFS.
2)	shall treat UDP messages received on the multicast IP address of the MCData group and on port TBD as received messages, with the IP address treated as mentioned in "/<x>/<x>/OffNetwork/MCPTTGroupParameter/<x>/IPMulticastAddress" leaf node present within the group configuration as specified in 3GPP TS 24.483 [45[4342] and on port TBD as received messages.
The message is the entire payload of the UDP message.
*** Next Change ***
[bookmark: _Toc20153066]15.1.14	GROUP EMERGENCY ALERT message
[bookmark: _Toc20153067]15.1.14.1	Message definition
This message is sent by the UE to other UEs to indicate an emergency situation. For contents of the message see Table 15.1.14.1-1.
Message type:	GROUP EMERGENCY ALERT
Direction:			UE to other UEs
Table 15.1.14.1-1: GROUP EMERGENCY ALERT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Group emergency alert message identity
	Message type
15.2.2
	M
	V
	1

	
	MCData group ID
	MCData group ID
15.2.14
	M
	LV-E
	3-x

	
	Originating MCData user ID
	MCData user ID
15.2.15
	M
	LV-E
	3-x

	7F
	Organization name
	Organization name
15.2.26
	O
	TLV-E
	4-x

	7E
	User location
	User location
15.2.25
	O
	TLV-E
	4-x



[bookmark: _Toc20153068]15.1.15	GROUP EMERGENCY ALERT ACK message
[bookmark: _Toc20153069]15.1.15.1	Message definition
This message is sent by the UE to other UEs to indicate receipt of emergency alert. For contents of the message see Table 15.1.15.1-1.
Message type:	GROUP EMERGENCY ALERT ACK
Direction:			UE to other UEs
Table 15.1.15.1-1: GROUP EMERGENCY ALERT ACK message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Group emergency alert ack message identity
	Message type
15.2.2
	M
	V
	1

	
	MCData group ID
	MCData group ID
15.2.14
	M
	LV-E
	3-x

	
	Originating MCData user ID
	MCData user ID
15.2.15
	M
	LV-E
	3-x

	
	Sending MCData user ID
	MCData user ID
15.2.15
	M
	LV-E
	3-x



[bookmark: _Toc20153070]15.1.16	GROUP EMERGENCY ALERT CANCEL message
[bookmark: _Toc20153071]15.1.16.1	Message definition
This message is sent by the UE to other UEs to indicate end of emergency situation. For contents of the message see Table 15.1.16.1-1.
Message type:	GROUP EMERGENCY ALERT CANCEL
Direction:			UE to other UEs
Table 15.1.16.1-1: GROUP EMERGENCY ALERT CANCEL message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Group emergency alert cancel message identity
	Message type
15.2.2
	M
	V
	1

	
	MCData group ID
	MCData group ID
15.2.14
	M
	LV-E
	3-x

	
	Originating MCData user ID
	MCData User ID
15.2.15
	M
	LV-E
	3-x



[bookmark: _Toc20153072]15.1.17	GROUP EMERGENCY ALERT CANCEL ACK message
[bookmark: _Toc20153073]15.1.17.1	Message definition
This message is sent by the UE to other UEs to indicate receipt of emergency alert cancel. For contents of the message see Table 15.1.17.1-1.
Message type:	GROUP EMERGENCY ALERT CANCEL ACK
Direction:			UE to other UEs
Table 15.1.17.1-1: GROUP EMERGENCY ALERT CANCEL ACK message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Group emergency alert cancel ack message identity
	Message type
15.2.2
	M
	V
	1

	
	MCData group ID
	MCData group ID
15.2.14
	M
	LV-E
	3-x

	
	Originating MCData user ID
	MCData User ID
15.2.15
	M
	LV-E
	3-x

	
	Sending MCData user ID
	MCData user ID
15.2.15
	M
	LV-E
	3-x



*** Next Change ***
[bookmark: _Toc20215885]15.2.2	Message type
The purpose of the Message type information element is to identify the type of the message.
The value part of the Message type information element is coded as shown in Table 15.2.2-1.
The Message type information element is a type 3 information element with a length of 1 octet.
Table 15.2.2-1: Message types
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	x
	x
	0
	0
	0
	0
	0
	1
	
	SDS SIGNALLING PAYLOAD

	x
	x
	0
	0
	0
	0
	1
	0
	
	FD SIGNALLING PAYLOAD

	x
	x
	0
	0
	0
	0
	1
	1
	
	DATA PAYLOAD

	x
	x
	0
	0
	0
	1
	0
	1
	
	SDS NOTIFICATION

	x
	x
	0
	0
	0
	1
	1
	0
	
	FD NOTIFICATION

	x
	x
	0
	0
	0
	1
	1
	1
	
	SDS OFF-NETWORK MESSAGE

	x
	x
	0
	0
	1
	0
	0
	0
	
	SDS OFF-NETWORK NOTIFICATION

	x
	x
	0
	0
	1
	0
	0
	1
	
	FD NETWORK NOTIFICATION

	x
	x
	0
	0
	1
	0
	1
	0
	
	COMMUNICATION RELEASE

	x
	x
	0
	0
	1
	0
	1
	1
	
	DEFERRED LIST ACCESS REQUEST

	x
	x
	0
	0
	1
	1
	0
	0
	
	DEFERRED LIST ACCESS RESPONSE

	x
	x
	0
	0
	1
	1
	0
	1
	
	FD HTTP TERMINATION

	x
	x
	0
	1
	0
	0
	0
	1
	
	GROUP EMERGENCY ALERT

	x
	x
	0
	1
	0
	0
	1
	0
	
	GROUP EMERGENCY ALERT ACK

	x
	x
	0
	1
	0
	0
	1
	1
	
	GROUP EMERGENCY ALERT CANCEL

	x
	x
	0
	1
	0
	1
	0
	0
	
	GROUP EMERGENCY ALERT CANCEL ACK

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.



Bit 7 of the above defined messages is set as follows:
-	'0' – if the message is not protected as defined in 3GPP TS 33.180 [26]; or
-	'1' – if the message is protected as defined in 3GPP TS 33.180 [26].
Bit 8 of the above defined messages is set as follows:
-	'0' – if the message is not authenticated as defined in 3GPP TS 33.180 [26]; or
-	'1' – if the message is authenticated as defined in 3GPP TS 33.180 [26].
*** Next Change ***
[bookmark: _Toc20153098][bookmark: _Toc20153099]15.2.25	User location
The User location information element is used to indicate the current location of the MCData client;
The User location information element is coded as shown in Figure 15.2.25-1 and Table 15.2.25-1.
The User location information element is a type 6 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	User location IEI
	octet 1

	Length of User location contents
	octet 2

	
	octet 3

	
	octet 4

	User location contents
	

	
	octet n


Figure 15.2.25-1: User location information element
Table 15.2.25-1: User location information element
	User location is contained in octet 4 to octet n; Max value of 65535 octets.

	

	



The User location information element contains the LocationInfo structure defined in subclause 7.4 of 3GPP TS 29.199‑09 [r2919909].
15.2.26	Organization name
The Organization name information element is used to indicate the name of the organization to which the user belongs.
The Organization name information element is coded as shown in Figure 15.2.26-1 and Table 15.2.26-1.
The Organization name information element is a type 6 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of Organization name contents
	octet 1

	
	octet 2

	
	octet 3

	Organization name contents
	

	
	octet n


Figure 15.2.26-1: Organization name information element
Table 15.2.26-1: Organization name information element
	Organization name is contained in octet 3 to octet n; Max value of 65535 octets.

	

	



*** Next Change ***
[bookmark: _Toc20215909]16.1	General
This clause describes the emergency alert procedures for on-network.
For on-network emergency alert, the procedures for originating and terminating MCData clients, participating MCData function and controlling MCData function are specified in subclause 16.2.
For off-network emergency alert, the procedures for each functional entity is specified in subclause 16.3.
Editor’s Note: [CR 0066, WI eMCData2] Mention off-network in 4.4 and 16.1 and add text in future subclause 16.3, possibly based on 24.281 subclause 11.3
*** Next Change ***
[bookmark: _Toc20152885]16.3	Off-network emergency alert
[bookmark: _Toc20152886]16.3.1	General
[bookmark: _Toc20152887]16.3.2	Basic state machine
[bookmark: _Toc20152888]16.3.2.1	General
[bookmark: _Toc20152889]16.3.2.2	Emergency alert state machine
The figure 16.3.2.2-1 gives an overview of the main states and transitions on the UE for emergency alert.
Each emergency alert state machine is per MCData group.


Figure 16.3.2.2-1: Emergency alert state machine
The following piece of information is associated with the emergency alert state machine:
a)	the stored emergency state of the MCData group.
NOTE:	The emergency alert state machine is referred by the MCData off-network group call and MCData off-network private call procedures.
[bookmark: _Toc20152890]16.3.2.3	Emergency alert states
[bookmark: _Toc20152891]16.3.2.3.1	E1: Not in emergency state
This state is the start state of this state machine.
The UE stays in this state while not in emergency state.
[bookmark: _Toc20152892]16.3.2.3.2	E2: Emergency state
This state exists for UE, when the UE has sent a GROUP EMERGENCY ALERT message.
[bookmark: _Toc20152893]16.3.3	Procedures
[bookmark: _Toc20152894]16.3.3.1	Originating user sending emergency alert
When in state "E1: Not in emergency state", upon receiving an indication from the MCData user to transmit an emergency alert for an MCData group ID and the value of "/<x>/<x>/Common/AllowedActivateAlert" leaf node present in the user profile as specified in 3GPP TS 24.483 [42] is set to "true", the MCData client:
1)	shall set the stored emergency state as "true";
2)	shall set the stored MCData group ID to the indicated MCData group ID;
3)	shall generate a GROUP EMERGENCY ALERT message as specified in subclause 15.1.14. In the GROUP EMERGENCY ALERT message, the MCData client:
a)	shall set the MCData group ID IE to the stored MCData group ID;
b)	shall set the Originating MCData user ID IE to own MCData user ID;
c)	may set the Organization name IE to own organization name; and
d)	may set the User location IE with client's current location, if requested;
4)	 shall send the GROUP EMERGENCY ALERT message as specified in subclause 9.3.1.2;
5)	shall start timer TFE2 (emergency alert retransmission); and
6)	shall enter "E2: Emergency state" state.
[bookmark: _Toc20152895]16.3.3.2	Emergency alert retransmission
When in state "E2: Emergency state", upon expiry of timer TFE2 (emergency alert retransmission), the MCData client:
1)	shall generate a GROUP EMERGENCY ALERT message as specified in subclause 15.1.14. In the GROUP EMERGENCY ALERT message, the MCData client:
a)	shall set the MCData group ID IE to the stored MCData group ID;
b)	shall set the originating MCData user ID IE to own MCData user ID;
c)	may set the Organization name IE to own organization name;
d)	may set the Location IE with client's current location, if requested; and
2)	 shall send the GROUP EMERGENCY ALERT message as specified in subclause 9.3.1.2;
3)	shall start the timer TFE2 (emergency alert retransmission); and
4)	shall remain in the current state.
[bookmark: _Toc20152896]16.3.3.3	Terminating user receiving emergency alert
When in state "E1: Not in emergency state" or in "E2: Emergency state", upon receiving a GROUP EMERGENCY ALERT message with the Originating MCData user ID IE not stored in the list of users in emergency, the MCData client:
1)	shall store the Originating MCData user ID IE and location IE in the list of users in emergency;
2)	shall generate a GROUP EMERGENCY ALERT ACK message as specified in subclause 15.1.15. In the GROUP EMERGENCY ALERT ACK message, the MCData client:
a)	shall set the MCData group ID IE to the MCData group ID IE of the received GROUP EMERGENCY ALERT message;
b)	shall set the Sending MCData user ID IE to own MCData user ID;
c)	shall set the Originating MCData user ID IE to the Originating MCData user ID IE of the received GROUP EMERGENCY ALERT message; and
3)	 shall send the GROUP EMERGENCY ALERT ACK message as specified in subclause 9.3.1.2;
4)	shall start timer TFE1 (Emergency Alert); and
5)	shall remain in the current state.
NOTE:	Each instance of timer TFE1 is per MCData user ID.
[bookmark: _GoBack]Editor’s Note: [CR 0095, WI eMCData2] Use of timer TFE1 in case of several emergency alerts from multiple users is FFS.
[bookmark: _Toc20152897]16.3.3.4	Terminating user receiving retransmitted emergency alert
When in state "E1: Not in emergency state" or in "E2: Emergency state", upon receiving a GROUP EMERGENCY ALERT message with the Originating MCData user ID IE stored in the list of users in emergency and Location IE different than the stored location of the user, the MCData client:
1)	may update the stored location of the user with the received Location IE;
2)	shall restart the associated timer TFE1 (Emergency Alert); and
3)	shall remain in the current state.
[bookmark: _Toc20152898]16.3.3.5	Originating user cancels emergency alert
When in "E2: Emergency state", upon receiving an indication from the MCData user to cancel an emergency alert and the value of "/<x>/<x>/Common/AllowedCancelAlert" leaf node present in the user profile as specified in 3GPP TS 24.483 [42] is set to "true", the MCData client:
1)	shall set the stored emergency state as "false";
2)	shall generate a GROUP EMERGENCY ALERT CANCEL message as specified in subclause 15.1.16. In the GROUP EMERGENCY ALERT CANCEL message, the MCData client:
a)	shall set the MCData group ID IE to the stored MCData group ID; and
b)	shall set the Originating MCData user ID IE to own MCData user ID;
3)	 shall send the GROUP EMERGENCY ALERT CANCEL message as specified in subclause 9.3.1.2;
4)	shall stop timer TFE2 (emergency alert retransmission); and
5)	shall enter "E1: Not in emergency state" state.
[bookmark: _Toc20152899]16.3.3.6	Terminating user receives GROUP EMERGENCY ALERT CANCEL message
When in state "E1: Not in emergency state" or in "E2: Emergency state", upon receiving a GROUP EMERGENCY ALERT CANCEL message with the Originating MCData user ID IE stored in the list of users in emergency, the MCData client:
1)	shall remove the MCData user ID and associated location information from the stored list of users in emergency;
2)	shall generate a GROUP EMERGENCY ALERT CANCEL ACK message as specified in subclause 15.1.17. In the GROUP EMERGENCY ALERT CANCEL ACK message, the MCData client:
a)	shall set the MCData group ID IE to the MCData group ID IE of the received GROUP EMERGENCY ALERT CANCEL message;
b)	shall set the Sending MCData user ID IE to own MCData user ID; and
c)	shall set the Originating MCData user ID IE to the Originating MCData user ID IE of the received GROUP EMERGENCY ALERT message;
3)	 shall send the GROUP EMERGENCY ALERT CANCEL ACK message as specified in subclause 9.3.1.2;
4)	shall stop the associated timer TFE1 (Emergency Alert); and
5)	shall remain in the current state.
[bookmark: _Toc20152900]16.3.3.7	Implicit emergency alert cancel
When in state "E1: Not in emergency state" or in "E2: Emergency state", upon expiry of timer TFE1 (Emergency Alert) associated with a stored MCData user ID, the MCData client:
1)	shall remove the MCData user ID and associated location information from the stored list of users in emergency; and
2)	shall remain in the current state.
*** Next Change ***
[bookmark: _Toc11397925]F.3	Off-network timers
[bookmark: _Toc11397926]F.3.1	Timers in off-network SDS
The table F.3.1-1 lists the timers used in off-network SDS, their start values, their limits, describes the cause of the start, and the action to take on normal stop and on expiry.
Table F.3.1-1: Timers in off-network SDS
	Timer
	Timer value
	Cause of start
	Normal stop
	On expiry

	TFS1 (SDS message retransmission)

	Default value: 40 millisecond 

Configurable.
	When the client sends a SDS OFF-NETWORK MESSAGE message.

	Associated counter CFS1 (SDS message retransmission) reaches upper limit
	Send a SDS OFF-NETWORK MESSAGE message.

	TFS2 (SDS notification retransmission)
	Default value: 40 millisecond 

Configurable.


	When the client sends a SDS OFF-NETWORK NOTIFICATION message.

	Associated counter CFS2 (SDS notification retransmission) reaches upper limit
	Send a SDS OFF-NETWORK NOTIFICATION message.

	TFS3 (delivery and read)
	Default value: 120 millisecond 

Configurable.

	When the client receives a SDS OFF-NETWORK MESSAGE with Disposition request type IE set to "DELIVERY AND READ".

	When a SDS message display indication is received.

	Send a SDS OFF-NETWORK NOTIFICATION message with Disposition type IE set to "DELIVERED" and when the MCData client has displayed the message to the MCData user, send a SDS OFF-NETWORK NOTIFICATION message with Disposition type IE set to "READ"

	NOTE:	Value of timer TFS3 (delivery and read) should be configured such that, when a consolidated "DELIVERED AND READ" notification is not feasible, the MCData client is able to send the "DELIVERED" disposition notification without delay.



[bookmark: _Toc11260748]F.3.2	Timers in off-network emergency alert
The table F.3.2-1 lists the timers used in off-network emergency alert, their start values, their limits, describes the cause of start, and the action to take on normal stop and on expiry.
Table F.3.2-1: Timers in off-network emergency alert
	Timer
	Timer value
	Cause of start
	Normal stop
	On expiry

	TFE1 (Emergency Alert)

	Default value: 30 seconds
Maximum value: 60 seconds

Configurable.

Set to the value of "/<x>/OffNetwork/Timers/TFE1" leaf node present in the UE initial configuration as specified in 3GPP TS 24.483 [4].

	Receipt of GROUP EMERGENCY ALERT.

	Receipt of GROUP EMERGENCY ALERT CANCEL.
	Assume end of emergency state, remove associated user from the list.

	TFE2 (emergency alert retransmission)

	Default value: 5 seconds
Maximum value: 10 seconds

Configurable.

Set to the value of "/<x>/OffNetwork/Timers/TFE2" leaf node present in the UE initial configuration as specified in 3GPP TS 24.483 [4].

	Transmission of GROUP EMERGENCY ALERT.

	Transmission of GROUP EMERGENCY ALERT CANCEL.

	Transmit GROUP EMERGENCY ALERT.




*** End changes ***
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