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1. Introduction
This p-CR provides provides procedure to update configuration data.
2. Reason for Change
The procedures to update VAL user profile have been defined in stage-2 specification 3GPP TS 23.434.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.546 v0.1.0.
* * * First Change * * * *

6.2.X
Update VAL user profile data
* * * Next Change * * * *

6.2.X.1
Client procedure
Upon receiving request from the VAL user to update the VAL user profile configuration document, the SCM-C shall create an XML document as specified in coding of the specific vertical application and shall send the XML document to the SCM-S according to procedures specified in IETF RFC 4825 [3] "Create or Replace a Document". In the HTTP POST request, the SCM-C:

1)
shall set the Request URI to a XCAP URI identifying an XML document to be updated. In the Request-URI:

a)
the "auid" is set to specific VAL service identity; and

b)
the document selector is set to the VAL user profile;

2)
shall set X-3GPP-Intended-Identity header to the VAL user identity;
3)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-user-profile-info+xml"; and
4)
shall include an application/vnd.3gpp.seal-user-profile-info+xml MIME body and in the <seal-user-profile> root element:
a)
shall include <seal-user-id> element with the identity of a VAL user which requests the update of configuration document; and

b)
shall include <profile-configuration> element as specified in clause 7.
* * * Next Change * * * *

6.2.X.2
Server procedure
Upon reception of an HTTP PUT request where the Request-URI of the HTTP PUT request identifies an XML document as specified in the specific vertical application, the SGM-S:

1)
shall determine the identity of the sender of the received HTTP PUT request as specified in clause 6.2.1.x;

a)
if the identity of the sender of the received HTTP PUT request is not authorized to update the configuration document, shall respond with a HTTP 403 (Forbidden) response to the HTTP PUT request and shall skip rest of the steps; and
2)
shall support receiving an XML document as specified in application usage of the specific vertical application according to procedures specified in IETF RFC 4825 [3] "PUT Handling". 
* * * Next Change * * * *

7
Coding
7.1
General
7.2
Application unique ID
The AUID shall be set to the VAL service ID as specified in specific VAL service specification.
7.3
Data structure
The <seal-user-profile> element shall be the root element of the VAL user-profile configuration document.

The <seal-user-profile> element:

1)
shall include a <seal-user-id> element;
2)
may include a <profile-id> element;
3)
shall include a <profile-configuration> element; and
5)
may include any other attribute for the purposes of extensibility.
7.4
XML Schema
Editor’s note:
This clause will describe the XML schema for VAL user-profile configuration document.
7.5
Semantics
The <seal-user-profile> element is the root element of the XML document. 
The <seal-user-id> element of <seal-user-profile> element contains the identity of a VAL user.
The <profile-id> element of <seal-user-profile> element contains a positive number which provides profile id. This element is used only when multiple user-profile for a VAL user is supported.

The <profile-configuration> element of <seal-user-profile> element contains actual profile configuration. The VAL application which uses SEAL user-profile shall provide its own profile configuration specific to VAL application.
7.6
MIME type
The MIME type for VAL user profile configuration shall be set to "vnd.3gpp.seal-user-profile-info+xml".
7.7
IANA registration template

Editor’s note:
This clause will describe the IANA registration template.

* * * End of Change * * * *

