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**** Next change ****
4.1	MCData overview
The MCData service supports communication between a pair of users (i.e. one-to-one communication) and several users (i.e. group communication), where each user has the ability to:
-	share data using Short Data Service (SDS); and
-	share files using File Distribution (FD) service.
SDS is provided in both, on-network and off-network while FD is provided only in on-network in this release of the present document.
The present document provides the signalling control protocol enhancements to support the MCData architectural procedures specified in 3GPP TS 23.282 [2]. 
For on-network communications, the present document makes use of the existing IMS procedures specified in 3GPP TS 24.229 [5].
The on-network procedures in this document allow an MCData user to:
-	send a standalone SDS using signalling control plane;
-	send a standalone SDS using media plane;
-	initiate a SDS session;
-	send a file using HTTP or MBMS; and
-	send a file using media plane.
For off-network, the present document utilises the procedures for ProSe direct discovery for Public Ssafety and the procedures for one-to-one ProSe direct communication for Public Safety and one-to-many ProSe direct communication for Public Safety, as specified in 3GPP TS 24.334 [25], and allows an MCData user to:
-	send a standalone SDS using signalling control plane.
The MCData procedures provided by the present document refer to:
-	the media plane procedures defined in 3GPP TS 24.582 [15];
-	the group management procedures defined in 3GPP TS 24.481 [11];
-	the identity management procedures defined in 3GPP TS 24.482 [24]; and
-	the security procedures defined in 3GPP TS 33.180 [26].
The MCData procedures provided by the present document access the configuration parameters provided by 3GPP TS 24.483 [42] and 3GPP TS 24.484 [12].
The following procedures are provided within this document:
-	common procedures are specified in clause 6;
-	procedures for registration in the IM CN subsystem and service authorisation are specified in clause 7;
-	procedures for affiliation are specified in clause 8;
-	procedures for on-network and off-network SDS are specified in clause 9;
-	procedures for on-network FD are specified in clause 10;
-	procedures for transmission and reception control are specified in clause 11;
-	procedures for dispositions and notifications are specified in clause 12; and
-	procedures for communication release are specified in clause 13.
The MCData UE primarily obtains access to the MCData service via E-UTRAN, using the procedures defined in 3GPP TS 24.301 [43].
**** Next change ****
[bookmark: _Toc11397407]5.2	MCData client
To be compliant with the procedures in the present document, an MCData client shall:
-	act as the user agent for all MCData application transactions (e.g. initiation of a group standalone SDS message); and
-	support handling of the MCData client ID as described in subclause 4.8.
To be compliant with the on-network procedures in the present document, an MCData client shall:
-	support the MCData client on-network procedures defined in 3GPP TS 23.282 [2];
-	support the on-network MCData message formats specified in clause 15 for the short data service (SDS) and the file distribution service (FD);
-	act as a SIP UA as defined in 3GPP TS 24.229 [5];
-	generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [5] and:
a)	subclause 9.2.3 and subclause 9.2.4 for short data service; and
b)	subclause 10.2.5 for file distribution.
-	for registration and service authorisation, implement the procedures specified in subclause 7.2;
-	for affiliation, implement the procedures specified in subclause 9.2;
-	for short data service (SDS) functionality implement the MCData client procedures specified in:
a)	subclause 9.2; and
b)	clause 6 of 3GPP TS 24.582 [15];
-	for file distribution (FD) functionality implement the MCData client procedures specified in:
a)	subclause 10.2; and
b)	clause 7 of 3GPP TS 24.582 [15];
-	for file distribution over MBMS implement the procedures for the MBMS download delivery method specified in 3GPP TS 26.346  [x3].
-	for transmission and reception control functionality implement the MCData client procedures specified in clause 11; 
-	for disposition notification functionality implement the MCData client procedures specified in clause 12.2; and
-	for communication release functionality implement the MCData client procedures specified in clause 13.2;
To be compliant with the off-network procedures in the present document, an MCData client shall:
-	support the off-network procedures defined in 3GPP TS 23.282 [2];
-	support the off-network MCData message formats specified in clause 15;
-	implement the procedures for ProSe direct discovery for public safety use as specified in 3GPP TS 24.334 [25];
-	implement the procedures for one-to-one ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [25]; and
-	for short data service (SDS) functionality implement the MCData client procedures specified in subclause 9.3.
To be compliant with the on-network and off-network procedures in the present document requiring end-to-end security key distribution, an MCData client shall support the procedures specified in 3GPP TS 33.180 [26].
To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCData client shall implement the procedures specified in subclause 6.5.2.
To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCData client shall implement the procedures specified in subclause 6.5.3.
**** Next change ****
[bookmark: _Toc11397409]5.3.1	General
An MCData server can perform the controlling role for short data service and file distribution as defined in 3GPP TS 23.282 [2].
An MCData server can perform the participating role for short data service and file distribution as defined in 3GPP TS 23.282 [2].
An MCData server performing the participating role can serve an originating MCData user.
An MCData server performing the participating role can serve a terminating MCData user.
The same MCData server can perform the participating role and controlling role for the same group short data service transaction or group file distribution transaction.
When referring to the procedures in the present document for the MCData server acting in a participating role for the served user, the term, "participating MCData function" is used.
When referring to the procedures in the present document for the MCData server acting in a controlling role for the served user, the term "controlling MCData function" is used.
To be compliant with the procedures in the present document, an MCData server shall:
-	support the MCData server procedures defined in 3GPP TS 23.282 [2];
-	implement the role of an AS performing 3rd party call control acting as a routing B2BUA as defined in 3GPP TS 24.229 [5];
-	generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [5] and:
a)	subclause 9.2.3 and subclause 9.2.4 for short data service; and
b)	subclause 10.2.5 for file distribution.
-	for registration and service authorisation, implement the procedures specified in subclause 7.3;
-	for affiliation, implement the procedures specified in subclause 9.2.2;
-	for short data service (SDS) functionality implement the MCData server procedures specified in:
a)	subclause 9.2; and
b)	clause 6 of 3GPP TS 24.582 [15];
-	for file distribution (FD) functionality implement the MCData server procedures specified in:
a)	subclause 10.2; and
b)	clause 7 of 3GPP TS 24.582 [15];
-	for file distribution over MBMS 
a) implement the xMB procedures defined in 3GPP  TS  26.348 [x1];or 
b) implement the GCS AS procedures defined in 3GPP TS 23.468 [x2] and the procedures for the MBMS download delivery method specified in 3GPP TS 26.346  [x3];
-	for transmission and reception control functionality implement the MCData server procedures specified in clause 11; 
-	for disposition notification functionality implement the MCData server procedures specified in clause 12.2; and
-	for communication release functionality implement the MCData server procedures specified in clause 13.2.
To be compliant with the procedures in the present document requiring the distribution of keying material between MCData clients as specified in 3GPP TS 33.180 [26], an MCData server shall ensure that the keying material is copied from the incoming MCData messages into the outgoing MCData messages.
To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCData server shall implement the procedures specified in subclause 6.5.2.
To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCData server shall implement the procedures specified in subclause 6.5.3.
**** Next change ****
[bookmark: _Toc11397418]6.2.2.2	Generating an FD Message for FD using HTTP or MBMS
In order to generate an FD message, the MCData client:
1)	shall generate an FD SIGNALLING PAYLOAD message as specified in subclause 15.1.3; and
2)	shall include in the SIP request, the FD SIGNALLING PAYLOAD message in an application/vnd.3gpp.mcdata-signalling MIME body as specified in subclause E.1.
When generating an FD SIGNALLING PAYLOAD message as specified in subclause 15.1.3, the MCData client:
1)	shall set the Date and time IE to the current time as specified in subclause 15.2.8;
2)	if the FD message starts a new conversation, shall set the Conversation ID IE to a newly generated Conversation ID value as specified in subclause 15.2.9;
3)	if the FD message continues an existing unfinished conversation, shall set the Conversation ID IE to the Conversation ID value of the existing conversation as specified in subclause 15.2.9;
4)	shall set the Message ID IE to a newly generated Message ID value as specified in subclause 15.2.10;
5)	if the FD message is in reply to a previously received MCData message, shall include the InReplyTo message ID IE with the Message ID value in the previously received MCData message;
6)	if the FD message is for user consumption, shall not include an Application ID IE as specified in subclause 15.2.7 and shall not include an Extended application ID IE as specified in subclause 15.2.24;
7)	if the FD message is intended for an application on the terminating MCData client, shall include:
a)	an Application ID IE with a Application ID value representing the intended application as specified in subclause 15.2.7; or
b)	an Extended application ID IE with an Extended application ID value representing the intended application as specified in subclause 15.2.24;
NOTE:	The value and field chosen for coding the identity of the application are coordinated by the mission critical organisation.
8)	may include an FD disposition request type IE set to "FILE DOWNLOAD COMPLETE UPDATE" as specified in subclause 15.2.4;
9)	if requiring mandatory download at the recipient side, shall include a Mandatory download IE as specified in subclause 15.2.16 set to the value of "MANDATORY DOWNLOAD";
10)	shall include a Payload IE with:
a)	the Payload content type set to "FILEURL" as specified in subclause 15.2.13; and
b)	the URL of the file in the Payload data as as specified in subclause 15.2.13; and
11)	if the file is delivered over a MBMS user service, 
a) shall include a Payload IE with:
i)	the Payload content type set to "MBMS USER SERVICE ID" as specified in subclause 15.2.13; and
ii)	the MBMS user service id in the Payload data as as specified in subclause 15.2.13; and
a) shall include a Payload IE with:
i)	the Payload content type set to "MBMS FILEURL" as specified in subclause 15.2.13; and
ii)	the URL under which the file is delivered over MBMS in the Payload data as as specified in subclause 15.2.13; and
12)	 shall set the Number of payloads IE to the number of Payload IEs that needs to be encoded, as specified in subclause 15.2.12;
1113)	may include a Metadata IE with the required file description information and file availability information, as specified in subclause 15.2.17.
**** Next change ****
[bookmark: _Toc20215640]10.2.1.2.1	Initial processing of the received FD message
When a MCData client has received a SIP request containing an application/vnd.3gpp.mcdata-signalling MIME body as specified in subclause E.1, the MCData Client:
1)	shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body;
2)	if the application/vnd.3gpp.mcdata-signalling MIME body does not contain an FD SIGNALLING PAYLOAD message as specified in subclause 15.1.3, shall exit this subclause;
3)	if more than one 2 Payload IEs is are included in the FD SIGNALLING PAYLOAD message, shall exit this subclause;
4)	if one Payload IE is included in the FD SIGNALLING PAYLOAD message and the Payload content type in the Payload IE is not set to "FILEURL", shall exit this subclause;
5)	if three Payload IEs are included in the FD SIGNALLING PAYLOAD message and the Payload content types in the Payload IEs are not set to "FILEURL", "MBMS USER SERVICE ID" and "MBMS_FILEURL", shall exit this subclause;
4)	if the Payload content type in the Payload IE in the FD SIGNALLING PAYLOAD message is not set to "FILEURL", shall exit this subclause;
56)	if the FD SIGNALLING PAYLOAD message contains a Mandatory download IE set to the value of "MANDATORY DOWNLOAD" shall follow the procedures in subclause 10.2.1.2.2; and
67)	if the FD SIGNALLING PAYLOAD message does not contain a Mandatory download IE, shall follow the procedures in subclause 10.2.1.2.3.
**** Next change ****
[bookmark: _Toc20215641]10.2.1.2.2	Mandatory Download
The MCData client:
1)	if the FD SIGNALLING PAYLOAD message contains a new Conversation ID, shall instantiate a new conversation with the Message ID in the FD SIGNALLING PAYLOAD identifying the first message in the conversation thread;
2)	if the FD SIGNALLING PAYLOAD message contains an existing Conversation ID and:
a)	if the FD SIGNALLING PAYLOAD message does not contain an InReplyTo message ID, shall use the Message ID in the FD SIGNALLING PAYLOAD to identify a new message in the existing conversation thread; and
b)	if the FD SIGNALLING PAYLOAD message contains an InReplyTo message ID, shall associate the message to an existing message in the conversation thread as identified by the InReplyTo message ID in the FD SIGNALLING PAYLOAD, and use the Message ID in the FD SIGNALLING PAYLOAD to identify the new message;
3)	may store the Conversation ID, Message ID, InReplyTo message ID and Date and time in local storage; 
4)	if the FD SIGNALLING PAYLOAD message does not contain an Application ID IE and does not contain an Extended application ID IE:
a)	shall determine that the payload contained in the Payload IE in the FD SIGNALLING PAYLOAD message is for user consumption;
b)	shall notify the user or application that the file identified by file URL in the Payload data in the Payload IE will be downloaded automatically; and
c)	if the FD SIGNALLING PAYLOAD message contains a Metadata IE, shall deliver the contents of the Metadata IE to the user or application;
5)	if the FD SIGNALLING PAYLOAD message contains an Application ID IE:
a)	shall determine that the payload contained in the Payload IE in the FD SIGNALLING PAYLOAD message is not for user consumption;
b)	if the Application ID value is unknown, shall discard the FD message and exit this subclause;
c)	if the Application ID value is known, shall notify the application that the file identified by file URL in the Payload data in the Payload IE will be downloaded automatically; and
NOTE 1:	If the FD request is addressed to a non-MCData application that is not running, the MCData client starts the local non-MCData application. Subsequent automatic download of the file is then started and the file is delivered to that application.
d)	if the FD SIGNALLING PAYLOAD message contains a Metadata IE, shall deliver the contents of the Metadata IE to the application;
6)	if the FD SIGNALLING PAYLOAD message contains an Extended application ID IE:
a)	shall determine that the payload contained in the Payload IE in the FD SIGNALLING PAYLOAD message is not for user consumption;
b)	if the Extended application ID value is unknown, shall discard the FD message and exit this clause;
c)	if the Extended application ID value is known, shall notify the application that the file identified by file URL in the Payload data in the Payload IE will be downloaded automatically; and
NOTE 2:	If the FD request is addressed to a non-MCData application that is not running, the MCData client starts the local non-MCData application. Subsequent automatic download of the file is then started and the file is delivered to that application.
d)	if the FD SIGNALLING PAYLOAD message contains a Metadata IE, shall deliver the contents of the Metadata IE to the application;
7)	shall generate an FD NOTIFICATION indicating acceptance of the FD request as specified in subclause 12.2.1.1;
8)	if the FD SIGNALLING PAYLOAD message includes one Payload IE, shall attempt to download the file as identified by the file URL in the Payload IE in the FD SIGNALLING PAYLOAD message, as specified in subclause 10.2.3.1; and
9)	else, shall attempt to receive the file as identified by the file URL in the Payload IE with type FILEURL, delivered over MBMS under the URL given in the Payload IE with type MBMS_FILEURL, over the MBMS user service identified by the payload IE with type MBMS USER SERVICE ID in the FD SIGNALLING PAYLOAD message, as specified in subclause 10.2.X.1; and
910)	if the received FD SIGNALLING PAYLOAD message contains an FD disposition request type IE requesting a file download completed update indication, then after the file has been successfully downloaded, shall generate an FD NOTIFICATION indicating file download completed, by following the procedures in subclause 12.2.1.1.
**** Next change ****
[bookmark: _Toc20215642]10.2.1.2.3	Non-Mandatory download
The MCData client:
1)	if the FD SIGNALLING PAYLOAD message does not contain an Application ID IE and does not contain an Extended application ID IE:
a)	shall determine that the payload contained in the Payload IE in the FD SIGNALLING PAYLOAD message is for user consumption;
b)	shall notify the user about the incoming FD request; and
c)	if the FD SIGNALLING PAYLOAD message contains a Metadata IE, shall deliver the contents of the Metadata IE to the user;
2)	if the FD SIGNALLING PAYLOAD message contains an Application ID IE:
a)	shall determine that the payload contained in the Payload IE in the FD SIGNALLING PAYLOAD message is not for user consumption;
b)	if the Application ID value is unknown, shall discard the FD message and exit this subclause;
c)	if the Application ID value is known, shall notify the application of the incoming FD request; and
NOTE 1:	If FD request is addressed to a non-MCData application that is not running, the MCData client starts the local non-MCData application.
d)	if the FD SIGNALLING PAYLOAD message contains a Metadata IE, shall deliver the contents of the Metadata IE to the application;
2A)	if the FD SIGNALLING PAYLOAD message contains an Extended application ID IE:
a)	shall determine that the payload contained in the Payload IE in the FD SIGNALLING PAYLOAD message is not for user consumption;
b)	if the Extended application ID value is unknown, shall discard the FD message and exit this clause;
c)	if the Extended application ID value is known, shall notify the application of the incoming FD request; and
NOTE 2:	If the FD request is addressed to a non-MCData application that is not running, the MCData client starts the local non-MCData application.
d)	if the FD SIGNALLING PAYLOAD message contains a Metadata IE, shall deliver the contents of the Metadata IE to the application;
3)	shall start a timer TDU2 (FD non-mandatory download timer) with the timer value as specified in subclause F.2.3;
4)	shall wait for the user or application to request to download the file indicated by file URL in the Payload data in the Payload IE in the FD SIGNALLING PAYLOAD message;
5)	if the user or application accepts or rejects or decides to defer the FD request, shall stop timer TDU2 (FD non-mandatory download timer);
6)	if the user defered the FD request while the timer TDU2 (FD non-mandatory download timer) was running, shall generate an FD NOTIFICATION indicating deferral of the FD request as specified in subclause 12.2.1.1;
NOTE 3:	Once the timer TDU2 (FD non-mandatory download timer) has expired the FD request can only be accepted or rejected with an appropriate action by the MCData client.
NOTE 4:	Once the timer TDU2 (FD non-mandatory download timer) has expired, no action is taken by the MCData client if the FD request is deferred.
7)	if the user or application rejects the FD request, shall generate an FD NOTIFICATION indicating rejection of the FD request as specified in subclause 12.2.1.1 and shall exit this subclause; and
8)	if the user accepts the FD request:
a)	shall generate an FD NOTIFICATION indicating acceptance of the FD request as specified in subclause 12.2.1.1;
b)	if the FD SIGNALLING PAYLOAD message contains a new Conversation ID, shall instantiate a new conversation with the Message ID in the FD SIGNALLING PAYLOAD identifying the first message in the conversation thread;
c)	if the FD SIGNALLING PAYLOAD message contains an existing Conversation ID and:
i)	if the FD SIGNALLING PAYLOAD message does not contain an InReplyTo message ID, shall use the Message ID in the FD SIGNALLING PAYLOAD to identify a new message in the existing conversation thread; and
ii)	if the FD SIGNALLING PAYLOAD message contains an InReplyTo message ID, shall associate the message to an existing message in the conversation thread as identified by the InReplyTo message ID in the FD SIGNALLING PAYLOAD, and use the Message ID in the FD SIGNALLING PAYLOAD to identify the new message;
d)	may store the Conversation ID, Message ID, InReplyTo message ID and Date and time in local storage;
e)	if the FD SIGNALLING PAYLOAD message includes one Payload IE, shall attempt to download the file as identified by the file URL in the Payload IE in the FD SIGNALLING PAYLOAD message, as specified in subclause 10.2.3.1; 
f)	else, shall attempt to receive the file as identified by the file URL in the Payload IE with type FILEURL, delivered over MBMS under the URL given in the Payload IE with type MBMS_FILEURL, over the MBMS user service identified by the payload IE with type MBMS USER SERVICE ID in the FD SIGNALLING PAYLOAD message, as specified in subclause 10.2.X.1; and		
e)	shall attempt to download the file as identified by the file URL in the Payload IE in the FD SIGNALLING PAYLOAD message, as specified in subclause 10.2.3.1; and
fg)	if the received FD SIGNALLING PAYLOAD message contains an FD disposition request type IE requesting a file download completed update, then after the file download has been successfully downloaded, shall generate an FD NOTIFICATION by following the procedures in subclause 12.2.1.1.
**** Next change ****
10.2.4.3.2	Terminating participating MCData function procedures
Upon receipt of a:
-	"SIP MESSAGE request for FD using HTTP for terminating participating MCData function"; or
-	"SIP MESSAGE network notification for FD using HTTP for terminating participating MCData function";
the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
3)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;
4)	if the SIP MESSAGE is a "SIP MESSAGE request for FD using HTTP for terminating participating MCData function", and if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message, may decide to deliver the file located at the file URL contained in the Payload IE over MBMS. If the participating MCData function decided to deliver the file over MBMS,
a)	if the participating MCData function decides to dynamically establish a MBMS user service, 
i)	the participating MCData function creates a MBMS session over xMB-C for the MBMS user service (subclause 5.4 from 3GPP TS 26.348 [x1]), with the type set to "Files" to use the MBMS download delivery method. In response, the MCData server gets the TMGI of the MBMS bearer used for the MBMS session, and the SA file containing the metadata of the MBMS user service, or
ii)	the participating MCData activates an MBMS bearer over MB2-C for the MBMS user service and generate the SA file containing the metadata of the MBMS user service according Annex L.3A of 3GPP 3GPP TS 26.346 [x3];
b)	if the MBMS user service has not been announced towards the terminating MCData client, shall send an MBMS user service announcement according X.3.2.2.
c)	shall add a Payload IE with the Payload content type set to "MBMS USER SERVICE ID" as specified in subclause 15.2.13; and the MBMS user service id in the Payload data as as specified in subclause 15.2.13; 
d)	shall add a Payload IE with the Payload content type set to "MBMS FILEURL" as specified in subclause 15.2.13; and the URL upon which the file will be delivered over MBMS in the Payload data as as specified in subclause 15.2.13; 
e) shall update the Number of payloads IE;
NOTE:	The decision to deliver the file over MBMS is implementation specific.
45)	if the SIP MESSAGE is a "SIP MESSAGE request for FD using HTTP for terminating participating MCData function", and if the application/vnd.3gpp.mcdata-signalling MIME body contains an FD SIGNALLING PAYLOAD message with a FD disposition request type IE, shall store the value of the Conversation ID IE, the value of the Message ID IE and the payload IE in the FD SIGNALLING PAYLOAD message;
56)	if the SIP MESSAGE is a "SIP MESSAGE network notification for FD using HTTP for terminating participating MCData function", and if FD NETWORK NOTIFICATION message within the application/vnd.3gpp.mcdata-signalling MIME body contains an FD notification type IE with value set as "FILE EXPIRED UNAVAILABLE TO DOWNLOAD" as specified in subclause 15.2.6, the file identified using Conversation ID IE shall be removed from the stored file list;
57)	shall generate an outgoing SIP MESSAGE request as specified in subclause 6.3.2.1;
68)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request; and
79)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5].
**** Next change ****
[bookmark: _Toc11397615]10.2.3	File download using HTTP
[bookmark: _Toc11397616]10.2.3.1	Media storage client procedures
The media storage client on the MCData client shall send HTTP requests over a TLS connection as specified for the HTTP client in the UE, in annex A of 3GPP TS 24.482 [24].
NOTE 1:	The HTTP client encodes the MCData ID in the bearer access token of the Authorization header field of an HTTP request as specified in 3GPP TS 24.482 [24].
NOTE 2:	The HTTP client always sends the HTTP requests to an HTTP proxy. Annex A of 3GPP TS 24.482 [24] indicates how the HTTP proxy forwards the HTTP request to the HTTP server.
To download a file from the media storage function on the controlling MCData function, the media storage client on the MCData client:
1)	shall generate an HTTP GET request as specified in IETF RFC 7230 [22] and IETF RFC 7231 [23] with a Request-URI set to an absolute URI identifying the URL of the file being requested from the media storage function on the controlling MCData function; and
2)	shall send the HTTP GET request towards the media storage function on the controlling MCData function.
On receipt of a HTTP 200 OK response containing the requested file, the MCData client shall notify the user or application that the file has been successfully downloaded.
To download missing parts of a file from the media storage function on the controlling MCData function, the media storage client on the MCData client:
1)	shall generate an HTTP GET request as specified in IETF RFC 7230 [22], IETF RFC 7231 [23] IETF RFC 7233 [x5] with a Request-URI set to an absolute URI identifying the URL of the file being requested from the media storage function on the controlling MCData function and a Range HTTP header set to the missing parts; and
2)	shall send the HTTP GET request towards the media storage function on the controlling MCData function.
On receipt of a HTTP 206 (Partial Content) response containing the requested parts, the MCData client shall notify the user or application that the file has been successfully downloaded.

[bookmark: _Toc11397617]10.2.3.2	Media storage function procedures
The media storage function on the controlling MCData function shall act as an HTTP server as defined in annex A of 3GPP TS 24.482 [24].
NOTE 1:	The HTTP server validates the MCData ID in the bearer access token of the Authorization header field of an HTTP request as specified in 3GPP TS 24.482 [24].
On receipt of an HTTP GET request with a Request-URI identifying a file, the media storage function on the controlling MCData function:
1)	if the MCData user is not allowed to download files due to reception control policy, shall return an HTTP 403 Forbidden response;
2)	shall process the HTTP GET request by following the procedures in IETF RFC 7230 [22], and IETF RFC 7231 [23] and IETF RFC 7233 [x5], and;
a) if HTTP GET request does not include a Range HTTP header, shall return a HTTP 200 OK response containing the requested file.
b) else, shall return a HTTP 206 (Partial Content) response containing the requested file parts.
**** Next change ****
[bookmark: _Toc20215651]10.2.X	File download using MBMS
[bookmark: _Toc20215652]10.2.X.1	MCData client procedures
To download a file delivered over an MBMS user service, the MCData client
- shall activate the reception of the MBMS user service as specified in 3GPP TS 26.346 [x3], using the access information provided by the service announcement file, formatted according annex L.3 of 3GPP TS 26.346 [x3]; and
- shall start timer TMU1.
NOTE:	To receive an MBMS user service, the MCData can make use of an MBMS client as specified in 3GPP TS 26.347 [x4].
When the MCData client starts receiving the file over MBMS, the MCData client shall stop the timer TMU1.
On expiry of the TMU1 timer, the MCData client shall download the file using HTTP as specified in subclause 10.2.3.1.
At the end of the file delivery over MBMS, if the MCData client has not received the complete file, the MCData client shall download the missing parts as specified in subclause 10.2.3.1.
On receipt containing the requested file, the MCData client shall notify the user or application that the file has been successfully downloaded.
[bookmark: _Toc11260629]X	Use of MBMS transmission (on-network)
[bookmark: _Toc11260630]X.1	General
This clause describes the participating MCData function and the MCData client procedure for:
1)	MBMS user service announcements;
2)	MBMS bearer listening status; and
3)	MBMS bearer suspension status.
[bookmark: _Toc11260631]X.2	MCData client procedures
[bookmark: _Toc11260632]X.2.1	General
This subclause describes the procedures in the MCData client for:
1)	receiving an MBMS user service announcement from the participating MCData function;
2)	sending an MBMS bearer listening status report to the participating MCData function; and
3)	sending an MBMS bearer suspension status report to the participating MCData function.
[bookmark: _Toc11260633]X.2.2	Receiving an MBMS user service announcement
The MCData client associates each received multipart/related MIME body, formatted according  annex L.3 of 3GPP 26.346 [x3], with a MBMS user service id given in the same MBMS user service announcement message. When receiving a FD Message for FD using MBMS, the MCData uses the multipart/related body to get the service access information of the MBMS user service delivering the file and initiate its reception.
When the MCData client receives a SIP MESSAGE request containing:
1)	a P-Asserted-Service header field containing the "urn:urn-7:3gpp-service.ims.icsi.mcdata"; and
2)	an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body containing one or more <announcement> element(s);
then the MCData client for each <announcement> element in the application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body:
1)	if the <cancel> element is absent or not set to false:
a)	if an <announcement> element with the same value of the <service-id> element is already stored:
i)	shall replace the old <announcement> element with the <announcement> element received in the application/vnd.3gpp.mcvideo-mbms-usage-info+xml MIME body;
b)	if there is no <announcement> element with the same value of the < service-id> element stored:
i)	shall store the received <announcement> element;
c)	shall associate the received announcement with the received multipart/related MIME body;
e)	shall store the MBMS public service identity of the participating MCData function received in the P-Asserted-Identity header field and associate the MBMS public service identity with the new <announcement> element;
h)	shall check the condition for sending a listening status report as specified in the subclause X.2.3; and
2)	if the <cancel> element is present and set to true:
a)	shall discard a previously stored <announcement> element identified by the value of the <service-id>;
b)	shall remove the association with the stored multipart/related MIME body
c)	 shall remove the stored multipart/related MIME body; and
d)	check the condition for sending a listening status report as specified in the subclause X.2.3.
[bookmark: _Toc11260634]X.2.3	The MBMS bearer listening status and suspension report procedures
[bookmark: _Toc11260635]X.2.3.1	Conditions for sending an MBMS listening status report
If one of the following conditions is fulfilled:
1)	if the MCData client:
a)	receives a FD message for MBMS using MBMS; and
b)	the status "listening" is not already reported; or
2)	if the MCData client:
a)	receives an MBMS user service announcement as described in subclause X.2.2;
b)	enters an MBMS service area covered by the MBMS user service
c)	experiences good MBMS bearer radio condition;
then the MCData client shall report that the MCData client is listening to the MBMS bearer as specified in subclause X.2.3.2.
If one of the following conditions is fulfilled:
1)	if the MCData client:
a)	receives an MBMS user service announcement as described in the subclause X.2.2;
b)	the MBMS user service announcement contains a cancellation of an <announcement> element identified by the same MBMS user service id; and
c)	the status "not-listening" is not already reported; or
2.	if the MCData client:
a)	suffers from bad MBMS bearer radio condition,
then the MCData client shall report that the MCData client is not listening to the MBMS user service as specified in subclause X.2.3.2.
If all the following conditions are fulfilled:
1)	the MCData client has reported "listening" as the most recent listening status relative to an MBMS bearer; 
2)	the MCData client is notified that the MBMS bearer is about to be suspended by the RAN; and
3)	the MCData client has not received an MBMS user service announcement containing a <report-suspension> element set to "false",
then the MCData client shall report that the MBMS bearer is about to be suspended, as specified in subclause X.2.3.2.
If all the following conditions are fulfilled:
1)	the MCData client has reported "listening" as the most recent listening status relative to an MBMS bearer; 
2)	the MCData client has reported that the MBMS bearer is about to be suspended, but the suspension of the bearer has not been detected yet by the MCData client; 
3)	the MCData client is notified that the MBMS bearer is no longer to be suspended by the RAN; and
4)	the MCData client has not received an MBMS user service announcement containing a <report-suspension> element set to "false",
then the MCData client shall report that the MBMS bearer is no longer to be suspended, as specified in subclause X.2.3.2.
[bookmark: _Toc11260636]X.2.3.2	Sending the MBMS bearer listening or suspension status report
When the MCData client wants to report the MBMS bearer listening status, the MCData client:
NOTE 1:	The application/vnd.3gpp.mcdata-mbms-usage-info+xml can contain both the listening status "listening" and "not listening" at the same time.
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]; and
a)	shall include in the Request-URI the MBMS public service identity of the participating MCData function received in the P-Asserted-Identity header field of the announcement message;
b)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
c)	should include a public user identity in the P-Preferred-Identity header field as specified in 3GPP TS 24.229 [5];
d)	shall include a P-Preferred-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata";
e)	shall include an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body with the <version> element set to "1";
f)	if the MCData client is listening to the MBMS bearer, the application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body:
i)	shall include an <mbms-listening-status> element set to "listening";
ii)	shall include one or more <TMGI> elements for which the listening status applies
g)	if the MCData client is not listening, the application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body:
i)	shall include an <mbms-listening-status> element set to "not-listening";
iii)	shall include one or more <TMGI> elements for which the listening status applies;
h)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdata-request-uri> set to the MCData ID of the user; and
2)	shall send the SIP MESSAGE request according to 3GPP TS 24.229 [5].
When the MCData client meets all the conditions specified in subclause X.2.3.1 for reporting a change in an MBMS bearer suspension status, the MCData client:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6]; and
a)	shall include in the Request-URI the MBMS public service identity of the participating MCData function received in the P-Asserted-Identity header field of the announcement message;
b)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
c)	should include a public user identity in the P-Preferred-Identity header field as specified in 3GPP TS 24.229 [5];
d)	shall include a P-Preferred-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata";
e)	shall include an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body with the <version> element set to "1";
f)	if at least one MBMS bearer is about to be suspended, the application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body:
i)	shall include an <mbms-suspension-status> element set to "suspending";
ii)	shall set the <number-of-reported-bearers> element to the total number of the included <supended-TMGI> elements and <other-TMGI> elements; 
iii)	shall include <suspended-TMGI> element(s) set to the TMGI value for each of the MTCHs on the same MCH corresponding to the MBMS bearers about to be supended; and
 iv)	may include <other-TMGI> elements, if available, corresponding to the TMGI values for other MTCHs on the same MCH as the MBMS bearers to be suspended
NOTE 3:	To report the suspension of MTCHs on different MCHs, the MCData client sends a separate message for each of the involved MCHs.
g)	if the MBMS bearer is no longer about to be suspended, the application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body:
i)	shall include an <mbms-suspension-status> element set to "not-suspending";
ii)	shall set the <number-of-reported-bearers> element to the number of included <suspended-TMGI> elements; and
iii)	shall include a <suspended-TMGI> element set to the corresponding TMGI value for each of the MTCHs of the MBMS bearers that are no longer about to be suspended; and
h)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdata-request-uri> set to the MCData ID of the user; and
2)	shall send the SIP MESSAGE request according to 3GPP TS 24.229 [5].
NOTE 4:	The MCData client reports in separate messages the MBMS bearers that are about to be suspended and the MBMS bearers that are no longer about to be suspended.
[bookmark: _Toc11260638]X.3	Participating MCData server procedures
[bookmark: _Toc11260639]X.3.1	General
This subclause describes the procedures in the participating MCData function for:
1)	sending an MBMS user service announcements to the MCData client;
2)	receiving an MBMS bearer listening status from the MCData client; and
3)	receiving an MBMS bearer suspension status from the MCData client.
[bookmark: _Toc11260640][bookmark: _Toc11260642]X.3.2	Sending MBMS user service announcement procedures
[bookmark: _Toc11260641]X.3.2.1	General
The availability of an MBMS user service is announced to MCData clients by means of an MBMS user service announcement message. One or more MBMS user service announcement elements are included in an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body.
An MBMS user service announcement message can contain new MBMS user service announcements, updated MBMS user service announcements or cancelled MBMS user service announcements or a mix of all of them at the same time in an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body. Each initial MBMS user service announcement message announces one MBMS user service using the MBMS download delivery method.
NOTE:	A new MBMS user service announcement does not implicitly remove previously sent MBMS user service announcements if the previously sent MBMS user service announcement is not included in an MBMS user service announcement message.
When and to whom the participating MCData function sends the MBMS user service announcement is based on local policy in the participating MCData function.
The following subclauses describe how the participating MCData function:
1.	sends an initial MBMS user service announcement message;
2.	updates a previously sent announcement of MBMS user service(s);
3.	cancels a previously sent announcement of MBMS user service(s); and
[bookmark: _Toc11260643]X.3.2.2	Sending an initial MBMS user service announcement procedure
For each MCData client that the participating MCData function is sending an MBMS user service announcement to, the participating MCData function:
1)	shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
2)	shall set the Request-URI to the URI received in the To header field in a third-party SIP REGISTER request;
3)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
4)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata";
5)	may include one or several multipart/related MIME bodies conforming to Annex L.3A of 3GPP TS 26.346 [x3] where:
a)	shall include the Content-Disposition header field with the value "render"; 
b) shall include the Content-Transfer-Encoding header field with the value "binary"; and
6)	shall include an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body defined in clause D.X with the <version> element set to "1" and one or more <announcement> elements associated with the pre-activated MBMS bearers. Each set of an <announcement> element:
a)	shall include a mbms user service id value in the <service-id> element;
NOTE 4:	The same service-id value can only appear in one <announcement> element. The service-id value is also used to identify the <announcement> when updating or cancelling the <announcement> element.
b)	shall include a TMGI value in the <TMGI> element;
e)	may include the <report-suspension> element and set it to "true" value or the "false" value; and
NOTE 8:	The participating function can choose to direct some clients not to send an MBMS bearer suspension report when notified by RAN, by including the <report-suspension> element set to "false". The purpose is to prevent an avalanche of identical reports sent by clients roughly at the same time, to report the suspension of the same MBMS bearer. The way the participation function determines which clients are to send or not to send the report is outside the scope of the present document.
7)	shall include the MBMS public service identity of the participating MCData function in the P-Asserted-Identity header field;
8)	shall include in a MIME body with Content-Type header field set to "application/vnd.3gpp.mdata-info+xml", the <mcdata-request-uri> element set to the MCData ID of the user; and
9)	shall send the SIP MESSAGE request towards the MCData client according to 3GPP TS 24.229 [5].
X.3.2.3	Updating an announcement
[bookmark: _Toc11260644]When the participating MCData function wants to update a previously sent announcement, the participating MCData function sends an MBMS user service announcement in an SIP MESSAGE request as specified in subclause X.3.2.2 where the participating MCData function in the <announcement> element to be updated:
1)	shall include the same MBMS user service id value as in the MBMS user service announcement to be updated in the <service-id> element;
NOTE 1:	the MBMS user service id value is used to identify the <announcement> when updating or cancelling the <announcement> element and can't be changed.
5)	may include the same or an updated value in the <report-suspension> element;
7)	may include one or several multipart/related MIME updated bodies conforming to Annex L.3A of 3GPP TS 26.346 [x3] as included in the initial MBMS user service announcement.
X.3.2.4	Cancelling an MBMS user service announcement
[bookmark: _Toc11260646]When the participating MCData function wants to cancel an MBMS user service announcement associated with an <announcement> element, the participating MCData function sends an MBMS user service announcement as specified in subclause X.3.2.2 where the participating MCData function in the <announcement> element to be cancelled:
1)	shall include the same service id value as in the <announcement> element to be cancelled in the <service-id> element;
2)	shall include the same TMGI value as in the <announcement> element to be cancelled in the <TMGI> element;
3)  shall include the <cancel> element with the value "true";
4)	if the application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body only contains <announcement> elements that are to be cancelled, shall not include multipart/related MIME updated bodies.
X.3.3	Receiving an MBMS bearer listening status from an MCData client
Upon receiving a "SIP MESSAGE request for an MBMS listening status update", the participating MCData function shall handle the request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6].
If the SIP MESSAGE request contains:
1)	an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body with an <mbms-listening-status> element; and
2)	an application/vnd.3gpp.mcdata-info+xml MIME body containing an MCData ID in the <mcdata-request-uri> served by the participating MCData function;
then the participating MCData function:
1)	shall verify that the public user identity in the P-Asserted-Identity header field is bound to the MCData ID in the <mcdata-request-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, and if that is the case:
a)	if the <mbms-listening-status> element is set to "listening", shall indicate the MCData client in the session identified by the <session-identifier> element is now listening to the MBMS bearer; and
b)	if the <mbms-listening-status> element is set to "not-listening", shall indicate to the the MCData client in the sessions identified by the <session-identifier> elements is not listening to the MBMS bearer
If the SIP MESSAGE request contains:
1)	an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body with an <mbms-suspension-status> element; and
2)	an application/vnd.3gpp.mcdata-info+xml MIME body containing an MCData ID in the <mcdata-request-uri> served by the participating MCData function;
then the participating MCData function:
1)	shall verify that the public user identity in the P-Asserted-Identity header field is bound to the MCData ID in the <mcdata-request-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body, and if that is the case:
a)	if the <mbms-suspension-status> element is set to "suspending":
i)	shall consider that the bearer identified by the <suspended-TMGI> element is about to be suspended and that the reduction or elimination of traffic on that bearer and/or on some of the bearers indicated in the <other-TMGI> elements can potentially avoid the suspension; and
NOTE 2:	An MBMS bearer is about to be suspended when RAN has notified the clients of the decision to suspend the bearer, but the actual suspension, which would occur at the end of the MCCH modification period, has not taken place yet because the MCCH modification period has not yet expired.
ii)	may take implementation/configuration specific immediate action for the MCData client that reports the suspension as well as other MCData clients that listen to the same bearer (e.g. moving traffic to unicast bearer(s)), reducing transmission rate, eliminating traffic, modifying pre-emption priority).
b)	if the <mbms-suspension-status> element is set to "not-suspending":
i)	shall consider that the bearer identified by the <suspended-TMGI> element is no longer about to be suspended; and
NOTE 3:	An MBMS bearer is no longer about to be suspended when RAN has notified the clients of the decision to no longer suspend the bearer after having previously notified the clients that the bearer would be suspended at the end of the MCCH modification period. The RAN notifications to first suspend and subsequently not to suspend the same MBMS bearer would have to come within the same MCCH modification period.
ii)	may take implementation/configuration specific immediate action for the MCData client that reports the suspension as well as other MCData clients that listen to the same bearer (e.g. restoring traffic previously reduced or eliminated from MBMS bearers upon reception of suspension information). 
[bookmark: _Toc11260647]X.3.4	Abnormal cases
Upon receipt of a SIP MESSAGE request with an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body:
1)	where the P-Asserted-Identity identifies a public user identity not associated with MCData user served by the participating MCData function; or
2)	with the application/vnd.3gpp.mcdata-info+xml MIME body and with a <mcdata-request-uri> element containing an MCData ID that identifies an MCData user served by the participating MCData function and an application/vnd.3gpp.mcdata-mbms-usage-info+xml MIME body containing one or more <announcement> elements;
then the participating MCData function shall send a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [5].
[bookmark: _Toc11397860]**** Next change ****
15.2.13	Payload
The Payload information element contains the payload intended for the recipient user or application;
The Payload information element is coded as shown in Figure 15.2.13-1, Table 15.2.13-1, Table 15.2.13-2 and Table 15.2.13-3.
The Payload information element is a type 6 information element.
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Figure 15.2.13-1: Payload information element
Table 15.2.13-1: Payload contents
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Table 15.2.13-2: Payload content type
	Bits
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	0
	0
	0
	0
	0
	0
	0
	1
	
	TEXT

	0
	0
	0
	0
	0
	0
	1
	0
	
	BINARY

	0
	0
	0
	0
	0
	0
	1
	1
	
	HYPERLINKS

	0
	0
	0
	0
	0
	1
	0
	0
	
	FILEURL

	0
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	0
	1
	
	LOCATION

	0
	0
	0
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	1
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	0
	
	ENHANCED STATUS

	0
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	1
	1
	1
	
	MBMS USER SERVICE ID

	0
	0
	0
	0
	1
	0
	0
	0
	
	MBMS_FILEURL

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.



Table 15.2.13-3: Payload data
	Payload data is included in octet 5 to octet n; Max value of 65535 octets.

Payload data contains the payload destined for the user or application.

A file URL is encoded as specified in IETF RFC 1738 [rfc1738].

The length of location information payload content is 6 bytes. First 3 bytes contain the latitude information and next 3 bytes contain the longitude information.




[bookmark: _Toc502242061]**** Next change ****
D.X	XML schema for MBMS usage information
[bookmark: _Toc502242062]D.X.1	General
This subclause defines XML schema and MIME type for application/vnd.3gpp.mcdata-mbms-usage-info+xml.
[bookmark: _Toc502242063]D.X.2	XML schema
[bookmark: _Toc502242064]<?xml version="1.0" encoding="UTF-8"?>
<xs:schema attributeFormDefault="unqualified" elementFormDefault="qualified" 
xmlns:xs="http://www.w3.org/2001/XMLSchema" 
targetNamespace="urn:3gpp:ns:mcdataMbmsUsage:1.0"
xmlns:mcdatambms="urn:3gpp:ns:mcdataMbmsUsage:1.0">
	<!-- the root element -->
	<xs:element name="mcdata-mbms-usage-info" type="mcvidmbms:mcdata-mbms-usage-info-Type" id="mbms"/>
	<xs:complexType name="mcdata-mbms-usage-info-Type">
		<xs:sequence>
			<xs:element name="mbms-listening-status" type="mcdatambms:mbms-listening-statusType" 
			minOccurs="0"/>
			<xs:element name="mbms-suspension-status" type="mcdatambms:mbms-suspension-statusType" 
			minOccurs="0"/>
			<xs:element name="announcement" type="mcdatambms:announcementTypeParams" minOccurs="0"/>
			<xs:element name="version" type="xs:integer"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcdatambms:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="mbms-listening-statusType">
		<xs:sequence>
			<xs:element name="mbms-listening-status" type="xs:string"/>
			<xs:element name="TMGI" type="xs:hexBinary" maxOccurs="unbounded"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcvidmbms:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="mbms-suspension-statusType">
		<xs:sequence>
			<xs:element name="mbms-suspension-status" type="xs:string" minOccurs="0" maxOccurs="1"/>
			<xs:element name="number-of-reported-bearers" type="xs:integer" minOccurs="0" maxOccurs="1"/>
			<xs:element name="suspended-TMGI" type="xs:hexBinary" minOccurs="0"/>
			<xs:element name="other-TMGI" type="xs:hexBinary" minOccurs="0" maxOccurs="unbounded"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcdatambms:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="announcementTypeParams">
		<xs:sequence>
			<xs:element name="service-id" type="xs:anyURI" minOccurs="1"/>
			<xs:element name="TMGI" type="xs:hexBinary" minOccurs="1"/>
			<xs:element name="report-suspension" type="xs:boolean" minOccurs="0" maxOccurs="1"/>
			<xs:element name="cancel" type="xs:boolean" minOccurs="0" maxOccurs="1"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcdatambms:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="anyExtType">
		<xs:sequence>
			<xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
		</xs:sequence>
	</xs:complexType>
</xs:schema>
D.X.3	Semantic
[bookmark: _Toc502242065]This subclause describes the elements of the MBMS usage information XML Schema.
<mbms-listening-status>:	The <mbms-listening-status> element is used to indicate the MCData listening status.
-	The value "listening" indicates that the MCData client now is receiving the MBMS user service.
-	The value "not-listening" indicates that the MCData client has stopped listening to MBMS user service.
Table D.X.3-1 shows the ABNF of the <mbms-listening-status> element.
Table D.X.3-1: ABNF syntax of values of the <mbms-listening-status> element
mbms-listening-status = listening-value / not-listening-value
listening-value = %x6c.69.73.74.65.6e.69.6e.67 ; "listening" 
not-listening-value = %x6e.6f.74.2d.6c.69.73.74.65.6e.69.6e.67 ; "not-listening"

<service-id>:	Contains the MBMS user service id.
<TMGI>:	Contains the TMGI. The <TMGI> element is coded as described in 3GPP TS 24.008 [x2] subclause 10.5.6.13 excluding the Temporary Mobile Group Identity IEI and Length of Temporary Mobile Group Identity contents (octet 1 and octet 2 in 3GPP TS 24.008 [x2] subclause 10.5.6.13).
<version>	this element indicates the version of the application/vnd.3gpp.mbms-usage-info MIME body. In this version the <version element> indicates "1".
<report-suspension>:	True indicates that the MCData client is instructed to notify the MCData server when it becomes aware of an intended change in the suspension status of a listened MBMS bearer. False indicates that the MCData client is instructed not to notify the MCData server if it becomes aware of an intended change in the suspension status of a listened MBMS bearer.
<mbms-suspension-status>:	The <mbms-suspension-status> element is used to indicate the MBMS bearers intended suspension status.
-	The value "suspending" indicates that the RAN has decided to suspend the referenced MBMS bearer(s) at the beginning of the next MCCH modification period.
-	The value "not-suspending" indicates that the RAN has decided to revoke its decision to suspend the referenced MBMS bearer(s) before the beginning of the next MCCH modification period.
Table D.X.3-2 shows the ABNF of the <mbms-suspension-status> element.
Table D.X.3-2: ABNF syntax of values of the <mbms-suspension-status> element
mbms-suspension-status = suspending-value / not-suspending-value
suspending-value = %x73.75.73.70.65.6e.64.69.6e.67 ; "suspending" 
not-suspending-value = %x6e.6f.74.2d.73.75.73.70.65.6e.64.69.6e.67 ; "not-suspending"

<number-of-reported-bearers>:	the total number of occurrences of the <suspended-TMGI> and <other-TMGI> elements reported as part of the MBMS bearer suspension status.
<suspended-TMGI>:	Contains a TMGI that is being reported as about to be suspended or as no longer about to be suspended.
<other-TMGI>:	Contains a TMGI that is not being reported as about to be suspended or as no longer about to be suspended, but which shares the same MCH with MBMS bearers reported in the <suspended-TMGI> elements.
The recipient of the XML ignores any unknown element and any unknown attribute.
D.X.4	IANA registration template
Editor’s note: The MIME type application/vnd.3gpp.mcdata-mbms-usage-info+xml as defined in this subclause is to be registered in the IANA registry for Application Media Types based upon the following template. The registration is to be started when work on the eMCData2 WID completes.
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
vnd.3gpp.mcdata-mbms-usage-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 apply.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.282 "Mission Critical Data (MCData) signalling control;
Protocol specification" version 16.0.x, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the mission critical data  as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>

[bookmark: _Toc11397924]**** Next change ****
F.2.3	Timers in the MCData UE
Table F.2.3-1: MCData UE timers
	Timer
	Timer value
	Cause of start
	Normal stop
	On expiry

	TDU1 (delivery and read)
(NOTE)
	Default value: 120 milliseconds

Configurable.
	When the client receives a SDS message with Disposition request type IE set to "DELIVERY AND READ".
	When a SDS message display indication is received.
	Send a SDS notification with Disposition type IE set to "DELIVERED" and when the MCData client has displayed the message to the MCData user, send a SDS notification with Disposition type IE set to "READ"

	TDU2 (FD non-mandatory download timer)
(NOTE)
	Default value: 60 seconds

Configurable.
	On reception of an FD request not indicating mandatory download as specified in subclause 10.2.1.2.3
	When the MCData user performs the action to accept, reject or defer the FD request as specified in subclause 10.2.1.2.3
	No specific action by the MCData UE.

	TMU1 (FD over MBMS timer)
	Default value: 60 seconds

Configurable.
	On starting the reception of a file over MBMS as specified in 10.2.X.1.
	When the file reception over MBMS has started
	The MCData client tries to download the file over HTTP as specified in subclause 10.2.3.1.

	NOTE: 	Value of timer TDU1 (delivery and read) should be configured such that, when a consolidated "DELIVERED AND READ" notification is not feasible, the MCData client is able to send the "DELIVERED" disposition notification without delay.



