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1. Introduction
An Editor's Note regarding handling of the Privacy header field at the AS serving identity C exists in the specification.
2. Reason for Change
There are no additional needs to handle the Privacy header field in a different way than as described so far in the specification. Therefore, this Editor’s Note can be removed.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174 V1.1.0.
* * * First Change * * * *

4.5.3.3
Actions at the AS serving identity C
Upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall:

a)
determine the served user as defined in TS 24.229 [3];

b)
if the user identified in the P-Asserted-Identity is not allowed to use the identity in the Additional-Identity header field, reject the request using a 403 (Forbidden) response including a warning header field 399 "Identity not allowed" and skip the rest of the steps;

c)
replace the identity in the From header field with the identity in the Additional-Identity header field;

d)
depending on local configuration, related to the operator policy and regulatory requirements, allowing to determine whether an originating external alternative identity or an originating virtual identity is to be used as an originating identity (calling party number):
1)
if the P-Asserted-Identity header can be modified, replace the identity in the P-Asserted-Identity header field with the identity in the Additional-Identity header field; or

2)
if the P-Asserted-Identity header cannot be modified, set the Privacy header field "id" to keep the native identity private in the P-Asserted-Identity header field as defined in IETF RFC 3325 [6];


e)
if the identity of the originating user can be verified, based on local policy initiate addition of an Identity header field attesting the identity C;

f)
remove the Additional-Identity header field received in the request; and
g)
perform any other originating services as performed by the service logic,

before forwarding the request downstream.

* * * End of Changes * * * *

