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1. Introduction
An Editor's Note regarding the need for additions to MO for UE configuration exists in the specification.
2. Reason for Change
The WID has been updated to specify an MO for this service. No further MO need is identified at this point. The EN can be removed. The UE can be configured with the identities to be used based on the MO defined in the 3GPP TS 24.abc.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174 V1.1.0.
* * * First Change * * * *
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* * * Next Change * * * *

4.5.3.1
Actions at the UE of user A
If user A wishes to use a native identity, the UE shall include in the outgoing INVITE or MESSAGE request the From header field and may include the P-Preferred-Identity header field(s) as specified in TS 24.229 [3]. The From header field and the P-Preferred-Identity header field (if included) shall contain the native identity.
If user A wishes to use an alternative identity or a virtual identity that the UE has registered, the UE shall include in the outgoing INVITE or MESSAGE request the From header field and the P-Preferred-Identity header field. The P-Preferred-Identity header field and the From header field shall contain the alternative identity or the virtual identity.
If user A wishes to use the identity of user C, the UE shall include in any outgoing INVITE or MESSAGE requests, an Additional-Identity header field, defined in TS 24.229 [3], set to the selected identity and shall include the native identity in the From header field.
The UE may support being configured with the identities to be used in the "MultiIdentity" leaf node of 3GPP TS 24.abc [xx].
When establishing an emergency session and performing the emergency related procedures defined in TS 24.229 [3], the UE shall only use the native identity.
* * * Next Change * * * *

4.5.3.6
Actions at the UE of user B
A UE supporting the MiD service shall support the receipt of the Additional-Identity header field, defined in TS 24.229 [3], in SIP requests initiating a dialog or standalone transaction.
NOTE:
The UE finds a targeted external alternative identity in the Additional-Identity header field.


* * * End of Changes * * * *

