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1. Introduction
This paper proposes a resolution to the following editor's note. 

Editor’s Note: How to secure that a UE does not wait indefinitely for completion of the network slice-specific authentication and authorization is FFS.
2. Discussion

2.1 Recap from the last meeting 

The discussion focused on the following points.
i. What is the issue? 
The comment was what is the issue if the UE not able to use the S-NSSAI when the S-NSSAI is not allowed?
ii. What are the scenarios? 
The comment was the scenario needs to be clarified in relation to the EAP based re-transmission mechanism. 
iii. What are the solutions? 
There were two main proposals as follows. 

· Proposal 1: NW based timer
· Proposal 2: UE based timer
2.2 Discussion on the issue statement

Let's say we have a choice of not defining specific mechanism for this situation. 

The drawback is the status of the S-NSSAI gets unsynchronized(lost) between UE and NW, and until the slice information gets updated in some indefinite timing, the UE can not use the S-NSSAI.

As an example, UE receives pending S-NSSAI#1(is subject to Network Slice-Specific Authentication and Authorization), #2, and #3 (all included in requested NSSAI) in registration accept message from AMF#1 and stores the S-NSSAI#1 as pending S-NSSAI. Then, the UE moves to AMF#2 that does not serve S-NSSAI#1 by its capability. In this case, possibly, the S-NSSAI#1 will be kept stored in the UE as pending S-NSSAI indefinitely i.e., UE waits indefinitely for completion of the Network Slice-Specific Authentication and Authorization for S-NSSAI#1.

For this, if there is a timer, when the timer expires, the UE can reuse the S-NSSAI#1. And upon reception of the registration request including S-NSSAI#1, AMF#2 can query NSSF/NRF to select appropriate AMF that can serve the S-NSSAI#1. 
The other example could be that a stationary IoT UE receives pending S-NSSAI#1 (is subject to Network Slice-Specific Authentication and Authorization and was included in requested NSSAI) in registration accept message from AMF#1. If the AMF#1 determines to initiate the Network Slice-Specific Authentication and Authorization but fails to initiate the procedure (i.e., no EAP identity request sent) for some reasons, no service over S-NSSAI#1 will be provided to the stationary IoT UEs because 1) No trigger for IoT UE to issue mobility triggered registration procedure for other available S-NSSAI(s) as IoT device does not move, 2) No human interaction as it is IoT device, and 3) No consistent NW based scheme to resolve this situation. In this example, the IoT UE may never get any services forever.

For this, if there is a timer, when the timer expires, the UE can reuse the S-NSSAI#1. And upon reception of the registration request including S-NSSAI#1, AMF#1 can take necessary counter measure e.g., redirect to another AMF or reject the use of S-NSSAI#1 and possibly configure new slice information. 
Observation: "Not defining specific mechanism for this situation" creates inconsistent NW and UE behavior, which potentially leads to the situation where the UE can not use the NW slice feature when the feature is available. 
Another aspect is, in principle, the NW needs to tell the UE if the S-NSSAI is allowed or not allowed. 
At the moment when the UE receives the registration accept, the S-NSSAI is not yet determined to be "not allowed". For the case of Network Slice-Specific Authentication and Authorization, UE determines if the S-NSSAI is not allowed or not after the completion of Network Slice-Specific Authentication and Authorization procedure i.e., based on some notification from NW. 

In abnormal situation e.g., abnormally no EAP identify request sent, EAP success/failure gets lost, or etc, UE can not make this decision because there is no notification from the NW.
For this, if there is a timer, when the timer expires, the UE can determine that Network Slice-Specific Authentication and Authorization is failed and UE can reuse the S-NSSAI. 

2.3 Discussion on the issue scenario

The UE is waiting for the availability of the S-NSSAI, and the UE can determine the availability of the S-NSSAI upon reception of UCU(UE configuration update) for the S-NSSAI. 
The purposeof timer is to prevent the UE waiting for the completion of Network Slice-Specific Authentication and Authorization procedure indefinitely. Another way of saying is when no slice information is availabe from the NW for the S-NSSAI, that the timer lets the UE retrieves the information i.e., availability of the S-NSSAI.
On the different purpose, the EAP defines the re-transmission mechanism for identity request and response. The purpose serves different purpose comparing to the timer described above. 

Both mechanisms co-exist together.
As an example scenario, 

1. Registration accept message with the pending S-NSSAI is sent to the UE. The UE or NW starts a timer for the S-NSSAI. 

2. The EAP identity request is sent to the UE. The EAP based re-transmission mechanism makes sure of the sufficient time for identity request and response. 
3. The EAP identity response is received by the AMF. 
4. Then, in abnormal situation in NW side, following sub-scenarios can be considered. 
· In case no EAP success/failure has been sent to the UE, when the UE or NW timer is expired, the Network Slice-Specific Authentication and Authorization is considered to be failed and NSSAI storage is updated accordingly. 
· In case EAP failure has been sent to the UE, the Network Slice-Specific Authentication and Authorization is considered to be failed, the timer is stopped, and the NSSAI storage is updated accordingly. 
· In case EAP success has been sent to the UE, the Network Slice-Specific Authentication and Authorization is considered to be succeeded, the timer is kept running until UCU with respective allowed NSSAI is sent to the UE(/received by the UE). After sending the UCU(/upon reception of the UCU), the timer is stopped and the NSSAI storage is updated accordingly.
2.4 Discussion on the solution

This section discusses about drawback of one of the solutions presented in last meeting. 

The overall solution has been presented in last meeting (C1-196441) so not shown here. 
The drawback of proposal1 (NW based timer) is when the UE moves to different AMF, the UE context information containing the pending S-NSSAI timer should be transffered to the new AMF. 
And if the new AMF does not serve the pending S-NSSAI, then situation gets worsen that after the NSSF/NRF query, the UE context information containing the pending S-NSSAI timer needs to be transferred to another new AMF.
With that, proposal2: UE based timer solution is preferred. 
3. Conclusions

As a proposal, the UE based timer solution is proposed in C1-198369. 

In case, group consensus is on the NW based timer solution, then the proposal is captured in C1-198368. However, for the NW based timer solution, further work is expected e.g., UE context information including the timer handling between AMFs. 
