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1
Introduction
For MONP IANA reluctantly agreed to assign a port number (8809), see C1-193020 for the CR and C1-190343 for a previous discussion. It was clear that IANA will not assign more port numbers for similar protocols. MONP was originally specified for MCPTT but MCVideo and MCData also specify MONP.
2
Problem statement

Since MCData and MCVideo also specified similar protocols they would need a port number but will not get any. The message type field in MONP is 8 bits, so 256 message types would be sufficient to distinguish all message types for all three services. There is however an issue with MCData. MCData has specified that the two most significant bits are used to inform whether a message is authenticated or protected, respectively. So MCData message type numbering collide with MCPTT or MCVideo message types depending on the values of the bits used for authentication or protection. E.g. not protected not authenticated SDS SIGNALLING PAYLOAD message in MCData MONP has the message type 01H which collides with GROUP CALL PROBE message in MCPTT MONP which also has the message type 01H.
The MCVideo message type does not have any collision with MCPTT since 24.281 has set the MSB to '1', so separate numbers.
3
Possible solutions

3.1
General

To use the IANA assigned port for MONP in MCData and MCVideo TSs, MCData and MCVideo TSs need to be aligned with the MONP protocol registered in IANA, i.e. the MCPTT MONP protocol specified in TS 24.379.
This document proposes two main alternatives and discuss possible variations of these.

3.2
Alternative-1: Encapsulate all MCData/MCVideo MONP messages in an MCPTT MONP message

This alternative encapsulates any MCData and MCVideo MONP message within a new MCPTT MONP message as follows:

-
TS 24.379 will define an MCDATA-MONP-MESSAGE-CARRIER MCPTT MONP message consisting of the message type IE and an MCData MONP message IE. The message type IE will be set to the MCDATA-MONP-MESSAGE-CARRIER message type. The MCData MONP message IE will carry any MCData MONP message specified in TS 24.282.

-
TS 24.282 will use MCPTT MONP port and exchange MCDATA-MONP-MESSAGE-CARRIER MCPTT MONP messages, where each MCDATA-MONP-MESSAGE-CARRIER MCPTT MONP message will carry an MCData MONP message.
In comparison to the current state, all MCData MONP messages are prefixed with an additional octet of fixed value (i.e. the MCDATA-MONP-MESSAGE-CARRIER message type).

Similar would be done for MCVideo MONP messages.

It keeps the maximum number of used message types about the same as today but has impacts on 24.282 and 24.281. MCPTT MONP will lose one message type value per defined service.
3.3
Alternative-2: Merge the message type value space
In this alternative:

-
message types used for MCVideo MONP would be marked in MCPTT MONP message type IE definition in 24.379 as "specified in TS 24.281".

-
messages used in MCData MONP will be assigned new MCPTT MONP message types, not conflicting with the existing MCPTT MONP message types. Those new MCPTT MONP message types would be marked in 24.379 as "specified in TS 24.282". Furthermore, indications on whether the MCData MONP message is authenticated and protected need to be moved out of the message type IE to another IE.

Furthermore, notes would also be needed in 24.281/282 to remind the reader that the message types for MCVideo and MCData are specified in 24.379.
4
Discussion
There seems to be no backwards compatible solution. 
Alternative-1 uses a smaller number of message types and impacts MCVideo and MCData.
Alternative-2 uses a larger number of message types and impacts MCData only. However, MCData impacts are bigger as indications on whether the MCData MONP message is authenticated and protected need to be moved out of the message type IE to another IE.
Regarding MCData, it is possible to define new message types for those messages that need information regarding authentication and protection. This would mean 10 new message types. This can be done regardless of whether alt 1 or alt 2 is used.

One could also think about possible future services. If alt 2 is used, then one could separate the value space in three or four parts, where the fourth would be one 

SA3 needs to be informed about our decision, since the protection of the MCData messages are defined by them.
Ericsson is prepared to provide CRs based on the outcome of this discussion.
