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1. Introduction
This contribution moves text from TR 24.883 clause 308.3 into TS 29.582 clause 8.3 with appropriate adjustments to internal and external references.
2. Reason for Change
Initial text for TS 29.582.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.582 v0.0.1.
* * * First Change * * * *

8.3
Server procedures
8.3.1
General

The procedures performed by the IWF in the role of the MCData server consist of:

-
procedures of the IWF performing the participating role; and
-
procedures of the IWF performing the controlling role.

8.3.2
Procedures of the IWF performing the participating role
8.3.2.1
General

The procedures of the IWF serving users homed in the IWF provide:

-
sending affiliation status change towards the MCData server owning an MCData group in clause 8.3.2.6;

-
affiliation status retrieval from the MCData server owning an MCData group in clause 8.3.2.7;
-
authorizing affiliation status change request in negotiated mode sent to a user homed in the IWF in clause 8.3.2.8;

-
affiliation status determination in clause 8.3.2.11;

-
affiliation status change by implicit affiliation in clause 8.3.2.12;

-
implicit affiliation status change completion in clause 8.3.2.13;

-
implicit affiliation status change cancellation in clause 8.3.2.14; and

-
automatic affiliation to configured groups in clause 8.3.2.15.

8.3.2.2
Stored information

The IWF maintains information equivalent to that defined in 3GPP TS 24.282 [82] clause 8.3.2.2.

NOTE:
The virtual data structure referenced in this subclause is for information only. Implementors may choose other means to track affiliation status for users homed in the IWF. References to the elements of this virtual data structure are made in other subclauses with the understanding that implementors choosing not to use this virtual data structure will take other appropriate actions.
8.3.2.3
Receiving affiliation status change from a user homed in the IWF procedure

Any notification of the IWF by users homed in the IWF of changes in their affiliation status is out of scope of 3GPP.
8.3.2.4
Receiving subscription to affiliation status procedure
Any notification of users homed in the IWF of their affiliation status is out of scope of 3GPP.
8.3.2.5
Sending notification of change of affiliation status procedure

Any notification of users homed in the IWF of their affiliation status is out of scope of 3GPP.
8.3.2.6
Sending affiliation status change towards MCData server owning MCData group procedure

NOTE 1:
Usage of one SIP PUBLISH request to carry information about change of affiliation state of several users homed in the IWF served by the same IWF is not supported in this version of the specification.

In order:

-
to send an affiliation request of a served MCData ID to a handled MCData group ID;
-
to send an de-affiliation request of a served MCData ID from a handled MCData group ID; or

-
to send an affiliation request of a served MCData ID to a handled MCData group ID due to near expiration of the previously published information;

the IWF performing the participating role shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51]. In the SIP PUBLISH request, the IWF performing the participating role:
1)
shall set the Request-URI to the public service identity of the controlling MCData function associated with the handled MCData group ID;

2)
shall include an application/vnd.3gpp.mcdata-info+xml MIME body. In the application/vnd.3gpp.mcdata-info+xml MIME body, the MCData server:

a)
shall include the <mcdata-request-uri> element set to the handled MCData group ID; and

b)
shall include the <mcdata-calling-user-id> element set to the served MCData ID;

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];

4)
if sending an affiliation request, shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295;
NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if sending a de-affiliation request, shall set the Expires header field according to IETF RFC 3903 [37] to zero;

6)
shall include a P-Asserted-Identity header field set to the public service identity of the IWF performing the role of the MCData server according to 3GPP TS 24.229 [4];

7)
shall set the current p-id to a globally unique value;
8)
shall consider an MCData user information entry such that:

a)
the MCData user information entry is in the list of MCData user information entries described in subclause 8.3.2.2; and

b)
the MCData ID of the MCData user information entry is equal to the served MCData ID;


as the served MCData user information entry;

9)
for each MCData group information entry such that:

a)
the MCData group information entry has the "affiliating" affiliation status, the MCData group ID set to the handled MCData group ID, the expiration time has not expired yet and the affiliating p-id is not set;

b)
the MCData group information entry is in the list of the MCData group information entries of an MCData client information entry; and

c)
 the MCData client information entry is in the list of the MCData client information entries of the served MCData user information entry;

shall set the affiliating p-id of the MCData group information entry to the current p-id; and
10)
shall include an application/pidf+xml MIME body indicating per-group affiliation information constructed according to TS 24.282 [82] clause 8.4.1. The IWF performing the role of the MCData server shall indicate all served MCData client IDs, such that:
a)
the affiliation status is set to "affiliating" or "affiliated", and the expiration time has not expired yet in an MCData group information entry with the MCData group ID set to the handled MCData group;

b)
the MCData group information entry is in the list of the MCData group information entries of an MCData client information entry;

c)
the MCData client information entry has the MCData client ID set to the served MCData client ID; and

d)
the MCData client information entry is in the list of the MCData client information entries of the served MCData user information entry.


The IWF performing the participating role shall set the <p-id> child element of the <presence> root element to the current p-id.


The IWF performing the participating role shall not include the "expires" attribute in the <affiliation> element.

The IWF performing the participating role shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

If timer F expires for the SIP PUBLISH request sent for a (de)affiliation request of served MCData ID to the MCData group ID or upon receiving a SIP 3xx, 4xx, 5xx or 6xx response to the SIP PUBLISH request, the IWF performing the participating role:

1)
shall remove each MCData group ID entry such that:

a)
the MCData group information entry has the MCData group ID set to the handled MCData group ID;

b)
the MCData group information entry is in the list of the MCData group information entries of an MCData client information entry; and

c)
 the MCData client information entry is in the list of the MCData client information entries of the served MCData user information entry.
8.3.2.7
Affiliation status retrieval from IWF performing the role of the MCData server owning MCData group procedure

NOTE 1:
Usage of one SIP SUBSCRIBE request to subscribe for notification about change of affiliation state of several MCData users served by the same IWF performing the role of the MCData server is not supported in this version of the specification.

In order to discover whether a served user homed in the IWF was successfully affiliated to a handled MCData group in the MCData server owning the handled MCData group, the IWF performing the role of the MCData server shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26].

In the SIP SUBSCRIBE request, the IWF performing the role of the MCData server:
1)
shall set the Request-URI to the public service identity of the controlling MCData function associated with the handled MCData group ID;

2)
shall include an application/vnd.3gpp.mcdata-info+xml MIME body. In the application/vnd.3gpp.mcdata-info+xml MIME body, the IWF performing the role of the MCData server:

a)
shall include the <mcdata-request-uri> element set to the handled MCData group ID; and

b)
shall include the <mcdata-calling-user-id> element set to the served MCData ID;

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];

4)
if the IWF performing the role of the MCData server wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if the IWF performing the role of the MCData server wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero;

6)
shall include an Accept header field containing the application/pidf+xml MIME type; and

7)
shall include an application/simple-filter+xml MIME body indicating per-user restrictions of presence event package notification information according to 3GPP TS 24.282 [82] clause 8.4.2, indicating the served MCData ID.
In order to re-subscribe or de-subscribe, the IWF performing the role of MCData server shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the IWF performing the role of the MCData server:
1)
if the IWF performing the role of the MCData server wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 3:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

2)
if the IWF performing the role of the MCData server wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

3)
shall include an Accept header field containing the application/pidf+xml MIME type.

Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26], if SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-group affiliation information constructed according to 3GPP TS24.282 [82], clause 8.4.1, then the IWF performing the role of the MCData server:

1)
for each served MCData ID and served MCData client ID such that the application/pidf+xml MIME body of SIP NOTIFY request contains:

a)
a <tuple> element of the root <presence> element;

b)
the "id" attribute of the <tuple> element indicating the served MCData ID;

c)
an <affiliation> child element of the <status> element of the <tuple> element;
d)
the "client" attribute of the <affiliation> element indicating the served MCData client ID; and

d)
the "expires" attribute of the <affiliation> element indicating expiration of affiliation;


perform the following:

a)
if an MCData group information entry exists such that:

i)
the MCData group information entry has the "affiliating" affiliation status, the MCData group ID set to the handled MCData group ID, and the expiration time has not expired yet;

ii)
the MCData group information entry is in the list of the MCData group information entries of an MCData client information entry with the MCData client ID set to the served MCData client ID;

iii)
the MCData client information entry is in the list of the MCData client information entries of a served MCData user information entry with the MCData ID set to the served MCData ID; and

iv)
the MCData user information entry is in the list of MCData user information entries described in clause 8.3.2.2; and


shall set the affiliation status of the MCData group information entry to "affiliated"; and

shall set the next publishing time of the MCData group information entry to the current time and half of the time between the current time and the expiration of affiliation; and
2) for each MCData group information entry such that:

a)
the MCData group information entry has the "affiliated" affiliation status or the "deaffiliating" affiliation status, the MCData group ID set to the handled MCData group ID, and the expiration time has not expired yet;

b)
the MCData group information entry is in the list of the MCData group information entries of an MCData client information entry with the MCData client ID set to a served MCData client ID;

c)
 the MCData client information entry is in the list of the MCData client information entries of the served MCData user information entry with the MCData ID set to a served MCData ID; and

d)
the MCData user information entry is in the list of MCData user information entries described in clause 8.3.2.2; and


for which the application/pidf+xml MIME body of SIP NOTIFY request does not contain:

a)
a <tuple> element of the root <presence> element;

b)
the "id" attribute of the <tuple> element indicating the served MCData ID;

c)
an <affiliation> child element of the <status> child element of the <tuple> element; and
d)
the "client" attribute of the <affiliation> element indicating the served MCData client ID.


perform the following:

a)
shall set the affiliation status of the MCData group information entry to "deaffiliated"; and

b)
shall set the expiration time of the MCData group information entry to the current time; and

3)
if a <p-id> element is included in the <presence> root element of the application/pidf+xml MIME body of the SIP NOTIFY request, then for each MCData group information entry such that:

a)
the MCData group information entry has the "affiliating" affiliation status, the MCData group ID set to the handled MCData group ID, the expiration time has not expired yet and with the affiliating p-id set to the value of the <p-id> element;

b)
the MCData group information entry is in the list of the MCData group information entries of an MCData client information entry with the MCData client ID set to a served MCData client ID;

c)
 the MCData client information entry is in the list of the MCData client information entries of the served MCData user information entry with the MCData ID set to a served MCData ID; and
d)
the MCData user information entry is in the list of MCData user information entries described in clause 8.3.2.2; and


for which the application/pidf+xml MIME body of SIP NOTIFY request does not contain:

a)
a <tuple> element of the root <presence> element;

b)
the "id" attribute of the <tuple> element indicating the served MCData ID;

c)
an <affiliation> child element of the <status> child element of the <tuple> element; and
d)
the "client" attribute of the <affiliation> element indicating the served MCData client ID;


perform the following:

a)
shall set the affiliation status of the MCData group information entry to "deaffiliated"; and

b)
shall set the expiration time of the MCData group information entry to the current time.
8.3.2.8
Procedure for authorising affiliation status change request in negotiated mode sent to a user homed in the IWF
Authorising affiliation status change request in negotiated mode sent to a user homed in the IWF is not supported in the present document.

Editor's Note:
The IWF returning a "Not supported" response code in this case is FFS.

8.3.2.9
Forwarding affiliation status change towards an MCData user procedure

The procedure for forwarding affiliation status change towards an MCData user is not supported in the present specification.

8.3.2.10
Forwarding subscription to affiliation status towards an MCData user procedure
The procedure for forwarding a subscription to affiliation status towards an MCData user is not supported in the present specification.

8.3.2.11
Affiliation status determination

This subclause is referenced from other procedures.

If the IWF performing the participating role needs to determine the affiliation status of an user homed in the IWF to an MCData group, the IWF performing the participating role:

1)
shall find the user information entry in the list of MCData user information entries described in clause 8.3.2.2 such that the MCData ID of the MCData user information entry is equal to the MCData ID associated with the user homed in the IWF;

a)
if the applicable MCData user information entry cannot be found, then the IWF performing the participating role shall determine that the user homed in the IWF is not affiliated to the MCData group and skip the rest of the steps;

2)
shall find the MCData client information entry in the list of MCData client information entries of MCData user information entry found in step 1) in which the MCData client ID matches the MCData client ID associated with the user homed in the IWF;

a)
if the applicable MCData client information entry cannot be found, then the IWF performing the participating role shall determine that the user homed in the IWF is not affiliated to the MCData group and skip the rest of the steps; and
3)
shall find the MCData group information entry in the list of MCData group information entries of MCData client information entry found in step 2 such that the MCData group identity matches the value of the identity of the targeted MCData group;

a)
if the applicable MCData group information entry was found in step 3) and the affiliation status of the MCData group information entry is "affiliating" or "affiliated", shall determine that the user homed in the IWF is affiliated to the targeted MCData group and skip the rest of the steps;

b)
if the applicable MCData group information entry was found in step 3) and the affiliation status of the MCData group information entry is "deaffiliating" or "deaffiliated", shall determine that the user homed in the IWF is not affiliated to the targeted MCData group and skip the rest of the steps; or

c)
if the applicable MCData group information entry was not found in step 3), shall determine that the user homed in the IWF is not affiliated to the targeted MCData group.
8.3.2.12
Affiliation status change by implicit affiliation

This subclause is referenced from other procedures.

Upon determining that implicit affiliation of a user homed in the IWF is required to an MCData group, the IWF performing the participating role:

1)
shall determine the MCData client ID of the user homed in the IWF;

2)
shall determine the MCData group ID to which the user homed in the IWF is to be affiliated;

3)
shall determine the MCData ID associated with the user homed in the IWF;

4)
shall consider an MCData user information entry such that:

a)
the MCData user information entry is in the list of MCData user information entries described in clause 8.3.2.2; 

b)
the MCData ID of the MCData user information entry is equal to the MCData ID determined in step 3;


as the served MCData user information entry;

5)
shall consider an MCData client information entry such that:

a)
the MCData client information entry is in the list of MCData client information entries of the served MCData user information entry; and

b)
the MCData client ID of the MCData client information entry is equal to the served MCData client ID;


as the served MCData client information entry;

6)
shall consider a copy of the list of the MCData group information entries of the served MCData client information entry as the served list of the MCData group information entries;

7)
shall construct the candidate list of the MCData group information entries as follows:

a)
for each MCData group ID which has an MCData group information entry in the served list of the MCData group information entries shall copy the MCData group information entry into a new MCData group information entry of the candidate list of the MCData group information entries; and

b)
if the determined MCData group ID does not have an MCData group information entry in the served list of the MCData group information entries or has an MCData group information entry in the served list of the MCData group information entries, such that the expiration time of the MCData group information entry has already expired:

i)
shall add a new MCData group information entry in the candidate list of the MCData group information list for the determined MCData group ID;

ii)
shall set the affiliation status of the new MCData group information entry to the "affiliating" state; and

iii)
shall set the expiration time of the new MCData group information entry to the current time increased with the candidate expiration interval;

8)
determine the candidate number of MCData group IDs as the number of different MCData group IDs which have an MCData group information entry:

a)
in the candidate list of the MCData group information entries; or

b)
in the list of the MCData group information entries of an MCData client information entry such that:

i)
the MCData client information entry is in the list of the MCData client information entries of the served MCData user information entry; and

ii)
the MCData client ID of the MCData client information entry is not equal to the served MCData client ID;


with the affiliation status set to the "affiliating" state or the "affiliated" state and with the expiration time which has not expired yet; and

9)
if the candidate number of MCData group IDs is bigger than a maximum limit associated by the IWF to the user homed in the IWF, shall, based on MCData service provider policy, reduce the candidate MCData group IDs to that maximum value;

10)
if the determined MCData group ID cannot be added to the the candidate list of the MCData group information entries due to exceeding the maximum limit associated with the user homed in the IWF, shall discard the candidate list of the MCData group information entries and skip the remaining steps of the current procedure; and
11)
shall replace the list of the MCData group information entries stored in the served MCData client information entry with the candidate list of the MCData group information entries.

8.3.2.13
Implicit affiliation status change completion

This subclause is referenced from other procedures.

If the IWF performing the participating role has received a SIP 2xx response from the controlling MCData function to a SIP request that had triggered performing the procedures of clause 8.3.2.12, the IWF performing the participating role:

1)
shall set the affiliation status of the MCData group information entry added to the candidate list of the MCData group information entries by the procedures of clause 8.3.2.12 to "affiliated".

8.3.2.14
Implicit affiliation status change cancellation

This subclause is referenced from other procedures.

If the IWF performing the participating role receives a SIP 4xx, 5xx or 6xx response from the controlling MCData function for an implicit affiliation status change operation, the IWF performing the participating role:

1)
shall remove the MCData group ID entry added by the procedures of clause 8.3.2.12 such that:

a)
the MCData group information entry has the MCData group ID set to the MCData group ID of the MCData group associated with the received SIP 4xx, 5xx, or 6xx response;

b)
the MCData group information entry is in the list of the MCData group information entries of an MCData client information entry containing the MCData client ID determined in the execution of the procedure in clause 8.3.2.12; and

c)
the MCData client information entry is in the list of the MCData client information entries of the MCData user information entry containing the MCData ID associated with the user homed in the IWF.
8.3.2.15
Automatic affiliation to configured groups procedure

This subclause is referenced from other procedures.
When the IWF performing the participating role determines that automatic affiliation of a user homed in the IWF to configured groups is needed, the IWF shall perform the procedures specified in clause 8.3.2.6 for the served MCData ID and each configured MCData group ID.
8.3.3
Procedures of the IWF performing the controlling role
8.3.3.1
General

The procedures of the IWF performing the controlling role consist of:

-
receiving group affiliation status change procedure;

-
receiving subscription to affiliation status procedure;

-
sending notification of change of affiliation status procedure;

-
implicit affiliation eligibilty check procedure; and

-
affiliation status change by implicit affiliation procedure.

8.3.3.2
Stored information

The IWF maintains information equivalent to that defined in 3GPP TS 24.282 [82], clause 8.3.3.2.

NOTE:
The virtual data structure referenced in this subclause is for information only. Implementors can choose other means to track affiliation status for users homed in the IWF. References to the elements of this virtual data structure are made in other subclauses with the understanding that implementors choosing not to use this virtual data structure will take other appropriate actions.
8.3.3.3
Receiving group affiliation status change procedure
Upon receiving a SIP PUBLISH request such that:

1)
Request-URI of the SIP PUBLISH request contains the public service identity of the IWF performing the controlling role associated with the served MCData group;
2)
the SIP PUBLISH request contains an application/vnd.3gpp.mcdata-info+xml MIME body containing the <mcdata-request-uri> element and the <mcdata-calling-user-identity> element;

3)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];

4)
the Event header field of the SIP PUBLISH request contains the "presence" event type; and

5)
SIP PUBLISH request contains an application/pidf+xml MIME body indicating per-group affiliation information constructed according to clause 8.4.1;

then the IWF performing the controlling role:

1)
shall identify the served MCData group ID in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP PUBLISH request;

2)
shall identify the handled MCData ID in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP PUBLISH request;

3)
if the Expires header field of the SIP PUBLISH request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP PUBLISH request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
4)
if an MCData group for the served MCData group ID is not available to the IWF performing the controlling role, shall reject the SIP PUBLISH request with SIP 403 (Forbidden) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;

5)
if the handled MCData ID is not a member of the MCData group identified by the served MCData group ID, shall reject the SIP PUBLISH request with SIP 403 (Forbidden) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;

6)
shall respond with SIP 200 (OK) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37]. In the SIP 200 (OK) response, the IWF performing the controlling role:

a)
shall set the Expires header field according to IETF RFC 3903 [37], to the selected expiration time;
7)
if the "entity" attribute of the <presence> element of the application/pidf+xml MIME body of the SIP PUBLISH request is different than the served MCData group ID, shall not continue with the rest of the steps;
8)
if the handled MCData ID is different from the MCData ID in the "id" attribute of the <tuple> element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request, shall not continue with the rest of the steps;
9)
shall consider an MCData group information entry such that:

a)
the MCData group information entry is in the list of MCData group information entries described in clause 8.3.3.2; and

b)
the MCData group ID of the MCData group information entry is equal to the served MCData group ID;


as the served MCData group information entry;

10)
if the selected expiration time is zero:

a)
shall remove the MCData user information entry such that:

i)
the MCData user information entry is in the list of the MCData user information entries of the served MCData group information entry; and

ii)
the MCData user information entry has the MCData ID set to the served MCData ID;

11)
if the selected expiration time is not zero:

a)
shall consider an MCData user information entry such that:

i)
the MCData user information entry is in the list of the MCData user information entries of the served MCData group information entry; and

ii)
the MCData ID of the MCData user information entry is equal to the handled MCData ID;


as the served MCData user information entry;

b)
if the MCData user information entry does not exist:

i)
shall insert an MCData user information entry with the MCData ID set to the handled MCData ID into the list of the MCData user information entries of the served MCData group information entry; and

ii)
shall consider the inserted MCData user information entry as the served MCData user information entry; and

c)
shall set the following information in the served MCData user information entry:
i)
set the MCData client ID list according to the "client" attributes of the <affiliation> elements of the <status> element of the <tuple> element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request; and

ii)
set the expiration time according to the selected expiration time;
12)
shall identify the handled p-id in the <p-id> child element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request; and
13)
shall perform the procedures specified in clause 8.3.3.5 for the served MCData group ID.
8.3.3.4
Receiving subscription to affiliation status procedure

NOTE:
Usage of one SIP SUBSCRIBE request to subscribe for notification about change of affiliation state of several MCData users served by the same MCData server is not supported in this version of the specification.

Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request contains the public service identity of the IWF performing the controlling role associated with the served MCData group;
2)
the SIP SUBSCRIBE request contains an application/vnd.3gpp.mcdata-info+xml MIME body containing the<mcdata-request-uri> element and the <mcdata-calling-user-identity> element;

3)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];
4)
the Event header field of the SIP SUBSCRIBE request contains the "presence" event type; and

5) the SIP SUBSCRIBE request contains an application/simple-filter+xml MIME body indicating per-user restrictions of presence event package notification information according to clause 8.4.2 indicating the same MCData ID as in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP SUBSCRIBE request;
then the IWF performing the controlling role:

1)
shall identify the served MCData group ID in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP SUBSCRIBE request;

2)
shall identify the handled MCData ID in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP SUBSCRIBE request;

3)
if the Expires header field of the SIP SUBSCRIBE request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP SUBSCRIBE request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
4)
if an MCData group for the served MCData group ID is not available to the IWF performing the controlling role, shall reject the SIP SUBSCRIBE request with SIP 403 (Forbidden) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;

5)
if the handled MCData ID is not a member of the MCData group identified by the served MCData group ID, shall reject the SIP SUBSCRIBE request with SIP 403 (Forbidden) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps; and

6)
shall generate a SIP 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26].

For the duration of the subscription, the IWF shall notify subscriber about changes of the information of the served MCData ID, as described in clause 8.3.3.5.
8.3.3.5
Sending notification of change of affiliation status procedure

In order to notify the subscriber identified by the handled MCData ID about changes of the affiliation status of the served MCData group ID, the IWF:

1)
shall consider an MCData group information entry such that:

a)
the MCData group information entry is in the list of MCData group information entries described in clause 8.3.3.2; and

b)
the MCData group ID of the MCData group information entry is equal to the served MCData group ID;

2)
shall consider an MCData user information entry such:

a)
the MCData user information entry is in the list of the MCData user information entries of the served MCData group information entry; and

b)
the MCData ID of the MCData user information entry is equal to the handled MCData ID;


as the served MCData user information entry;

3)
shall generate an application/pidf+xml MIME body indicating per-group affiliation information according to clause 8.4.1 and the served list of the served MCData user information entry of the MCData group information entry with following clarifications:

a)
the IWF shall include the "expires" attribute in the <affiliation> element; and

b)
if this procedure is invoked by procedure in clause 8.3.3.3 where the handled p-id was identified, the IWF shall set the <p-id> child element of the <presence> root element of the application/pidf+xml MIME body of the SIP NOTIFY request to the handled p-id value; and

4)
send a SIP NOTIFY request according to 3GPP TS 24.229 [4], and IETF RFC 6665 [26] for the subscription created in clause 8.3.3.4. In the SIP NOTIFY request, the IWF shall include the generated application/pidf+xml MIME body indicating per-group affiliation information.
8.3.3.6
Implicit affiliation eligibilty check procedure

This clause is referenced from other procedures.
Upon receiving a SIP request for an MCData group that the MCData user is not currently affiliated to and that requires the IWF performing the controlling role to check on the eligibility of the MCData user to be implicitly affiliated to the MCData group, the IWF performing the controlling role:

1)
shall identify the served MCData group ID in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP request;

2)
shall identify the handled MCData ID in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP request;

3)
if an MCData group for the served MCData group ID is not available to the IWF performing the controlling role, shall consider the MCData user to be ineligible for implicit affiliation and skip the rest of the steps;

4)
if the handled MCData ID is not a member of the MCData group identified by the served MCData group ID, shall consider the MCData user to be ineligible for implicit affiliation and skip the rest of the steps;

5)
if there is no MCData group information entry in the list of MCData group information entries described in clause 8.3.3.2 with an MCData group identity matching the served MCData group ID, then shall consider the MCData user to be ineligible for implicit affiliation and skip the rest of the steps; or

6)
shall consider the MCData user to be eligible for implicit affiliation.
8.3.3.7
Affiliation status change by implicit affiliation procedure

This clause is referenced from other procedures.
Upon receiving a SIP request for an MCData group that the MCData user is not currently affiliated to and that requires the IWF performing the controlling role to perform an implicit affiliation to, the IWF performing the controlling role:

1)
shall identify the served MCData group ID in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP request;

2)
shall identify the handled MCData ID in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP request;

3)
shall consider an MCData group information entry such that:

a)
the MCData group information entry is in the list of MCData group information entries described in clause 8.3.3.2; and

b)
the MCData group ID of the MCData group information entry is equal to the served MCData group ID;


as the served MCData group information entry;

4)
shall consider an MCData user information entry such that:

a)
the MCData user information entry is in the list of the MCData user information entries of the served MCData group information entry; and

b)
the MCData ID of the MCData user information entry is equal to the handled MCData ID;


as the served MCData user information entry;

c)
if the MCData user information entry does not exist:

i)
shall insert an MCData user information entry with the MCData ID set to the handled MCData ID into the list of the MCData user information entries of the served MCData group information entry; and

ii)
shall consider the inserted MCData user information entry as the served MCData user information entry; and

d)
shall make the following modifications in the served MCData user information entry:
i)
add the MCData client ID derived from the received SIP request to the MCData client ID list if not already present; and

ii)
set the expiration time as determined by local policy; and
5)
shall perform the procedures specified in clause 8.3.3.5 for the served MCData group ID.
* * * End Changes * * * *

