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***** First change *****
5.4
MCVideo UE-to-network relay

To be compliant with the procedures in the present document for service continuity, an MCVideo UE-to-network relay shall support the UE-to-network relay procedures as specified in 3GPP TS 24.334 [59] and 3GPP TS 23.281 [26].
***** Next change *****
6.6.3.1
General

Integrity protection can be applied to a whole XML MIME body. When integrity protection is enabled, all XML MIME bodies transported in SIP requests and responses are integrity protected. The following XML MIME bodies used in the present specification in SIP signalling can be integrity protected:

-
application/vnd.3gpp.mcvideo-info+xml;

-
application/vnd.3gpp.mcvideo-location-info+xml;

-
application/vnd.3gpp.mcvideo-affiliation-command+xml; and
-
application/conference-info+xml.

If integrity protection is enabled, and one or more of the XML MIME bodies complying to the types listed above are included in a SIP request or SIP response, then a MIME body of type application/vnd.3gpp.mcptt-signed+xml specified in 3GPP TS 24.379 [40] is included in the SIP request or SIP response containing one or more signatures pointing to those XML MIME bodies as illustrated in Figure 6.6.3.1-1.

In order to integrity protect the XML MIME bodies listed above in this subclause in SIP requests and SIP responses, the MCVideo client and MCVideo server shall for each MIME body, include the Content-ID header field as specified in IETF RFC 2045 [48] containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [49].

[image: image1.emf]XML MIME body 1

Content-ID:<mcvideo1@op1.com> 

XML MIME body 2

Content-ID:<mcvideo2@op1.com> 

XML MIME body 3

Content-ID:<mcvideo3@op1.com> 

</

mcvideosigneddoc:signatures> 

<mcpttsigneddoc:signatures> 

<xmldsig:Signature Id="signature1"> 

         <xmldsig:Reference URI= “cid:mcvideo1@op1.com”> 

           ………

         </xmldsig: Reference>

   ………

</xmldsig:Signature>

<xmldsig:Signature Id="signature2"> 

         <xmldsig:Reference URI= “cid:mcvideo2@op1.com”> 

           ………

         </xmldsig: Reference>

   ………

</xmldsig:Signature>

<xmldsig:Signature Id="signature3"> 

         <xmldsig:Reference URI= “cid:mcvideo3@op1.com”> 

           ………

         </xmldsig: Reference>

   ………

</xmldsig:Signature>      


Figure 6.6.3.1-1: Integrity Protection of XML MIME bodies in SIP requests and SIP responses

Each MIME body that is integrity protected is assigned a unique signature.

Configuration for applying integrity protection is not selective to a specific MIME body. If configuration for integrity protection is turned on, then all XML MIME bodies in SIP requests and responses are integrity protected. If configuration for integrity protection is turned off, then no XML MIME bodies in SIP requests and SIP responses are integrity protected.

***** Next change *****
8.2.2.3.2
Stored information

The MCVideo server shall maintain a list of MCVideo group information entries.

In each MCVideo group information entry, the MCVideo server shall maintain:

1)
an MCVideo group ID. This field uniquely identifies the MCVideo group information entry in the list of the MCVideo group information entries;
2)
the status of the MCVideo group as defined in subclause 10.1.5.5 of 3GPP TS 23.280 [74], along with the MCVideo ID of the user that last changed the status; and

3)
a list of MCVideo user information entries.

In each MCVideo user information entry, the MCVideo server shall maintain:

1)
an MCVideo ID. This field uniquely identifies the MCVideo user information entry in the list of the MCVideo user information entries;

2)
a list of MCVideo client information entries; and

3)
an expiration time.

In each MCVideo client information entry, the MCVideo server shall maintain:

1)
an MCVideo client ID. This field uniquely identifies the MCVideo client information entry in the list of the MCVideo client information entries. 
***** Next change *****
9.3.1.1.2
Session description

One off-network MCVideo session includes one media-transmission control entity.

The MCVideo client shall generate an SDP body for a group call in accordance with rules and procedures of IETF RFC 4566 [2].

The MCVideo client:

1)
shall include in the session-level section:

a)
the "o=" field with the <username> portion set to a dash;

b)
the "s=" field with the <session name> portion set to a dash; and

c)
the "c=" field with the <nettype> portion set to "IN", the <addrtype> portion set to the IP version of a multicast IP address of the MCVideo group and the <connection-address> portions set to the multicast IP address of the MCVideo group;

2)
shall include the media-level section for audio component of MCVideo consisting of:

a)
the "m=" field with the <media> portion set to "audio", the <port> portion set to a port number for MCVideo group, the <proto> field set to "RTP/AVP" and <fmt> portion set indicating RTP payload type numbers;

b)
the "i=" field with the <session description> portion set to "audio component of MCVideo";

c)
the "a=fmtp:" attribute(s), the "a=rtpmap:" attribute(s) or both, indicating the codec(s) and media parameters of the audio component of MCVideo;

d)
the "a=rtcp:" attribute indicating port number to be used for RTCP at the MCVideo client selected according to the rules and procedures of IETF RFC 3605 [3], if the media stream uses other than the default IP address;

3)
shall include the media-level section for video component of MCVideo consisting of:

a)
the "m=" field with the <media> portion set to "video", the <port> portion set to a port number for MCVideo video of the MCVideo group, the <proto> field set to "RTP/AVP" and <fmt> portion set indicating RTP payload type numbers;

b)
the "i=" field with the <session description> portion set to "video component of MCVideo";

c)
the "a=fmtp:" attribute(s), the "a=rtpmap:" attribute(s) or both, indicating the codec(s) and media parameters of the MCVideo video;

Editor’s Note: Inclusion and usage of preferred video codec is FFS.

d)
the "a=rtcp:" attribute indicating port number to be used for RTCP at the MCVideo client selected according to the rules and procedures of IETF RFC 3605 [3], if the media stream uses other than the default IP address; and

4)
shall include the media-level section for media-transmission control entity consisting of:

a)
an "m=" line, with the <media> portion set to "application", the <port> portion set to a port number for media-transmission control entity of the MCVideo group, the <proto> field set to "udp" and <fmt> portion set to "MCVideo"; and

b)
the "a=fmtp:MCVideo" attribute indicating the parameters of the media-transmission control entity as specified in 3GPP TS 24.581 [5].
***** Next change *****
10.3.1.1.2
Session description

One off-network MCVideo session includes one media-transmission control entity.

The MCVideo client shall generate an SDP body for a private call in accordance with rules and procedures of IETF RFC 4566 [2] and IETF RFC 3264 [7].

The MCVideo client:

1)
shall include in the session-level section:

a)
the "o=" field with the <username> portion set to a dash;

b)
the "s=" field with the <session name> portion set to a dash; and

c)
the "c=" field with the <nettype> portion set to "IN", the <addrtype> portion set to the IP version of the unicast IP address of the MCVideo client and the <connection-address> portion set to the unicast IP address of the MCVideo client;

2)
shall include the media-level section for audio component of MCVideo consisting of:

a)
the "m=" field with the <media> portion set to "audio", the <port> portion set to a port number for MCVideo group, the <proto> field set to "RTP/AVP" and <fmt> portion set indicating RTP payload type numbers;

b)
the "i=" field with the <session description> portion set to "audio component of MCVideo";

c)
the "a=fmtp:" attribute(s), the "a=rtpmap:" attribute(s) or both, indicating the codec(s) and media parameters of the audio component of MCVideo;

d)
the "a=rtcp:" attribute indicating port number to be used for RTCP at the MCVideo client selected according to the rules and procedures of IETF RFC 3605 [3], if the media stream uses other than the default IP address;

e)
if the SDP offer is for video pull call:

i)
shall include an "a=recvonly" attribute;

3)
shall include the media-level section for video component of MCVideo consisting of:

a)
the "m=" field with the <media> portion set to "video", the <port> portion set to a port number for MCVideo video of the MCVideo group, the <proto> field set to "RTP/AVP" and <fmt> portion set indicating RTP payload type numbers;

b)
the "i=" field with the <session description> portion set to "video";

c)
the "a=fmtp:" attribute(s), the "a=rtpmap:" attribute(s) or both, indicating the codec(s) and media parameters of the video component of MCVideo;

d)
the "a=rtcp:" attribute indicating port number to be used for RTCP at the MCVideo client selected according to the rules and procedures of IETF RFC 3605 [3], if the media stream uses other than the default IP address; and

e)
if the SDP offer is for video pull call:
i)
shall include an "a=recvonly" attribute; and

ii)
shall skip step 4).
4)
shall include the media-level section for media-transmission control entity consisting of:

a)
an "m=" line, with the <media> portion set to "application", the <port> portion set to a port number for media-transmission control entity of the MCVideo group, the <proto> field set to "udp" and <fmt> portion set to "MCVideo"; and

b)
the "a=fmtp:MCVideo" attribute indicating the parameters of the media-transmission control entity as specified 3GPP TS 24.581 [5]; and

5)
shall include the MIKEY-SAKKE I_MESSAGE, if generated by the MCVideo client, in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [6]. 
***** Next change *****
19.1
General

This clause describes the procedures for service continuity of an ongoing SIP session supporting an MCVideo private call or MCVideo group call when:

-
the MCVideo UE (referred to as the remote UE) is connected to the network via E-UTRAN and decides to connect to a UE-to-network relay, e.g. because it realises that it is losing connection to the network and wants to ensure seamless service; and

-
the remote UE is connected to the network via the UE-to-network-relay and decides to disconnect from the UE-to-network relay, e.g. because the remote UE realises that it is losing connection to UE-to-network relay or because the LTE-Uu link quality goes above a certain threshold, and decides to connect to the network via E-UTRAN for seamless service.

MCVideo service continuity follows the principles of 3GPP TS 24.237 [60] for PS-PS service continuity. In particular:

1)
the SIP session is anchored at a Service Centralisation and Continuity Application Server (SCC AS) before and after the handover. This requires that initial filter criteria is configured to ensure that the SCC AS is in the registration path, is the first application server in the path of an originating session, and the last AS in the path of a terminating session;

2)
the remote UE is an SC UE that supports PS-PS access transfer as per 3GPP TS 24.237 [60]; and

3)
the remote UE is either configured with a static PS to PS STI as specified in 3GPP TS 24.216 [73] that it uses when initiating the session transfer request, or it uses a dynamic PS to PS STI which is the URI contained in the Contact header field returned at the creation of the dialog over the Source Access Leg, as specified in 3GPP TS 24.237 [60].
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