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	Reason for change:
	According to stage 2 in subclause 5.15.10 in TS 23.501 
" This procedure can be invoked for a supporting UE by an AMF at any time, e.g. when:
a.	The UE registers with the AMF and one of the S-NSSAIs of the HPLMN which maps to an S-NSSAI in the Requested NSSAI is requiring Network Slice-Specific Authentication and Authorization (see clause 5.15.5.2.1 for details), and can be added to the Allowed NSSAI by the AMF once the Network Slice-Specific Authentication and Authorization for the S-NSSAI succeeds; or
b.	The Network Slice-Specific AAA Server triggers a UE re-authentication and re-authorization for an S-NSSAI; or
c.	The AMF, based on operator policy or a subscription change, decides to initiate the Network Slice-Specific Authentication and Authorization procedure for a certain S-NSSAI which was previously authorized.
	In the case of re-authentication and re-authorization (b. and c. above) the following applies:
-	If S-NSSAIs that are requiring Network Slice-Specific Authentication and Authorization are included in the Allowed NSSAI for each Access Type, AMF selects an Access Type to be used to perform the Network Slice Specific Authentication and Authorization procedure based on network policies.
-	If the Network Slice-Specific Authentication and Authorization for some S-NSSAIs in the Allowed NSSAI is unsuccessful, the AMF shall update the Allowed NSSAI for each Access Type to the UE via UE Configuration Update procedure.
-	If the Network Slice-Specific Authentication and Authorization fails for all S-NSSAIs in the Allowed NSSAI, the AMF shall execute the Network-initiated Deregistration procedure described in TS 23.502 [3], clause 4.2.2.3.3, and shall include in the explicit De-Registration Request message the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value.
"
Therefore, if the network cannot authenticate the requested slice S-NSSAIsby the UE, the network de-registers the UE with the Cause value that the slice is not available due to the failed or revoked network slice specific authorization and authentication.

In addition the following Editor's Note: 
Editor's Note: How the AMF rejects the S-NSSAI(s) for which the NSSAA has failed or has been revoked is FFS.

The AMF needs to have means to reject a signle S-NSSAI in case of failed or revoked NSSAA. Such rejection can happen during the UE Configuration Update procedure. It is proposed to introduce a new reject cause in the sub-clause 9.11.3.46.


	
	

	Summary of change:
	Removal of editor's note. Added rejected NSSAI IE to de-register message forma. Added related cause value.

	
	

	Consequences if not approved:
	The spec is not according to the stage 2. 

	
	

	Clauses affected:
	4.6.2.4, 8.2.14.1, 8.2.14.x(new), 9.11.3.46

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc20232990]------------------------------------------------------ Next Change -------------------------------------------------------
[bookmark: _Toc20232438]4.6.2.4	Network slice-specific authentication and authorization
The UE and network may support network slice-specific authentication and authorization.
A serving PLMN shall perform network slice-specific authentication and authorization for the S-NSSAIs of the HPLMN which are subject to it based on subscription information. The UE shall indicate whether it supports network slice-specific authentication and authorization in the 5GMM Capability IE in the registration procedure.
If a UE is configured with S-NSSAIs which are subject to network slice-specific authentication and authorization, the UE stores an association between each S-NSSAI and its corresponding credentials for the network slice-specific authentication and authorization.
NOTE:	The credentials for network slice-specific authentication and authorization and how to provision them in the UE are out of the scope of 3GPP.
The network slice-specific authentication and authorization procedure shall not be performed unless:
a)	the primary authentication and key agreement procedure as specified in the subclause 5.4.1 has successfully been completed; and
b)	the initial registration procedure or the mobility and periodic registration update procedure has been completed.The AMF handles allowed NSSAI, rejected NSSAI, service area list, and 5GS registration result in the REGISTRATION ACCEPT message according to subclauses 5.5.1.2.4 and 5.5.1.3.4.
To perform the network slice-specific authentication and authorization for an S-NSSAI, the AMF invokes an EAP- based network slice-specific authorization procedure for the S-NSSAI (see 3GPP TS 33.501 [24] and 3GPP TS 23.502 [9]).
The AMF updates the allowed NSSAI using the generic UE configuration update procedure as specified in the subclause 5.4.4 after the network slice-specific authentication and authorization procedure has been performed.
The network slice-specific authentication and authorization procedure can be invoked or revoked by an AMF for a UE supporting network slice-specific authentication and authorization at any time. After the network performs the network slice-specific re-authentication and re-authorization procedure:
a)	if the network slice-specific authentication and authorization for some S-NSSAIs in the allowed NSSAI is unsuccessful; the AMF shall updates the allowed NSSAI using the generic UE configuration update procedure as specified in the subclause 5.4.4; or 
b)	if the network slice-specific authentication and authorization fails for all S-NSSAIs in the allowed NSSAI, then AMF shall:
1)	performs the network-initiated de-registration procedure as specified in the subclause 5.5.2.3; and
2)	include the S-NSSAI(s) for which the network slice-specific authentication and authorization fails or is revoked in the Rejected NSSAI information element as described in subclause 9.11.3.46.
If authorization is revoked for an S-NSSAI that is in the current allowed NSSAI for an access type, the AMF shall provide a new allowed NSSAI, excluding the S-NSSAI(s) for which the authorization is revoked, to the UE using the generic UE configuration update procedure as specified in the subclause 5.4.4 and release all PDU sessions associated with the S-NSSAI for this access type.
Editor's Note: How to secure that a UE does not wait indefinitely for completion of the network slice-specific authentication and authorization is FFS.
Editor's Note: How the AMF rejects the S-NSSAI(s) for which the NSSAA has failed or has been revoked is FFS.
------------------------------------------------------ Next Change -------------------------------------------------------
8.2.14.1	Message definition
The DEREGISTRATION REQUEST message is sent by the AMF to the UE. See table 8.2.14.1.1.
Message type:	DEREGISTRATION REQUEST
Significance:	dual
Direction:		network to UE
Table 8.2.14.1.1: DEREGISTRATION REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	De-registration request message identity
	Message type
9.7
	M
	V
	1

	
	De-registration type
	De-registration type
9.11.3.20
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	58
	5GMM cause
	5GMM cause
9.11.3.2
	O
	TV
	2

	5F
	T3346 value
	GPRS timer 2
9.11.2.4
	O
	TLV
	3

	11
	Rejected NSSAI
	Rejected NSSAI
9.11.3.46
	O
	TLV
	4-42



------------------------------------------------------ Next Change -------------------------------------------------------
8.2.14.X	Rejected NSSAI
If the network initiates de-registration procedure due to the failure of the NSSAA for all S-NSSAIs within the requested NSSAI, the network shall include this IE to inform the UE of the rejected S-NSSAIs.
------------------------------------------------------ Next Change -------------------------------------------------------
[bookmark: _Toc20233260]9.11.3.46	Rejected NSSAI
The purpose of the Rejected NSSAI information element is to identify a collection of rejected S-NSSAIs.
The Rejected NSSAI information element is coded as shown in figure 9.11.3.46.1, figure 9.11.3.46.2 and table 9.11.3.46.1.
The Rejected NSSAI is a type 4 information element with a minimum length of 4 octets and a maximum length of 42 octets.
NOTE:	The number of rejected S-NSSAI(s) cannot exceed eight.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Rejected NSSAI IEI
	octet 1

	Length of Rejected NSSAI contents
	octet 2

	
Rejected S-NSSAI 1
	octet 3

octet m 

	
Rejected S-NSSAI 2
	octet m+1*

octet n*

	
…

	octet n+1*

octet u*

	
Rejected S-NSSAI n
	octet u+1*

octet v*


Figure 9.11.3.46.1: Rejected NSSAI information element
	8
	7
	6
	5
	4
	3
	2
	1
	

	[bookmark: OLE_LINK11]Length of rejected S-NSSAI
	Cause value
	octet 1

	SST
	octet 2

	
SD
	octet 3*

octet 5*


Figure 9.11.3.46.2: Rejected S-NSSAI
Table 9.11.3.46.1: Rejected NSSAI information element
	Value part of the Rejected NSSAI information element (octet 3 to v)

	

	The value part of the Rejected NSSAI information element consists of one or more rejected S-NSSAIs. Each rejected S-NSSAI consists of one S-NSSAI and an associated cause value. The length of each rejected S-NSSAI can be determined by the 'length of rejected S-NSSAI' field in the first octet of the rejected S-NSSAI.

	The UE shall store the complete list received. If more than 8 rejected S-NSSAIs are included in this information element, the UE shall store the first 8 rejected S-NSSAIs and ignore the remaining octets of the information element.

	

	Rejected S-NSSAI:

	

	Cause value (octet 1)

	Bits

	4
	3
	2
	1
	
	

	0
	0
	0
	0
	
	S-NSSAI is not available in the current PLMN or SNPN

	0
	0
	0
	1
	
	S-NSSAI is not available in the current registration area

	0
	0
	1
	0
	
	Network slice specific authentication and authorization is pending for the S-NSSAI

	0
	0
	1
	1
	
	S-NSSAI is not available due to the failed or revoked network slice specific authorization and authentication.

	All other values are reserved.

	

	Slice/service type (SST) (octet 2)

	This field contains the 8 bit SST value. The coding of the SST value part is defined in 3GPP TS 23.003 [4].

	

	Slice differentiator (SD) (octet 3 to octet 5)

	This field contains the 24 bit SD value. The coding of the SD value part is defined in 3GPP TS 23.003 [4].


	NOTE:	If octet 3 is included, then octet 4 and octet 5 shall be included.



------------------------------------------------------ Next Change -------------------------------------------------------

