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***** First change *****
18.3	Pre-established session for MCData SDS communication
18.3.1	General
This subclause describes the procedures to establish pre-established MCData session which may be used for originating standalone SDS using media plane or SDS session. The MCData client or the participating MCData function may initiate the release of a pre-established session as defined in subclause 18.3.3.
***** Next change *****
18.3.1.1	SDP offer generation
When composing an SDP offer according to 3GPP TS 24.229 [5], IETF RFC 4975 [17], IETF RFC 6135 [19] and IETF RFC 6714 [20] the MCData client:
1)	shall include an "m=message" media-level section for the MCData media stream consisting of:
a)	the port number;
b)	a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS;
c)	an "a=sendrecv" attribute;
d)	an "a=path" attribute containing its own MSRP URI;
e)	set the content type as "a=accept-types:application/vnd.3gpp.mcdata-signalling application/vnd.3gpp.mcdata-payload"; and
f)	set the a=setup attribute as "actpass".
***** Next change *****
18.3.1.2	SDP answer generation
When composing the SDP answer according to 3GPP TS 24.229 [5], the participating MCData function:
1)	shall replace the IP address and port number in the received SDP answer with the IP address and port number of the participating MCData function, for the accepted media stream in the received SDP offer, if required; and
2)	if the IP address is replaced shall insert its MSRP URI before the MSRP URI in the "a=path" attribute in the SDP answer.
[bookmark: _Toc11410534]***** Next change *****
18.3.2	Session establishment
[bookmark: _Toc11410535]18.3.2.1	MCData client procedures
When the MCData client initiates a pre-established session the MCData client shall:
1)	gather ICE candidates according to IETF RFC 5245 [r5245]; and
NOTE 1:	ICE candidates are only gathered on interfaces that the MCData UE uses to obtain MCData service.
2)	generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [5], with the clarifications given below.
The MCData client:
1)	shall set the Request-URI of the SIP INVITE request to the public service identity of the participating MCData function serving the MCData user;
2)	may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [5];
3)	shall include the g.3gpp.mcdata.sds media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];
4)	shall include an Accept-Contact header field with the media feature tag g.3gpp.mcdata.sds along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
5)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP INVITE request;
6)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
7)	shall include the "timer" option tag in the Supported header field;
8)	should include the Session-Expires header field according to IETF RFC 4028 [38] and should not include the "refresher" header field. The "refresher" header field parameter shall be set to "uac" if included;
9)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdataInfo> element containing the <mcdata-Params> element with the <anyExt> element an <pre-established-session-ind> element set to a value of "true";
10)	shall include an SDP offer according to 3GPP TS 24.229 [5] with the clarifications given in subclause 18.3.1.1, and include ICE candidates in the SDP offer as per IETF RFC 5245 [r5245]; and
11)	shall send the SIP INVITE request according to 3GPP TS 24.229 [5].
Upon receiving a SIP 2xx response to the SIP INVITE request the MCData client:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
***** Next change *****
[bookmark: _Toc20215959]D.1.3	Semantic
The <mcdatainfo> element is the root element of the XML document. The <mcdatainfo> element can contain subelements.
NOTE 1:	The subelements of the <mcdata-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcdata-info> element
If the <mcdatainfo> contains the <mcdata-Params> element then:
1)	the <mcdata-access-token>, <mcdata-request-uri>, <mcdata-controller-psi>, <mcdata-calling-user-id>, <mcdata-called-party-id>, <mcdata-calling-group-id>, <alert-ind>, <originated-by> and <mcdata-client-id> can be included with encrypted content;
2)	for each element in 1) that is included with content that is not encrypted:
a)	the element has the "type" attribute set to "Normal";
b)	if the element is the <mcdata-request-uri>, <mcdata-calling-user-id>, <mcdata-called-party-id> or <mcdata-calling-group-id> or <originated-by> then the <mcdataURI> element is included;
c)	if the element is the <mcdata-access-token> or <mcdata-client-id>, then the <mcdataString> element is included; and
d)	if the element is <alert-ind> then the <mcdataBoolean> element is included;
3)	for each element in 1) that is included with content that is encrypted:
a)	the element has the "type" attribute set to "Encrypted";
b)	the <xenc:EncryptedData> element from the "http://www.w3.org/2001/04/xmlenc#" namespace is included and:
i)	can have a "Type" attribute can be included with a value of "http://www.w3.org/2001/04/xmlenc#Content";
ii)	can include an <EncryptionMethod> element with the "Algorithm" attribute set to value of "http://www.w3.org/2009/xmlenc11#aes128-gcm";
iii)	can include a <KeyInfo> element with a <KeyName> element containing the base 64 encoded XPK-ID; and
iv)	includes a <CipherData> element with a <CipherValue> element containing the encrypted data.
NOTE 2:	When the optional attributes and elements are not included within the <xenc:EncryptedData> element, the information they contain is known to sender and the receiver by other means.
If the <mcdatainfo> contains the <mcdata-Params> element then:
1)	the <mcdata-access-token> can be included with the access token received during authentication procedure as described in 3GPP TS 24.382 [49];
2)	the <request-type> can be included with:
a)	a value of "one-to-one-sds" to indicate that the MCData client wants to initiate a one-to-one SDS request;
b)	a value of "group-sds" to indicate the MCData client wants to initiate a group SDS request;
c)	a value of "one-to-one-fd" to indicate that the MCData client wants to initiate a one-to-one FD request;
d)	a value of "group-fd" to indicate that the MCData client wants to initiate a group FD request;
e)	a value of "msf-disc-req" to indicate that the MCData client wishes to discover the absoluteURI of the media storage function for HTTP requests;
f)	a value of "msf-disc-res" when the participating MCData function sends the absolute URI to the MCData client;
g)	a value of "notify" when the controlling MCData function needs to send a notification to the MCData client;
h)	a value of "one-to-one-sds-session" to indicate that the MCData client wants to initiate a one-to-one SDS session; and
i)	a value of "group-sds-session" to indicate the MCData client wants to initiate a group SDS session.
3)	the <mcdata-request-uri> can be included with an MCData group ID;
4)	the <mcdata-calling-user-id> can be included, set to MCData ID of the originating user;
5)	the <mcdata-called-party-id> can be included, set to the MCData ID of the terminating user;
6)	the <mcdata-calling-group-id> can be included to indicate the MCData group identity to the terminating user;
7)	the <alert-ind> can be:
a)	set to "true" to indicate that an alert to be sent; or
b)	set to "false" to indicate that an alert to is be cancelled;
8)	the <originated-by> can be included, set to the MCData ID of the originating user of an MCData emergency alert when being cancelled by another authorised MCDATA user;
9)	the <mcdata-client-id>: can be included, set to the MCData client ID of the MCData client that originated a SIP INVITE request, SIP REFER request or SIP MESSAGE request;
[bookmark: _GoBack]10)	the <mcdata-controller-psi> can be included, set to the PSI of the controlling MCData function that handled the one-to-one or group MCData data request; and
11)	the <anyExt> can be included with the following elements not declared in the XML schema:
a)	a <pre-established-session-ind> of type "xs:Boolean":
i)	set to a value of "true" by MCData client in pre-established session setup request to indicate MCData participating function about initiation of pre-established session.
b)	a <mcdata-communication-state> of type "xs:string" can be included to indicate state of MCData communication within pre-established session. The <mcdata-communication-state> can be set to:
i)	a value of "establish-request" by MCData participating function to indicate to the MCData client about MCData communication establishement request within pre-established session; 
ii)	a value of "establish-success" by MCData participating function or MCData client to indicate that the MCData communication is established successfully;
iii)	a value of "establish-fail" by MCData participating function or MCData client to indicate that the MCData communication establishement is failed or rejected;
iv)	a value of "terminate-request" by MCData participating function to indicate to the MCData client about MCData communication termination request within pre-established session; and
v)	a value of "terminated" by MCData participating function or MCData client to indicate MCData communication is terminated.
The recipient of the XML ignores any unknown element and any unknown attribute.
***** End of changes *****
