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12.1.1.1	Emergency alert origination
.Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:	this SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:
1)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;
2)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];
4)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:
a)	the <mcptt-request-uri> element set to the group identity;
b)	the <alert-ind> element set to a value of "true"; and
c)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;
5)	shall include in the SIP MESSAGE request the specific location information for MCPTT emergency alert  as specified in subclause 6.2.9.1;
6)	shall set the MCPTT emergency state if not already set;
7)	shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";
8)	shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; and
9)	shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".
On receiving a SIP 4xx response a SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert".
NOTE 2:	the MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatening condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.
[bookmark: _GoBack]NOTE 3:	Based on implementation the MCPTT client can subsequently automatically originate an MCPTT emergency group call as specified in subclause 10.1.1.2.
* * * End of changes * * * *
