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[bookmark: _Toc11416353]***** Next change *****
[bookmark: _Toc20212026]4.5	Trusted access
For a trusted non-3GPP access network, the communication between the UE and the 5GCN is secure. A trusted non-3GPP access network is connected to the 5GCN via a trusted non-3GPP gateway function (TNGF) as specified in 3GPP 23.501 [2]. The TNGF interfaces the 5GCN CP function via the N2 interface to the AMF and the 5GCN UP functions via N3 interface to the UPF as described in 3GPP TS 23.501 [2]. The TNGF FQDN is specified in 3GPP TS 23.003 [8].
For a trusted non-3GPP access network, the UE establishes secure connection to the 5GCN over trusted non-3GPP access to the TNGF. The UE uses 3GPP-based authentication for connecting to a non-3GPP access and establishes an IPsec Security Association (SA) with the the TNGF in order to register to the 5GCN by using the registration procedure as specified in 3GPP TS 24.501 [4]. After the registration, the UE supports NAS signalling with the 5GCN using the N1 reference point as specified in 3GPP TS 24.501 [4].
***** Next change *****
[bookmark: _Toc20212066][bookmark: _Toc20212040]5.3A.1	General
There are two modes of PLMN selection, namely, manual selection and automatic selection.
The UE follows one of the following two procedures defined in subclause 5.3.2.2 and 5.3.2.3 depending on its implementation.
The PLMN selected in accordance with these procedures determines the WLAN that is selected. When the selected WLAN is a trusted non-3GPP IP access and the UE decides to access 5GC via trusted non-3GPP IP access, the UE shall derive a NAI from the identity of the selected PLMN and use the NAI as the identity for authentication and authorization with the PLMN and usage of the WLAN.
Editor's note: 	Stage 2 does not consider the WLAN dynamically indicating whether it is considered trusted or untrusted. Usage of this indicator in this specification is FFS.
Editor's note [WI: 5WWC, CR#105]: 	The use of the TNGF FQDN for PLMN selection purposes is FFS.
***** Next change *****
7.2.2	N3AN node configuration information
The N3AN node configuration information is provisioned to the UE either by H-PCF or via implementation specific means. The UE shall apply the N3AN node configuration information provisioned via implementation specific means only if the N3AN node configuration information provisioned by the H-PCF is not present in the UE.
The N3AN node configuration information shall consist of the following:
-	N3AN node selection information;
-	optionally, home N3IWF identifier configuration; and
-	optionally, home ePDG identifier configuration.
The N3AN node selection information consists of N3AN node selection information entries. Each N3AN node selection information entry contains a PLMN ID and information for the PLMN ID. The N3AN node selection information contains at least an N3AN node selection information entry with information for the HPLMN and an N3AN node selection information entry for "any_PLMN".
The N3AN node configuration information provisioned by H-PCF is as specified in 3GPP TS 24.501 [4] annex D and 3GPP TS 24.526 [17].
The UE shall support the implementation of standard DNS mechanisms in order to retrieve the IP address(es) of the N3IWF, or ePDG or TNGF. The input to the DNS query is an N3IWF FQDN, or ePDG FQDN or TNGF FQDN as specified in 3GPP TS 23.003 [8].

