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[bookmark: _Toc4676995]Start of Change

[bookmark: _Toc20232470]4.14.2	Stand-alone non-public network
The functions and procedures of NAS described in the present document are applicable to an SNPN and an SNPN enabled UE unless indicated otherwise. The key differences brought by the SNPN to the NAS layer are as follows:
a)	instead of the PLMN selection process, the SNPN selection process is performed by a UE operating in SNPN access mode (see 3GPP TS 23.122 [5] for further details on the SNPN selection);
b)	a "permanently forbidden SNPNs" list and a "temporarily forbidden SNPNs" list are managed by a UE operating in SNPN access mode instead of forbidden PLMN lists;
c)	inter-system change to and from S1 mode is not supported;
d)	emergency services are not supported in SNPN access mode;
e)	with respect to the 5GMM cause values:
1)	5GMM cause values #74 "Temporarily not authorized for this SNPN" and #75 "Permanently not authorized for this SNPN" are supported whereas these 5GMM cause values cannot be used in a PLMN; and
2)	5GMM cause value #73 "Serving network not authorized" is not supported whereas this 5GMM cause value can be used in a PLMN; and
Editor's note [WI: Vertical_LAN, CR#1286]:	It is FFS whether 5GMM cause values #31 "Redirection to EPC required" and # 72 "Non-3GPP access to 5GCN not allowed" are supported in an SNPN.
f)	a list of "5GS forbidden tracking areas for roaming" and a list of "5GS forbidden tracking areas for regional provision of service" are managed per SNPN (see 3GPP TS 23.122 [5]);. and
g)	when registered to a SNPN, the UE shall consider all received UE policies provided by the registered SNPN only to be used for that SNPN.

Next Change

D.2.1.2	Network-requested UE policy management procedure initiation
In order to initiate the network-requested UE policy management procedure, the PCF shall:
a)	allocate a PTI value currently not used and set the PTI IE to the allocated PTI value; 
b)	encode the information about the UE policy sections to be added, modified or deleted in a UE policy section management list IE as specified in subclause D.6.2 and include it in a MANAGE UE POLICY COMMAND message;
c)	send the MANAGE UE POLICY COMMAND message to the UE via the AMF as specified in 3GPP TS 23.502 [9]; and
d)	start timer T3501 (see example in figure D.2.1.2.1).
NOTE:	The PCF starts a different timer T3501 for each allocated PTI value.


Figure D.2.1.2.1: Network-requested UE policy management procedure
Upon receipt of the MANAGE UE POLICY COMMAND message with a PTI value currently not used, for each instruction included in the UE policy section management list IE, the UE shall:
a)	store the received UE policy section of the instruction, if the UE has no stored UE policy section associated with the same UPSI as the UPSI associated with the instruction;
b)	replace the stored UE policy section with the received UE policy section of the instruction, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction; or
c)	delete the stored UE policy section, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction and the UE policy section contents of the instruction is empty.
The UE may continue storing a received UE policy section for a PLMN or SNPN when the UE registers in another PLMN or SNPN. If necessary, the UE may delete UE policy sections stored for a PLMN or SNPN other than the RPLMN and the HPLMN or the registered SNPN, before storing the new received UE policy sections.
NOTE:	The maximum number of UE policy sections for PLMNs or SNPNs other than the HPLMN and the RPLMN or the registered SNPN that the UE can store and how the UE selects the UE policy sections to be deleted are up to the UE implementation.

Next Change
[bookmark: _Toc20233346]D.2.2.2	UE-initiated UE state indication procedure initiation
In order to initiate the UE-initiated UE state indication procedure, the UE shall create a UE STATE INDICATION message. The UE:
a)	shall allocate a PTI value currently not used and set the PTI IE to the allocated PTI value; 
b)	shall include the UPSI(s) of the UE policy section(s) which are identified by a UPSI with the PLMN ID part indicating the HPLMN or the selected PLMN available in the UE in the UPSI list IE; 
c)	shall include UPSI(s) of the UE policy section(s) which are identified by a UPSI with the SNPN ID indicating the selected SNPN available in the UE in the UPSI list IE only when the UE performs registration to that selected SNPN;
dc)	shall specify whether the UE supports ANDSP in the UE policy classmark IE; and
ed)	may include the UE's one or more OS Ids in the UE OS Id IE.
The UE shall send the UE STATE INDICATION message (see example in figure D.2.2.2.1). The UE shall transport the created UE STATE INDICATION message using the registration procedure (see subclause 5.5.1).


Figure D.2.2.2.1: UE-initiated UE state indication procedure

Next Change

[bookmark: _Toc20233362]D.6.2	UE policy section management list
The purpose of the UE policy section management list information element is to transfer from the PCF to the UE a list of instructions to be performed at the UE for management of UE policy section stored at the UE.
The UE policy section management list information element is coded as shown in figure D.6.2.1, figure D.6.2.2, figure D.6.2.3, figure D.6.2.4, figure D.6.2.5, figure D.6.2.6, figure D.6.2.7 and table D.6.2.1.
The UE policy section management list information element has a minimum length of 12 octets and a maximum length of 65534 octets.
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Figure D.6.2.1: UE policy section management list information element
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Figure D.6.2.2: UE policy section management list contents
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Figure D.6.2.3: UE policy section management sublist
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Figure D.6.2.4: UE policy section management sublist contents
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Figure D.6.2.5: Instruction
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Figure D.6.2.6: UE policy section contents
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Figure D.6.2.7: UE policy part
[bookmark: _GoBack]
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Figure D.6.2.8: Network identifier (NID)

Table D.6.2.1: UE policy section management list information element
	Value part of the UE policy section management list information element (octets 4 to z)

	

	The value part of the UE policy section management list information element consists of one or several UE policy section management sublists.

	

	UE policy section management sublist:

	

	Length of UE policy section management sublist (octets d to d+1)

	

	This field contains the binary encoding of the length of the UE policy section management sublist in units of octets.

	

	MCC, Mobile country code (octet d+2, and bits 4 to 1 of octet d+3)

	

	The MCC field is coded as in ITU-T Recommendation E.212 [42], annex A.

	

	MNC, Mobile network code (bits 8 to 5 of octet d+3, and octet d+4)

	

	The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be coded as "1111".

	

	UE policy section management sublist contents (octets d+5 to y)

	

	The UE policy section management sublist contents consist of one or several instructions.

	

	Instruction:

	

	Instruction contents length (octets d+5 to d+6) 

	

	This field contains the binary encoding of the instruction contents length in units of octets.

	

	UPSC (octets d+7 to d+8)

	

	This field contains the binary encoding of the UPSC. The value of the UPSC is set by the PCF.

	

	UE policy section contents (octets d+9 to k)

	

	The UE policy section contents consist of one or several UE policy parts.

	

	UE policy part:

	

	UE policy part contents length (octets q to q+1)

	

	This field contains the binary encoding of the UE policy part contents length in units of octets.

	

	UE policy part type (bits 4 to 1 of octet q+2)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	Reserved

	0
	0
	0
	1
	URSP

	0
	0
	1
	0
	ANDSP

	0
	0
	1
	1
	V2XP

	All other values are reserved.

	

	Network type (bit 6 and bit 5 of octet q+2) NOTE 1.

	Bits

	6
	5
	

	0
	0
	Reserved

	0
	1
	PLMN

	1
	0
	SNPN

	1
	1
	Spare

	

	Bits 8 to 75 of octet q+2 are spare and shall be coded as zero.

	

	UE policy part contents

	

	This field contains a UE policy part encoded as specified in 3GPP TS 24.526 [19] for the UE policy part type field set to "URSP" or "ANDSP" and encoded as specified in 3GPP TS 24.588 [19C] for the UE policy part type field set to "V2XP".

	

	NOTE 1: If the network type of the UE policy part indicates SNPN, then the MCC and MNC of the UE policy section management sublist together with the NID is the SNPN ID of that SNPN policy

	



[bookmark: _Toc4677218]End of Change
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