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1. Introduction
The interaction between the MiD service and ECTis incomplete. The actions of the UE and the AS handling to support the ECT service being executed at the ECT service of the network of identity C (or D) is added.
2. Reason for Change
The MiD service needs to ensure that the idenities are correct when the ECT service performs the service procedures. This PCR also implements the procedures to ensure that the ECT is performed by the AS serving the used identity.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174V1.0.0.
* * * First Change * * * *
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* * * Next Change * * * *

4.6.7
Explicit Communication Transfer (ECT)

4.6.7.1
Interactions for MuD service

No impact; i.e. neither service shall affect the operation of the other service.

4.6.7.2
Interactions for MiD service
4.6.7.2.1.
Actions at the UE acting as transferor
When the UE initiates a communication transfer, the UE shall use the same identity in the Referred-By header field as was indicated for the established session. If the UE uses identity C or identity D for the established session, the UE shall add the Addditional-Identity header field containing this identity.
4.6.7.2.2
Actions at the AS serving the transferor
4.6.7.2.2.1
Identifying a request for communication transfer
See TS 24.629 [24629] on the criteria to determine that a REFER request is to be treated as a request for transfer of an existing communication.
4.6.7.2.2.2
Handling of transfer requests

When a REFER request identified as a request for transfer is received from the served user and the Additional-Identity header field is included in the REFER request the AS shall authorize the use of the Additional-Identity header field as specified in clause 4.5.3.2.2. If the user is authorized to use the Additional-Identity header field the AS shall forward the REFER request as follows:
a)
if the REFER request was received inside the dialog, the AS forwards the request in the existing dialog towards the transferee; or
b)
if the REFER request was received outside the existing dialog, as specified in TS 24.629 [24629], the AS forwards the REFER request towards the transferee with the same considerations as specified for an initial INVITE request in clause 4.5.3.2.1.
4.6.7.2.2.3
Actions at the AS serving the identity C or identity D

When a REFER request identified as a request for transfer that contains an Additional-Identity header field containing a URI of the served user is received the AS shall in addition to the procedures in clause 4.5.3.3 verify that the Referred-By header field is consistent with the Additional-Identity header field, and if necessary replace the Referred-By header field value with the identity in the received Additional-Identity header field. The AS then forwards the REFER request following normal procedures.
* * * Next Change * * * *
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