3GPP TSG CT WG1 Meeting #120





C1-196413
Portoroz (Slovenia), 7-11 October 2019
Source:
MediaTek Inc.
Title:
Discussion of S-NSSAI handling after PLMN change
Agenda item:
16.2.4.1
Document for:
Discussion and decision
1. Problem statement
Some issues of S-NSSAI(s) for PDU session are clarified in S2-1907949:

	Table 5.6.1-1: Attributes of a PDU Session

PDU Session attribute

May be modified later during the lifetime of the PDU Session

Notes

S-NSSAI of the HPLMN
No

(Note 1) (Note 2)

S-NSSAI of the Serving PLMN

Yes

(Note 1) (Note 2) (Note 4)

DNN (Data Network Name)

No

(Note 1) (Note 2)

PDU Session Type

No

(Note 1)

SSC mode

No

(Note 2)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

PDU Session Id

No

User Plane Security Enforcement information

No

(Note 3)

Multi-access PDU Connectivity Service
No
Indicates if the PDU Session provides multi-access PDU Connectivity Service or not.
NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) and S-NSSAI(s) may correspond to different default SSC modes and different default PDU Session Types

NOTE 2:
S-NSSAI(s) and DNN are used by AMF to select the SMF(s) to handle a new session. Refer to clause 6.3.2.

NOTE 3:
User Plane Security Enforcement information is defined in clause 5.10.3.
NOTE 4: 
The S-NSSAI value of the Serving PLMN associated to a PDU Session can change whenever the UE moves to a different PLMN, while keeping that PDU Session.



Observation 1: The S-NSSAI of the Serving PLMN associated with a PDU session may change during the PDU session lifetime (e.g., after inter-PLMN change). 

Based on the observation above, the following issues should be solved:

Issue 1: After inter-PLMN change, how does the UE determine whether a PDU session is allowed?

Issue 2: After inter-PLMN change, how does the UE determine the update of the serving PLMN S-NSSAI associated with the PDU session?

2. Proposed solutions

Regarding Issue 1 and Issue 2, the following procedure is proposed:

Step 1:
When PLMN change from VPLMN1 or HPLMN to VPLMN2 and the UE has at least one active PDU session, the UE shall include the corresponding (mapped) HPLMN S-NSSAI in the Requested NSSAI IE of the REGISTRATION REQUEST message.
Step 2:
If the VPLMN2 decides to keep the PDU session, VPLMN2 includes the mapped HPLMN S-NSSAI associated with an S-NSSAI of VPLMN2 in the allowed NSSAI list included in the REGISTRATION ACCEPT message.

Step 3:
Regarding PDU session continuity:
Upon receipt of the REGISTRATION ACCEPT message, the UE checks the mapped HPLMN S-NSSAI in the allowed NSSAI list to determin whether a PDU session can be kept after PLMN change. i.e., if the (mapped) HPLMN S-NSSAI associated with the PDU session is included in the mapped HPLMN S-NSSAI in the allowed NSSAI list, then the PDU session is kept after inter-PLMN change.

Regarding update of serving PLMN S-NSSAI:
[Alternative #1] the UE updates the associated serving PLMN S-NSSAI based on the content of the allowed NSSAI list. i.e., the UE uses the HPLMN S-NSSAI as the index to select the serving PLMN S-NSSAI in the allowed NSSAI list as the new serving PLMN S-NSSAI associated with the PDU session.
[Alternative #2] the VPLMN2 initiates a PDU session modification procedure to provision the new S-NSSAI associated with the PDU session.

Regarding Alternative #1 for serving PLMN S-NSSAI update, there’s a potential issue. As described in TS 24.501 that:

	NOTE 3: More than one S-NSSAIs in an NSSAI can have the same SST values, and optionally same SD values, which are associated with different mapped HPLMN SST values and optionally mapped HPLMN SD values.


However, it is not mandatory that all the S-NSSAIs in the allowed NSSAI list shall have distinct mapped HPLMN S-NSSAI values, thus the UE may not be able to determine the serving PLMN S-NSSAI by using the mapped HPLMN S-NSSAI as the index when there are multiple serving PLMN S-NSSAIs mapped to the same HPLMNS-NSSAI, e.g.:

	# (in allowed NSSAI list)
	Serving PLMN S-NSSAI
	Mapped HPLMN S-NSSAI

	1
	SST1.SD1
	SST1

	2
	SST1.SD2
	SST1

	3
	SST5
	SST1

	4
	SST2
	SST2


For a PDU session associated with HPLMN S-NSSAI value SST1, it is not clear which is the correct serving PLMN S-NSSAI to be associated with the PDU session.

Here is the comparison between those two alternatives:

	
	Pros.
	Cons. 

	Alternative #1

[by allowed NSSAI]
	· no extra signalling to provision the serving PLMN S-NSSAI
	· it is not clear how to determine the serving PLMN S-NSSAI when there are multiple serving PLMN S-NSSAIs mapped to the same HPLMN S-NSSAI.

	Alternative #2

[by PDU Session Modification procedure]
	· the serving PLMN S-NSSAI is deterministic
	· extra signalling/overhead is needed to update the serving PLMN S-NSSAI


Based on the comparison, we propose to apply Alternative #2 as the way forward and thus have the following proposals:

Proposal 1: After PLMN change in roaming scenario, the UE only provides the HPLMN S-NSSAIs of the active PDU sessions in the requested NSSAI. Upon receipt of the allowed NSSAI list included in the REGISTRATION ACCEPT message, the UE determines a PDU session is allowed if the mapped HPLMN S-NSSAI is included in the allowed NSSAI list.

Proposal 2: After PLMN change in roaming scenario, the new serving PLMN shall provision the S-NSSAI associated with the PDU session by using a PDU session modification procedure.

3. Proposal
It is proposed that CT1 discusses the solutions described in section 2 or other potential solutions, and selects a way forward.

CRs corresponding to Proposal 1 and Proposal 2 are proposed in C1-196414 and C1-196415, respectively.

