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1. Introduction

This document discusses NSSAI handling when a roaming UE, with home routed sessions, performs mobility across EPS to 5GS of a VPLMN, or across 5GS of VPLMN 1 to 5GS of VPLMN 2. As this topic has been discussed for a few meetings now, the scenarios and problem will not be re-stated herein but can instead be retrieved from C1-194160.
2. Discussion
2.1 Recap from meeting CT1#119

The discussions focused on the indication from the:
i. UE to the network in the Registration Request message,

ii. AMF to the UE in the Registration Accept message and the method by which the UE updates the S-NSSAI of the transferred PDU sessions
For i), the consensus was that a new IE should be used so that the solution works in a backwards compatible manner with AMFs of previous releases.

For ii), there were two main proposals as follows:

· Proposal 1 (see C1-194585, C1-1945154): the AMF sends the Allowed NSSAI IE in the Registration Accept and the UE, for each S-NSSAI entry, verifies the mapped S-NSSAI for a match with the mapped S-NSSAI associated with the PDU sessions that are requested for transfer. A match indicates that the PDU session was transferred and the UE then updates the S-NSSAI of the transferred session using the received S-NSSAI value (i.e. the entire S-NSSAI value that includes the VPLMN S-NSSAI and the mapped S-NSSAI as defined in Figure 9.11.2.8.1 of TS 24.501)
· Proposal 2 (see C1-194964): the AMF uses a new IE containing a list of {PDU session ID, S-NSSAI} pair to indicate which PDU session have been transferred. For each transferred PDU session identified by a PDU session ID, the UE simply updates the S-NSSAI with the received value i.e. there is no need to check for a match with the mapped S-NSSAIs in the Allowed NSSAI IE.
This document discusses both proposals listed above and suggests a way forward.
2.2 Principles for the Release 16 solution

The topic at hand is for Release 16 for which there is no protocol limitation regarding the use of new IEs, hence for example there is consensus to use a new IE in the Registration Request message. The following principles should be used for a solution in Rel16:

1) Keep the existing Rel15 framework unmodified and have a clean slate solution for Rel16
a) The Rel16 UE sets the Requested NSSAI IE as defined in Rel15, hence the AMF can determine whether the UE has NSSAI information for the target VPLMN or not

b) The Rel16 AMF sets the Allowed NSSAI IE as defined in Rel15 
2) The new IE from the UE should be sent regardless of whether the UE has NSSAI information for the target VPLMN. Indicating the need to transfer a session (with a new IE) should not be dependent on whether the UE has NSSAI information for the target VPLMN as that does not change the need to transfer the session(s)
3) Avoid unnecessary UE checks for a match of mapped S-NSSAI

a) As per 1a) and 2) above, the UE would not need to check the mapped S-NSSAI of the sessions and hence set the Requested NSSAI differently (as suggested with Proposal 1) depending on existence of NSSAI information for the target system/VPLMN

4) Updating the S-NSSAI of a transferred session should be straightforward, simple, and consistent

a) It should work for all mobility cases in a consistent manner i.e. different UE behavior based on the mobility scenario at hand should be avoided.

b) It should avoid checks for a match of mapped S-NSSAI as this introduces unnecessary complexity in the UE

2.3 Discussion on some of the Rel16 solution principles

This section discusses some of the drawbacks of Proposal 1, which does not follow the principles listed above, and shows how these drawbacks are avoided with Proposal 2.
Section 9.11.2.8 of TS 24.501 defines the S-NSSAI IE as follows:
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The Mapped HPLMN SST field and the Mapped HPLMN SD fields are optional even in a VPLMN. 

Drawback 1: the UE must check (1) whether these optional fields are present, and if yes, then (2) whether there is match with the mapped S-NSSAI of the PDU session(s) that are requested for transfer. 

As an example, assume the UE has 3 PDU sessions that have been requested to be transferred and the AMF provides an Allowed NSSAI IE with 8. The UE needs to perform a total of 3 x 8 = 24 checks in order to determine whether any of the PDU session. When none of these sessions are transferred, the UE can only make such a determination by checking for a match for all entries in the Allowed NSSAI IE.
This drawback does not exist with Proposal 2 which provides an explicit indication, via the proposed new IE in the Registration Accept, when at least one PDU session is transferred:

· The mere lack of the IE indicates that no PDU session was transferred. With the example above, the UE would avoid performing a total of 24 checks of mapped S-NSSAIs

· The presence of the IE indicates that at least one PDU session is transferred. Furthermore, the PDU session ID is provided and enables an explicit, simple and straightforward method to determine which session is transferred with the associated update S-NSSAI 

Drawback 2: the solution based on Proposal 1 does not lead to a consistent UE behavior. Instead exceptions must be made for the case when the UE goes back to the HPLMN and even then, one exception is not enough as will be explained next.
The concept of mapped S-NSSAI applies to roaming cases where the S-NSSAI of the serving VPLMN has a mapping to an S-NSSAI of the HPLMN, hence the latter is called mapped S-NSSAI. When the UE is in the HPLMN, the optional fields in the S-NSSAI that contain Mapped HPLMN SST and Mapped HPLMN SD are not expected to be present. Hence Proposal 1 does not work when the UE performs mobility from a VPLMN to the HPLMN since the lack of mapped S-NSSAI will result to the release of the PDU session (as there will not be a match between the mapped S-NSSAI associated with the PDU session to be transferred and the missing mapped S-NSSAI in the Allowed NSSAI IE that is received from the HPLMN).
To make Proposal 1 work, exceptions would be needed where the UE now must perform a different check based on the mobility scenario i.e.:
a) When moving to a new VPLMN, the UE checks for a match between the mapped S-NSSAI of the PDU session(s) to be transferred and the mapped S-NSSAI of the entries in the Allowed NSSAI IE, or

b) When moving from a VPLMN to the HPLMN, the UE checks for a match between the mapped S-NSSAI of the PDU session(s) to be transferred and S-NSSAI (i.e. mandatory field) in the Allowed NSSAI IE

The above leads to different UE behavior with a dependency on the mobility scenario. Such solutions should be avoided especially when a solution with a consistent UE behavior can be achieved in Rel16.

Additionally, SA2 has discussed the possibility of having mapped S-NSSAI even when the UE is in the HPLMN. If this does happen, then what should the UE do when it moves from the VPLMN to the HPLMN? Should another exception be introduced in addition to the one discussed above? How will the UE know which field to check for a match against i.e. the mandatory fields or the optional fields (Mapped HPLMN SST and Mapped HPLMN SD)?
On the other hand, Proposal 2 works for all cases regardless of the target PLMN being a VPLMN or HPLMN. This is because identifying which session is transferred and the associated updated S-NSSAI works in a deterministic manner without the need to define exceptions. 
3. Conclusion
This document has discussed the solution for handling the NSSAI during roaming scenarios.

As this is for Rel16, a clean slate solution should be used without impacting Rel15 behavior at the UE and the network. Hence, there is consensus in CT1 to use a new IE from the UE to the network direction as described in section 2.1. Moreover, the UE should provide this new IE regardless of whether the UE has NSSAI information for the target VPLMN or not as transferring the PDU session should not be dependent on that.
For the network to UE direction, Proposal 1 which uses the existing Allowed NSSAI IE to determine the transferred sessions and associated updated S-NSSAIs leads to different UE behavior in different cases as described in section 2.3 i.e. the UE behavior is inconsistent. 

As a solution is being introduced in Rel16, there is restriction from using a new IE especially that this (i.e. Proposal 2) leads to a consistent, simple, and deterministic method to identify which sessions are transferred and their associated updated S-NSSAIs. Furthermore, Proposal 2 does not rely on complex checks regarding the mapped S-NSSAI field which may be missing in some cases. Hence Proposal 2 should be considered as a way forward.

C1-196396 specifies a solution based on the principles listed in section 2.2 i.e. the UE requests to transfer the PDU sessions regardless of whether NSSAI information exists for the target VPLMN, and the network uses a new IE to explicitly indicate which PDU session is transferred and its associated S-NSSAI. The UE uses the latter to update the S-NSSAI in a consistent, simple, and deterministic manner.

