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• In August 2019 CT1#119 meeting, an agreement was achieved on CIOT CP data transport in 5GS. However, there 
are many Editorial Notes (EN) were added in the agreed CR to pave a way for further enhancements:

• It was expected a new EPD based solution will be tabled in the Oct. CT1 meeting to resolve one or more of these 
ENs.

• The motivation of this paper is: if the new EPD based solution cannot fly and CT1 still thinks further 
enhancements on the current agreed solution are required in order to shorten the message overhead as far as 
possible, to improve the UE battery life and signaling efficiency, then an alternative was provided here.

• This alternative is only touching the uplink direction from the idle mode. 

Motivation of this paper



CONTROL PLANE SERVICE REQUEST message coding

CIoT small data container IE coding

• These four IEs are included when the 
data size is >= 255 bytes

• The existing IE codings are reused

This IE is only included when the 
data size < 255 bytes, and no 
other optional IE to be sent

This IE is only used for PDU session status synchronization 
between the UE and the network

This IE is only used for requesting the CP-to-UP switching

This IE is only used for ciphering the optional IEs other than CIoT
small data container

For plain CPSR message: 
In best cases (often case), the message overhead is 7 bytes;
In worst cases (rare case), the message overhead is 22 bytes.

For security protected CPSR message: 
In best cases (often case), the message overhead is 14(7+7) bytes;
In worst cases (rare case), the message overhead is 29(22+7) bytes.

What was agreed in August CT1 meeting



• Back to Rel-8 when developing the 4G NAS protocol, based on RAN2 request on carrying the Service Request 
message in the Msg3 over RRC layer, CT1 has defined a non-standard L3 NAS message SERVICE REQUEST (SR) with 
shortest message header.

• The 4G SR message has a unique and special message format which does not follow what specified in TS 24.301 
sub 9.1.

• As a dedicated security header type is defined for SR message only, message ID is not needed. This saves 1 octet.

• As the short MAC was used, this saves 2 octets.

• As the security protection was directly applied, this saves 1 octet (double PD + security header type is avoided).

Where the idea of this alternative comes from



• A non-standard L3 NAS message CONTROL PLANE SERVICE REQUEST (CPSR) was defined with shortest message 
header. 

• The message header format is very similar as 4G SR message with only difference is half-octet PD was replaced by 1 
octet EPD (see green part below). Other header IE codings are the same as 4G SR message. 

• The message body format is the same as the current CPSR message in the spec and all optional IE codings are the 
same (see yellow part below). 

• CP service type can rely on the RRC cause value provided by the lower layers, similar as done for 4G SR message.

Enhanced message coding of CPSR

For security protected CPSR message: 
In best cases (often case), the message overhead is 8 bytes;
In worst cases (rare case), the message overhead is 23 bytes.

The EPD is still 5GMM



• As 4G SR message can work well, then this CPSR message should work well in 5GS as well.

• There is no much work required for going this alternative as only the message header format is 
different from the current CPSR message in the spec. All optional IEs in the message body are the same. 
Hence, Minor updates are foreseen for the procedure part. 

• The main benefit of this alternative comparing to the current spec is always saving 6 octets message 
overhead in all cases.

Benefits of this alternative

Cases
Security protected message 

overhead in the current spec
Security protected message 
overhead of this alternative 

Octets 
saved

Best cases 14 8 6

Worst cases 29 23 6

NOTE: As CPSR message shall always be security protected, hence it is 
reasonable to only cover security protected message for compare



• It proposes CT1 to discuss and decide that in case of new EPD based solution cannot 
fly, whether further enhancements on the current solution in the spec are required to 
save 6 octets message overhead.

Proposal
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