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The SA2 agreed CR.
	Spec
	Subject
	@ Mtg
	S2 TD

	23.501
	Introduction of Slice-Specific Authentication and Authorisation
	S2-133
	S2-1906591

	23.502
	Slice Specific Authentication and Authorization with multiple registrations in the same PLMN
	S2-133
	S2-1906592

	23.502
	MCC implementation correction CR: Slice Specific Authentication and Authorization with multiple registrations in the same PLMN
	S2-134
	S2-1907775

	23.502
	Clarifications to Slice-Specific Authentication and Authorisation
	S2-134
	S2-1907985
->SP-190864


SA3 is still working on the TR phase. This WP has not included the work corresponding to SA3.
eNS Work and Contribution Plan

	Summary of expected changes
	Possibly Impacted subclauses in TS24.501
	Company planning to contribute on the area

	Deregistration procedure is performed if there is no allowed NSSAI after the Network Slice-Specific Authentication and Authorization is performed


	5.5.2.3;
8.2.14;
	vivo

	Alternative 1 (C1-195148 from China Mobile):
UL/DL NAS TRANSPORT is updated to include the EAP message and S-NSSAI.

A new container type is needed if the UL/DL NAS TRANSPORT message is used.

Alternative 2 (C1-194970 from Nokia): 

New messages are defined for NSSAA to include the EAP message and S-NSSAI.


	
	Waiting for SA2/SA3 ongoing discussions.

	How the AMF handles requests S-NSSAI(s) subject to Network slice-specific authentication and authorization, the AMF associates the S-NSSAI(s) if the UE has not indicated support Network slice-specific authentication and authorization
	5.5.1.2.4;

5.5.1.3.4;


	NEC

	New cause #62 No network slices available
	27.007
	InterDigital

	Overview of Network Slice-Specific Authentication and Authorization


	4.6.2.4
	C1-195125 (agreed in CT1#119)

	UE MM capability IE update/included in the registration procedure  if the UE supports Network Slice-Specific Authentication and Authorization


	5.5.1.2.2;

5.5.1.3.2;

9.11.3.1;
	C1-195125 (agreed in CT1#119)

	The registration procedure is rejected by the AMF if there is no S-NSSAI can be provided in the allowed NSSAI.

Rejected NSSAI is included in the REGISTRATION REJECT message


	4.6.2.1;
4.6.2.2;

5.5.1.2.5;
5.5.1.3.2;
5.5.1.3.5;

8.2.9.1;
8.2.9.5 (new);

9.11.3.2;

 A.3;

	C1-195203 (agreed in CT1#119)

	The registration procedure is updated to indicate the pending Network Slice-Specific Authentication and Authorization.
Rejected NSSAI is included in the REGISTRATION ACCEPT message to indicate the pending Network Slice-Specific Authentication and Authorization.
Empty NSSAI may be provided in the registration procedure (Note it is used the 5GS registration result to indicate the empty NSSAI in the TS 24.501).


	3.1,

5.5.1.2.4;
5.5.1.3.4;

8.2.7;
9.11.3.6 
9.11.3.46
	C1-195200 (agreed in CT1#119)

	Configuration update procedure to indicate the new allowed NSSAI and new rejected NSSAI.
	5.4.4.3

	C1-195200 (agreed in CT1#119)


Editor’s notes remained in the TS 24.501.

	Editor’s Notes
	Subclauses in TS24.501
	Company planning to contribute to solve the Editor’s note

	Editor's Note: How to secure that a UE does not wait indefinitely for completion of the network slice-specific authentication and authorization is FFS.
	4.6.2.4
(Added in the C1-195125)
5.5.1.2.4,

5.5.1.3.4

(Added in the C1-195200)
	InterDigital,
NEC

	Editor's Note: How the AMF rejects the S-NSSAI(s) for which the NSSAA has failed or has been revoked is FFS.
	4.6.2.4
(Added in the C1-195125)
	Ericsson

	Editor’s Note:
The TS must be checked to ensure consistent usage of the terms Rejected NSSAI for the current PLMN, Rejected NSSAI for the current registration area and Rejected NSSAI due to network slice specific authentication and authorization
Note this is related to whether a new terminology to replace Rejected NSSAI due to network slice specific authentication and authorization  
	3.1
(Added in the C1-195200)
	InterDigital

	Editor’s Note:
The UE behaviour is FFS.
	5.4.4.3, 
5.5.1.2.4, 
5.5.1.3.4,
(Added in the C1-195200)
	

	Editor’s Note: The conditions for AMF to accept the registration procedure subject to the network slice-specific authentication and authorization requires further study. 
	5.5.1.2.4,

5.5.1.3.4
(Added in the C1-195200)
	Ericsson

	Editor's note:
It is FFS if any other cause values are needed for network slice-specific authentication and authorization. 
	5.5.1.2.4, 
5.5.1.3.4
(Added in the C1-195200)
	

	Editor’s Note:
It is FFS how the last sentence above is impacted by network slicing specific authentication and authorization.
	4.6.2.1
(Added in the C1-195203)
	Ericsson


