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Problem statement

Related with the work for eNS on network slice-specific authentication and authorization, it is an Editor’s Note in TS 24.501:

Editor's Note: How to secure that a UE does not wait indefinitely for completion of the network slice-specific authentication and authorization is FFS.
This Editor’s Note is added to secure that the UE will not wait indefinitely for completion of the network slice-specific authentication and authorization procedure(s).
 
Looking at the procedure that can cause the problem in principle:

The AMF will at reception of the REGISTRATION REQUEST message look at the requested NSSA and in the in the REGISTRATION ACCEPT message include the allowed NSSAI and rejected NSSAI as appliccable for S-NSSAIs that are not subject to network slice-specific authentication and authorization.

The AMF will then start the network slice-specific authentication and authorization procedure for the relevant S-NSSAI(s).

When the network slice-specific authentication and authorization procedure(s) are performed, the AMF will inform the UE about the outcome of this in the CONFIGURATION UPDATE COMMAND message.

In the normal case, the network slice-specific authentication and authorization procedure(s) will be timely completed and the result conveyed to the UE in the CONFIGURATION UPDATE COMMAND message, but in exceptional cases there will be no timely completion of one or more of the network slice-specific authentication and authorization procedures, and this is where a solution for the Editor’s note is needed.


Proposed solution

A timer in the AMF guards completion of the network slice-specific authentication and authorization procedure(s) for the S-NSSAI(s) that are subject to network slice-specific authentication and authorization. By the timer expiry, the S-NSSAI(s) where the network slice-specific authentication and authorization procedure is completed could be indicated in the allowed NSSAI (successfully performed) and rejected (not completed or not successfully performed) when sending the CONFIGURATION UPDATE COMMAND messages. 

However, the nature of the cause code of a failed network slice-specific authentication and authorization due to a timeout is different  from the cause code where the S-NSSAI is not available in the current PLMN. The timeout error may e.g. be due to transient network conditions and it would seem appropriate to enable the UE to reattempt request of an S-NSSAI some time after the network slice-specific authentication and authorization timed out.  We propose to provide the cause code of the S-NSSAIs that failed due to a network slice-specific authentication and authorization that timed out in the pending NSSAI rather than in the rejected NSSAI.

Specification of the detailed actions in the UE for S-NSSAI(s) that fail the network slice-specific authentication and authorization is FFS.


Conclusion

After discussions and guidance of the way forward, InterDigital can provide the relevant changes in a CR to TS 24.501 at CT1#121. The CR #1505 in C1-196089 “Introduction of pending NSSAI for network slice-specific authentication and authorization” may be a good base for such additions.
