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***** First change *****
5.4.5.1
General

The purpose of the NAS transport procedures is to provide a transport of payload between the UE and the AMF. The type of the payload is identified by the Payload container type IE and includes one of the following:

a)
a single 5GSM message;

b)
SMS;

c)
an LPP message (see 3GPP TS 36.355 [26]);

d)
an SOR transparent container;

e)
a UE policy container;

f)
a UE parameters update transparent container; 
f1)
an EAP container; or
g)
Multiple payloads.

For payload type a) to e), along with the payload, the NAS transport procedure may transport the associated information (e.g. PDU session information for 5GSM message payload).

For payload type g), the Payload container IE consists a list of payload container entries, where each of payload container entry contains the payload and optional associated information (e.g. PDU session information for 5GSM message payload).

NOTE:
Payload type can be set to "Multiple payloads" if there are more than one payloads to be transported using the NAS transport procedures.

***** Next change *****
5.4.5.2.2
UE-initiated NAS transport procedure initiation

In the connected mode, the UE initiates the NAS transport procedure by sending the UL NAS TRANSPORT message, as shown in figure 5.4.5.2.2.1.

In case a) in subclause 5.4.5.2.1, the UE shall:

a)
include the PDU session information (PDU session ID, old PDU session ID, S-NSSAI, mapped S-NSSAI (if available in roaming scenarios), DNN, request type), if available:

b)
set the Payload container type IE to "N1 SM information"; and

c)
set the Payload container IE to the 5GSM message.

The UE shall set the PDU session ID IE to the PDU session ID. If an old PDU session ID is to be included, the UE shall set the Old PDU session ID IE to the old PDU session ID.
If an S-NSSAI is to be included, the UE shall set the S-NSSAI IE to the S-NSSAI selected for the PDU session from the allowed NSSAI for the current PLMN, associated with the mapped S-NSSAI (if available in roaming scenarios).
If a DNN is to be included, the UE shall set the DNN IE to the DNN. 5GSM procedures specified in clause 9 describe conditions for inclusion of the S-NSSAI, mapped S-NSSAI (if available in roaming scenarios), and the DNN.

If a request type is to be included, the UE shall set the Request type IE to the request type. The request type is not provided along 5GSM messages other than the PDU SESSION ESTABLISHMENT REQUEST message and the PDU SESSION MODIFICATION REQUEST message.

The UE shall send the UL NAS TRANSPORT message to the AMF (see example in figure 5.4.5.2.2.1).

In case b) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "SMS"; and

-
set the Payload container IE to the SMS payload.

Based on the UE preferences regarding access selection for mobile originated (MO) transmission of SMS over NAS as described in 3GPP TS 23.501 [8]:

a)
when SMS over NAS is preferred to be sent over 3GPP access: the UE attempts to deliver MO SMS over NAS via the 3GPP access if the UE is registered over both 3GPP access and non-3GPP access. If the delivery of SMS over NAS via the 3GPP access is not available, the UE attempts to deliver MO SMS over NAS via the non-3GPP access; and

b)
when SMS over NAS is preferred to be sent over non-3GPP access: the UE attempts to deliver MO SMS over NAS via the non-3GPP access if the UE is registered over both 3GPP access and non-3GPP access. If the delivery of SMS over NAS via the non-3GPP access is not available, the UE attempts to deliver MO SMS over NAS via the 3GPP access.

In case c) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

-
set the Payload container IE to the LPP message payload; and

-
set the Additional information IE to the routing information provided by the upper layer location services application.

In case d) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "SOR transparent container"; and

-
set the Payload container IE to the UE acknowledgement due to successful reception of steering of roaming information (see 3GPP TS 23.122 [5]).

In case e) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "UE policy container"; and

-
set the contents of the Payload container IE as specified in Annex D.

In case f) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "UE parameters update transparent container"; and

-
set the contents of the Payload container IE to the UE acknowledgement due to successful reception of UE parameters update data (see 3GPP TS 23.502 [9]).

In case f1) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "EAP container"; and

-
set the contents of the Payload container IE to the EAP container.
In case g) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "Multiple payloads"; and

-
set the contents of each payload container entry of the Payload container IE (see subclause 9.11.3.39), as follows:

i)
set the payload container type field to a payload container type value set in the Payload container type IE as specified in cases a) to f) above;

ii)
set the payload container contents field of the payload container entry to the payload contents set in the Payload container IE as specified in cases a) to f) above, and

iii)
set the optional IE fields, if any, to the optional associated payload routing information as specified in cases a) to f) above.
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Figure 5.4.5.2.2.1: UE-initiated NAS transport procedure

***** Next change *****
5.4.5.3.1
General

The purpose of the network-initiated NAS transport procedure is to provide a transport of:

a)
a single 5GSM message;

b)
SMS;

c)
an LPP message;

d)
an SOR transparent container;

e)
a single uplink 5GSM message which was not forwarded due to routing failure;

f)
a single uplink 5GSM message which was not forwarded due to congestion control;

g)
a UE policy container;

h)
a single uplink 5GSM message which was not forwarded, because the PLMN's maximum number of PDU sessions has been reached;

i)
a single uplink 5GSM message which was not forwarded due to service area restrictions;

j)
a UE parameters update transparent container; 
j1)
an EAP container; or
k)
multiple of the above types.

from the AMF to the UE in a 5GMM message.

***** Next change *****
5.4.5.3.2
Network-initiated NAS transport procedure initiation

In 5GMM-CONNECTED mode, the AMF initiates the NAS transport procedure by sending the DL NAS TRANSPORT message, as shown in figure 5.4.5.3.2.1. 

In case a) in subclause 5.4.5.3.1, i.e. upon reception from an SMF of a 5GSM message without an N1 SM delivery skip allowed indication for a UE or a 5GSM message with an N1 SM delivery skip allowed indication for a UE in the 5GMM-CONNECTED mode, the AMF shall:

a)
include the PDU session information (PDU session ID) in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information"; and

c)
set the Payload container IE to the 5GSM message.

In case b) in subclause 5.4.5.3.1, i.e. upon reception from an SMSF of an SMS payload, the AMF shall:

a)
set the Payload container type IE to "SMS";

b)
set the Payload container IE to the SMS payload; and

c)
select the access type to deliver the DL NAS TRANSPORT message as follows in case the access type selection is required:

1)
if the UE to receive the DL NAS TRANSPORT message is registered to the network via both 3GPP access and non-3GPP access, the 5GMM context of the UE indicates that SMS over NAS is allowed, the UE is in MICO mode, and the UE is in 5GMM-IDLE mode for 3GPP access and in 5GMM-CONNECTED mode for non-3GPP access, then the AMF selects non-3GPP access. Otherwise, the AMF selects either 3GPP access or non-3GPP access.


If the delivery of the DL NAS TRANSPORT message over 3GPP access has failed, the AMF may re-send the DL NAS TRANSPORT message over the non-3GPP access.


If the delivery of the DL NAS TRANSPORT message over non-3GPP access has failed, the AMF may re-send the DL NAS TRANSPORT message over the 3GPP access; and

2)
otherwise, the AMF selects 3GPP access.

NOTE:
The AMF selects an access type between 3GPP access and non-3GPP access based on operator policy.

In case c) in subclause 5.4.5.3.1 i.e. upon reception from an LMF of an LPP message payload, the AMF shall:

a)
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

b)
set the Payload container IE to the LPP message payload received from the LMF; and

c)
set the Additional information IE to the routing information associated with the LMF from which the LPP message was received.

In case d) in subclause 5.4.5.3.1 i.e. upon reception of a steering of roaming information (see 3GPP TS 23.122 [5]) from the UDM to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "SOR transparent container"; and

b)
set the Payload container IE to the steering of roaming information (see 3GPP TS 23.122 [5]) received from the UDM.

In case e) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to routing failure, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded; and

d)
set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded" or 5GMM cause #91 "DNN not supported or not subscribed in the slice". The AMF sets the 5GMM cause IE to the 5GMM cause #91 "DNN not supported or not subscribed in the slice", if the 5GSM message could not be forwarded since SMF selection fails due to:

1)
the DNN is not supported in the slice identified by the S-NSSAI used by the AMF; or

2)
neither the DNN provided by the UE nor the wildcard DNN are in the subscribed DNN list of the UE for the S-NSSAI used by the AMF.


Otherwise, the AMF sets the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded".

In case f) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to congestion control, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded;

d)
set the 5GMM cause IE to the 5GMM cause #22 "Congestion", the 5GMM cause #67 "insufficient resources for specific slice and DNN" or the 5GMM cause #69 "insufficient resources for specific slice"; and

e)
include the Back-off timer value IE.

In case g) in subclause 5.4.5.3.1, i.e. upon reception of a UE policy container from the PCF to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "UE policy container"; and

b)
set the Payload container IE to the UE policy container received from the PCF.

In case h) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded, because the PLMN's maximum number of PDU sessions has been reached, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded; and

d)
set the 5GMM cause IE to the 5GMM cause #65 "maximum number of PDU sessions reached".

In case i) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to service area restrictions, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded; and

d)
set the 5GMM cause IE to the 5GMM cause #28 "Restricted service area".

In case j) in subclause 5.4.5.3.1 i.e. upon reception of UE parameters update data (see 3GPP TS 23.502 [9]) from the UDM to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "UE parameters update transparent container"; and

b)
set the contents of the Payload container IE to the UE parameters update data (see 3GPP TS 23.502 [9]) received from the UDM.

In case j1) in subclause 5.4.5.3.1, i.e. request the UE User ID for EAP authentication (EAP ID) for the S-NSSAI, or upon reception of EAP data (e.g. EAP-messages, or EAP-Success/Failure result) from AUSF to be forwarded to the UE, according to network slice-specific authentication and authorization, the AMF shall:

a)
set the Payload container type IE to "EAP container"; and

b)
set the contents of the Payload container IE to the EAP container.
In case k) in subclause 5.4.5.3.1, the AMF shall:

a)
set the Payload container type IE to "Multiple payloads";

b)
set each payload container entry of the Payload container IE (see subclause 9.11.3.39) as follows:

i)
set the payload container type field of the payload container entry to a payload container type value set in the Payload container type IE as specified for cases a) to j) above;

ii)
set the payload container contents field of the payload container entry to the payload contents set in the Payload container type IE as specified for cases a) to j) above;

iii)
set the optional IE fields, if any, to the optional associated information as specified for cases a) to j) above. 
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Figure 5.4.5.3.2.1: Network-initiated NAS transport procedure

***** Next change *****
9.11.3.39
Payload container

The purpose of the Payload container information element is to transport one or multiple payloads. If multiple payloads are transported, the associated information of each payload are also transported together with the payload.

The Payload container information element is coded as shown in figure 9.11.3.39.1, figure 9.11.3.39.2, figure 9.11.3.39.3, figure 9.11.3.39.4 and table 9.11.3.39.1.

The Payload container is a type 6 information element with a minimum length of 4 octets and a maximum length of 65538 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload container IEI
	octet 1

	Length of payload container contents
	octet 2

	
	octet 3

	
	octet 4

	Payload container contents
	

	
	octet n


Figure 9.11.3.39.1: Payload container information element

	8
	7
	6
	5
	4
	3
	2
	1
	

	Number of entries
	octet 4

	Payload container entry 1
	octet 5

octet x2

	Payload container entry 2
	octet x2+1

octet x3

	……
	…

	Payload container entry i
	octet xi +1

octet n


Figure 9.11.3.39.2: Payload container contents with Payload container type "Multiple payloads"

	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of Payload container entry
	octet xi +1

octet xi +2

	Number of optional IEs
	Payload container type
	octet xi +3

	Optional IE 1
	octet xi +4

octet y2

	Optional IE 2
	octet y2+1

octet y3

	…
	

	Optional IE j
	octet yj+1

octet z

	Payload container entry contents
	octet z+1

octet n


Figure 9.11.3.39.3: Payload container entry

	8
	7
	6
	5
	4
	3
	2
	1
	

	Type of optional IE
	octet xi +4



	Length of optional IE
	octet xi +5



	Value of optional IE
	octet xi +6

octet y2


Figure 9.11.3.39.4: Optional IE

Table 9.11.3.39.1: Payload container information element

	Payload container contents (octet 4 to octet n); max value of 65535 octets

	If the payload container type is set to "SOR transparent container" and is included in the DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the SOR transparent container IE (see subclause 9.11.3.51) for SOR data type is set to value "0" except that the first three octets are not included.

If the payload container type is set to "SOR transparent container" and is included in the UL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the SOR transparent container IE (see subclause 9.11.3.51) for SOR data type is set to value "1" except that the first three octets are not included.
If the payload container type is set to "UE parameters update transparent container" and is included in the DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the UE parameters update transparent container IE (see subclause 9.11.3.53A) for UE parameters update data type is set to value "0" except that the first three octets are not included.
If the payload container type is set to "UE parameters update transparent container" and is included in the UL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the UE parameters update transparent container IE (see subclause 9.11.3.53A) for UE parameters update data type is set to value "1" except that the first three octets are not included.
If the payload container type is set to "SMS", the payload container contents contain an SMS message (i.e. CP-DATA, CP-ACK or CP-ERROR) as defined in subclause 7.2 in 3GPP TS 24.011 [13].
If the payload container type is set to "EAP container", the payload container contents contain EAP message and S-NSSAI, as defined in subclause 9.11.3.xx.

UE User ID-request/response, EAP-message, EAP-Success/Failure for EAP authentication located in EAP message, which is defined in subclause 9.11.2.2 to transport an EAP message as specified in IETF RFC 3748 [34].

S-NSSAI value is coded as the length and value part of S-NSSAI information element as specified in subclause 9.11.2.8 starting with the second octet.
The coding of Payload container contents is dependent on the particular application.

If the payload container type is set to "Multiple payloads", the number of entries field represents the total number of payload container entries, and the payload container entry contents field is coded as a list of payload container entry according to figure 9.11.3.39.2, with each payload container entry is coded according to figure 9.11.3.39.3 and figure 9.11.3.39.4.

	Payload container entry

For each payload container entry, the payload container type field represents the payload container type value as described in subclause 9.11.3.40, the coding of payload container contents field is dependent on the particular application, and the number of optional IEs field represents the total number of optional IEs associated with the payload container entry contents field in the payload container entry. The error handlings for optional IEs specified in subclauses 7.6.1, 7.6.3 and 7.7.1 shall apply to the optional IEs included in the payload container entry.



	Optional IEs

Type of optional IE (octet xi +4)
This field contains the IEI of the optional IE.

Length of optional IE (octet xi+5)
This field indicates binary coded length of the value of the optional IE entry.
Value of optional IE (octet xi+6 to octet y2)
This field contains the value of the optional IE entry with the value part of the referred information element based on following optional IE reference. If the Request type is included, the value part of the Request type shall be encoded in the bits 1 to 4 and bits 5 to 8 shall be coded as zero.


	IEI 
	Optional IE name
	Optional IE reference

	12
	PDU session ID
	PDU session identity 2 (see subclause 9.11.3.41)

	24
	Additional information
	Additional information (see subclause 9.11.2.1)

	58
	5GMM cause
	5GMM cause (see subclause 9.11.3.2)

	37
	Back-off timer value
	GPRS timer 3 (see subclause 9.11.2.5)

	59
	Old PDU session ID
	PDU session identity (see subclause 2 9.11.3.41)

	80
	Request type
	Request type (see subclause 9.11.3.47)

	22
	S-NSSAI
	S-NSSAI (see subclause 9.11.2.8)

	25
	DNN
	DNN (see subclause 9.11.2.1A)

	

	

	

	

	

	


***** Next change *****
9.11.3.40
Payload container type

The purpose of the Payload container type information element indicates type of payload included in the payload container information element.

The Payload container type information element is coded as shown in figure 9.11.3.40.1 and table 9.11.3.40.1.

The Payload container type is a type 1 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload container type

IEI
	Payload container type value
	octet 1


Figure 9.11.3.40.1: Payload container type information element

Table 9.11.3.40.1: Payload container type information element

	Payload container type value (octet 1)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	N1 SM information

	0
	0
	1
	0
	SMS

	0
	0
	1
	1
	LTE Positioning Protocol (LPP) message container

	0
	1
	0
	0
	SOR transparent container

	0
	1
	0
	1
	UE policy container

	0
	1
	1
	0
	UE parameters update transparent container

	0
	1
	1
	1
	EAP container

	1
	1
	1
	1
	Multiple payloads

	

	All other values are reserved.

	

	NOTE:
The value "Multiple payloads" is only used when the Payload container contents in figure 9.11.3.39.1 contains multiple payloads as shown in figure 9.11.3.39.2.


***** Next change *****
9.11.3.xx
EAP container

The purpose of the EAP container information element is used for network slice-specific authentication and authorization.

The EAP container information element is coded as shown in figure 9.11.3.xx.1, and table 9.11.3.xx.1.

The EAP container is an information element with a minimum length of 11 octets and a maximum length of 1514 octets.

NOTE:
EAP message content is a field with a minimum length of 6 octets and a maximum length of 1502 octets. S-NSSAI value is a field with a minimum length of 2 octets and a maximum length of 9 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	EAP container IEI
	octet 1

	Length of EAP container contents
	octet 2

octet 3

	EAP message content
	octet 4

octet m 

	S-NSSAI value
	octet m+1

octet n


Figure 9.11.3.xx.1: EAP container information element

Table 9.11.3.xx.1: EAP container information element

	Value part of the EAP container information element (octet 4 to n)

	

	The value part of the EAP container information element consists of one EAP message content and one S-NSSAI value.

EAP message content :

	EAP message content is coded as the length and value parts of EAP message information element as specified in subclause 9.11.2.2 starting with the second octet.
S-NSSAI value:
S-NSSAI value is coded as the length and value parts of S-NSSAI information element as specified in subclause 9.11.2.8 starting with the second octet.

	


***** End of changes *****
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