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1. Introduction
<Introduction part >

2. Reason for Change

The names of MuD-AS and MiD-AS appears to be somewhat confusing. It is proposed to follow the documentation of 24.615 and introduce users for the shared identities.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174 V0.6.1.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

native identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is associated to the IMSI which is currently used by the device for IMS registration.

alternative identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for the same IMS subscription owned by the same IMS network.

external alternative identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for another IMS subscription owned by the same or a different IMS network.

virtual identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated as native identity with any IMSI that is associated with ISIM or USIM in a device. The virtual identity can be used by a single user only or by several users having IMS subscriptions in the same or different IMS networks.
non-native identity: identity which is not the native identity. The non-native identity may be an alternative identity, external alternative identity or a virtual identity.

federated UEs: a group of UEs which are configured to use the same public user identity.

user A: user A is the originating user, in the present document user A calls user B, where A can be using the identity C.

user B: user B is the terminating user, in the present document user A calls user B, where B can be reached under the identity D.

identity C: identity C is an identity that can be used by user A and is not registered by user A.
identity D: identity D is an identity that can be used by user B and is not registered by user B.

* * * Next Change * * * *

4.5.3.1
Actions at the UE of user A
If user A wishes to use a native identity, the UE shall include in the outgoing INVITE or MESSAGE request the From header field and may include the P-Preferred-Identity header field(s) as specified in TS 24.229 [3]. The From header field and the P-Preferred-Identity header field (if included) shall contain the native identity.
If user A wishes to use an alternative identity or a virtual identity that the UE has registered, the UE shall include in the outgoing INVITE or MESSAGE request the From header field and the P-Preferred-Identity header field. The P-Preferred-Identity header field and the From header field shall contain the alternative identity or the virtual identity.
If user A wishes to use the identity of user C, the UE shall include in any outgoing INVITE or MESSAGE requests, an Additional-Identity header field, defined in annex A, set to the selected identity and shall include the native identity in the From header field.

* * * Next Change * * * *

4.5.3.2
Actions at the AS serving user A
* * * Next Change * * * *

4.5.3.2.2
Authorization of the Additional-Identity header field
The AS serving user A shall authorize the usage of the identity contained in the Additional-Identity header field as the originating identity by checking:

-
if the identity contained in the Additional-Identity header field is declared in the user's service data associated to  the native identity of the originating user; and

-
if the activation state of the identity contained in the Additional-Identity header field is enabled in locally stored configuration profile of user A.
Editor's Note:
The definition and the details on the usage of the identity activations state is FFS.
Editor's Note:
Procedures for the originating AS to synchronize the activation state of the identity in the Additional-Identity header for this UE are FFS.
Otherwise, user A is not authorized to use the identity contained in the Additional-Identity header field as the originating identity.
4.5.3.2.2
Authorization of the Additional-Identity header field
The AS serving user A shall authorize the usage of the identity contained in the Additional-Identity header field as the originating identity by checking:

-
if the identity contained in the Additional-Identity header field is declared in the user's service data associated to  the native identity of the originating user; and

-
if the activation state of the identity contained in the Additional-Identity header field is enabled in locally stored configuration profile of user A.
Editor's Note:
The definition and the details on the usage of the identity activations state is FFS.
Editor's Note:
Procedures for the originating AS to synchronize the activation state of the identity in the Additional-Identity header for this UE are FFS.
Otherwise, user A is not authorized to use the identity contained in the Additional-Identity header field as the originating identity.
* * * Next Change * * * *

4.5.3.3
Actions at the AS serving identity C
Upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall:

a)
determine the served user as defined in TS 24.229 [3];

b)
if the user identified in the P-Asserted-Identity is not allowed to use the identity in the Additional-Identity header field, reject the request using a 403 (Forbidden) response including a warning header field 399 "Identity not allowed" and skip the rest of the steps;

c)
replace the identity in the From header field with the identity in the Additional-Identity header field;

d)
depending on local configuration, related to the operator policy and regulatory requirements, allowing to determine whether an originating external alternative identity or an originating virtual identity is to be used as an originating identity (calling party number):
1)
if the P-Asserted-Identity header can be modified, replace the identity in the P-Asserted-Identity header field with the identity in the Additional-Identity header field; or

2)
if the P-Asserted-Identity header cannot be modified, set the Privacy header field "id" to keep the native identity private in the P-Asserted-Identity header field as defined in IETF RFC 3325 [6];

Editor's Note:
Handling of the Privacy header field is FFS.

e)
remove the Additional-Identity header field received in the request; and
f)
perform any other originating services as performed by the service logic,

before forwarding the request downstream.

* * * Next Change * * * *

4.5.3.4
Actions at the AS serving identity D
For a terminating user, upon receiving an incoming INVITE or MESSAGE request, the AS shall perform any terminating services as performed by the service logic before forwarding the request downstream.

If the AS determines based on configuration that the AS shall forward the request to any of the identities that can use the identity received in the Request-URI, the AS shall for each forwarded request modify the request as follows:

a)
the Request-URI is set to the identity configured in the AS; and

b)
an Additional-Identity header field, defined in annex A, is added and set to the identity received in the Request-URI.

Editor's Note:
Whether the To header field is updated or not is FFS.

* * * Next Change * * * *

4.5.3.5
Actions at the AS serving user B
Upon receiving an INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall apply MuD service as appropriate and may refrain from the invocation of other MMTel services serving the native identity.

* * * Next Change * * * *

4.5.3.6
Actions at the UE of user B
A UE supporting the MiD service shall support the receipt of the Additional-Identity header field, defined in annex A, in SIP requests initiating a dialog or standalone transaction.
NOTE:
The UE finds a targeted external alternative identity in the Additional-Identity header field.

Editor's Note:
Whether the MO for UE configuration is to be updated is FFS.

* * * Next Change * * * *

B.1.1
Call flow overview

This annex contains originating and terminating call flow examples for the following use cases:

Editor's Note:
This list can be modified during the development of the specification.

-
Originating flow when user A uses a native identity.

-
Originating flow when user A uses an alternative identity.

-
Originating flow when user A uses a virtual identity.

-
Originating flow when user A uses the identity C.

-
Terminating flow when user B is reached by a native identity.

-
Terminating flow when user B is reached by an alternative identity.

-
Terminating flow when user B is reached by a virtual identity.

-
Terminating flow when user B is reached by the identity D.

* * * Next Change * * * *

B.2.1
Alt-1: Only AS of user A involved

* * * Next Change * * * *

B.2.1.1
UE-A indicates a native identity

This call flow follows normal procedures as specified in TS 24.229 [3] and is included for completeness.
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Figure B.2.1.1-1: UE-A indicates a native identity

1.
UE-A sends an INVITE message to P/S-CSCF, for an example see table B.2.1.1-1

The UE-A includes in the initial INVITE request the From and the P-Preferred-Identity header field set to the native identity and sends the initial INVITE request to the P/S-CSCF-A according to TS 24.229 [3].

NOTE:
According to procedures defined in TS 24.229 [3] the P-Preferred-Identity header field can be omitted.

Table B.2.1.1-1: INVITE request (UE-A to P/S-CSCF-A)

INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

P-Preferred-Identity: <tel:+11111111>

Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

2.
P/S-CSCF forwards the INVITE message to AS-A, for an example see table B.2.1.1-2

The P-CSCF populates the P-Asserted-Identity header field with the native identity following procedures defined in TS 24.229 [3].


The S-CSCF forwards the request to the MiD-AS using initial filter criteria.

Table B.2.1.1-2: INVITE request (P/S-CSCF-A to AS-A)

INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, <tel:+11111111>

Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

3.
AS-A forwards the INVITE message to the S-CSCF, for an example see table B.2.1.1-3

MiD-AS-A performs originating services as needed and forwards the request to the S-CSCF according to TS 24.229 [3].

Table B.2.1.1-3: INVITE request (AS-A to P/S-CSCF-A)

INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, <tel:+11111111>

Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

4.
S-CSCF forwards the INVITE message towards the PLMN-B

* * * Next Change * * * *

B.2.1.2
UE-A indicates an alternative identity registered by the UE
This call flow illustrates the handling of the alternative identity registered by the UE for originating call.
Editor's Note: The Figure needs to be updated to using the terms AS C and AS D.
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Figure B.2.1.2-1: UE-A indicates an alternative identity registered by the UE
1.
UE-A sends an INVITE message to P/S-CSCF, for an example see table B.2.1.2-1

The UE-A includes in the initial INVITE request the From header field and the P-Preferred-Identity header field set to the alternative identity registered by the UE and sends the initial INVITE request to the P/S-CSCF according to TS 24.229 [3].

Table B.2.1.2-1: INVITE request (UE-A to P/S-CSCF)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+22221111>;tag=4fa3

P-Preferred-Identity: <tel:+22221111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

2.
P/S-CSCF forwards the INVITE message to AS-A, for an example see table B.2.1.2-2

The P-CSCF populates the P-Asserted-Identity header field with the alternative identity registered by the UE following procedures defined in TS 24.229 [3].


The S-CSCF forwards the request to the MiD-AS-A using initial filter criteria.

Table B.2.1.2-2: INVITE request (P/S-CSCF to MiD-AS-A)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+22221111>;tag=4fa3

P-Asserted-Identity: <sip:+22221111@plmnA.net;user=phone>, <tel:+22221111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

3.
AS-A forwards the INVITE message to the S-CSCF, for an example see table B.2.1.2-3

MiD-AS-A performs originating services as needed and forwards the request to the S-CSCF according to TS 24.229 [3].

Table B.2.1.2-3: INVITE request (AS-A to P/S-CSCF)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+22221111>;tag=4fa3

P-Asserted-Identity: <sip:+22221111@plmnA.net;user=phone>, <tel:+22221111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

4.
S-CSCF forwards the INVITE message towards the PLMN-B

* * * Next Change * * * *

B.2.1.3
UE-A indicates identity C (an external alternative identity)
This call flow illustrates the handling of the external alternative identity for originating calls when the MiD-AS serving the user identified by the external alternative identity is not involved in the call flow. This assumes the MiD-AS of the originating user can perform originating services taking into account that this call is on behalf of another identity.
Editor's Note: The Figure needs to be updated to using the terms AS C and AS D.

[image: image4.emf]P/S-CSCF-A UE-A

1. INVITE B

From: A-native

Additional-Identity: A-ExtAltId

[P-Preferred-Identity: A-native]

MiD-AS-A

2. INVITE B

From: A-native

P-Asserted-Identity: A-native

Additional-Identity: A-ExtAltId

PLMN-B

3. INVITE B

From: A-ExtAltId

P-Asserted-Identity: A-ExtAltId

4. INVITE B

From: A-ExtAltId

P-Asserted-Identity: A-ExtAltId


Figure B.2.1.3-1: UE-A indicates an external alternative identity

1.
UE-A sends an INVITE message to P/S-CSCF-A, for an example see Table B.2.1.3-1

The user A at UE-A initiates a call on behalf of the A-ExtAltId identity. The UE-A includes the Additional-Identity header field in the initial INVITE request to indicate that the user of UE-A wishes to use the A-ExtAltId identity for this call, the From and the P-Preferred-Identity header fields set to the native identity and sends the initial INVITE request to the P/S-CSCF according to TS 24.229 [3].
NOTE:
According to procedures defined in TS 24.229 [3] the P-Preferred-Identity header field can be omitted.

Table B.2.1.3-1: INVITE request (UE-A to P/S-CSCF-A)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

Additional-Identity: <tel:+33331111>
P-Preferred-Identity: <tel:+11111111>

Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

2.
S-CSCF-A forwards the INVITE message to AS-A, for an example see Table B.2.1.3-2

The P-CSCF populates the P-Asserted-Identity header field with the native identity following procedures defined in TS 24.229 [3].


The S-CSCF forwards the request to the AS using initial filter criteria.

Table B.2.1.3-2: INVITE request (P/S-CSCF-A to AS-A)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, <tel:+11111111>
Additional-Identity: <tel:+33331111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

3.
AS-A forwards the INVITE message to the S-CSCF-A, for an example see Table B.2.1.3-3

AS-A verifies that the user is authorized to use the identity received in the Additional-Identity header field and if so creates the P-Asserted-Identity header field with the identity copied from the received Additional-Identity header field and performs originating services as needed. AS-A removes from the INVITE request the received P-Asserted-Identity and Additional-Identity header fields and forwards the request to the S-CSCF.
Editor's Note:
Here the AS sets the PAI to the external alternative identity. The alternative to keep the PAI and add a Privacy header field set to "Id" is also possible. Which option to use is FFS.
Table B.2.1.3-3: INVITE request (AS-A to S-CSCF-A)
INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+33331111>;tag=4fa3

P-Asserted-Identity: <sip:+33331111@plmnA.net;user=phone>, <tel:++33331111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

4.
S-CSCF-A forwards the INVITE message towards the PLMN-B

* * * Next Change * * * *

B.3.1
UE-B reached by native identity

This call flow illustrates the handling of the terminating call case when the request is forwarded towards the user holding the requested identity as native identity. It follows normal procedures and is included for completeness.

Editor's Note: The Figure needs to be updated to using the terms AS C and AS D.
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Figure B.3.1-1: UE-B reached by native identity

1.
S-CSCF-B receives an INVITE message from PLMN-A, for an example see Table B.3.1-1

The Request-URI identifies user B as B-native.

Table B.3.1-1: INVITE request (PLMN-A to I/S/P-CSCF-B)

INVITE tel:+11112222 SIP/2.0

To: <tel:+11112222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, <tel:+11111111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

2.
S-CSCF-B forwards the INVITE message to AS-B

The AS determines that it shall forward the request towards a UE-B for which the identity in Request-URI is a native identity.

AS-B can also send this to UEs configured to use the identity from the Request-URI as external alternative identity. This follows the terminating procedure in clause B.3.2.
3.
AS-B forwards the INVITE message to the S-CSCF-B

The S-CSCF adds a P-Called-Party-ID header field.

4.
S-CSCF-B forwards the INVITE message to UE-B

* * * Next Change * * * *

B.3.2
UE-B reached by identity D
This call flow illustrates the handling of the external alternative identity for terminating calls. For simplicity the CSCF nodes have been omitted.

Editor's Note: The Figure needs to be updated to using the terms AS C and AS D.
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Figure B.3.2-1: UE-B reached by dentity

1.
AS-D receives an INVITE message from PLMN-A, for an example see Table B.3.2-1

The Request-URI identifies the target user as B-ExtAltId. Based on that, AS D determines the identities to which it shall forward the request.

TheAS D determines that this request needs to go to UE-B for which the identity in Request-URI is not a native identity and it applies required forwarding behavior, as part of the MiD service.


TheAS D can also send this to a UE registered by the user owning identity D. This follows the terminating procedure in clause B.3.1.


TheAS sets the Request-URI to B-native and adds an Additional-Identity header field set to B-ExtAltId.

Table B.3.2-1: INVITE request (PLMN-A to MiD-AS-ExtAltId)

INVITE tel:+44442222 SIP/2.0

To: <tel:+44442222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, <tel:+11111111>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

2.
AS-D forwards the INVITE message towards S-CSCF-B, for an example see Table B.3.2-2
Table B.3.2-2: INVITE request (AS-D to S-CSCF-B)

INVITE tel:+11112222 SIP/2.0

To: <tel:+44442222>

From: <tel:+11111111>;tag=4fa3

P-Asserted-Identity: <sip:+11111111@plmnA.net;user=phone>, tel:+11111111
Additional-Identity: <tel:44442222>
Other SIP header fields and SDP according to 3GPP TS 24.229 [3]

3.
S-CSCF-B forwards the INVITE message to AS-B

-
MiD-AS-B performs terminating services.

4.
AS-B forwards the INVITE message to S-CSCF-B

5.
S-CSCF-B forward the INVITE message to UE-B


S-CSCF-B adds a P-Called-Party-ID header field.


UE-B determines from the Additional-Identity header field that it has been reached using the B-ExtAltId. The P-Called-Party-Id header field can be ignored.

* * * End of Changes * * * *
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