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1. Introduction
This contribution aligns text for TR 24.883 clause 309.2.2.3.1 to refer in step 7 to clause 309.2.2.2.1. It also removes the editor's note below step 7.
2. Reason for Change
Alignment with text proposed in C1-194281.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.883v1.1.0.
* * * First Change * * * *

309.2.2.3
IWF performing the Participating MCData function procedures

309.2.2.3.1
Originating participating MCData role procedures

If the IWF acting as a participating MCData function determines that it needs to send an SDS message:

1)
shall determine the MCData ID of the originating user;

2)
shall determine the public service identity of the controlling MCData function associated with the requested SDS message:

a)
if the SDS message to be sent is a group SDS message the public service identity is that of the controlling MCData function associated with the MCData group identity of the destination group; or

b)
if the SDS message to be sent is a one-to-one SDS message the public service identity is that of the controlling MCData function hosting the one-to-one standalone SDS service for the calling user; 
NOTE 1:
How the IWF determines the public service identity of the controlling MCData function is out of scope of the present document.
3)
if unable to identify the controlling MCData function for standalone SDS shall complete any further actions to notify the user homed in the IWF, and shall not continue with any of the remaining steps;

4)
shall ensure that the payload size of the message is not larger than a configured value compatible with the MCData service; 
NOTE 2:
The term "payload size" refers to the "Length of Payload contents" of the payload IE of the DATA PAYLOAD message transported in the SIP MESSAGE request, minus 1 (to account for the added "Payload content type" field).
NOTE 3:
The configured value for maximum payload size should not be larger than the value contained in the <max-payload-size-sds-cplane-bytes> element in the MCData service configuration document as specified in 3GPP TS 24.484 [50]. How the IWF determines the value to configure is out of scope of the present document.
5)
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];

6)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function as determined by step 2) in this subclause;

7)
shall include MIME bodies in to the outgoing SIP MESSAGE request according to clause 309.2.2.2.1;

8)
shall include the MCData ID of the originating user in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request;

9)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;

10)
shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public service identity of the IWF; and

11)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].

Upon receipt of a SIP response in response to the SIP MESSAGE request in step 11) the IWF completes any further actions needed to handle the response – e.g. notify the user homed in the IWF.
* * * End Changes * * * *

