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1. Introduction
This proposal is to define the protocol and procedures for Performance Measurement Function (PMF) over IP and Ethernet for ATSSS. More background details can be found in the accompanying discussion paper C1-194678, except that this pCR specifically proposes that :

·  Simple Two-way Active Measurement Protocol (STAMP) as specified in IETF draft-ietf-ippm-stamp-07 is used as PMF protocol for IP as well as Ethernet. Unlike TWAMP, STAMP does not require a TCP control connection. STAMP uses UDP for exchanging test packets, and the implementations are free to use UDP ports that they see fit. The draft is currently with IESG, and evaluation will finish 3 September 2019. Soon after it should be published as RFC.

·  STAMP Optional Extensions TLV mechanism as specified in draft-ietf-ippm-stamp-option-tlv-00 is used for PMF-Access Report. This allows various types of TLV to be defined in the test packet payload, and a TLV for PMF-Access Report can be added to the draft.This draft is newer and has just been adopted by the ippm WG, and seems to be on track.
·  STAMP over Ethernet is to be defined by 3GPP instead of IETF. This allows us to leverage the IETF specifications (as well as existing STAMP implementations) and use Ethernet encapsulation instead of IP and UDP. This is feasible because the STAMP test packets don’t have any specific dependencies on IP and UDP. The EtherType as well as any Ethernet-layer sub-type for this is FFS.
Other non-protocol specific items such as security mechanism, benefits, etc. as mentioned in the discussion paper still apply to this proposal.
2. Reason for Change
Stage-2 has delegated the decision of PMF protocols and procedures to Stage-3 during SA2 WG Meeting #134.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.193 v0.2.0.
* * * First Change * * * *
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* * * Next Change * * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ATSSS
Access Traffic Steering, Switching, Splitting
ATSSS-LL
ATSSS Low-Layer

MA PDU
Multi-Access PDU
MPTCP
Multi-Path TCP Protocol
PDU
Protocol Data Unit

PMF
Performance Measurement Function
RTT
Round Trip Time
SA PDU
Single-Access PDU
STAMP
Simple Two-way Active Measurement Protocol
URSP
UE Route Selection Policy

* * * Next Change * * * *
5.3
Access performance measurement procedures
For PDU session of IP type, the Simple Two-way Active Measurement Protocol (STAMP) as specified in draft-ietf-ippm-stamp-07 [X1] is used as the PMF protocol. The measurement assistance information contains the IP address of STAMP Session-Reflector in the UPF, the STAMP Session-Reflector UDP port for 3GPP access, and the STAMP Session-Reflector UDP port for Non-3GPP access. The measurement assistance information shall contain the following UDP port numbers:

-
Port 862 for 3GPP access PMF packets; and

-
Port 863 for Non-3GPP access PMF packets.
Editor's note: The port numbers do not have to be well-known ports and the actual values are FFS.

The UPF shall use these port numbers for the STAMP Session-Reflector in the UPF. The UE shall also use these port numbers for the STAMP Session-Reflector in the UE. Since STAMP in the UE uses the same MA PDU IP address across the accesses, and since STAMP in the UPF uses the same IP address across the accesses, these access-specific UDP ports allow for the PMF in the UE and the PMF in the UPF to distinguish PMF packets across the accesses.

For PDU session of Ethernet type, Simple Two-way Active Measurement Protocol (STAMP) as specified in draft-ietf-ippm-stamp-07 [X1] is used as the PMF protocol, directly over Ethernet without IP and UDP encapsulation. The measurement assistance information contains the MAC address of STAMP Session-Reflector in the UPF for 3GPP access, and the MAC address of the STAMP Session-Reflector in the UPF for Non-3GPP access.
The UPF shall use these access-specific MAC addresses for STAMP Session-Reflector in the UPF. The UPF shall also use these access-specific MAC addresses for STAMP Session-Sender in the UPF. The UE shall use its locally administered access-specific MAC addresses for the Session-Reflector in the UE. The UE shall also use its locally administered access-specific MAC addresses for the Session-Sender in the UE. The UE shall use the PMF EtherType value for all Ethernet STAMP frames sent from the UE to the UPF. The UPF shall use the PMF EtherType value for all Ethernet STAMP frames sent from the UPF to the UE.
Editor's note: The actual value for PMF EtherType is FFS.
The UE and UPF shall play both roles of STAMP Session-Sender and Session-Reflector to allow UE-initiated and network-initiated measurements, which may be exchanged at any time either by the UE or by the UPF. Each STAMP test packet sent by the sender corresponds to the PMF-Echo Request packet, and each reflected packet sent by the receiver corresponds to the PMF-Echo Response packet.
Editor's note: The procedure for authentication is FFS.
5.3.1
UE-initiated RTT measurement

Upon a successful MA PDU Session Establishment, the UE should initiate an access-specific STAMP test packet to the STAMP Session-Reflector in the UPF.
NOTE 1:
The frequency of UE-initiated RTT measurement is left to the UE implementation.
For IPv4, IPv6 or IPv4v6 MA PDU Session:

-
the source IP address is the MA PDU IP address on the UE that is assigned by the network; and

-
the destination IP address is the STAMP Session-Reflector IP address on the UPF; and

-
the destination UDP port is 862 for 3GPP access, or 863 for Non-3GPP access.
NOTE 2:
The UE uses the same MA PDU IP address on both accesses for sending PMF packets to the STAMP Session-Reflector on the UPF. The mechanism for steering UE-originated PMF packets on the corresponding access is left to the UE implementation.
For Ethernet MA PDU Session:

-
the source MAC address is the UE locally administered MAC address for the access; and

-
the destination MAC address is the MAC address of the STAMP Session-Reflector in the UPF for the access.
Editor's note: The PMF EtherType is FFS.
5.3.2
Network-initiated RTT measurement

Upon a successful MA PDU Session Establishment, the UPF should initiate an access-specific STAMP test packet to the STAMP Session-Reflector in the UE.

NOTE 1:
The frequency of network-initiated RTT measurement is left to the UPF implementation.

For IPv4, IPv6 or IPv4v6 MA PDU Session:
-
the source IP address is the STAMP Session-Reflector IP address on the UPF; and

-
the destination IP address is the MA PDU IP address on the UE that is assigned by the network; and

-
the destination UDP port is 862 for 3GPP access, or 863 for Non-3GPP access.
NOTE 2:
The UPF uses the same IP address on both accesses for sending STAMP test packets to the MA PDU IP address used by the STAMP Session-Reflector on the UE. The mechanism for steering network-originated STAMP test packets on the corresponding access is left to the UPF implementation.
For Ethernet MA PDU Session:

-
the source MAC address is the MAC address of the STAMP Session-Reflector in the UPF for the access; and

-
the destination MAC address is the address is the UE locally administered MAC address for the access.
Editor's note: The PMF EtherType is FFS.
5.4
Reporting of access availability procedures


The PMF-Access Report indicates the availability or unavailability status of the access and is contained in a STAMP test packet, identified using the TLV mechanism as specified in draft-ietf-ippm-stamp-option-tlv-00 [X2].

Editor's note: The TLV definition for PMF-Access Report is FFS.

When the UE determines that an access is available, it should send a STAMP test packet containing the PMF-Access Report to the STAMP Session-Reflector in the UPF. This serves as an indication to the PMF in the UPF that the UE is available over that access.

When the UE determines that one of the accesses is no longer available, it should stop any ongoing UE-initiated test packets over the unavailable access. The UE should then proceed to sending a STAMP test packet containing the PMF-Access Report to the UPF using the access that is still available. This serves as an indication to the PMF in the UPF that the UE may no longer be reachable on the unavailable access. The UPF should also stop any ongoing network-initiated test packets associated with the unavailable access.

NOTE 1:
The mechanism for steering the termination signaling packets is left to the UE implementation.
When the UPF detects that the UE is no longer responding to network-initiated test packets, it can also use that as an indication that the UE may longer be reachable over the unavailable access.

NOTE 2:
If the UE stops responding to network-initiated measurements as detected by the UPF, the UPF should wait for a short period of time to allow the UE to reinitiate the connection or to respond to network-initiated measurements, before the UPF determines that the corresponding access is no longer available. The duration of this time is left to the UPF implementation.

NOTE 3:
How the UPF determines that the UE is no longer responding to network-initiated test packets is left to the UPF implementation.

* * * End of Changes * * * *

