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1. Introduction
There is currently no text for configuration
2. Reason for Change
It is proposed to define that a Ut interface can be used, and to define the related schema.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *
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* * * Next Change * * * *

4.5.1
General

Editor's Note:
In addition to service configuration, device configuration can be used to push information to the UE. A new specification might be needed for the device configuration, while related policies and procedures are to be added to the present document.

Configuration of the MiD services by the user should take place over the Ut interface using XCAP as enabling protocol as described in TS 24.623 [xx].
NOTE:
Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document, but are not precluded.
The enhancements to the XML schema for use over the Ut interface is described in clause 4.8.

* * * Next Change * * * *

4.8.1
General
The multi-identity document is a subtree of the simservs document specified in TS 24.623 [xx]. As such, multi-identity documents use the XCAP application usage in TS 24.623 [xx].
XML schema: Implementations in compliance with the present document shall implement the XML schema that minimally includes the XML schema defined in clause 4.8.2 and the simservs XML schema specified in TS 24.623 [xx].
The UE can only read the MiD configuration document and modify the "Activated" attribute of the <Shared-identity> element.

For MuD no user configuration is defined.
4.8.2
XML schema for usable identities for user A
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap"

targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap"

elementFormDefault="qualified"

attributeFormDefault="unqualified" >


<xs:element name="multi-identity" substitutionGroup="ss:absService">



<xs:annotation>




<xs:documentation>Element describing the multi-identity specific features</xs:documentation>



</xs:annotation>



<xs:complexType>




<xs:complexContent>





<xs:extension base="ss:simservType">






<xs:sequence>







<!-- add service specific elements here-->







<xs:element name="Shared-identity" type="ss:Shared-identityType" minOccurs="0" maxOccurs="unbounded"/>






</xs:sequence>





</xs:extension>




</xs:complexContent>



</xs:complexType>


</xs:element>


<xs:complexType name="Shared-identityType">



<xs:simpleContent>




<xs:extension base="xs:anyURI">





<xs:attribute name="Activated" type="xs:boolean" default="true"/>




</xs:extension>



</xs:simpleContent>


</xs:complexType>

</xs:schema>
Editor's Note: Schema for shared identities for user C and user D to be added.
