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1	Background
[bookmark: _Hlk16712637]During the study phase of TR 23.740, solution 6.3.2 was agreed as a way forward to address Slice Specific Authentication (SSA). Since the solution relied on nested secondary authentication mechanisms that needed to be completed before the Registration procedure could be fully executed, SA2 decided to consult CT1 on possible protocol impacts as a result of the adoption of such mechanisms. CT1 response, provided in C1-190602, indicated that CT1 prefer “a solution where exchanging NAS messages for Slice-Specific Authentication is performed outside the registration procedure”.
Based on this recommendation, proposals were submitted to SA2#131 to perform the SSA right after the completion of the Registration procedure. One important aspect of the solution hinges on making the UE aware that one or more S-NSSAIs from the Requested NSSAI the UE provided, is/are undergoing SSA.
Making the UE aware that one or more S-NSSAIs from the Requested NSSAI the UE provided, is/are undergoing SSA is critical, since as per Rel.15 functionality (TS 23.501, clause 5.15.4.1.1) when the UE gets an Allowed NSSAI in the Registration Accept message it is possible that some “S-NSSAIs that the UE provides in the Requested NSSAI are neither in the Allowed NSSAI nor provided as a rejected S-NSSAI” these S-NSSAIs "shall not be regarded by the UE as rejected, i.e. the UE may request to register these S-NSSAIs again next time the UE sends a Requested NSSAI”.
The UE can trigger a Mobility Registration update any time the UE wants to change S-NSSAIs. It is therefore important that the UE can determine out of those S-NSSAI that are neither allowed nor rejected which S-NSSAI(s) are undergoing SSA, otherwise the UE might trigger a Mobility Registration update to change S-NSSAIs that are undergoing SSA.
Relevant CRs (S2-19066591 and S2-1906592) were agreed by SA2 in May and approved by SA in June.
The following two aspects from 23.501 should be noted:
____
The AMF shall also provide the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value. The S-NSSAIs for which Network Slice-Specific Authentication and Authorization needs to be performed shall be included in the list of Rejected S-NSSAIs with a rejection cause value indicating pending Network Slice-Specific Authentication and Authorization. The UE shall not attempt re-registration with those S-NSSAIs included in the list of Rejected S-NSSAIs with a rejection cause value indicating pending Network Slice-Specific Authentication and Authorization, regardless of Access Type, until the Network Slice-Specific Authentication and Authorization procedure has been completed.
____
Editor's note:	Mechanisms to prevent the UE from waiting indefinitely for the completion of Slice-Specific Authentication and Authorization are defined in Stage 3 specifications.


2	Way forward in CT1
As much of the stage-2 work now is available, CT1 can start working on our relevant stage-3 aspects. The CR in C1-194581 start implementation of the corresponding stage 3 changes for SSA.
One aspect of the approved stage-2 that should be noted, is the decision from stage-2 to classify the S-NSSAIs in the REGISTRATION ACCEPT message where Network Slice-Specific Authentication and Authorization needs to be performed as Rejected S-NSSAIs with a rejection cause value indicating pending Network Slice-Specific Authentication and Authorization.
Currently, he REGISTRATION ACCEPT message includes the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value (Rejected NSSAI for the current PLMN or rejected NSSAI for the current registration area).
The new cause value for the Rejected S-NSSAI due to SSA does not reflect rejection but pending slice-specific authentication. After successful completion of the SSA, i.e. reception of the CONFIGURATION UPDATE COMMAND message, these S-NSSSAI(s) may be allowed or rejected.
The consequence of this decision is that the REGISTRATION ACCEPT message will contain two logical sets of Rejected S-NSSAIs, each set with a different logic and outcome.
As the phrase “Rejected S-NSSAI” currently is used in the TSs in CT1 (TS 24.501 and TS 27.007) with a distinct meaning, it seems better to find a different phrase for the “Rejected S-NSSAIs with a rejection cause value indicating pending Network Slice-Specific Authentication and Authorization”, instead of using “Rejected S-NSSAI” for two different scenarios. CT1 could possibly decide to use two different terms and leave the text in SA2 as is, but it seems useful to at least inform SA2 about our concern in order for SA2 to possibly find a different term for the “Rejected S-NSSAIs with a rejection cause value indicating pending Network Slice-Specific Authentication and Authorization”. With distinct terms, it will be easier to introduce the new functionality in the stage 3. With three different terms, the AMF will first provide the UE with a number of “Allowed NSSAIs”, “Rejected NSSAIS” (each slice with a cause code indication rejected within the registration area or within the PLMN) and “S-NSSAIs with pending SSA”. As the secondary authentication is performed for slice(s), the UE is informed by the CONFIGURATION UPDATE COMMAND message that the slice(s) that were subject to SSA, i.e. “S-NSSAIs with pending SSA” will change to “Allowed NSSAIs” or “Rejected NSSAIs” (each slice with a cause code indication rejected within the registration area or within the PLMN). By taking this approach, introduction of S-NSSAIs with pending SSA can be introduced with much less impact to the existing text in TS 24.501.
A mechanism to prevent the UE from waiting indefinitely for the completion of Slice-Specific Authentication and Authorization must also be outlined by CT1, but it is proposed to get the basic normal scenario framework in place first, and design the possible timer(s) for completion of SAA as the second step.

3	Proposal
Given the current unique definition of “Rejected S-NSSAI” in CT1 and to avoid changes that may cause backwards incompatibility, it is proposed to find a different term for the “Rejected S-NSSAIs with pending Network Slice-Specific Authentication and Authorization”. The term can e.g. be “S-NSSAIs with pending SSA”.
[bookmark: _GoBack]CT1 will also need to design the mechanism to prevent indefinite waiting time of the SSA procedures, but this is proposed added in TS 24.501 when the sunny side scenario for SSA is included in the stage-3 specifications. SA2 can be informed about this at a later point in time if needed.
CT1 should inform SA2 about our decision and ask for clarifications to their decision of terminology and/or ask them to find a unique term for S-NSSAIs with pending SSA.
