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	Reason for change:
	As discussed in C1-194538, TS23.501 defined new requirement for network slice specific authentication and authorization. TS24.501 requires some update on this. 

	
	

	Summary of change:
	New subclause for network slice specific authentication and authorization feature description.

And proposal includes as follows:

Proposal 10: Some mechanism of abnormal handling is expected when the UE receives Rejected NSSAI associated with "pending" cause value in the registration accept message to prevent the UE from waiting indefinitely for the completion of Slice-Specific Authentication and Authorization.
[bookmark: _GoBack]Proposal 11: The mechanism is proposed as follows. 
[bookmark: _Hlk16580612]Basically, this solution tries to align with normal situation that when Network Slice-Specific Authentication and Authorization has completed, in the end, AMF triggers the general UE configuration update to reset the "pending" status of specific S-NSSAI stored in UE as rejected S-NSSAI i.e., AMF reset the information by sending the S-NSSAI associated with "pending" cause value as either Allowed NSSAI or  Rejected NSSAI with cause value "S-NSSAI not available in the current PLMN" or "S-NSSAI not available in the current registration area". 
Proposed solution is aligned with this by utilizing a UE timer.  When the timer expires the UE performs mobility registration update (not including the rejected S-NSSAI associated to "pending" cause value e.g., S-NSSAI3), then the AMF if necessary to do so, configures the UE with new slice information by sending the S-NSSAI associated with "pending" cause value Rejected NSSAI, or AMF could reset the slice information by sending new configured NSSAI in the registration accept message. 

New subclause for network slice specific authentication and authorization procedure description.
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***** Next change *****
[bookmark: _Toc11419231]5.3.21	Specific requirements on network slice specific authentication and authorization
This subclause specifies the requirements for a UE and network if UE has indicated support for network slice specific authentication and authorization in the REGISTRATION REQUEST message.
If the UE has indicated support for network slice specific authentication and authorization in the REGISTRATION REQUEST message and one or more S-NSSAI(s) are rejected due to network slice specific authentication and authorization, the AMF includes the timer T35xx value IE in the REGISTRATION ACCEPT message (see subclause 5.5.1.2 and subclause 5.5.1.3).
The timer T35xx is started and stopped on a per S-NSSAI and PLMN basis.
The UE starts timer T35xx when 5GMM context is established and if:
-	the UE supports network slice specific authentication and authorization; and
-	the T35xx value is available in the UE and does not indicate zero.
If timer T35xx is running when the UE changes PLMN or enters state 5GMM-DEREGISTERED, the UE remains switched on, and the USIM in the UE remains the same, then timer T35xx is kept running until it expires or it is stopped.
If the UE is switched off or the USIM is removed, the timer T35xx is stopped. 
Editor's note:	It is FFS if there are other conditions to stop the timer such as completion of network slice specific authentication and authorization (further study on this procedure is expected to be done in SA3 as mentioned in 3GPP TS 23.501 [8]). 
If the UE has indicated support for network slice specific authentication and authorization in the REGISTRATION REQUEST message and one or more S-NSSAI(s) are included in the rejected NSSAI of the REGISTRATION ACCEPT message as described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4, the AMF starts T35xx. The timer T35xx is started and stopped on a per S-NSSAI and PLMN basis.

***** Next change *****

5.4.7	Network slice specific authentication and authorization procedure initiation
5.4.7.1	General
The purpose of this procedure is:
a)	to authenticate the upper layers of the UE for the use of S-NSSAI(s) subject to network slice specific authentication and authorization;
b)	to authorise the upper layers of the UE for the use of S-NSSAI(s) subject to network slice specific authentication and authorization; 
c)	both of case a) and case b) above;
d)	to re-authenticate the upper layers of the UE for the use of S-NSSAI(s) subject to network slice specific authentication and authorization;
e)	to re-authorise the upper layers of the UE for the use of S-NSSAI(s) subject to network slice specific authentication and authorization; or
f)	both of case d) and case e) above.
The network slice specific authentication and authorization procedure can only be initiated by the network and can be performed when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode.
The network authenticates the UE using the Extensible Authentication Protocol (EAP) as specified in IETF RFC 3748 [34].
Editor’s Note:	Further requirement to be captured when the study by SA3 as mentioned in 3GPP TS 23.501 [8] is done. 

5.4.7.2	Network slice specific authentication and authorization procedure accepted by the UE

5.4.7.3	Abnormal cases on the network side

5.4.7.4	Abnormal cases in the UE

