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1. Introduction
This paper intends to discuss the SA2 requirement and identify the TS 24.501 impacts on Network Slice-Specific Authentication and Authorization, especially the requirements before the actual authentication and authorization procedure takes place.
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As captured in TS23.502 as follows, the requirement on Network Slice-Specific Authentication and Authorization itself is still under the study by SA3; hence this paper excludes the impact analysis on Network Slice-Specific Authentication and Authorization itself and general UE configuration update.
---------
4.2.9.1
General

Editor's note:
The procedure for Network Slice-Specific Authentication and Authorization defined in this clause needs to be further studied and defined by SA3 e.g. the role of the AUSF, need for an AAA-P and the used NF services.

---------
2. Discussion
TS23.501, S2-1907775(TS23.502), and TS23.502 defines following requirements that may have some impact on CT1 work.
2.1. SA2 requirements
1) TS23.501 subclause 5.15.10 defines: 

---------
A serving PLMN shall perform Network Slice-Specific Authentication and Authorization for the S-NSSAIs of the HPLMN which are subject to it based on subscription information. The UE shall indicate in the Registration Request message in the UE 5GMM Core Network Capability whether it supports this feature. If the UE does not support this feature, the AMF shall not trigger this procedure for the UE and if the UE requests these S-NSSAIs that are subject to Network Slice-Specific Authentication and Authorization they are rejected for the PLMN.
---------
Observation 1: New indication in the 5GMM capability IE. 
Observation 2: If the UE that does not support the feature but requests the S-NSSAI(s) subject to Network Slice-Specific Authentication and Authorization then the use of S-NSSAI(s) is rejected for the PLMN i.e., rejected NSSAI with the cause value "S-NSSAI not available in the current PLMN"
Proposal 1: It is proposed to define Network slice-specific authentication and authorization (NSA) bit in the 5GMM capability IE.
Proposal 2: The UE supporting Network slice-specific authentication and authorization includes the NSA bit in registration request. 

Proposal 3: If the UE not supporting Network slice-specific authentication and authorization requests S-NSSAI(s) subject to Network slice-specific authentication and authorization, the AMF associates the S-NSSAI(s) with cause value "S-NSSAI not available in the current PLMN" and includes them in registration accept message. 
2) S2-1907775 (CR#1656) defines that:
---------
4.2.2.2.2
General Registration

[…]
21.
New AMF to UE: Registration Accept
[…]
If the Requested NSSAI does not include S-NSSAIs which map to S-NSSAIs of the HPLMN subject to Network Slice-Specific Authentication and Authorization and the AMF determines that no S-NSSAI can be provided in the Allowed NSSAI for the UE in the current UE's Tracking Area and if no default S-NSSAI(s) not yet involved in the current UE Registration procedure could be further considered, the AMF shall reject the UE Registration and shall include in the rejection message the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value.
---------
Observation 3: If the Requested NSSAI does NOT include S-NSSAIs subject to Network Slice-Specific Authentication and Authorization, the AMF determines that no S-NSSAI can be provided in the Allowed NSSAI for the UE in the current UE's Tracking Area, and no default S-NSSAI(s) not yet involved in the current UE Registration procedure could be further considered, the AMF shall reject the UE Registration with rejected S-NSSAI(s).
Proposal 4: It is proposed that under above condition AMF rejects the registration request message with rejected NSSAI. Upon reception of rejected NSSAI in registration reject message, the UE takes the same action as already defined in TS24.501 subclause 4.6.2.2 NSSAI storage. 
3) S2-1907775 (CR#1656) defines that:
---------
4.2.2.2.2
General Registration

[…]
21.
New AMF to UE: Registration Accept
[…]

The Allowed NSSAI for the Access Type for the UE is included in the N2 message carrying the Registration Accept message. The Allowed NSSAI contains only S-NSSAIs that do not require, based on subscription information, Network Slice-Specific Authentication and Authorization, or based on the UE Context in the AMF, those S-NSSAIs for which Network Slice-Specific Authentication and Authorization previously succeeded, regardless of the Access Type.
---------
Observation 4: Regardless of UE supporting the feature, the Allowed NSSAI only includes the S-NSSA(s) not subject to Network Slice-Specific Authentication and Authorization.
Proposal 5: It is proposed to make it clear that AMF shall not include in the Allowed NSSAI those S-NSSAI(s) subject to Network Slice-Specific Authentication and Authorization procedure and the procedure has not been completed. AMF maintains the status of procedure as in 5GMM context of the UE. 
4) S2-1907775 (CR#1656) defines that:
---------
4.2.2.2.2
General Registration

[…]
21.
New AMF to UE: Registration Accept
[…]
If the UE has indicated its support for Network Slice-Specific Authentication and Authorization procedure in the UE MM Core Network Capability in the Registration Request, the list of rejected NSSAIs shall also include the S-NSSAIs that map to an S-NSSAI of the HPLMN which in the subscription information has indication that it is subject to Network Slice-Specific Authentication and Authorization. For those S-NSSAIs the rejection cause value indicates pending Network Slice-Specific Authentication and Authorization. In such case, the AMF then shall trigger at step 25 the Network Slice-Specific Authentication and Authorization procedure, specified in clause 4.2.9.2, except, based on Network policies, for those S-NSSAIs for which Network Slice-Specific Authentication and Authorization have already been initiated on another Access Type for the same S-NSSAI(s).. The UE shall not attempt re-registration with the S-NSSAIs included in the list of Rejected S-NSSAIs with a rejection cause value indicating pending Network Slice-Specific Authentication and Authorization, until the Network Slice-Specific Authentication and Authorization procedure has been completed, regardless of the Access Type.

---------
Observation 6: AMF includes those S-NSSAI(s) subject to Network Slice-Specific Authentication and Authorization as rejected NSSAI in registration accept message. 

Observation 7: UE shall not use S-NSSAI(s) associated with "pending" cause value until the Network Slice-Specific Authentication and Authorization procedure has been completed.

Proposal 6: If the UE has indicated its support for Network Slice-Specific Authentication and Authorization procedure, the AMF includes the S-NSSAI(s) subject to Network Slice-Specific Authentication and Authorization as rejected NSSAI in registration accept message. The S-NSSAI(s) are associated to "pending" cause value. 

Proposal 7: It is proposed to define that upon reception of the cause value "S-NSSAI pending due to network slice specific authentication and authorization", the UE shall not use the S-NSSAI(s) until switching off the UE, the UICC containing the USIM is removed, or the rejected S-NSSAI(s) are removed or deleted as described in subclause 4.6.2.2 NSSAI storage. 
5) S2-1907775 (CR#1656) defines that:
---------
4.2.2.2.2
General Registration

[…]
21.
New AMF to UE: Registration Accept
[…]

If no S-NSSAI can be provided in the Allowed NSSAI because

-
all the S-NSSAI(s) in the Requested NSSAI are to be subject to Network Slice-Specific Authentication and Authorization; or

-
no Requested NSSAI was provided or none of the S-NSSAIs in the Requested NSSAI matches any of the Subscribed S-NSSAIs, and all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs are to be subject to Network Slice-Specific Authentication and Authorization.


The AMF shall provide an empty Allowed NSSAI. Upon receiving an empty Allowed NSSAI, the UE is registered in the PLMN but shall wait for the completion of the Network Slice-Specific Authentication and Authorization procedure without attempting to use any service provided by the PLMN except emergency services (the AMF assigns the Tracking Areas of the Registration Area as a Non-Allowed Area).
Editor's note:
Mechanisms to prevent the UE from waiting indefinitely for the completion of Slice-Specific Authentication and Authorization are defined in Stage 3 specifications.
---------
Proposal 8: If AMF determines that no S-NSSAI(s) can be provided in Allowed NSSAI because all S-NSSAI(s) including default S-NSSAI(s) are subject to Network Slice-Specific Authentication and Authorization, AMF provides "empty" Allowed NSSAI in registration accept message. 
Observation 8: Some mechanism of abnormal handling is expected when the UE receives empty Allowed NSSAI and rejected NSSAI in the registration accept message to prevent the UE from waiting indefinitely for the completion of Slice-Specific Authentication and Authorization.
Proposal 9: The mechanism is proposed as follows. 

The scenario is that UE has no information about the status of Network Slice-Specific Authentication and Authorization because AMF just sending back the "empty" Allowed NSSAI.
Thus, the proposed solution is NW based that NW runs a NW timer. When the timer expires, the AMF if necessary, performs general UE configuration update procedure so that invokes the registration procedure, and sets new slice information e.g., let the UE know that UE requested S-NSSAI can not be used in current registration area or PLMN. 
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2.2. Further consideration on abnormal scenario 

In Network Slice-Specific Authentication and Authorization, the AMF provides the rejected S-NSSAI(s) with "pending" cause value to the UE. And the UE shall not use the S-NSSAI(s) until Network Slice-Specific Authentication and Authorization has completed. 
Imagine the case where AMF indicates the "pending" status to the UE, but then UE has NOT received any EAP messages (no EAP identity request and no EAP success/failure to the UE) for a while. How long should the UE consider the S-NSSAI(s) as "pending"? 
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Proposal 10: Some mechanism of abnormal handling is expected when the UE receives Rejected NSSAI associated with "pending" cause value in the registration accept message to prevent the UE from waiting indefinitely for the completion of Slice-Specific Authentication and Authorization.
Some may say that we don’t need any consideration for this matter because the UE has Allowed NSSAI and unlike empty Allowed NSSAI case, the UE has a choice to use the S-NSSAI(s) allowed. 

It is true, but it is also true that UE has a capability of Network Slice-Specific Authentication and Authorization, but the system is not fully making action to the request from the UE (expecting to use the S-NSSAI subject to Network Slice-Specific Authentication and Authorization).
Also, the fact is that the UE could holds the S-NSSAI associated to "pending" cause value indefinitely. 

Comparing to other cause value such as "not available in the current registration area" where it is the UE to determine when the UE can re-use the associated S-NSSAI i.e., when the UE moves to different registration area, in this case of "pending" cause value, it is the NW (not UE) to determine when the UE can re-use the associated S-NSSAI. 

Thus, the UE relies on NW determination (Network Slice-Specific Authentication and Authorization completion).

Now then, the question raises here is what if the NW determination ends abnormally (i.e., no response from NW)? The UE loses the clear guideline of when the UE be able to re-use the S-NSSAI and there will be no consistent UE behaviour when that happens.  
Proposal 11: The mechanism is proposed as follows. 
Basically, this solution tries to align with normal situation that when Network Slice-Specific Authentication and Authorization has completed, in the end, AMF triggers the general UE configuration update to reset the "pending" status of specific S-NSSAI stored in UE as rejected S-NSSAI i.e., AMF reset the information by sending the S-NSSAI associated with "pending" cause value as either Allowed NSSAI or  Rejected NSSAI with cause value "S-NSSAI not available in the current PLMN" or "S-NSSAI not available in the current registration area". 

Proposed solution is aligned with this by utilizing a UE timer.  When the timer expires the UE performs mobility registration update (not including the rejected S-NSSAI associated to "pending" cause value e.g., S-NSSAI3), then the AMF if necessary to do so, configures the UE with new slice information by sending the S-NSSAI associated with "pending" cause value Rejected NSSAI, or AMF could reset the slice information by sending new configured NSSAI in the registration accept message. 
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3. Proposal

It is proposed to discuss above and agree C1-194539 and C1-194540.
