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* * * First Change * * * *
[bookmark: _Toc11419049][bookmark: _Toc11419354]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
5GMM-IDLE mode: In this specification, if the term is used standalone, a UE in 5GMM-IDLE mode means the UE can be either in 5GMM-IDLE mode over 3GPP access or in 5GMM-IDLE mode over non-3GPP access.
5GMM-CONNECTED mode: In this specification, if the term is used standalone, a UE in 5GMM-CONNECTED mode means the UE can be either in 5GMM-CONNECTED mode over 3GPP access or in 5GMM-CONNECTED mode over non-3GPP access.
5GMM-IDLE mode over 3GPP access: A UE is in 5GMM-IDLE mode over 3GPP access when no N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-IDLE mode over 3GPP access used in the present document corresponds to the term CM-IDLE state for 3GPP access used in 3GPP TS 23.501 [8].
5GMM-CONNECTED mode over 3GPP access: A UE is in 5GMM-CONNECTED mode over 3GPP access when an N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-CONNECTED mode over 3GPP access used in the present document corresponds to the term CM-CONNECTED state for 3GPP access used in 3GPP TS 23.501 [8].
5GMM-IDLE mode over non-3GPP access: A UE is in 5GMM-IDLE mode over non-3GPP access no N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-IDLE mode over non-3GPP access used in the present document corresponds to the term CM-IDLE state for non-3GPP access used in 3GPP TS 23.501 [8].
5GMM-CONNECTED mode over non-3GPP access: A UE is in 5GMM-CONNECTED mode over non-3GPP access when it has N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-CONNECTED mode over non-3GPP access used in the present document corresponds to the term CM-CONNECTED state for non-3GPP access used in 3GPP TS 23.501 [8].
5GS services: Services provided by PS domain. Within the context of this specification, 5GS services is used as a synonym for EPS services.
5G-EA: 5GS encryption algorithms. The term 5G-EA, 5G-EA0, 128-5G-EA1-3 and 5G-EA4-7 used in the present document corresponds to the term NEA, NEA0, NEA1-3 and NEA4-7 defined in 3GPP TS 33.501 [24].
5G-IA: 5GS integrity algorithms. The term 5G-IA, 5G-IA0, 128-5G-IA1-3 and 5G-IA4-7 used in the present document corresponds to the term NIA, NIA0, NIA1-3 and NIA4-7 defined in 3GPP TS 33.501 [24].
Access stratum connection: A peer to peer access stratum connection between either the UE and the NG-RAN for 3GPP access or the UE and the N3IWF for non-3GPP access. The access stratum connection for 3GPP access corresponds to an RRC connection via the Uu reference point. The creation of the access stratum connection for non-3GPP access corresponds to the completion of the IKE_SA_INIT exchange (see IETF RFC 7296 [41]) via the NWu reference point.
Aggregate maximum bit rate: The maximum bit rate that limits the aggregate bit rate of a set of non-GBR bearers of a UE. Definition derived from 3GPP TS 23.501 [8].
Always-on PDU session: A PDU session for which user-plane resources have to be established during every transition from 5GMM-IDLE mode to 5GMM-CONNECTED mode. A UE requests a PDU session to be established as an always-on PDU session based on indication from upper layers and the network decides whether a PDU session is established as an always-on PDU session.
NOTE 1:	How the upper layers in the UE are configured to provide an indication is outside the scope of the present document.
Cleartext IEs: Information elements that can be sent without confidentiality protection in initial NAS messages as specified in subclause 4.4.6.
Control plane CIoT 5GS optimization: signalling optimizations to enable efficient transport of user data (IP, Ethernet, Unstructured or SMS) over control plane via the AMF including optional header compression of IP data and Ethernet data.
Control plane user data: the user data (IP, Ethernet, Unstructured or SMS) which is transported using control plane CIoT 5GS optimization.
User plane CIoT 5GS optimization: signalling optimizations to enable efficient transport of user data (IP, Ethernet or Unstructured) over the user plane.
UE supporting CIoT 5GS optimizations: A UE that supports control plane CIoT 5GS optimization or user plane CIoT 5GS optimization and one or more other CIoT 5GS optimizations when the UE is in N1 mode.
Registered for 5GS services with control plane CIoT 5GS optimization: A UE supporting CIoT 5GS optimizations is registered for 5GS services, and control plane CIoT 5GS optimization along with one or more other CIoT 5GS optimizations have been accepted by the network.
Registered for 5GS services with user plane CIoT 5GS optimization: A UE supporting CIoT 5GS optimizations is registered for 5GS services, and user plane CIoT 5GS optimization along with one or more other CIoT 5GS optimizations have been accepted by the network.
Registered for 5GS services with CIoT 5GS optimization: A UE is registered for 5GS services with control plane CIoT 5GS optimization or registered for 5GS services with user plane CIoT 5GS optimization.
DNN based congestion control: Type of congestion control at session management level that is applied to reject session management requests from UEs or release PDU sessions when the associated DNN is congested. DNN based congestion control can be activated at the SMF over session management level and also activated at the AMF over mobility management level.
Emergency PDU session: A PDU session which was established with the request type "initial emergency request" or "existing emergency PDU session".
General NAS level congestion control: Type of congestion control at mobility management level that is applied at a general overload or congestion situation in the network, e.g. lack of processing resources.
Initial NAS message: A NAS message is considered as an initial NAS message, if this NAS message can trigger the establishment of an N1 NAS signalling connection. For instance, the REGISTRATION REQUEST message is an initial NAS message.
Initial registration for emergency services: A registration performed with 5GS registration type "emergency registration" in the REGISTRATION REQUEST message.
Last visited registered TAI: A TAI which is contained in the registration area that the UE registered to the network and which identifies the tracking area last visited by the UE.
Mapped S-NSSAI: An S-NSSAI in the subscribed S-NSSAIs for the HPLMN, which is mapped to an S-NSSAI of the registered PLMN in case of a roaming scenario.
N1 mode: A mode of a UE allowing access to the 5G core network via the 5G access network.
In NB-N1 mode: Indicates this paragraph applies only to a system which operates in NB-N1 mode. For a multi-access system this case applies if the current serving radio access network provides access to network services via E-UTRA connected to 5GCN by NB-IoT (see 3GPP TS 36.300 [25B], 3GPP TS 36.331 [25A], 3GPP TS 36.306 [25C]).
In WB-N1 mode: Indicates this paragraph applies only to a system which operates in WB-N1 mode. For a multi-access system this case applies if the system operates in N1 mode with E-UTRA connected to 5GCN, but not in NB-N1 mode.
In WB-N1/CE mode: Indicates this paragraph applies only when a UE, which is a CE mode B capable UE (see 3GPP TS 36.306 [25C]), is operating in CE mode A or B in WB-N1 mode.
N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling connection is either the concatenation of an RRC connection via the Uu reference point and an NG connection via the N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel via the NWu reference point and an NG connection via the N2 reference point for non-3GPP access.
N6 PDU session: A PDU session established between the UE and the User Plane Function (UPF) for transmitting the UE's IP data, Ethernet data or Unstructured data related to a specific application.
NEF PDU session: A PDU session established between the UE and the Network Exposure Function (NEF) for transmitting the UE's Unstructured data related to a specific application.
Network slicing information: information stored at the UE consisting of one or more of the following:
a)	default configured NSSAI;
b)	configured NSSAI for a PLMN;
c)	mapped S-NSSAI(s) for the configured NSSAI for a PLMN;
d)	for each access type:
1)	allowed NSSAI for a PLMN;
2)	mapped S-NSSAI(s) for the allowed NSSAI for a PLMN.
Non-cleartext IEs: Information elements that are not cleartext IEs.
Non-emergency PDU session: Any PDU session which is not an emergency PDU session.
PDU address: An IP address assigned to the UE by the packet data network.
PDU session for LADN: A PDU session with a DNN associated with a LADN.
PDU session with suspended user-plane resources: A PDU session for which user-plane resources were established or re-established, and for which data radio bearers were suspended when transiting to 5GMM-CONNECTED mode with RRC inactive indication.
Persistent PDU session: either a non-emergency PDU session contains a GBR QoS flow with QoS equivalent to QoS of teleservice 11 and where there is a radio bearer associated with that PDU session, or an emergency PDU session where there is a radio bearer associated with that PDU session.
NOTE 2:	An example of a persistent PDU session is a non-emergency PDU session with 5QI = 1 where there is a radio bearer associated with that context.
Procedure transaction identity: An identity which is dynamically allocated by the UE for the UE-requested 5GSM procedures, or allocated by the UE or the PCF for the UE policy delivery procedures. The procedure transaction identity is released when the procedure is completed but it should not be released immediately.
RAT frequency selection priority index: A parameter provided by the AMF to the NG-RAN via the N2 reference point. The AMF selects an RFSP index for a particular UE based on the subscribed RFSP index, the locally configured operator's policies, the allowed NSSAI and the UE context information, including the UE's usage setting, if received during the registration procedure. Definition derived from 3GPP TS 23.501 [8].
Registered for emergency services: A UE is considered as "registered for emergency services" when it has successfully completed initial registration for emergency services.
Registered PLMN: The PLMN on which the UE is registered. The identity of the registered PLMN (MCC and MNC) is provided to the UE within the GUAMI field of the 5G-GUTI.
Rejected NSSAI: Rejected NSSAI for the current PLMN or rejected NSSAI for the current registration area.
Rejected NSSAI for the current PLMN: A set of S-NSSAIs which was included in the requested NSSAI by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available in the current PLMN".
Rejected NSSAI for the current registration area: A set of S-NSSAIs which was included in the requested NSSAI by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available in the current registration area".
Local release: Release of a PDU session without peer-to-peer signalling between the network and the UE,
NOTE 3:	Local release can include communication among network entities.
Removal of eCall only mode restriction: All the limitations as described in 3GPP TS 22.101 [2] for the eCall only mode do not apply any more.
Routing indicator: Routing Indicator is an identifier assigned by the UE's home network operator to be used together with the Home Network Identifier for routing network signalling. Routing Indicator is provisioned in the USIM. The term Routing indicator used in the present document corresponds to the term Routing ID used in 3GPP TS 23.501 [8].
S-NSSAI-based congestion control: Type of congestion control at session management level that is applied to reject session management requests from UEs or release PDU sessions when the associated S-NSSAI and optionally the associated DNN are congested. . S-NSSAI based congestion control can be activated at the SMF over session management level and also activated at the AMF over mobility management level.
Selected core network type information: A type of core network (EPC or 5GCN) selected by the UE NAS layer in case of an E-UTRA cell connected to both EPC and 5GCN.
UE configured for high priority access in selected PLMN: A UE configured with one or more access identities equal to 1, 2, or 11-15 applicable in the selected PLMN as specified in subclause 4.5.2. Definition derived from 3GPP TS 22.261 [3].
[bookmark: OLE_LINK46]UE using 5GS services with control plane CIoT 5GS optimization: A UE that is registered for 5GS services with the control plane CIOT 5GS optimization accepted by the network and decides to transport the user data via the control plane.
User-plane resources: Resources established between the UE and the UPF. The user-plane resources consist of either user plane radio bearers via the Uu reference point, a tunnel via the N3 reference point and a tunnel via the N9 reference point (if any) for 3GPP access, or IPsec tunnels via the NWu reference point, a tunnel via the N3 reference point and a tunnel via the N9 reference point (if any) for non-3GPP access.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.261 [2] apply:
Non-public network
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [4] apply:
5G-GUTI
5G-S-TMSI
PEI
SUPI
SUCI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.122 [5] apply:
Country
EHPLMN
HPLMN
Selected PLMN
Shared network
SNPN identity
Steering of Roaming (SOR)
Steering of Roaming information
Suitable cell
VPLMN
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.167 [6] apply:
eCall over IMS
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.216 [6A] apply:
SRVCC
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.401 [7] apply:
eCall only mode
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [8] apply:
5G access network
5G core network
5G QoS flow
5G QoS identifier
5G-RG
5G-BRG
5G-CRG
5G System
Allowed area
Allowed NSSAI
AMF region
AMF set
Closed access group
Configured NSSAI
Local area data network
Network slice
NG-RAN
Non-allowed area
PDU session
PDU session type
Requested NSSAI
Routing ID
Service data flow
Service Gap Control
Serving PLMN rate control
SNPN access mode
SNPN enabled UE
Stand-alone Non-Public Network
UE presence in LADN service area
Wireline 5G Access Network
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.503 [10] apply:
UE local configuration
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.008 [12] apply:
GMM
MM
A/Gb mode
Iu mode
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.301 [15] apply:
CIoT EPS optimization
Control plane CIoT EPS optimization
EENLV
EMM
EMM-DEREGISTERED
EMM-DEREGISTERED-INITIATED
EMM-IDLE mode
EMM-NULL
[bookmark: _Hlk8745020]EMM-REGISTERED
EMM-REGISTERED-INITIATED
EMM-SERVICE-REQUEST-INITIATED
EMM-TRACKING-AREA-UPDATING-INITIATED
EPS
EPS security context
EPS services
Lower layer failure
Megabit
Message header
NAS signalling connection recovery
NB-S1 mode
Non-EPS services
S1 mode
User plane CIoT EPS optimization
WB-S1 mode
For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [24] apply:
5G security context
5G NAS security context
ABBA
Current 5G NAS security context
Full native 5G NAS security context
K'AME
KAMF
KASME
Mapped 5G NAS security context
Mapped security context
Native 5G NAS security context
NCC
Non-current 5G NAS security context
Partial native 5G NAS security context
RES*
For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [31] apply:
NG connection
* * * Next Change * * * *
[bookmark: _Toc11419062]4.4.2.1	General
The security parameters for authentication, integrity protection and ciphering are tied together in a 5G NAS security context and identified by a key set identifier (ngKSI). The relationship between the security parameters is defined in 3GPP TS 33.501 [24].
Before security can be activated, the AMF and the UE need to establish a 5G NAS security context. Usually, the 5G NAS security context is created as the result of a primary authentication and key agreement procedure between the AMF and the UE. A new 5G NAS security context may also be created during an N1 mode to N1 mode handover. Alternatively, during inter-system change from S1 mode to N1 mode, the AMF not supporting interworking without N26 and the UE operating in single-registration mode may derive a mapped 5G NAS security context from an EPS security context that has been established while the UE was in S1 mode.
The 5G NAS security context is taken into use by the UE and the AMF, when the AMF initiates a security mode control procedure, during an N1 mode to N1 mode handover, or during the inter-system change procedure from S1 mode to N1 mode. The 5G NAS security context which has been taken into use by the network most recently is called current 5G NAS security context. This current 5G NAS security context can be of type native or mapped, i.e. originating from a native 5G NAS security context or mapped 5G NAS security context.
The key set identifier ngKSI is assigned by the AMF either during the primary authentication and key agreement procedure or, for the mapped 5G NAS security context, during the inter-system change. The ngKSI consists of a value and a type of security context parameter indicating whether a 5G NAS security context is a native 5G NAS security context or a mapped 5G NAS security context. When the 5G NAS security context is a native 5G NAS security context, the ngKSI has the value of KSIAMF, and when the current 5G NAS security context is of type mapped, the ngKSI has the value of KSIASME.
The 5G NAS security context which is indicated by an ngKSI can be taken into use to establish the secure exchange of NAS messages when a new N1 NAS signalling connection is established without executing a new primary authentication and key agreement procedure (see subclause 5.4.1) or when the AMF initiates a security mode control procedure. For this purpose, the initial NAS messages (i.e. REGISTRATION REQUEST, DEREGISTRATION REQUEST, SERVICE REQUEST and CONTROL PLANE SERVICE REQUEST) and the SECURITY MODE COMMAND message contain an ngKSI in the NAS key set identifier IE indicating the current 5G NAS security context used to integrity protect the NAS message.
In the present document, when the UE is required to delete an ngKSI, the UE shall set the ngKSI to the value "no key is available" and consider also the associated keys KAMF or K'AMF, 5G NAS ciphering key and 5G NAS integrity key invalid (i.e. the 5G NAS security context associated with the ngKSI as no longer valid).
NOTE:	In some specifications the term ciphering key sequence number might be used instead of the term key set identifier (KSI).
As described in subclause 4.8 in order to interwork with E-UTRAN connected to EPC, the UE supporting both S1 mode and N1 mode can operate in either single-registration mode or dual-registration mode. A UE operating in dual-registration mode shall independently maintain and use both EPS security context (see 3GPP TS 24.301 [15]) and 5G NAS security context. When the UE operating in dual-registration mode performs an EPS attach procedure, it shall take into use an EPS security context and follow the handling of this security context as specified in 3GPP TS 24.301 [15]. However, when the UE operating in dual-registration mode performs an initial registration procedure, it shall take into use a 5G NAS security context and follow the handling of this security context as described in the present specification.
The UE and the AMF need to be able to maintain two 5G NAS security contexts simultaneously, i.e. a current 5G NAS security context and a non-current 5G NAS security context, since:
a)	after a 5G re-authentication, the UE and the AMF can have both a current 5G NAS security context and a non-current 5G NAS security context which has not yet been taken into use (i.e. a partial native 5G NAS security context); and
b)	after an inter-system change from S1 mode to N1 mode, the UE and the AMF can have both a mapped 5G NAS security context, which is the current 5G NAS security context, and a non-current native 5G NAS security context that was created during a previous access in N1 mode.
The number of 5G NAS security contexts that need to be maintained simultaneously by the UE and the AMF is limited by the following requirements:
a)	after a successful 5G (re-)authentication, which creates a new partial native 5G NAS security context, the AMF and the UE shall delete the non-current 5G NAS security context, if any;
b)	when a partial native 5G NAS security context is taken into use through a security mode control procedure, the AMF and the UE shall delete the previously current 5G NAS security context;
c)	when the AMF and the UE create a 5G NAS security context using "null integrity protection algorithm" and "null ciphering algorithm" during an initial registration procedure for emergency services, or a registration procedure for mobility and periodic registration update for a UE that has an emergency PDU session (see subclause 5.4.2.2), the AMF and the UE shall delete the previous current 5G NAS security context;
d)	when a new mapped 5G NAS security context or 5G NAS security context created using "null integrity protection algorithm" and "null ciphering algorithm" is taken into use during the inter-system change from S1 mode to N1 mode, the AMF and the UE shall not delete the previously current native 5G NAS security context, if any. Instead, the previously current native 5G NAS security context shall become a non-current native 5G NAS security context, and the AMF and the UE shall delete any partial native 5G NAS security context;
	If no previously current native 5G NAS security context exists, the AMF and the UE shall not delete the partial native 5G NAS security context, if any;
e)	when the AMF and the UE derive a new mapped 5G NAS security context during inter-system change from S1 mode to N1 mode, the AMF and the UE shall delete any existing current mapped 5G NAS security context;
f)	when a non-current full native 5G NAS security context is taken into use by a security mode control procedure, then the AMF and the UE shall delete the previously current mapped 5G NAS security context; and
g)	when the UE or the AMF moves from 5GMM-REGISTERED to 5GMM-DEREGISTERED state, if the current 5G NAS security context is a mapped 5G NAS security context and a non-current full native 5G NAS security context exists, then the non-current 5G NAS security context shall become the current 5G NAS security context. Furthermore, the UE and the AMF shall delete any mapped 5G NAS security context or partial native 5G NAS security context.
The UE shall mark the 5G NAS security context on the USIM or in the non-volatile memory as invalid when the UE initiates an initial registration procedure as described in subclause 5.5.1.2 or when the UE leaves state 5GMM-DEREGISTERED for any other state except 5GMM-NULL.
The UE shall store the current native 5G NAS security context as specified in annex C and mark it as valid only when the UE enters state 5GMM-DEREGISTERED from any other state except 5GMM-NULL or when the UE aborts the initial registration procedure without having left 5GMM-DEREGISTERED.
* * * Next Change * * * *
[bookmark: _Toc11419072]4.4.3.4	Ciphering and deciphering
The sender shall use its locally stored NAS COUNT as input to the ciphering algorithm.
The receiver shall use the NAS sequence number included in the received message and an estimate for the NAS overflow counter as defined in subclause 4.4.3.1 to form the NAS COUNT input to the deciphering algorithm.
The input parameters to the NAS ciphering algorithm are the BEARER ID, DIRECTION bit, NAS COUNT, NAS encryption key and the length of the key stream to be generated by the encryption algorithm.
When applying initial NAS message protection to the REGISTRATION REQUEST or SERVICE REQUEST message as described in subclause 4.4.6, the length of the key stream is set to the length of the entire plain NAS message that is included in the NAS message container IE, i.e. the value part of the NAS message container IE, that is to be ciphered.
When applying initial NAS message protection to an initial NAS message for transport of control plane user data (i.e. CONTROL PLANE SERVICE REQUEST message with one of Data over NAS small IE, Data over NAS IE or NAS message container small IE) as described in subclause 4.4.6, the length of the key stream is set to the length of the part of the initial plain NAS message (i.e. the value part of one of Data over NAS small IE, Data over NAS IE or NAS message container small IE) that is to be ciphered.
* * * Next Change * * * *
[bookmark: _Toc11419079]4.4.6	Protection of initial NAS signalling messages
The 5GS supports protection of initial NAS messages as specified in 3GPP TS 33.501 [24]. The protection of initial NAS messages applies to the REGISTRATION REQUEST, SERVICE REQUEST and CONTROL PLANE SERVICE REQUEST message, and is achieved as follows:
a)	If the UE does not have a valid 5G NAS security context, the UE sends a REGISTRATION REQUEST message including cleartext IEs only. After activating a 5G NAS security context resulting from a security mode control procedure:
1)	if the UE needs to send non-cleartext IEs, the UE shall include the entire REGISTRATION REQUEST message (i.e. containing both cleartext IEs and non-cleartext IEs) in the NAS message container IE and shall include the NAS message container IE in the SECURITY MODE COMPLETE message; or
2)	if the UE does not need to send non-cleartext IEs, the UE shall include the entire REGISTRATION REQUEST message (i.e. containing cleartext IEs only) in the NAS message container IE and shall include the NAS message container IE in the SECURITY MODE COMPLETE message.
b)	If the UE has a valid 5G NAS security context, the initial NAS message is not a CONTROL PLANE SERVICE REQUEST message and:
1)	the UE needs to send non-cleartext IEs in a REGISTRATION REQUEST or SERVICE REQUEST message, the UE includes the entire REGISTRATION REQUEST or SERVICE REQUEST message (i.e. containing both cleartext IEs and non-cleartext IEs) in the NAS message container IE and shall cipher the value part of the NAS message container IE. The UE shall then send a REGISTRATION REQUEST or SERVICE REQUEST message containing the cleartext IEs and the NAS message container IE; or
[bookmark: OLE_LINK27]2)	the UE does not need to send non-cleartext IEs in a REGISTRATION REQUEST or SERVICE REQUEST message, the UE sends the REGISTRATION REQUEST or SERVICE REQUEST message without including the NAS message container IE.
c)	If the UE has a valid 5G NAS security context, the initial NAS message is a CONTROL PLANE SERVICE REQUEST message and:
1)	the UE needs to send a non-cleartext IE in a CONTROL PLANE SERVICE REQUEST message, the UE shall cipher the value part of one of Data over NAS small IE, Data over NAS IE or NAS message container small IE. The UE shall then send a CONTROL PLANE SERVICE REQUEST message containing the cleartext IEs and one of Data over NAS small IE, Data over NAS IE or NAS message container small IE; or
2)	the UE does not need to a send non-cleartext IE in the CONTROL PLANE SERVICE REQUEST message, the UE sends the CONTROL PLANE SERVICE REQUEST message containing the cleartext IEs but without including Data over NAS small IE, Data over NAS IE or NAS message container small IE.
When the initial NAS message is a REGISTRATION REQUEST message, the cleartext IEs are:
-	Extended protocol discriminator;
-	Security header type;
-	Spare half octet;
-	Registration request message identity;
-	5GS registration type;
-	ngKSI;
-	5GS mobile identity;
-	UE security capability;
-	Additional GUTI;
-	UE status; and
-	EPS NAS message container.
When the initial NAS message is a SERVICE REQUEST message, the cleartext IEs are:
-	Extended protocol discriminator;
-	Security header type;
-	Spare half octet;
-	ngKSI;
-	Service request message identity;
-	Service type; and
-	5G-S-TMSI.
When the initial NAS message is a CONTROL PLANE SERVICE REQUEST message, the cleartext IEs are:
-	Extended protocol discriminator;
-	Security header type;
-	Spare half octet;
-	Control plane service request message identity;
-	ngKSI; and
-	Control plane service type.
When the UE sends a REGISTRATION REQUEST or SERVICE REQUEST message that includes a NAS message container IE, the UE shall set the security header type of the initial NAS message to "integrity protected".
If the UE does not need to send non-cleartext IEs in the initial NAS message, the UE shall send the initial NAS message i.e. REGISTRATION REQUEST or SERVICE REQUEST message with cleartext IEs only i.e. without including the NAS message container IE in the initial NAS message.
When the AMF receives an integrity protected initial NAS message which includes a NAS message container IE, the AMF shall decipher the value part of the NAS message container IE. The AMF shall consider the NAS message that is obtained from the NAS message container IE as the initial NAS message that triggered the procedure.
When the AMF receives an integrity protected CONTROL PLANE SERVICE REQUEST message which includes one of Data over NAS small IE, Data over NAS IE or NAS message container small IE, the AMF shall decipher the value part of one of Data over NAS small IE, Data over NAS IE or NAS message container small IE. The AMF shall handle the Data over NAS small IE, Data over NAS IE or NAS message container small IE for the transport of control plane user data as described in subclause 5.6.1.4.X.
When the initial NAS message is a DEREGISTRATION REQUEST message, the UE always sends the NAS message unciphered.
* * * Next Change * * * *
[bookmark: _Toc11419204]5.3.1.1	Establishment of the N1 NAS signalling connection
When the UE is in 5GMM-IDLE mode over 3GPP access and needs to transmit an initial NAS message, the UE shall request the lower layer to establish an RRC connection. Upon indication from the lower layers that the RRC connection has been established, the UE shall consider that the N1 NAS signalling connection over 3GPP access is established and enter 5GMM-CONNECTED mode over 3GPP access.
When the UE is in 5GMM-IDLE mode over non-3GPP access, and the UE receives an indication from the lower layers of access stratum connection establishment, the UE shall consider the N1 NAS signalling connection established enter 5GMM-CONNECTED mode over non-3GPP access and send an initial NAS message.
Initial NAS messages are:
a)	REGISTRATION REQUEST message;
b)	DEREGISTRATION REQUEST message; and
c)	SERVICE REQUEST message; and
d)	CONTROL PLANE SERVICE REQUEST.
If the UE is capable of both N1 mode and S1 mode and lower layers provide an indication that the current E-UTRA cell is connected to both EPC and 5GCN, for the routing of the REGISTRATION REQUEST message during the initial registration procedure to the appropriate core network (EPC or 5GCN), the UE NAS provides the lower layers with the selected core network type information.
For the routing of the initial NAS message to the appropriate AMF, if the UE holds a 5G-GUTI or 4G-GUTI, the UE NAS provides the lower layers with either the 5G-S-TMSI or the registered GUAMI, or neither the 5G-S-TMSI nor registered GUAMI according to the following rules:
a)	if the registration procedure for mobility and periodic update was triggered due to the last CONFIGURATION UPDATE COMMAND message containing the Configuration update indication IE with the Registration bit set to "registration requested" and including:
1)	no other parameters;
2)	one or both of the Allowed NSSAI IE and the Configured NSSAI IE; or
3)	the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed";
	the UE NAS shall not provide the lower layers with the 5G-S-TMSI or the registered GUAMI;
b)	if the service request procedure was initiated over non-3GPP access, the UE NAS shall provide the lower layers with the registered GUAMI, but shall not provide the lower layers with the 5G-S-TMSI;
c)	if the initial NAS message other than the SERVICE REQUEST message was initiated over non-3GPP access, the UE NAS shall provide the lower layers with the GUAMI of the 5G-GUTI that the UE NAS has selected as specified in the subclause 5.5.1.2.2 and 5.5.1.3.2, but shall not provide the lower layers with the 5G-S-TMSI; 
d)	if the UE does not hold a 5G-GUTI that was previously assigned by the same PLMN with which the UE is performing the registration procedure and if:
1)	the UE operating in the single-registration mode performs a registration procedure for mobility and periodic update indicating "mobility registration updating" following an inter-system change from S1 mode to N1 mode; or
2)	the UE which was previously registered in S1 mode before entering state EMM-DEREGISTERED, performs an initial registration procedure, the UE has received the interworking without N26 interface indicator set to "interworking without N26 interface not supported" from the network, and the UE holds a 4G-GUTI;
	then the UE NAS provides the lower layers with a GUAMI part of the 5G-GUTI mapped from 4G-GUTI as specified in 3GPP TS 23.003 [4] with an indication that the GUAMI is mapped from EPS; or
e)	otherwise:
1)	if the tracking area of the current cell is in the registration area, the UE NAS shall provide the lower layers with the 5G-S-TMSI, but shall not provide the registered GUAMI to the lower layers; or
2)	if the tracking area of the current cell is not in the registration area, the UE NAS shall provide the lower layers with the GUAMI of the 5G-GUTI that the UE NAS has selected as specified in the subclauses 5.5.1.2.2 and 5.5.1.3.2, but shall not provide the lower layers with the 5G-S-TMSI.
If the UE does not hold a 5G-GUTI and the UE does not hold a 4G-GUTI, the UE NAS does not provide the lower layers with the 5G-S-TMSI or the registered GUAMI.
The UE NAS also provides the lower layers with the identity of the selected PLMN (see 3GPP TS 38.331 [30]) if the UE is not SNPN enabled or is not operating in SNPN access mode. If the UE is operating in SNPN access mode, the UE NAS provides the lower layers with the SNPN identity of the selected SNPN. In a shared network, the UE shall choose one of the PLMN identities as specified in 3GPP TS 23.122 [5].
The UE NAS layer may provide the lower layers with an NSSAI as specified in subclause 4.6.2.3.
The UE NAS also provides the lower layers with the CAG identifier that is selected according to 3GPP TS 23.122 [5] if the UE is using a CAG cell to connect to the 5GCN.
[bookmark: _Toc11419296]* * * Next Change * * * *
5.4.5.1	General
The purpose of the NAS transport procedures is to provide a transport of payload between the UE and the AMF. The type of the payload is identified by the Payload container type IE and includes one of the following:
a)	a single 5GSM message;
b)	SMS;
c)	an LPP message (see 3GPP TS 36.355 [26]);
d)	an SOR transparent container;
e)	a UE policy container;
f)	a UE parameters update transparent container; or
[bookmark: _Hlk531300935]g)	Multiple payloads; or
x)	5GSM data.
For payload type a) to e), along with the payload, the NAS transport procedure may transport the associated information (e.g. PDU session information for 5GSM message payload).
For payload type g), the Payload container IE consists a list of payload container entries, where each of payload container entry contains the payload and optional associated information (e.g. PDU session information for 5GSM message payload).
For payload type x), the Payload container IE contains the contents (i.e. the value part) of the Data over NAS IE (see subclause 9.11.3.y).
NOTE:	Payload type can be set to "Multiple payloads" if there are more than one payloads to be transported using the NAS transport procedures.
* * * Next Change * * * *
[bookmark: _Toc11419298]5.4.5.2.1	General
The purpose of the UE-initiated NAS transport procedure is to provide a transport of:
a)	a single 5GSM message as defined in subclause 8.3;
b)	SMS (see 3GPP TS 24.011 [13]);
c)	an LPP message;
d)	an SOR transparent container;
e)	a UE policy container; or
f)	a UE parameters update transparent container; or
g)	multiple of the above types; or
x)	5GSM data.
and:
-	for a) to e), optional associated payload routing information from the UE to the AMF in a 5GMM message; and
-	for g), the Payload container IE consists a list of payload container entries, where each of the payload container entry contains the payload and optional associated payload routing information (e.g. PDU session information for 5GSM message payload).
-	for x), the Payload container IE consists the user data, PDU session information that is associated with the user data and whether downlink data information is expected.
* * * Next Change * * * *
[bookmark: _Toc11419299]5.4.5.2.2	UE-initiated NAS transport procedure initiation
In the connected mode, the UE initiates the NAS transport procedure by sending the UL NAS TRANSPORT message, as shown in figure 5.4.5.2.2.1.
In case a) in subclause 5.4.5.2.1, the UE shall:
a)	include the PDU session information (PDU session ID, old PDU session ID, S-NSSAI, mapped S-NSSAI (if available in roaming scenarios), DNN, request type), if available:
b)	set the Payload container type IE to "N1 SM information"; and
c)	set the Payload container IE to the 5GSM message.
The UE shall set the PDU session ID IE to the PDU session ID. If an old PDU session ID is to be included, the UE shall set the Old PDU session ID IE to the old PDU session ID.
If an S-NSSAI is to be included, the UE shall set the S-NSSAI IE to the S-NSSAI selected for the PDU session from the allowed NSSAI for the current PLMN, associated with the mapped S-NSSAI (if available in roaming scenarios).
If a DNN is to be included, the UE shall set the DNN IE to the DNN. 5GSM procedures specified in clause 9 describe conditions for inclusion of the S-NSSAI, mapped S-NSSAI (if available in roaming scenarios), and the DNN.
If a request type is to be included, the UE shall set the Request type IE to the request type. The request type is not provided along 5GSM messages other than the PDU SESSION ESTABLISHMENT REQUEST message and the PDU SESSION MODIFICATION REQUEST message.
The UE shall send the UL NAS TRANSPORT message to the AMF (see example in figure 5.4.5.2.2.1).
In case b) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "SMS"; and
-	set the Payload container IE to the SMS payload.
Based on the UE preferences regarding access selection for mobile originated (MO) transmission of SMS over NAS as described in 3GPP TS 23.501 [8]:
a)	when SMS over NAS is preferred to be sent over 3GPP access: the UE attempts to deliver MO SMS over NAS via the 3GPP access if the UE is registered over both 3GPP access and non-3GPP access. If the delivery of SMS over NAS via the 3GPP access is not available, the UE attempts to deliver MO SMS over NAS via the non-3GPP access; and
b)	when SMS over NAS is preferred to be sent over non-3GPP access: the UE attempts to deliver MO SMS over NAS via the non-3GPP access if the UE is registered over both 3GPP access and non-3GPP access. If the delivery of SMS over NAS via the non-3GPP access is not available, the UE attempts to deliver MO SMS over NAS via the 3GPP access.
In case c) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";
-	set the Payload container IE to the LPP message payload; and
-	set the Additional information IE to the routing information provided by the upper layer location services application.
In case d) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "SOR transparent container"; and
-	set the Payload container IE to the UE acknowledgement due to successful reception of steering of roaming information (see 3GPP TS 23.122 [5]).
In case e) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "UE policy container"; and
-	set the contents of the Payload container IE as specified in Annex D.
In case f) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "UE parameters update transparent container"; and
-	set the contents of the Payload container IE to the UE acknowledgement due to successful reception of UE parameters update data (see 3GPP TS 23.502 [9]).
In case g) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "Multiple payloads"; and
-	set the contents of each payload container entry of the Payload container IE (see subclause 9.11.3.39), as follows:
[bookmark: _Hlk531962869]i)	set the payload container type field to a payload container type value set in the Payload container type IE as specified in cases a) to f) above;
ii)	set the payload container contents field of the payload container entry to the payload contents set in the Payload container IE as specified in cases a) to f) above, and
iii)	set the optional IE fields, if any, to the optional associated payload routing information as specified in cases a) to f) above.
In case x) in subclause 5.4.5.2.1, the UE shall:
-	set the Payload container type IE to "5GSM data";
-	set the contents of the Payload container IE to the contents (i.e. value part) of the Data over NAS IE (see subclause 9.11.3.y) as follows: 
i)	based on information provided by the upper layers, set the DDX bits to inform the network that:
a)	no further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected, i.e. the upper layers indicated that data exchanges have completed with the current uplink user data transfer;
b)	only a single downlink data transmission and no further uplink data transmission subsequent to the uplink data transmission is expected, i.e. the upper layers indicated that data exchanges will have completed with the next downlink data transmission; or
c)	no information regarding DDX is conveyed, if the upper layers did not provide any indication;
ii)	include the PDU session ID that is associated with the user data; and
iii)	include the user data.



Figure 5.4.5.2.2.1: UE-initiated NAS transport procedure
* * * Next Change * * * *
[bookmark: _Toc11419300]5.4.5.2.3	UE-initiated NAS transport of messages accepted by the network
Upon reception of a UL NAS TRANSPORT message, if the Payload container type IE is set to:
a)	"N1 SM information", the AMF looks up a PDU session routing context for:
1)	the UE and the PDU session ID IE in case the Old PDU session ID IE is not included, and:
NOTE 1:	If the Old PDU session ID IE is not included in the UL NAS TRANSPORT message and the AMF has received a reallocation requested indication from the SMF, the AMF needs to ignore the reallocation requested indication.
i)	if the AMF has a PDU session routing context for the PDU session ID and the UE, and the Request type IE is either not included or is included but set to other value than "initial request", "existing PDU session", "initial emergency request", "existing emergency PDU session" or "MA PDU request", the AMF shall forward the 5GSM message, and the PDU session ID IE towards the SMF identified by the SMF ID of the PDU session routing context;
ii)	if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, the Request type IE is included and is set to "existing PDU session" or "MA PDU request", and the S-NSSAI associated with the PDU session identified by the PDU session ID is allowed for the target access type, the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
iii)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the Request type IE is included and is set to "initial request" or "MA PDU request":
A)	the AMF shall select an SMF with following handlings:
	If the S-NSSAI IE is not included and the user's subscription context obtained from UDM:
-	contains one default S-NSSAI, the AMF shall use the default S-NSSAI as the S-NSSAI;
-	contains two or more default S-NSSAIs, the AMF shall use one of the default S-NSSAIs selected by operator policy as the S-NSSAI; and
-	does not contain a default S-NSSAI, the AMF shall use an S-NSSAI selected based on operator policy as the S-NSSAI.
	If the DNN IE is not included, and the user's subscription context obtained from UDM:
-	contains the default DNN for the S-NSSAI, the AMF shall use the default DNN as the DNN; and
-	does not contain the default DNN for the S-NSSAI, the AMF shall use a locally configured DNN as the DNN; and
	If the DNN is a LADN DNN, the AMF shall determine the UE presence in LADN service area; and
NOTE 2:	SMF selection is outside the scope of the present document.
B)	if the SMF selection is successful:
-	the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user's subscription context obtained from the UDM; and
-	the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN, the request type and UE presence in LADN service area (if DNN received corresponds to an LADN DNN) towards the SMF identified by the SMF ID of the PDU session routing context;
iv)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing PDU session" or "MA PDU request", and the AMF retrieves an SMF ID associated with:
A)	the PDU session ID matching the PDU session ID received from the UE, if any; or
B)	the DNN matching the DNN received from the UE, otherwise;
	such that the SMF ID includes a PLMN identity corresponding to the UE's HPLMN or the current PLMN, then:
A)	the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the retrieved SMF ID; and
B)	the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
v)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:
A)	the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall derive the SMF from the emergency DNN or use the statically configured SMF from the AMF emergency configuration data, if configured; and
B)	if the SMF selection is successful:
-	the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF, and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and
-	the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and
vi)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:
A)	the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and
B)	the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data) and the request type towards the SMF identified by the SMF ID of the PDU session routing context; or
vii)	if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is an emergency PDU session, and the Request type IE is included and is set to "existing emergency PDU session", the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and
viii)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing emergency PDU session", and the AMF retrieves an SMF ID associated with emergency services such that the SMF ID includes a PLMN identity corresponding to the current PLMN, then:
A)	the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the retrieved SMF ID; and
B)	the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; or
2)	the UE and the Old PDU session ID IE in case the Old PDU session ID IE is included, and:
i)	the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reused, the AMF shall store a PDU session routing context for the PDU session ID and the UE, set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the old PDU session ID and the UE. If the DNN is a LADN DNN, the AMF shall determine the UE presence in LADN service area. The AMF shall forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the mapped S-NSSAI (if available in roaming scenarios), the DNN, the request type and UE presence in LADN service area (if DNN received corresponds to an LADN DNN) towards the SMF identified by the SMF ID of the PDU session routing context;
ii)	the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated:
A)	the AMF shall select an SMF with the following handling;
	If the S-NSSAI IE is not included and the user's subscription context obtained from UDM:
-	contains one default S-NSSAI, the AMF shall use the default S-NSSAI as the S-NSSAI;
-	contains two or more default S-NSSAIs, the AMF shall use one of the default S-NSSAIs selected by operator policy as the S-NSSAI; and
-	does not contain a default S-NSSAI, the AMF shall use an S-NSSAI selected based on operator policy as the S-NSSAI.
	If the DNN is a LADN DNN, the AMF shall determine the UE presence in LADN service area.
B)	if the SMF selection is successful:
-	the AMF shall store a PDU session routing context for the PDU session ID and the UE and set the SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and
-	the AMF shall forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN, the request type and UE presence in LADN service area (if DNN received corresponds to an LADN DNN) towards the SMF identified by the SMF ID of the PDU session routing context for the PDU session ID and the UE;
b)	"SMS", the AMF shall forward the content of the Payload container IE to the SMSF associated with the UE;
c)	"LTE Positioning Protocol (LPP) message container", the AMF shall forward the content of the Payload container IE to the LMF associated with the routing information included in the Additional information IE of the UL NAS TRANSPORT message;
d)	"SOR transparent container", the AMF shall forward the content of the Payload container IE to the UDM;
e)	"UE policy container", the AMF shall forward the content of the Payload container IE to the PCF.
f)	"UE parameters update transparent container", the AMF shall forward the content of the Payload container IE to the UDM.
g)	"Multiple payloads", the AMF shall first decode the content of the Payload container IE (see subclause 9.11.3.39) to obtain the number of payload container entries and for each payload container entry, the AMF shall:
i)	decode the payload container type field;
ii)	decode the optional IE fieldsand the payload container contents field in the payload container entry; and
iii)	handle the content of each payload container entry the same as the content of the Payload container IE and the associated optional IEs as specified in bullets a) to f) above according to the payload container type field.
x)	"5GSM data", the AMF shall:
i)	decode the DDX field;
ii)	decode the PDU session identity field; and
iv)	forward the user data and the PDU session ID towards the SMF identified by the SMF ID of the PDU session routing context.
Editor's note:	abnormal cases for the transport of user data on the UE side are FFS.
* * * Next Change * * * *
[bookmark: _Toc11419305]5.4.5.3.1	General
The purpose of the network-initiated NAS transport procedure is to provide a transport of:
a)	a single 5GSM message;
b)	SMS;
c)	an LPP message;
d)	an SOR transparent container;
e)	a single uplink 5GSM message which was not forwarded due to routing failure;
f)	a single uplink 5GSM message which was not forwarded due to congestion control;
g)	a UE policy container;
h)	a single uplink 5GSM message which was not forwarded, because the PLMN's maximum number of PDU sessions has been reached;
i)	a single uplink 5GSM message which was not forwarded due to service area restrictions;
j)	a UE parameters update transparent container; or
k)	multiple of the above types; or
z)	5GSM data.
from the AMF to the UE in a 5GMM message.

* * * Next Change * * * *
[bookmark: _Toc11419306]5.4.5.3.2	Network-initiated NAS transport procedure initiation
In 5GMM-CONNECTED mode, the AMF initiates the NAS transport procedure by sending the DL NAS TRANSPORT message, as shown in figure 5.4.5.3.2.1. 
In case a) in subclause 5.4.5.3.1, i.e. upon reception from an SMF of a 5GSM message without an N1 SM delivery skip allowed indication for a UE or a 5GSM message with an N1 SM delivery skip allowed indication for a UE in the 5GMM-CONNECTED mode, the AMF shall:
a)	include the PDU session information (PDU session ID) in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information"; and
c)	set the Payload container IE to the 5GSM message.
In case b) in subclause 5.4.5.3.1, i.e. upon reception from an SMSF of an SMS payload, the AMF shall:
a)	set the Payload container type IE to "SMS";
b)	set the Payload container IE to the SMS payload; and
c)	select the access type to deliver the DL NAS TRANSPORT message as follows in case the access type selection is required:
1)	if the UE to receive the DL NAS TRANSPORT message is registered to the network via both 3GPP access and non-3GPP access, the 5GMM context of the UE indicates that SMS over NAS is allowed, the UE is in MICO mode, and the UE is in 5GMM-IDLE mode for 3GPP access and in 5GMM-CONNECTED mode for non-3GPP access, then the AMF selects non-3GPP access. Otherwise, the AMF selects either 3GPP access or non-3GPP access.
	If the delivery of the DL NAS TRANSPORT message over 3GPP access has failed, the AMF may re-send the DL NAS TRANSPORT message over the non-3GPP access.
	If the delivery of the DL NAS TRANSPORT message over non-3GPP access has failed, the AMF may re-send the DL NAS TRANSPORT message over the 3GPP access; and
2)	otherwise, the AMF selects 3GPP access.
NOTE:	The AMF selects an access type between 3GPP access and non-3GPP access based on operator policy.
In case c) in subclause 5.4.5.3.1 i.e. upon reception from an LMF of an LPP message payload, the AMF shall:
a)	set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";
b)	set the Payload container IE to the LPP message payload received from the LMF; and
c)	set the Additional information IE to the routing information associated with the LMF from which the LPP message was received.
In case d) in subclause 5.4.5.3.1 i.e. upon reception of a steering of roaming information (see 3GPP TS 23.122 [5]) from the UDM to be forwarded to the UE, the AMF shall:
a)	set the Payload container type IE to "SOR transparent container"; and
b)	set the Payload container IE to the steering of roaming information (see 3GPP TS 23.122 [5]) received from the UDM.
In case e) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to routing failure, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded" or 5GMM cause #91 "DNN not supported or not subscribed in the slice". The AMF sets the 5GMM cause IE to the 5GMM cause #91 "DNN not supported or not subscribed in the slice", if the 5GSM message could not be forwarded since SMF selection fails due to:
1)	the DNN is not supported in the slice identified by the S-NSSAI used by the AMF; or
2)	neither the DNN provided by the UE nor the wildcard DNN are in the subscribed DNN list of the UE for the S-NSSAI used by the AMF.
	Otherwise, the AMF sets the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded".
In case f) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to congestion control, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded;
d)	set the 5GMM cause IE to the 5GMM cause #22 "Congestion", the 5GMM cause #67 "insufficient resources for specific slice and DNN" or the 5GMM cause #69 "insufficient resources for specific slice"; and
e)	include the Back-off timer value IE.
In case g) in subclause 5.4.5.3.1, i.e. upon reception of a UE policy container from the PCF to be forwarded to the UE, the AMF shall:
a)	set the Payload container type IE to "UE policy container"; and
b)	set the Payload container IE to the UE policy container received from the PCF.
In case h) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded, because the PLMN's maximum number of PDU sessions has been reached, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #65 "maximum number of PDU sessions reached".
In case i) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to service area restrictions, the AMF shall:
a)	include the PDU session ID in the PDU session ID IE;
b)	set the Payload container type IE to "N1 SM information";
c)	set the Payload container IE to the 5GSM message which was not forwarded; and
d)	set the 5GMM cause IE to the 5GMM cause #28 "Restricted service area".
In case j) in subclause 5.4.5.3.1 i.e. upon reception of UE parameters update data (see 3GPP TS 23.502 [9]) from the UDM to be forwarded to the UE, the AMF shall:
a)	set the Payload container type IE to "UE parameters update transparent container"; and
b)	set the contents of the Payload container IE to the UE parameters update data (see 3GPP TS 23.502 [9]) received from the UDM.
In case k) in subclause 5.4.5.3.1, the AMF shall:
a)	set the Payload container type IE to "Multiple payloads";
b)	set each payload container entry of the Payload container IE (see subclause 9.11.3.39) as follows:
i)	set the payload container type field of the payload container entry to a payload container type value set in the Payload container type IE as specified for cases a) to j) above;
ii)	set the payload container contents field of the payload container entry to the payload contents set in the Payload container type IE as specified for cases a) to j) above;
iii)	set the optional IE fields, if any, to the optional associated information as specified for cases a) to j) above. 
In case z) in subclause 5.4.5.3.1, the AMF shall:
a)	set the the Payload container type IE to "5GSM data"; 
b)	set the contents of the Payload container IE (see subclause 9.11.3.39) as follows:
i)	include the PDU session ID that is associated with the user data; and
ii)	include the user data. 


Figure 5.4.5.3.2.1: Network-initiated NAS transport procedure

* * * Next Change * * * *
[bookmark: _Toc11419307]5.4.5.3.3	Network-initiated NAS transport of messages
Upon reception of a DL NAS TRANSPORT message, the UE shall stop the timer T3346 if running.
Upon reception of a DL NAS TRANSPORT message, if the Payload container type IE is set to:
a)	"N1 SM information" and the 5GMM cause IE is not included in the DL NAS TRANSPORT message, the 5GSM message in the Payload container IE and the PDU session ID are handled in the 5GSM procedures specified in clause 6;
b)	"SMS", the UE shall forward the content of the Payload container IE to the SMS stack entity;
c)	"LTE Positioning Protocol (LPP) message container", the UE shall forward the content of the Payload container IE and the routing information included in the Additional information IE to the upper layer location services application;
d)	"SOR transparent container" and if the Payload container IE:
1)	successfully passes the integrity check (see 3GPP TS 33.501 [24]), indicates a list of preferred PLMN/access technology combinations is provided and the list type indicates:
i)	"PLMN ID and access technology list", then the ME shall replace the highest priority entries in the "Operator Controlled PLMN Selector with Access Technology" list stored in the ME and shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C; or
ii)	"secured packet", then the ME shall behave as if a SMS is received with protocol identifier set to SIM data download, data coding scheme set to class 2 message and SMS payload as secured packet contents of SOR transparent container IE. The SMS payload is forwarded to UICC as specified in 3GPP TS 23.040 [4A] and the ME shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C; or
2)	does not successfully pass the integrity check (see 3GPP TS 33.501 [24]) then the UE shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C.
e)	Void;
f)	Void;
g)	"N1 SM information" and:
-	the 5GMM cause IE is set to the 5GMM cause #22 "Congestion", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to DNN based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE;
-	the 5GMM cause IE is set to the 5GMM cause #28 "Restricted service area", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to service area restrictions along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, enters the state 5GMM-REGISTERED.NON-ALLOWED-SERVICE and performs the registration procedure for mobility and periodic registration update (see subclauses 5.3.5 and 5.5.1.3);
-	the 5GMM cause IE is set to the 5GMM cause #65 "maximum number of PDU sessions reached", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded because the PLMN's maximum number of PDU sessions has been reached, along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message;
-	the 5GMM cause IE is set to the 5GMM cause #67 "insufficient resources for specific slice and DNN", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to S-NSSAI and DNN based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE;
-	the 5GMM cause IE is set to the 5GMM cause #69 "insufficient resources for specific slice", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to S-NSSAI only based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE;
-	the 5GMM cause IE is set to the 5GMM cause #90 "payload was not forwarded", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to routing failure along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message; or
-	the 5GMM cause IE is set to the 5GMM cause #91 "DNN not supported or not subscribed in the slice", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to the DNN is not supported or not subscribed in a slice along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message;
h)	"UE policy container", the UE policy container in the Payload container IE is handled in the UE policy delivery procedures specified in Annex D;
i)	"UE parameters update transparent container" and if the Payload container IE
1)	successfully passes the integrity check (see 3GPP TS 33.501 [24]):
i)	if the UE parameters update list includes a UE parameters update data set with UE parameters update data set type indicating "Routing indicator update data", 
A)	the ME shall behave as if an SMS is received with protocol identifier set to SIM data download, data coding scheme set to class 2 message and SMS payload as secured packet contents of UE parameters update transparent container IE. The SMS payload is forwarded to UICC as specified in 3GPP TS 23.040 [4A]; and
B)	if the ACK bit of the UE parameters update header in the UE parameters update transparent container is set to "acknowledgment requested" and if the ME receives status bytes from the UICC indicating that the UICC has received the secured packet successfully, the ME shall send an acknowledgement in the Payload container IE of an UL NAS TRANSPORT message with Payload type IE set to "UE parameters update transparent container" as specified in subclause 5.4.5.2.2; and
C)	if the ME receives a REFRESH command from the UICC as specified in 3GPP TS 31.111 [22A] and if the REG bit of the UE parameters update header in the UE parameters update transparent container IE is set to "re-registration requested", and:
C1)	the UE is registered over 3GPP access, then the UE shall wait until it enters 5GMM-IDLE mode over 3GPP access, and then perform a de-registration procedure, delete its 5G-GUTI and initiate a registration procedure for initial registration as specified in subclause 5.5.1.2;
C2)	the UE is registered over non-3GPP access and does not have emergency services ongoing over non-3GPP access, then the UE shall locally release the N1 NAS signalling connection and enter 5GMM-IDLE mode over non-3GPP access, perform a de-registration procedure, delete its 5G-GUTI if the UE is registered to different PLMN on 3GPP access or the UE is not registered over 3GPP access, and then initiate a registration procedure for initial registration as specified in subclause 5.5.1.2; and
C3)	the UE is registered over non-3GPP access and has an emergency services ongoing over non-3GPP access, then the UE shall wait until the emergency services are completed before locally releasing the N1 NAS signalling connection and enter 5GMM-IDLE mode over non-3GPP access, perform a de-registration procedure, delete its 5G-GUTI if the UE is registered to different PLMN on 3GPP access or if the UE is not registered over 3GPP access, and then initiate a registration procedure for initial registration as specified in subclause 5.5.1.2.
ii)	if the UE parameters update list includes a UE parameters update data set with UE parameters update data set type indicating "Default configured NSSAI update data",
A)	if the ACK bit of the UE parameters update header in the UE parameters update transparent container is set to "acknowledgment requested" and if the UE parameters update list does not include a UE parameters update data set with UE parameters update data set type indicating "Routing indicator update data", the ME shall send an acknowledgement in the Payload container IE of an UL NAS TRANSPORT message with Payload type IE set to "UE parameters update transparent container" as specified in subclause 5.4.5.2.2
B)	the ME shall replace the stored default configured NSSAI with the default configured NSSAI included in the default configured NSSAI update data; and
C)	if the UE parameters update list does not include a UE parameters update data set with UE parameters update data set type indicating "Routing indicator update data", the UE used the old default configured NSSAI to create the requested NSSAI in a REGISTRATION REQUEST message, the UE does not have a configured NSSAI for the current PLMN and the UE has an allowed NSSAI for the current PLMN which contains one or more S-NSSAIs that are not included in the new default configured NSSAI, the UE shall wait until it enters 5GMM-IDLE mode and then the UE shall initiate a registration procedure for mobility and periodic registration update as specified in subclause 5.5.1.3; and
2)	does not successfully pass the integrity check (see 3GPP TS 33.501 [24]) then the UE shall discard the content of the payload container IE; and
j)	"Multiple payloads", the UE shall first decode the content of the Payload container IE (see subclause 9.11.3.39) to obtain the number of payload container entries and for each payload container entry, the UE shall:
i)	decode the payload container type field;
ii)	decode the optional IE fields and the payload container contents field in the payload container entry; and
iii)	handle the content of each payload container entry the same as the content of the Payload container IE and the associated optional IEs as specified in bullets a) to i) above according to the payload container type field.
z)	"5GSM data", the UE shall:
i)	decode the PDU session identity field; and
ii)	forward the user data to the upper layers. 
Editor's note:	abnormal cases for the transport of user data on the network side are FFS.
* * * Next Change * * * *
[bookmark: _Toc11419353]5.6.1.1	General
The purpose of the service request procedure is to change the 5GMM mode from 5GMM-IDLE to 5GMM-CONNECTED mode, and/or to request the establishment of user-plane resources for PDU sessions which are established without user-plane resources. In latter case, the 5GMM mode can be the 5GMM-IDLE mode or the 5GMM-CONNECTED mode if the UE requires to establish user-plane resources for PDU sessions. If the UE is using 5GS services with control plane CIoT 5GS optimization, this procedure can be used for the UE initiated transfer of user data via the control plane.
NOTE 1:	The lower layer indicates when the user-plane resources for PDU sessions are successfully established or released.
This procedure is used when:
-	the network has downlink signalling pending over 3GPP access and the UE is in 5GMM-IDLE mode over 3GPP access;
[bookmark: OLE_LINK139]-	the network has downlink signalling pending over non-3GPP access, the UE is in 5GMM-IDLE mode over non-3GPP access and in 5GMM-IDLE or 5GMM-CONNECTED mode over 3GPP access;
-	the UE has uplink signalling pending over 3GPP access and the UE is in 5GMM-IDLE mode over 3GPP access;
-	the network has downlink user data pending over 3GPP access and the UE is in 5GMM-IDLE mode over 3GPP access;
-	the network has downlink user data pending over non-3GPP access, the UE is in 5GMM-IDLE mode over non-3GPP access and in 5GMM-IDLE or 5GMM-CONNECTED mode over 3GPP access;
-	the UE has user data pending over 3GPP access and the UE is in 5GMM-IDLE or 5GMM-CONNECTED mode over 3GPP access; 
-	the UE has user data pending over non-3GPP access and the UE is in 5GMM-CONNECTED mode over non-3GPP access;
-	the UE in 5GMM-IDLE mode over non-3GPP access, receives an indication from the lower layers of non-3GPP access, that the access stratum connection is established between UE and network; or
-	the UE in 5GMM-IDLE or 5GMM-CONNECTED mode over 3GPP access receives a request from the upper layers to perform emergency service fallback and performs emergency services fallback as specified in subclause 4.13.4.2 of 3GPP TS 23.502 [9].
This procedure shall not be used for initiating user data transfer or PDU session management related signalling other than for performing UE-requested PDU session release procedure related to a PDU session for LADN when the UE is located outside the LADN service area.
The service request procedure is initiated by the UE, however, it can be triggered by the network by means of:
-	the paging procedure (see subclause 5.6.2) for the transfer of downlink signalling or user data pending over 3GPP access to a UE in 5GMM-IDLE mode over 3GPP access;
-	the paging procedure (see subclause 5.6.2) for the transfer of downlink signalling or user data pending over non-3GPP access to a UE in 5GMM-IDLE mode over 3GPP access and in 5GMM-IDLE mode over non-3GPP access;
-	the notification procedure (see subclause 5.6.3) for the transfer of downlink signalling or user data pending over non-3GPP access to a UE in 5GMM-CONNECTED mode over 3GPP access and in 5GMM-IDLE mode over non-3GPP access; or
-	the notification procedure (see subclause 5.6.3) for the transfer of downlink signalling or user data pending over 3GPP access to a UE in 5GMM-IDLE mode over 3GPP access and in 5GMM-CONNECTED mode over non-3GPP access.
NOTE 2:	In case the UE is in 5GMM-IDLE mode over 3GPP access and in 5GMM-CONNECTED mode over non-3GPP access and downlink signalling or user data pending over 3GPP access needs to be transferred, the AMF can trigger either the notification procedure or the paging procedure based on implementation.
The UE shall invoke the service request procedure when:
a)	the UE, in 5GMM-IDLE mode over 3GPP access, receives a paging request from the network;
b)	the UE, in 5GMM-CONNECTED mode over 3GPP access, receives a notification from the network with access type indicating non-3GPP access;
c)	the UE, in 5GMM-IDLE mode over 3GPP access, has uplink signalling pending (except in case i);
d)	the UE, in 5GMM-IDLE mode over 3GPP access, has uplink user data pending (except in case j);
e)	the UE, in 5GMM-CONNECTED mode or in 5GMM-CONNECTED mode with RRC inactive indication, has user data pending due to no user-plane resources established for PDU session(s) used for user data transport;
f)	the UE in 5GMM-IDLE mode over non-3GPP access, receives an indication from the lower layers of non-3GPP access, that the access stratum connection is established between UE and network;
g)	the UE, in 5GMM-IDLE mode over 3GPP access, receives a notification from the network with access type indicating 3GPP access when the UE is in 5GMM-CONNECTED mode over non-3GPP access;
h)	the UE, in 5GMM-IDLE, 5GMM-CONNECTED mode over 3GPP access, or 5GMM-CONNECTED mode with RRC inactive indication, receives a request from the upper layers to perform emergency service fallback and performs emergency services fallback as specified in subclause 4.13.4.2 of 3GPP TS 23.502 [9];
i)	the UE, in 5GMM-CONNECTED mode over 3GPP access or in 5GMM-CONNECTED mode with RRC inactive indication, receives a fallback indication from the lower layers (see subclauses 5.3.1.2 and 5.3.1.4) and the UE has a pending NAS procedure other than a registration, service request, or de-registration procedure; or
j)	the UE, in 5GMM-CONNECTED mode over 3GPP access or in 5GMM-CONNECTED mode with RRC inactive indication, receives a fallback indication from the lower layers (see subclauses 5.3.1.2 and 5.3.1.4) and the UE has pending uplink user data for PDU session(s) with user-plane resources already established but no pending NAS procedure.
If one of the above criteria to invoke the service request procedure is fulfilled, then the service request procedure shall only be initiated by the UE when the following conditions are fulfilled:
-	its 5GS update status is 5U1 UPDATED, and the TAI of the current serving cell is included in the TAI list; and
-	no 5GMM specific procedure is ongoing.
The UE shall not invoke the service request procedure when the UE is in the state 5GMM-SERVICE-REQUEST-INITIATED.



Figure 5.6.1.1.1: Service Request procedure (part 1) 
Figure 5.6.1.1.2: Service Request procedure (part 2)
A service request attempt counter is used to limit the number of service request attempts and no response from the network. The service request attempt counter shall be incremented as specified in subclause 5.6.1.7.
The service request attempt counter shall be reset when:
-	a registration procedure for mobility and periodic registration update is successfully completed;
-	a service request procedure is successfully completed; or
-	a service request procedure is rejected as specified in subclause 5.6.1.5.
* * * Next Change * * * *
5.6.1.2	Service request procedure initiation
5.6.1.2.1	UE is not using 5GS services with control plane CIoT EPS optimization
The UE initiates the service request procedure by sending a SERVICE REQUEST message to the AMF, starts timer T3517 and enter the state 5GMM-SERVICE-REQUEST-INITIATED.
If the UE is sending the SERVICE REQUEST message from 5GMM-IDLE mode and the UE needs to send non-cleartext IEs, the UE shall send the SERVICE REQUEST message including the NAS message container IE as described in subclause 4.4.6.
For cases a), b), and g) in subclause 5.6.1.1, the service type IE in the SERVICE REQUEST message shall be set to "mobile terminated services".
For cases c), d), e), f), i) and j) in subclause 5.6.1.1, if the UE is a UE configured for high priority access in selected PLMN, the service type IE in the SERVICE REQUEST message shall be set to "high priority access".
For case a) in subclause 5.6.1.1:
a)	if the paging request includes an indication for non-3GPP access type, the Allowed PDU session status IE shall be included in the SERVICE REQUEST message. If the UE has established the PDU session(s) associated with the S-NSSAI(s) which are included in the allowed NSSAI for 3GPP access, the UE shall indicate the PDU session(s) for which the UE allows the user-plane resources to be re-established over 3GPP access in the Allowed PDU session status IE. Otherwise, the UE shall not indicate any PDU session(s) in the Allowed PDU session status IE;
b)	if the UE has uplink user data pending to be sent over 3GPP access, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) for which the UE has pending user data to be sent; or
c)	otherwise, the Uplink data status IE shall not be included in the SERVICE REQUEST message.
For case b) in subclause 5.6.1.1:
a)	the Allowed PDU session status IE shall be included in the SERVICE REQUEST message. If the UE has the PDU session(s) associated with the S-NSSAI(s) which are included in the allowed NSSAI for 3GPP access, the UE shall indicate the PDU session(s) for which the UE allows the user-plane resources to be re-established over 3GPP access in the Allowed PDU session status IE. Otherwise, the UE shall not indicate any PDU session(s) in the Allowed PDU session status IE;
b)	if the UE has uplink user data pending to be sent over 3GPP access, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) for which the UE has pending user data to be sent;
c)	otherwise, the Uplink data status IE shall not be included in the SERVICE REQUEST message.
When the Allowed PDU session status IE is included in the SERVICE REQUEST message, the UE shall indicate that a PDU session is not allowed to be transferred to the 3GPP access if the 3GPP PS data off UE status is "activated" for the corresponding PDU session and the UE is not using the PDU session to send uplink IP packets for any of the 3GPP PS data off exempt services (see subclause 6.2.10).
For case c) in subclause 5.6.1.1, the Uplink data status IE shall not be included in the SERVICE REQUEST message except if the UE has one or more active always-on PDU sessions associated with the access type over which the SERVICE REQUEST message is sent. If the UE is not a UE configured for high priority access in selected PLMN and:
a)	if the SERVICE REQUEST message is triggered by a request for emergency services from the upper layer, the UE shall set the service type IE in the SERVICE REQUEST message to "emergency services"; or
b)	otherwise, the UE shall set the service type IE to "signalling".
When the UE is in a non-allowed area or is not in an allowed area as specified in subclause 5.3.5 and:
a)	if the uplink signalling pending is to indicate a change of 3GPP PS data off UE status for a PDU session, the UE shall set the service type IE in the SERVICE REQUEST message to "elevated signalling", and shall not include the Uplink data status IE in the SERVICE REQUEST message even if the UE has one or more active always-on PDU sessions associated with the access type over which the SERVICE REQUEST message is sent; or
b)	otherwise, the UE shall not initiate service request procedure except for emergency services, high priority access or responding to paging or notification.
For cases d) and e) in subclause 5.6.1.1, if the uplink user data is pending to be delivered via the user plane, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) the UE has pending user data to be sent. If the UE is not a UE configured for high priority access in selected PLMN:
a)	if there exists an emergency PDU session which is indicated in the Uplink data status IE the service type IE in the SERVICE REQUEST message shall be set to "emergency services"; or
b)	otherwise, the service type IE in the SERVICE REQUEST message shall be set to "data".
For case f) in subclause 5.6.1.1:
a)	if the UE has uplink user data pending to be sent, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) the UE has pending user data to be sent. If the UE is not a UE configured for high priority access in selected PLMN, the service type IE in the SERVICE REQUEST message shall be set to "data";
b)	otherwise, if the UE is not a UE configured for high priority access in selected PLMN, the service type IE in the SERVICE REQUEST message shall be set to "signalling".
For case g) in subclause 5.6.1.1, if the UE has uplink user data pending to be sent, the Uplink data status IE shall be included in the SERVICE REQUEST message to indicate the PDU session(s) the UE has pending user data to be sent.
For case h) in subclause 5.6.1.1, the UE shall send a SERVICE REQUEST message with service type set to "emergency services fallback".
For case i) in subclause 5.6.1.1, if the UE is not configured for high priority access in selected PLMN, the UE shall set the Service type IE in the SERVICE REQUEST message as follows:
a)	if the pending message is an UL NAS TRANSPORT message with the Request type IE set to "initial emergency request" or "existing emergency PDU session", the UE shall set the Service type IE in the SERVICE REQUEST message to "emergency services"; or
b)	otherwise, the UE shall set the Service type IE in the SERVICE REQUEST message to "signalling".
For case j) in subclause 5.6.1.1:
a)	the UE shall include the Uplink data status IE in the SERVICE REQUEST message indicating the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication, if any; and
b)	if the UE is not a UE configured for high priority access in selected PLMN, the UE shall set the Service type IE in the SERVICE REQUEST message as follows:
1)	if there is an emergency PDU session which is indicated in the Uplink data status IE, the UE shall set the Service type IE in the SERVICE REQUEST message to "emergency services"; or
2)	if there is no emergency PDU session which is indicated in the Uplink data status IE, the UE shall set the Service type IE in the SERVICE REQUEST message to "data".
The UE shall include a valid 5G-S-TMSI in the 5G-S-TMSI IE of the SERVICE REQUEST message.
If the UE has one or more active always-on PDU sessions associated with the access type over which the SERVICE REQUEST message is sent and the user-plane resources for these PDU sessions are not established, the UE shall include the Uplink data status IE in the SERVICE REQUEST message and indicate that the UE has pending user data to be sent for those PDU sessions.
If the UE has one or more active PDU sessions which are not accepted by the network as always-on PDU sessions and no uplink user data pending to be sent for those PDU sessions, the UE shall not include those PDU sessions in the Uplink data status IE in the SERVICE REQUEST message.
The Uplink data status IE may be included in the SERVICE REQUEST message to indicate which PDU session(s) associated with the access type the SERVICE REQUEST message is sent over have pending user data to be sent.
The PDU session status information element may be included in the SERVICE REQUEST message to indicate the PDU session(s) available in the UE associated with the access type the SERVICE REQUEST message is sent over.
If the SERVICE REQUEST message includes a NAS message container IE, the AMF shall process the SERVICE REQUEST message that is obtained from the NAS message container IE as described in subclause 4.4.6.
If the PDU session status information element is included in the SERVICE REQUEST message, then the AMF shall perform a local release of all those PDU sessions which are in active on the AMF side associated with the access type the SERVICE REQUEST message is sent over, but are indicated by the UE as being inactive, and shall request the SMF to perform a local release of all those PDU sessions.
If the UE has an emergency PDU session over the non-current access, it shall not initiate the SERVICE REQUEST message with the service type IE set to "emergency services" over the current access, unless the SERVICE REQUEST message has to be initiated to perform handover of an existing emergency PDU session from the non-current access to the current access.
NOTE:	Transfer of an existing emergency PDU session between 3GPP access and non-3GPP access is needed e.g. if the UE determines that the current access is no longer available.
* * * Next Change * * * *
5.6.1.2.2	UE is using 5GS services with control plane CIoT 5GS optimization
The UE initiates the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message (as described in subclause 4.4.6) to the AMF, starts timer T3517 and enter the state 5GMM-SERVICE-REQUEST-INITIATED.
For case a) in subclause 5.6.1.1:
a)	if the UE has no uplink control plane user data pending to be sent, the UE shall initiate the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message to the AMF. The Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "mobile terminating services" and the Data over NAS small IE, Data over NAS IE or NAS message container small IE shall not be included in the CONTROL PLANE SERVICE REQUEST message;
b)	if the UE only has uplink user data with data size less than or equal to 255 octets pending to be sent, the UE shall initiate the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message to the AMF. The Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "5GSM data" and the Data over NAS small IE shall be included in the CONTROL PLANE SERVICE REQUEST message. The UE sets the contents of the Data over NAS small IE as described in case d) in this subclause. The Data over NAS IE and NAS message container small IE shall not be included in the CONTROL PLANE SERVICE REQUEST message;
c)	if the UE only has uplink user data with data size greater than 255 octets pending to be sent, the UE shall initiate the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message to the AMF. The Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "5GSM data" and the Data over NAS IE shall be included in the CONTROL PLANE SERVICE REQUEST message. The UE sets the contents of the Data over NAS IE as described in case d) in this subclause. The Data over NAS small IE and NAS message container small IE shall not be included in the CONTROL PLANE SERVICE REQUEST message; or
d)	if the UE only has uplink SMS pending to be sent, the UE shall initiate the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message to the AMF. The Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "SMS" and the NAS message container small IE shall be included in the CONTROL PLANE SERVICE REQUEST message. The UE sets the contents of the NAS message container small IE as described in case c) in this subclause. The Data over NAS small IE and Data over NAS IE shall not be included in the CONTROL PLANE SERVICE REQUEST message.
For case c) in subclause 5.6.1.1:
a)	if the UE only has uplink SMS pending to be sent, the UE shall initiate the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message to the AMF. The Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "SMS" and the NAS message container small IE shall be included in the CONTROL PLANE SERVICE REQUEST message. The Data over NAS small IE and Data over NAS IE shall not be included in the CONTROL PLANE SERVICE REQUEST message. The UE shall include the uplink SMS in the contents of the NAS message container small IE 
b)	if the UE only has uplink signalling different from SMS pending to be sent, the UE shall initiate the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message to the AMF. The Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "signalling" and the Data over NAS small IE, Data over NAS IE or NAS message container small IE shall not be included in the CONTROL PLANE SERVICE REQUEST message.
For case d) in subclause 5.6.1.1, if the UE only has uplink user data pending to be sent, the UE shall initiate the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message to the AMF and indicate the Control plane service type as "5GSM data". If the zise of uplink user data is less than or equal to 255 octets, the Data over NAS small IE shall be included, otherwise the Data over NAS IE shall be included in the CONTROL PLANE SERVICE REQUEST message. The NAS message container small IE shall not be included in the CONTROL PLANE SERVICE REQUEST message. The UE shall set the contents of the Data over NAS small IE or Data over NAS IE as follows:
a)	the PDU session identity field shall be set to the PDU session ID of the PDU session over which the user data is sent;
b)	the uplink user data shall be inlcuded in the Data over NAS contents field; and
c)	based on information provided by the upper layers, the DDX field shall be set to inform the network that:
1)		no further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected, i.e. the upper layers indicated that data exchanges have completed with the current uplink data transfer; 
2)	only a single downlink data transmission and no further uplink data transmission subsequent to the uplink data transmission is expected, i.e. the upper layers indicated that data exchanges will have completed with the next downlink data transmission; or
3)	no information regarding DDX is conveyed, if the upper layers did not provide any indication.
NOTE 1:	The term DDX used in the present document corresponds to the term NAS RAI used in 3GPP TS 23.502 [9].
[bookmark: OLE_LINK44]NOTE 2:	In case the UE has both uplink user data and uplink SMS pending to be sent at the same time, to send them in which order is up to the UE implementation.
NOTE 3:	If the UE needs to send the PDU session status IE for PDU session status synchronization, the service request procedure is initiated by sending a SERVICE REQUEST message as specified in subclause 5.6.1.2.1. In this case, the uplink user data pending or uplink SMS pending if any, can transferred either via the CONTROL PLANE SERVICE REQUEST message sent via the 5GMM-IDLE mode before sending the PDU session status IE, or via the UE-initiated NAS transport procedure over the 5GMM-CONNECTED mode after sending the PDU session status IE.
* * * Next Change * * * *
[bookmark: _Toc11419355]5.6.1.3	Common procedure initiation
Upon receipt of the SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST message, the AMF may initiate the common procedures e.g. the 5G AKA based primary authentication and key agreement procedure or the EAP based primary authentication and key agreement procedure.
* * * Next Change * * * *
[bookmark: _Toc11419356]5.6.1.4	Service request procedure accepted by the network
[bookmark: _Toc533165302]5.6.1.4.1	UE is not using 5GS services with control plane CIoT 5GS optimization
For cases other than h) in subclause 5.6.1.1, the UE shall treat the reception of the SERVICE ACCEPT message as successful completion of the procedure. The UE shall reset the service request attempt counter, stop timer T3517 and enter the state 5GMM-REGISTERED. 
For case h) in subclause 5.6.1.1,
a)	the UE shall treat the indication from the lower layers when the UE has changed to S1 mode or E-UTRA connected to 5GCN (see 3GPP TS 23.502 [9]) as successful completion of the procedure and stop timer T3517; and
b)	if a UE operating in single-registration mode has changed to S1 mode, it shall disable the N1 mode capability for 3GPP access (see subclause 4.9.2).
If the AMF needs to initiate PDU session status synchronization or a PDU session status IE was included in the SERVICE REQUEST message, the AMF shall include a PDU session status IE in the SERVICE ACCEPT message to indicate which PDU sessions associated with the access type the SERVICE ACCEPT message is sent over are active in the AMF. If the PDU session status information element is included in the SERVICE ACCEPT message, then the UE shall perform a local release of all those PDU sessions which are in active on the UE side associated with the access type the SERVICE ACCEPT message is sent over, but are indicated by the AMF as being inactive.
If the Uplink data status IE is included in the SERVICE REQUEST message, the AMF shall:
a)	indicate the SMF to re-establish the user-plane resources for the corresponding PDU sessions;
b)	include the PDU session reactivation result IE in the SERVICE ACCEPT message to indicate the user-plane resources re-establishment result of the PDU sessions for which the UE requested to re-establish the user-plane resources; and
c)	determine the UE presence in LADN service area and forward the UE presence in LADN service area towards the SMF, if the corresponding PDU session is a PDU session for LADN.
If the Allowed PDU session status IE is included in the SERVICE REQUEST message, the AMF shall:
a)	for a 5GSM message from each SMF that has indicated pending downlink signalling only, forward the received 5GSM message via 3GPP access to the UE after the SERVICE ACCEPT message is sent;
b)	for each SMF that has indicated pending downlink data only:
1)	notify the SMF that reactivation of the user-plane resources for the corresponding PDU session(s) associated with non-3GPP access cannot be performed if the corresponding PDU session ID(s) are not indicated in the Allowed PDU session status IE; and
2)	notify the SMF that reactivation of the user-plane resources for the corresponding PDU session(s) associated with non-3GPP access can be performed if the corresponding PDU session ID(s) are indicated in the Allowed PDU session status IE.
c)	for each SMF that have indicated pending downlink signalling and data:
1)	notify the SMF that reactivation of the user-plane resources for the corresponding PDU session(s) associated with non-3GPP access cannot be performed if the corresponding PDU session ID(s) are not indicated in the Allowed PDU session status IE;
2)	notify the SMF that reactivation of the user-plane resources for the corresponding PDU session(s) associated with non-3GPP access can be performed if the corresponding PDU session ID(s) are indicated in the Allowed PDU session status IE; and
3)	discard the received 5GSM message for PDU session(s) associated with non-3GPP access; and
d)	include the PDU session reactivation result IE in the SERVICE ACCEPT message to indicate the successfully re-established user-plane resources for the corresponding PDU sessions, if any.
If the PDU session reactivation result IE is included in the SERVICE ACCEPT message indicating that the user-plane resources have been successfully reactivated for a PDU session that was requested by the UE in the Allowed PDU session status IE, the UE considers the corresponding PDU session to be associated with the 3GPP access. If the user-plane resources of a PDU session have been successfully reactivated over the 3GPP access, the AMF and SMF update the associated access type of the corresponding PDU session.
If the AMF has included the PDU session reactivation result IE in the SERVICE ACCEPT message and there exist one or more PDU sessions for which the user-plane resources cannot be re-established, then the AMF may include the PDU session reactivation result error cause IE to indicate the cause of failure to re-establish the user-plane resources.
If the user-plane resources cannot be established for a PDU session, the AMF shall include the PDU session reactivation result IE in the SERVICE ACCEPT message indicating that user-plane resources for the corresponding PDU session cannot be re-established, and shall include the PDU session reactivation result error cause IE with the 5GMM cause set to:
a)	#43 "LADN not available" if the user-plane resources cannot be established because the SMF indicated to the AMF that the UE is located out of the LADN service area (see 3GPP TS 29.502 [20A]);
b)	#28 "restricted service area" if the user-plane resources cannot be established because the SMF indicated to the AMF that only prioritized services are allowed (see 3GPP TS 29.502 [20A]); or
c)	#92 "insufficient user-plane resources for the PDU session" if the user-plane resources cannot be established because the SMF indicated to the AMF that the resource is not available in the UPF (see 3GPP TS 29.502 [20A]).
NOTE:	It is up to UE implementation when to re-send a request for user-plane re-establishment for the associated PDU session after receiving a PDU session reactivation result error cause IE with a 5GMM cause set to #92 "insufficient user-plane resources for the PDU session".
If the SERVICE REQUEST message is for emergency services fallback, the AMF triggers the emergency services fallback procedure as specified in subclause 4.13.4.2 of 3GPP TS 23.502 [9].
If the AMF sends a SERVICE ACCEPT message upon receipt of the CONTROL PLANE SERVICE REQUEST message with uplink data:
-	if the UE has indicated support for the control plane CIoT 5GS optimizations; and 
-	if the AMF decides to activate the congestion control for transport of user data via the control plane,
then the AMF shall include the T3448 value IE in the SERVICE ACCEPT message.
If the T3448 value IE is present in the received SERVICE ACCEPT message and the value indicates that this timer is neither zero nor deactivated, the UE shall:
a)	stop timer T3448 if it is running;
b)	consider the transport of user data via the control plane as successful; and
c)	start timer T3448 with the value provided in the T3448 value IE.
If the UE is using 5GS services with control plane CIoT 5GS optimization, the T3448 value IE is present in the SERVICE ACCEPT message and the value indicates that this timer is either zero or deactivated, the UE shall consider this case as an abnormal case and proceed as if the T3448 value IE was not present.
If the UE in 5GMM-IDLE mode initiated the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message and the SERVICE ACCEPT message does not include the T3448 value IE and if timer T3448 is running, then the UE shall stop timer T3448.
* * * Next Change * * * *
5.6.1.4.2	UE is using 5GS services with control plane CIoT 5GS optimization
For case a) in subclause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "mobile terminating services", the AMF shall send a SERVICE ACCEPT message. If the Data over NAS small IE or Data over NAS IE is included in the message, the AMF shall decipher the value part of the Data over NAS small IE or Data over NAS IE and handle it as described in case d) in this subclause. If the NAS message container small IE is included in the message, the AMF shall decipher the value part of NAS message container small IE and handle it as described in case c) in this subclause.
For case c) in subclause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "signalling", the AMF shall send a SERVICE ACCEPT message. If the Control plane service type indicates "SMS" and the NAS message container small IE is included in the message, the AMF shall decipher the value part of the NAS message container small IE. The AMF shall forward the content of the NAS message container small IE to the SMSF associated with the UE and send a SERVICE ACCEPT message.
For case d) in subclause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "5GSM data", if the Data over NAS small IE or Data over NAS IE is included in the message, the AMF shall decipher the value part of the Data over NAS small IE or Data over NAS IE. If the AMF has a PDU session routing context for the PDU session ID that is included in the Data over NAS small IE or Data over NAS IE, the AMF shall forward the user data and the PDU session ID towards the SMF identified by the SMF ID of the PDU session routing context as described in 3GPP TS 23.502 [9]. If the DDX field indicates "No further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected", the AMF may initiate the release of the N1 NAS signalling connection without sending a SERVICE ACCEPT message; otherwise, the AMF shall send a SERVICE ACCEPT message.
If the AMF needs to initiate PDU session status synchronization, the AMF shall include a PDU session status IE in the SERVICE ACCEPT message to indicate which PDU sessions associated with the access type the SERVICE ACCEPT message is sent over are active in the AMF. 
For cases a) and c) in subclause 5.6.1.1, the AMF shall consider the service request procedure successfully completed when it sends the SERVICE ACCEPT message.
For case d) in subclause 5.6.1.1, the AMF shall consider the service request procedure successfully completed when it sends the SERVICE ACCEPT message or initiates the release of the N1 NAS signalling connection.
If the PDU session status information element is included in the SERVICE ACCEPT message, then the UE shall perform a local release of all those PDU sessions which are active on the UE side associated with the 3GPP access but are indicated by the AMF as being inactive.
For cases a), c) and d) in subclause 5.6.1.1, the UE shall treat the reception of the SERVICE ACCEPT message as successful completion of the service request procedure. The UE shall reset the service request attempt counter, stop timer T3517 and enter the state 5GMM-REGISTERED.
For case d) in subclause 5.6.1.1, the UE shall also treat the indication from the lower layers that the RRC connection has been released as successful completion of the service request procedure. The UE shall reset the service request attempt counter, stop the timer T3517 and enter the state 5GMM-REGISTERED.
Editor's note:	abnormal cases for the CONTROL PLANE SERVICE REQUEST on the UE and network sides are FFS.
* * * Next Change * * * *
8.2.X	Control plane service request
[bookmark: _Toc533172245]8.2.x.1	Message definition
The CONTROL PLANE SERVICE REQUEST message is sent by the UE to the AMF when the UE is using 5GS services with control plane CIoT 5GS optimization. See table 8.2.x.1.1.
Message type:	CONTROL PLANE SERVICE REQUEST
Significance:	dual
Direction:		UE to network
Table 8.2.x.1.1: CONTROL PLANE SERVICE REQUEST message content
	[bookmark: _Hlk16865552]IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Control plane service request message identity
	Message type
9.7
	M
	V
	1

	[bookmark: OLE_LINK22]
	ngKSI 
	NAS key set identifier
9.11.3.32
	M
	V
	1/2

	
	Control plane service type
	Control plane service type
9.11.3.a
	M
	V
	1/2

	xx
	Data over NAS small
	Data over NAS small
9.11.3.x
	O
	TLV
	3-257

	yy
	Data over NAS
	Data over NAS
9.11.3.y
	O
	TLV-E
	4-n

	zz
	[bookmark: OLE_LINK26]NAS message container small
	NAS message container 2
9.11.3.z
	O
	TLV
	3-253



* * * Next Change * * * *
[bookmark: _Toc533172246]8.2.x.2	Data over NAS small
This IE shall be included if the UE has uplink user data pending to be sent from 5GMM-IDLE mode with data size less than or equal to 255 octets.
8.2.x.3	Data over NAS
This IE shall be included if the UE has uplink user data pending to be sent from 5GMM-IDLE mode with data size greater than 255 octets.
8.2.x.4	NAS message container small
This IE shall be included if the UE has uplink SMS pending to be sent from 5GMM-IDLE mode.
* * * Next Change * * * *
[bookmark: _Toc11419807]9.7	Message type
The Message type IE and its use are defined in 3GPP TS 24.007 [11]. Tables 9.7.1 and 9.7.2 define the value part of the message type IE used in the 5GS mobility management protocol and 5GS session management protocol.
Table 9.7.1: Message types for 5GS mobility management
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	1
	-
	-
	-
	-
	-
	-
	
	5GS mobility management messages

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	0
	0
	0
	1
	
	Registration request

	0
	1
	0
	0
	0
	0
	1
	0
	
	Registration accept

	0
	1
	0
	0
	0
	0
	1
	1
	
	Registration complete

	0
	1
	0
	0
	0
	1
	0
	0
	
	Registration reject

	0
	1
	0
	0
	0
	1
	0
	1
	
	Deregistration request (UE originating)

	0
	1
	0
	0
	0
	1
	1
	0
	
	Deregistration accept (UE originating)

	0
	1
	0
	0
	0
	1
	1
	1
	
	Deregistration request (UE terminated)

	0
	1
	0
	0
	1
	0
	0
	0
	
	Deregistration accept (UE terminated)

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	1
	1
	0
	0
	
	Service request

	0
	1
	0
	0
	1
	1
	0
	1
	
	Service reject

	0
0
	1
1
	0
0
	0
0
	1
1
	1
1
	1
1
	0
1
	

	Service accept
Control plane service request

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	1
	0
	1
	0
	0
	
	Configuration update command

	0
	1
	0
	1
	0
	1
	0
	1
	
	Configuration update complete

	0
	1
	0
	1
	0
	1
	1
	0
	
	Authentication request

	0
	1
	0
	1
	0
	1
	1
	1
	
	Authentication response

	0
	1
	0
	1
	1
	0
	0
	0
	
	Authentication reject

	0
	1
	0
	1
	1
	0
	0
	1
	
	Authentication failure

	0
	1
	0
	1
	1
	0
	1
	0
	
	Authentication result

	0
	1
	0
	1
	1
	0
	1
	1
	
	Identity request

	0
	1
	0
	1
	1
	1
	0
	0
	
	Identity response

	0
	1
	0
	1
	1
	1
	0
	1
	
	Security mode command

	0
	1
	0
	1
	1
	1
	1
	0
	
	Security mode complete

	0
	1
	0
	1
	1
	1
	1
	1
	
	Security mode reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	1
	0
	0
	1
	0
	0
	
	5GMM status

	0
	1
	1
	0
	0
	1
	0
	1
	
	Notification

	0
	1
	1
	0
	0
	1
	1
	0
	
	Notification response

	0
	1
	1
	0
	0
	1
	1
	1
	
	UL NAS transport

	0
	1
	1
	0
	1
	0
	0
	0
	
	DL NAS transport

	
	
	
	
	
	
	
	
	
	



Table 9.7.2: Message types for 5GS session management
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	1
	1
	-
	-
	-
	-
	-
	-
	
	5GS session management messages

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	0
	0
	0
	0
	1
	
	PDU session establishment request

	1
	1
	0
	0
	0
	0
	1
	0
	
	PDU session establishment accept

	1
	1
	0
	0
	0
	0
	1
	1
	
	PDU session establishment reject

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	0
	0
	1
	0
	1
	
	PDU session authentication command

	1
	1
	0
	0
	0
	1
	1
	0
	
	PDU session authentication complete

	1
	1
	0
	0
	0
	1
	1
	1
	
	PDU session authentication result

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	0
	1
	0
	0
	1
	
	PDU session modification request

	1
	1
	0
	0
	1
	0
	1
	0
	
	PDU session modification reject

	1
	1
	0
	0
	1
	0
	1
	1
	
	PDU session modification command

	1
	1
	0
	0
	1
	1
	0
	0
	
	PDU session modification complete

	1
	1
	0
	0
	1
	1
	0
	1
	
	PDU session modification command reject

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	1
	0
	0
	0
	1
	
	PDU session release request

	1
	1
	0
	1
	0
	0
	1
	0
	
	PDU session release reject

	1
	1
	0
	1
	0
	0
	1
	1
	
	PDU session release command

	1
	1
	0
	1
	0
	1
	0
	0
	
	PDU session release complete

	
	
	
	
	
	
	
	
	
	

	1
	1
	0
	1
	0
	1
	1
	0
	
	5GSM status

	
	
	
	
	
	
	
	
	
	




* * * Next Change * * * *
[bookmark: _Toc11419866]9.11.3.39	Payload container
The purpose of the Payload container information element is to transport one or multiple payloads. If multiple payloads are transported, the associated information of each payload are also transported together with the payload.
The Payload container information element is coded as shown in figure 9.11.3.39.1, figure 9.11.3.39.2, figure 9.11.3.39.3, figure 9.11.3.39.4 and table 9.11.3.39.1.
The Payload container is a type 6 information element with a minimum length of 4 octets and a maximum length of 65538 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload container IEI
	octet 1

	
Length of payload container contents
	octet 2

	
	octet 3

	
	octet 4

	Payload container contents
	

	
	octet n


Figure 9.11.3.39.1: Payload container information element
	8
	7
	6
	5
	4
	3
	2
	1
	

	Number of entries
	octet 4

	
Payload container entry 1
	octet 5

octet x2

	
Payload container entry 2
	octet x2+1

octet x3

	……
	…

	
Payload container entry i
	octet xi +1

octet n


Figure 9.11.3.39.2: Payload container contents with Payload container type "Multiple payloads"
	8
	7
	6
	5
	4
	3
	2
	1
	

	[bookmark: _Hlk531299992]Length of Payload container entry
	octet xi +1
octet xi +2

	Number of optional IEs
	Payload container type
	octet xi +3

	
Optional IE 1
	octet xi +4

octet y2

	
Optional IE 2
	octet y2+1

octet y3

	…
	


	
Optional IE j
	octet yj+1

octet z

	
Payload container entry contents
	octet z+1

octet n


Figure 9.11.3.39.3: Payload container entry
	8
	7
	6
	5
	4
	3
	2
	1
	

	Type of optional IE
	octet xi +4


	Length of optional IE
	octet xi +5


	
Value of optional IE
	octet xi +6

octet y2


Figure 9.11.3.39.4: Optional IE
Table 9.11.3.39.1: Payload container information element
	Payload container contents (octet 4 to octet n); max value of 65535 octets

	
If the payload container type is set to "SOR transparent container" and is included in the DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the SOR transparent container IE (see subclause 9.11.3.51) for SOR data type is set to value "0" except that the first three octets are not included.

If the payload container type is set to "SOR transparent container" and is included in the UL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the SOR transparent container IE (see subclause 9.11.3.51) for SOR data type is set to value "1" except that the first three octets are not included.

If the payload container type is set to "UE parameters update transparent container" and is included in the DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the UE parameters update transparent container IE (see subclause 9.11.3.53A) for UE parameters update data type is set to value "0" except that the first three octets are not included.

If the payload container type is set to "UE parameters update transparent container" and is included in the UL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the UE parameters update transparent container IE (see subclause 9.11.3.53A) for UE parameters update data type is set to value "1" except that the first three octets are not included.

If the payload container type is set to "SMS", the payload container contents contain an SMS message (i.e. CP-DATA, CP-ACK or CP-ERROR) as defined in subclause 7.2 in 3GPP TS 24.011 [13].

The coding of Payload container contents is dependent on the particular application.

If the payload container type is set to "Multiple payloads", the number of entries field represents the total number of payload container entries, and the payload container entry contents field is coded as a list of payload container entry according to figure 9.11.3.39.2, with each payload container entry is coded according to figure 9.11.3.39.3 and figure 9.11.3.39.4.

If the payload container type is set to "5GSM data", the payload container contents are coded the same way as the contents (i.e. the value part) of the Data over NAS IE (see subclause 9.11.3.y) except that the first three octets are not included.


	Payload container entry

For each payload container entry, the payload container type field represents the payload container type value as described in subclause 9.11.3.40, the coding of payload container contents field is dependent on the particular application, and the number of optional IEs field represents the total number of optional IEs associated with the payload container entry contents field in the payload container entry. The error handlings for optional IEs specified in subclauses 7.6.1, 7.6.3 and 7.7.1 shall apply to the optional IEs included in the payload container entry.


	Optional IEs

Type of optional IE (octet xi +4)
This field contains the IEI of the optional IE.

Length of optional IE (octet xi+5)
This field indicates binary coded length of the value of the optional IE entry.

Value of optional IE (octet xi+6 to octet y2)
This field contains the value of the optional IE entry with the value part of the referred information element based on following optional IE reference. If the Request type is included, the value part of the Request type shall be encoded in the bits 1 to 4 and bits 5 to 8 shall be coded as zero.


	IEI 
	Optional IE name
	Optional IE reference

	12
	PDU session ID
	PDU session identity 2 (see subclause 9.11.3.41)

	24
	Additional information
	Additional information (see subclause 9.11.2.1)

	58
	5GMM cause
	5GMM cause (see subclause 9.11.3.2)

	37
	Back-off timer value
	GPRS timer 3 (see subclause 9.11.2.5)

	59
	Old PDU session ID
	PDU session identity (see subclause 2 9.11.3.41)

	80
	Request type
	Request type (see subclause 9.11.3.47)

	22
	S-NSSAI
	S-NSSAI (see subclause 9.11.2.8)

	25
	DNN
	DNN (see subclause 9.11.2.1A)

	

	

	

	

	

	



* * * Next Change * * * *
[bookmark: _Toc11419867]9.11.3.40	Payload container type
The purpose of the Payload container type information element indicates type of payload included in the payload container information element.
The Payload container type information element is coded as shown in figure 9.11.3.40.1 and table 9.11.3.40.1.
The Payload container type is a type 1 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload container type
IEI
	Payload container type value
	octet 1


Figure 9.11.3.40.1: Payload container type information element
Table 9.11.3.40.1: Payload container type information element
	Payload container type value (octet 1)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	N1 SM information

	0
	0
	1
	0
	SMS

	0
	0
	1
	1
	LTE Positioning Protocol (LPP) message container

	0
	1
	0
	0
	SOR transparent container

	0
	1
	0
	1
	UE policy container

	0
0
	1
1
	1
1
	0
1
	UE parameters update transparent container
5GSM data

	1
	1
	1
	1
	Multiple payloads

	

	All other values are reserved.

	

	NOTE:	The value "Multiple payloads" is only used when the Payload container contents in figure 9.11.3.39.1 contains multiple payloads as shown in figure 9.11.3.39.2.



* * * Next Change * * * *
[bookmark: _Toc533172451]9.11.3.a	Control plane service type
The purpose of the control plane service type information element is to specify the purpose of the CONTROL PLANE SERVICE REQUEST message.
The service type is a type 1 information element.
The service type information element is coded as shown in figure 9.11.3.a.1 and table 9.11.3.a.1.
	8
	7
	6
	5
	4
	3
	2
	1
	

	[bookmark: _Hlk16866063]Control plane service type
IEI
	[bookmark: OLE_LINK35]Control plane service type value
	octet 1


Figure 9.11.3.a.1: Control plane service type information element
Table 9.11.3.a.1: Control plane service type information element
	Control plane service type value (octet 1)

	

	Control plane service type value

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	signalling

	0
	0
	0
	1
	5GSM data

	0
	0
	1
	0
	SMS

	0
	0
	1
	1
	mobile terminated services

	

	All other values are reserved.


* * * Next Change * * * *
[bookmark: _Toc533172459]9.11.3.x	Data over NAS small
The purpose of the Data over NAS small information element is to encapsulate the user data when the UE is using control plane CIoT 5GS optimization with data size less than or equal to 255 octets.
The Data over NAS small information element is coded as shown in figures 9.11.3.x.1 and table 9.11.3.x.1.
The Data over NAS small is a type 4 information element with a minimum length of 3 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Data over NAS small IEI
	octet 1

	Length of Data over NAS small contents
	octet 2

	0
Spare
	0
Spare
	DDX
	PDU session identity
	octet 3

	Data over NAS small contents
	octet 4

	
	

	
	octet m


Figure 9.11.3.x.1: Data over NAS small information element
Table 9.11.3.x.1: Data over NAS small information element
	PDU session identity (octet 3, bits 1 to 4)
The PDU session identity for which the control plane user data is sent. The PDU session identity field contains the value of bits 1 to 4 of the PDU session identity as defined in 3GPP TS 24.007 [11].


	Downlink data expected (DDX) (octet 3, bits 5 to 6) (NOTE)
Bit

	6
	5
	
	

	0
	0
	
	No information regarding DDX is conveyed by the information element. If received it shall be interpreted as 'neither value "01" nor "10" applies'

	0

1

1
	1

0

1
	
	No further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected
Only a single downlink data transmission and no further uplink data transmission subsequent to the uplink data transmission is expected
reserved

	

	Data over NAS small contents (octets 4 to m)
This field contains the user data.


	NOTE:	The DDX field is only used in the UE to network direction. In the network to UE direction, the AMF shall set the DDX field (i.e. bits 6 and 5 of octet 3) to zeros and the UE shall ignore the DDX field.




9.11.3.y	Data over NAS
The purpose of the Data over NAS information element is to encapsulate user data when the UE is using control plane CIoT 5GS optimization with data size greater than 255 octets.
The Data over NAS information element is coded as shown in figures 9.11.3.y.1 and table 9.11.3.y.1.
The Data over NAS is a type 6 information element with a minimum length of 4 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Data over NAS IEI
	octet 1

	Length of Data over NAS contents
	octet 2
octet 3

	0
Spare
	0
Spare
	DDX
	PDU session identity
	octet 4

	Data over NAS contents
	octet 5

	
	

	
	octet m


Figure 9.11.3.y.1: Data over NAS information element
Table 9.11.3.y.1: Data over NAS information element
	PDU session identity (octet 4, bits 1 to 4)
The PDU session identity for which the control plane user data is sent. The PDU session identity field contains the value of bits 1 to 4 of the PDU session identity as defined in 3GPP TS 24.007 [11].


	Downlink data expected (DDX) (octet 4, bits 5 to 6) (NOTE)
Bit

	6
	5
	
	

	0
	0
	
	No information regarding DDX is conveyed by the information element. If received it shall be interpreted as 'neither value "01" nor "10" applies'

	0

1

1
	1

0

1
	
	No further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected
Only a single downlink data transmission and no further uplink data transmission subsequent to the uplink data transmission is expected
reserved

	

	Data over NAS contents (octets 5 to m)
This field contains the user data.


	NOTE:	The DDX field is only used in the UE to network direction. In the network to UE direction, the AMF shall set the DDX field (i.e. bits 6 and 5 of octet 4) to zeros and the UE shall ignore the DDX field.




[bookmark: _Toc11419859]9.11.3.z	NAS message container 2
See subclause 9.9.3.22 in 3GPP TS 24.301 [15].
* * * End of Change * * * *
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