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1. Introduction
This pCR creates clause 315.2.2 for Message Types supported for LMR interworking, based on 3GPP TS 24.282 clause 15.2.2.
2. Reason for Change
Text is needed, and the IWF does not support FD or off-network messages.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.883v1.1.0:
· Remove Message Types associated with FD or off-network usage.

· Update reference numbering from 3GPP TS 24.282 to 3GPP TR 24.883 numbering scheme.
* * * First Change * * * *

315.2.2
Message type
The purpose of the Message type information element is to identify the type of the message.

The value part of the Message type information element is coded as shown in Table 315.2.2-1.

The Message type information element is a type 3 information element with a length of 1 octet.

Table 315.2.2-1: Message types

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	x
	x
	0
	0
	0
	0
	0
	1
	
	SDS SIGNALLING PAYLOAD

	x
	x
	0
	0
	0
	0
	1
	1
	
	DATA PAYLOAD

	x
	x
	0
	0
	0
	1
	0
	1
	
	SDS NOTIFICATION

	x
	x
	0
	0
	1
	0
	1
	0
	
	COMMUNICATION RELEASE

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.


Bit 7 of the above defined messages is set as follows:

-
'0' – if the message is not protected as defined in 3GPP TS 33.180 [78]; or

-
'1' – if the message is protected as defined in 3GPP TS 33.180 [78].

Bit 8 of the above defined messages is set as follows:

-
'0' – if the message is not authenticated as defined in 3GPP TS 33.180 [78]; or

-
'1' – if the message is authenticated as defined in 3GPP TS 33.180 [78].
* * * End Changes * * * *

