Page 1



3GPP TSG-CT WG1 Meeting #119
C1-194957
Wroclaw, Poland, 26-30 August 2019

	CR-Form-v11.2

	CHANGE REQUEST

	

	
	24.501
	CR
	1277
	rev
	1
	Current version:
	16.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	


	

	Title:

	IP address allocation for 5G-RG

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C1

	
	

	Work item code:
	5WWC
	
	Date:
	2019-08-30

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	TS 23.316 states:

--------------

4.6.2.2
IPv6 Address Allocation using DHCPv6

Optionally, and instead of using Stateless IPv6 Address Autoconfiguration, individual 128-bit IPv6 address(es) may be assigned to a PDU Session.

In this case, after PDU Session Establishment, the SMF sends a Router Advertisement message (solicited or unsolicited) towards the RG. The SMF shall set the Managed Address Configuration Flag (M-flag) in the Router Advertisement messages to indicate towards the RG that IPv6 Address allocation using DHCPv6 is available, as described in RFC 4861 [54]. In that case the IPv6 address of the RG is allocated using DHCPv6 Identity Association for Non-temporary Addresses (IA_NA) and mechanisms defined in RFC 3315 [15].
...
If Prefix Delegation (as described in clause 4.6.2.3) is also supported, a SMF may receive both DHCP options for IA_NA and IA_PD together in a single DHCPv6 message. An SMF may provide a reply to both IA_NA and IA_PD in the same message or alternatively process the DHCPv6 IA_NA before the DHCPv6 IA_PD.

The SMF may receive multiple different IA_NA related DHCP requests within the same PDU Session.

NOTE:
This is applicable if the RG acts as a DHCP relay for devices behind the RG.

Editor's note:
Whether and how IPv6 multi-homing can apply when DHCPv6-based address allocation is used is FFS.

4.6.2.3
IPv6 Prefix Delegation via DHCPv6

Optionally a single network prefix shorter than the default /64 prefix may be assigned to a PDU Session.
...
If stateless IPv6 address autoconfiguration procedure is used by the RG to get the first Prefix of the PDU Session, DHCPv6 is used to request additional IPv6 prefixes (e.g. prefixes in addition to the default prefix) from the SMF after completing stateless IPv6 address autoconfiguration procedures. If IPv6 address allocation using DHCPv6 is used, the DHCPv6 message may include a request for a delegated prefix (IA_PD) together with a request for an IPv6 address (IA_NA). Alternatively, a delegated prefix may be requested after an IPv6 address has been assigned using IA_NA.
The RG acts as a "Requesting Router" as described in IETF RFC 3633 [17] and inserts one or more IA_PD option(s) into a DHCPv6 Solicit message sent to the SMF via the user plane and the UPF. The SMF acts as the DHCP server and fulfils the role of a "Delegating Router" according to IETF RFC 3633 [17]. The RG optionally includes the RAPID_COMMIT option in the DHCPv6 Solicit message to trigger two-message DHCPv6 procedure instead of the four-message DHCPv6 procedure.
In response to the DHCPv6 Solicit message, the SMF sends a DHCPv6 Reply message with one or more IA_PD prefix(es) for every IA_PD option that was received in the DHCPv6 Solicit message.
If the DHCPv6 request indicates support for prefix exclusion via the OPTION_PD_EXCLUDE option code in an OPTION_ORO option and if the SMF accepts this option, the SMF delegates a prefix excluding the default prefix with help of OPTION_PD_EXCLUDE. Prefix exclusion procedures shall follow IETF RFC 6603 [16].
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6.2.4.x
Additional RG requirements for IP address allocation
If an 5G-RG or an W-AGF acting on behalf of an FN-RG receives a Router Advertisement Message as specified in IETF RFC 4861 [rfc4861] with the "Managed address configuration" flag set to zero, the 5G-RG and the W-AGF acting on behalf of the FN-RG:

a)
shall obtain /64 IPv6 prefix via IPv6 stateless address autoconfiguration as specified in 3GPP TS 23.501 [8] and IETF RFC 4862 [39];

b)
may obtain IPv6 configuration parameters via stateless DHCPv6 as specified in IETF RFC 3736 [35] or as specified in IETF RFC 3315 [rfc3315]; and
c)
may request additional IPv6 prefixes using DHCPv6. If the 5G-RG and the W-AGF acting on behalf of the FN-RG request IPv6 prefixes using DHCPv6, the 5G-RG and the W-AGF acting on behalf of the FN-RG shall act as a "Requesting Router" as described in IETF RFC 3633 [rfc3633], shall obtain IPv6 prefixes using the DHCPv6 Identity association for prefix delegation option as specified in IETF RFC 3633 [rfc3633] and IETF RFC 3315 [rfc3315], may include DHCPv6 Rapid commit option as specified in IETF RFC 3315 [rfc3315] in a DHCP message, and may include DHCPv6 OPTION_ORO option with the OPTION_PD_EXCLUDE option code as specified in IETF RFC 6603 [rfc6603] in the DHCP message.

NOTE 1:
The 5G-RG and the W-AGF acting on behalf of the FN-RG can include several DHCP options in a DHCP message.

If the 5G-RG or the W-AGF acting on behalf of the FN-RG receives a Router Advertisement Message as specified in IETF RFC 4861 [rfc4861] with the "Managed address configuration" flag set to one, the 5G-RG and the W-AGF acting on behalf of the FN-RG:

a)
shall obtain an IPv6 address via DHCPv6 and the DHCPv6 Identity association for non-temporary addresses option as specified in IETF RFC 3315 [rfc3315];

b)
may obtain IPv6 configuration parameters via DHCPv6 as specified in IETF RFC 3315 [rfc3315]; and
c)
may request IPv6 prefixes using DHCPv6. If the 5G-RG and the W-AGF acting on behalf of the FN-RG requests IPv6 prefixes using DHCPv6, the 5G-RG and the W-AGF acting on behalf of the FN-RG shall act as a "Requesting Router" as described in IETF RFC 3633 [rfc3633], shall obtain IPv6 prefixes using the DHCPv6 Identity association for prefix delegation option as specified in IETF RFC 3633 [rfc3633] and IETF RFC 3315 [rfc3315], may include DHCPv6 Rapid commit option as specified in IETF RFC 3315 [rfc3315] in a DHCP message, and may include DHCPv6 OPTION_ORO option with the OPTION_PD_EXCLUDE option code as specified in IETF RFC 6603 [rfc6603] in the DHCP message.
NOTE 2:
The 5G-RG and the W-AGF acting on behalf of the FN-RG can include several DHCP options in a DHCP message.

