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1. Introduction
<Introduction part >

2. Reason for Change
TS 24.229 has general principle for AS behaviour when acting as a B2BUA generating a request. To ensure consistency these procedures should be referenced when used.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174 V0.6.1.
* * * First Change * * * *

4.5.3.2.1
General

Upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall determine the served user as specified in TS 24.229 [3] clause 5.7.1.3A.2 and shall check if any of the served user's registered identities is also included in the Additional-Identity header field. If the Additional-Identity header field contains a served user's registered identity the AS shall remove the Additional-Identity header field from the request and shall forward the request in accordance with procedures defined in TS 24.229 [3]. Otherwise, if the received Additional-Identity header field does not contain any of the served user's registered identities the AS shall:

a)
verify that the user is authorized to use the identity received in the Additional-Identity header field as specified in clause 4.5.3.2.2; and

b)
if the user is not authorized to use the identity included in the Additional-Identity header field, then the AS shall reject the incoming request. The originating request may be rejected by operator policy with a 403 (Forbidden) response including a warning header field 399 "Identity not allowed".

If the user is authorized to use the identity in the Additional-Identity header field then the AS shall generate a new SIP request based on the received SIP request in accordance with the procedures in TS 24.229 [3] clause 5.7.3 with the following clarifications:

a)
remove any P-Served-User header field and insert a P-Served-User header field with the identity taken from the Additional-Identity header field in the received request;

b)
remove any existing Route header field and insert a Route header field pointing to an I-CSCF or to the S-CSCF hosting the identity in the Additional-Identity header field in the received request;
c)
in the Route header field above, append the "orig" parameter to the URI; and
d)
insert the Additional-Identity header field with the same value as in the received SIP request.
The AS shall send the generated SIP request and may refrain from the invocation of other MMTel services serving the native identity.

* * * End of Changes * * * *

