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1. Introduction
Remediates EN regarding distinctions of requests.
2. Reason for Change
First change adds the following distinctions to the TS:

SIP INVITE

"SIP INVITE request for controlling MCPTT function of an MCPTT group"
"SIP INVITE request for non-controlling MCPTT function of an MCPTT group" 

"SIP INVITE request for originating participating MCPTT function"

"SIP INVITE request for terminating participating MCPTT function"

"SIP INVITE request for controlling MCPTT function of a private call"

SIP MESSAGE

"SIP MESSAGE request for remotely initiated group call for terminating participating MCPTT function"

"SIP MESSAGE requests for emergency notification for terminating participating MCPTT function"
"SIP MESSAGE request for emergency notification for controlling MCPTT function" [TR removed 's' from 'requests']
Changed headings to align with 3GPP TS 24.379.

Second change removes an 's' from "requests" to be consistent with other distinguishing strings.
Third change: modified text to remove incorrect distinguishing string.
Fourth change: changed step 3 from a check for multiple entries in the request to a statement that the request shall not contain multiple entries. This correction also serves to remove an incorrect distinguishing string.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.379-101.
* * * First Change * * * *
6.6
IWF server role procedures
6.6.1
Distinction of requests sent to the IWF

6.6.1.1
SIP INVITE request
The IWF needs to distinguish between the following initial SIP INVITE requests for originations and terminations:

-
SIP INVITE requests routed to the IWF performing the participating role as a result of processing initial filter criteria at the S-CSCF in accordance with the termination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI contains a PSI of the IWF performing the terminating participating role. Such requests are known as "SIP INVITE request for terminating participating MCPTT function" in the procedures in the present document;

-
SIP INVITE requests routed to the IWF performing the controlling role as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity for MCPTT private call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of a private call" in the procedures in the present document;

-
SIP INVITE requests routed to the IWF performing the controlling role as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of an MCPTT group" in the procedures in the present document; and
-
SIP INVITE requests routed to the IWF performing the non-controlling role of an MCPTT group as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field contains the isfocus media feature tag specified in IETF RFC 3840 [16]; Such requests are known as "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" in the procedures in the present document.
6.6.1.2
SIP MESSAGE request

The IWF needs to distinguish between the following SIP MESSAGE request for originations and terminations:

-
SIP MESSAGE requests routed to the IWF performing the controlling role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <request-type> element set to a value of "remotely-initiated-group-call-request". Such requests are known as "SIP MESSAGE request for remotely initiated group call request for controlling MCPTT function";
-
SIP MESSAGE requests routed to the IWF performing the controlling role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <response-type> element set to a value of "remotely-initiated-group-call-response". Such requests are known as "SIP MESSAGE request for remotely initiated group call response for controlling MCPTT function";
-
SIP MESSAGE requests routed to the IWF performing the terminating participating role as a result of initial filter criteria with the Request-URI set to the public service identity of the IWF performing the terminating participating role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <request-type> element set to a value of "remotely-initiated-group-call-request" or with the <response-type> element set to a value of "remotely-initiated-group-call-response". Such requests are known as "SIP MESSAGE request for remotely initiated group call for terminating participating MCPTT function";

-
SIP MESSAGE requests routed to the IWF performing the terminating participating role with the Request-URI set to the public service identity of the IWF and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE request for emergency notification for terminating participating MCPTT function" in the procedures in the present document; and
-
SIP MESSAGE requests routed to the IWF performing the controlling role with the Request-URI set to the public service identity of the IWF and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE request for emergency notification for controlling MCPTT function" in the procedures in the present document.
* * * Second Change * * * *
12.1.2
Receipt of a SIP MESSAGE request for emergency notification for terminating LMR user

In the procedures in this clause:

1)
emergency indication in an incoming SIP MESSAGE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
alert indication in an incoming SIP MESSAGE request refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of a "SIP MESSAGE request for emergency notification for terminating participating MCPTT function", the IWF performing the participating role:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The IWF performing the participating role may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [14] and skip the rest of the steps;

NOTE 1:
if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the IWF can by means beyond the scope of this specification choose to accept the request.

2)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP MESSAGE request to determine the terminating target; and
3)
if the terminating target is not served by the IWF the IWF shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response.
NOTE 2: LMR specific signalling is outside the scope of this specification.

The IWF shall generate s SIP 2xx response and follow the procedures specified in 3GPP TS 24.229 [3].
* * * Third Change * * * *
10.1.3.1.1
On demand prearranged group call

Editor's Note:
Behaviour for cases where the IWF affiliates on behalf of its LMR users is FFS.

In this clause, the IWF originates a prearranged group session on behalf of an LMR user.

NOTE 1:
How the IWF determines the MCPTT ID of the calling user is out of scope of the present document.

The IWF, performing the originating participating function:

1)
if the user identified by the MCPTT ID is not affiliated to the group as determined by clause 9.2.1.2.8 and this is an authorised request for originating a priority call as determined by clause 6.6.2.1.4.2, shall perform the actions specified in clause 9.2.1.2.9 for implicit affiliation;
2)
shall determine the public service identity of the controlling MCPTT function associated with the group identity of the group on which the call is to be originated;

NOTE 2:
How the IWF discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the present document.

3)
shall generate a SIP INVITE request as specified in clause 10.1.2.1;

4)
shall modify the SIP INVITE request as specified in clause 6.6.2.1.2;

5)
may insert the calling user's location information into an application/vnd.3gpp.mcptt-location-info+xml MIME body to be included in the outgoing SIP request;

6)
shall set the Request-URI to the public service identity of the controlling MCPTT function associated with the group identity;

7)
shall set the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request to the MCPTT ID of the calling user;

8)
shall update the SDP as specified in clause 6.6.2.1.1.1; and
9)
shall send the SIP INVITE request to the controlling MCPTT function as specified in 3GPP TS 24.229 [3].

Upon receipt of a SIP 302 (Moved Temporarily) response to the above SIP INVITE request, the participating IWF function:

1)
shall generate a SIP INVITE request as specified in clause 6.6.2.1.5;

2)
shall include an SDP offer based upon the SDP offer in the SIP INVITE request generated by the IWF in the step above; and

3)
shall forward the SIP INVITE request according to 3GPP TS 24.229 [3].

Upon receipt of a SIP 2xx response in response to the above SIP INVITE request, the IWF performing the participating role: 

NOTE 3:
If an <MKFC-GKTPs> element is received, the IWF ignores that element.
1)
if the procedures of clause 9.2.1.2.9 for implicit affiliation were performed in the present clause, shall complete the implicit affiliation by performing the procedures of clause 9.2.1.2.10; 

2)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [6].

3)
shall perform the steps for SIP 2xx as specified in clause 10.1.2.1.

Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating IWF function:

1)
if the implicit affiliation procedures of clause 9.2.1.2.9 were invoked in this procedure, shall perform the procedures of clause 9.2.1.2.11; and 

2)
shall perform the steps for the received SIP 4xx, 5xx or 6xx as specified in clause 10.1.2.1.

On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF shall perform the steps for the received SIP INFO in clause 10.1.2.1.
* * * Fourth Change * * * *
11.1.3.2
Terminating procedures

In the procedures in this clause:

1)
<emergency–ind> refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

2)
<alert–ind> refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

3)
<session-type> refers to the <session-type> element of an application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of a "SIP INVITE request for controlling MCPTT function of a private call", the IWF performing the controlling role:

1)
if the <session-type> in the SIP INVITE request is set to "private":

a)
shall check whether the public service identity contained in the Request-URI is allocated for private call and perform the actions specified in clause 6.6.6.1 if it is not allocated and skip the rest of the steps; and

b)
shall perform actions to verify the MCPTT ID of the inviting MCPTT user in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request, and authorise the request according to local policy, and if it is not authorised the IWF performing the controlling role shall return a SIP 403 (Forbidden) response with the warning text as specified in "Warning header field" and skip the rest of the steps;

2)
if the incoming SIP INVITE request does not contain an application/resource-lists MIME body shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in 3GPP TS 24.379 [29], clause 4.4, and shall not continue with the rest of the steps;

3)
if the <session-type> is set to "private" and the application/resource-lists MIME body contains more than one <entry> element, shall reject the "SIP INVITE request for controlling MCPTT function of a private call " with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in 3GPP TS 24.379 [29], clause 4.4, and shall not continue with the rest of the steps;

4)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec or media format is acceptable by the IWF performing the controlling role and if not, reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;

5)
if received SIP INVITE request includes an <emergency-ind>, shall validate the request as described in 3GPP TS 24.379 [29], clause 6.3.3.1.17, with the IWF acting as the controlling function;

6)
if the received SIP INVITE request contains an unauthorised request for an MCPTT emergency private call as determined by clause 6.6.3.1.8.2:

a)
shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in clause 6.6.3.1.9; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [3] and skip the rest of the steps;

7)
if a Resource-Priority header field is included in the received SIP INVITE request and if the Resource-Priority header field is set to the value indicated for emergency calls, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the remaining steps if neither one of the following conditions are true:

a)
the SIP INVITE request does not contain an authorised request for an MCPTT emergency call as determined in step 4 above; or

b)
the originating MCPTT user is not in an in-progress emergency private call state with the targeted MCPTT user;

8)
if:

a)
the received SIP INVITE request contains an emergency indication set to a value of "true";

b)
the originating MCPTT user is not in an in-progress emergency private call state with the targeted user homed in the IWF; and

c)
if the <session-type> in the SIP INVITE request is set to "private";

then:

a)
shall cache the information that the MCPTT user has initiated an MCPTT emergency private call to the targeted user; and

b)
shall cache the information that the MCPTT user is in an in-progress emergency private call state with the targeted user homed in the IWF;

9)
shall perform actions as described in 3GPP TS 24.379 [29], clause 6.3.3.2.2, with the IWF acting as the controlling MCPTT function;

10)
shall allocate an MCPTT session identity for the MCPTT session; and

11)
shall set up a private call with the targeted user homed in the IWF (the user whose MCPTT ID is listed in the MIME resource-lists body of received SIP INVITE request).

NOTE 1:
How the IWF sets up calls internally is out of scope of the present document.

Upon deciding to send a SIP 180 (Ringing) response and if the SIP 180 (Ringing) response or the SIP final response has not yet been sent to the inviting MCPTT client, the IWF performing the controlling role shall generate a SIP 180 (Ringing) response to the SIP INVITE request and send the SIP 180 (Ringing) response towards the inviting MCPTT client according to 3GPP TS 24.229 [3].

Upon deciding to accept the call, the IWF performing the controlling role:

1)
shall generate a SIP 200 (OK) response to the SIP INVITE request as specified in the 3GPP TS 24.379 [29] clause 6.3.3.2.3.2, with the IWF acting as the MCPTT controlling function, before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the 3GPP TS 24.379 [29] clause 6.3.3.2.2, with the IWF acting as the controlling MCPTT function;

3)
if the received SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in clause 6.6.3.1.8.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in 3GPP TS 24.379 [29], clause 4.4, with the IWF acting as the controlling function;

NOTE 2:
This is the case when the MCPTT user's request for an MCPTT emergency private call was granted but the request for the MCPTT emergency alert was denied.

4)
shall interact with the media plane as specified in 3GPP TS 29.380 [31]; and

NOTE 3:
Resulting media plane processing is completed before the next step is performed.

5)
shall send a SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [3].

Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCPTT client, where the SIP 200 (OK) response was sent with a Warning header field as specified in 3GPP TS 24.379 [29], clause 4.4, with the IWF acting as the controlling function with the warning text containing the mcptt-warn-code set to "149", the IWF performing the controlling role shall follow the procedures in clause 6.6.3.1.11.

Upon receiving a SIP BYE request from the originating MCPTT client containing an application/vnd.3gpp.mcptt-info+xml MIME body containing a <release-reason> element set to a value of "authentication of the MIKEY-SAKE I_MESSAGE failed", the IWF performing the controlling role shall follow the procedures in clause 6.6.3.2.1.
