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6.3.2.1	General
The purpose of the network-requested PDU session modification procedure is to enable the network to modify a PDU session or convey a port management information container.
***** Next change *****
6.3.2.2	Network-requested PDU session modification procedure initiation
In order to initiate the network-requested PDU session modification procedure, the SMF shall create a PDU SESSION MODIFICATION COMMAND message.
If the authorized QoS rules of the PDU session is modified or is marked as to be synchronised with the UE, the SMF shall set the authorized QoS rules IE of the PDU SESSION MODIFICATION COMMAND message to the authorized QoS rules of the PDU session. The SMF shall ensure that the number of the packet filters used in the authorized QoS rules of the PDU Session does not exceed the maximum number of packet filters supported by the UE for the PDU session. The SMF may bind service data flows for which the UE has requested traffic segregation to a dedicated QoS flow for the PDU session, if possible. Otherwise the SMF may bind the service data flows to an existing QoS flow. The SMF shall use only one dedicated QoS flow for traffic segregation. If the UE has requested traffic segregation for multiple service data flows with different QoS handling, the SMF shall bind all these service data flows to a single QoS flow. If the SMF allows traffic segregation for service data flows in a QoS rule, then the SMF shall create a new authorized QoS rule for these service data flows and shall delete packet filters corresponding to these service data flows from the other authorized QoS rules.
If the authorized QoS flow descriptions of the PDU session is modified or is marked as to be synchronised with the UE, the SMF shall set the authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message to the authorized QoS flow descriptions of the PDU session.
If SMF creates a new authorized QoS rule for a new QoS flow, then SMF shall include the authorized QoS flow description for that QoS flow in the authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message, if:
a)	the newly created authorized QoS rules is for a new GBR QoS flow;
b)	the QFI of the new QoS flow is not the same as the 5QI of the QoS flow identified by the QFI; or
c)	the new QoS flow can be mapped to an EPS bearer as specified in subclause 4.11.2 of 3GPP TS 23.502 [9].
If the session-AMBR of the PDU session is modified, the SMF shall set the selected Session-AMBR IE of the PDU SESSION MODIFICATION COMMAND message to the session-AMBR of the PDU session.
If the session-TMBR of the PDU session is modified, the SMF shall set the selected Session-TMBR IE of the PDU SESSION MODIFICATION COMMAND message to the session-TMBR of the PDU session.
If interworking with EPS is supported for the PDU session and if the mapped EPS bearer contexts of the PDU session is modified, the SMF shall set the mapped EPS bearer contexts IE of the PDU SESSION MODIFICATION COMMAND message to the mapped EPS bearer contexts of the PDU session. If the association between a QoS flow and the mapped EPS bearer context is changed, the SMF shall set the EPS bearer identity parameter in authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message to the new EPS bearer identity associated with the QoS flow.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the PDU SESSION MODIFICATION REQUEST message includes a 5GSM capability IE, the SMF shall:
a)	if the RQoS bit is set to:
1)	"Reflective QoS supported", consider that the UE supports reflective QoS for this PDU session; or
2)	"Reflective QoS not supported", consider that the UE does not support reflective QoS for this PDU session; and;
b)	if the MH6-PDU bit is set to:
1)	"Multi-homed IPv6 PDU session supported", consider that this PDU session is supported to use multiple IPv6 prefixes; or 
2)	"Multi-homed IPv6 PDU session not supported", consider that this PDU session is not supported to use multiple IPv6 prefixes.
If the SMF considers that reflective QoS is supported for QoS flows belonging to this PDU session, the SMF may include the RQ timer IE set to an RQ timer value in the PDU SESSION MODIFICATION COMMAND message.
If a port management information container needs to be delivered (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9] for further details) and the UE has set the PMIC bit to "Port management information container supported" in the 5GSM capability IE, the SMF shall include a Port management information container IE in the PDU SESSION MODIFICATION COMMAND message.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet" and the PDU SESSION MODIFICATION REQUEST message includes a Maximum number of supported packet filters IE, the SMF shall consider this number as the maximum number of packet filters that can be supported by the UE for this PDU session. Otherwise the SMF considers that the UE supports 16 packet filters for this PDU session.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the SMF shall consider that the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink and the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink are valid for the lifetime of the PDU session.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the SMF determines, based on local policies or configurations in the SMF and the Always-on PDU session requested IE in the PDU SESSION MODIFICATION REQUEST message (if available), that either:
a)	the requested PDU session needs to be an always-on PDU session, the SMF shall include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message and shall set the value to "Always-on PDU session required"; or
b)	the requested PDU session shall not be an always-on PDU session and:
i)	if the UE included the Always-on PDU session requested IE, the SMF shall include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message and shall set the value to "Always-on PDU session not allowed"; or
ii)	if the UE did not include the Always-on PDU session requested IE, the SMF shall not include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message.
If the value of the RQ timer is set to "deactivated" or has a value of zero, the UE considers that RQoS is not applied for this PDU session and remove the derived QoS rule(s) associated with the PDU session, if any.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to the PTI of the PDU SESSION MODIFICATION REQUEST message received as part of the UE-requested PDU session modification procedure.
If the network-requested PDU session modification procedure is not triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to "No procedure transaction identity assigned".
If the selected SSC mode of the PDU session is "SSC mode 3" and the SMF requests the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9], the SMF shall include 5GSM cause #39 "reactivation requested" , in the PDU SESSION MODIFICATION COMMAND message, and may include the PDU session address lifetime in a PDU session address lifetime PCO parameter in the Extended protocol configuration options IE of the PDU SESSION MODIFICATION COMMAND message.
The SMF shall send the PDU SESSION MODIFICATION COMMAND message, and the SMF shall start timer T3591 (see example in figure 6.3.2.2.1).
NOTE:	If the SMF requests the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9], the reallocation requested indication indicating whether the SMF is to be reallocated or the SMF is to be reused is provided to the AMF.


Figure 6.3.2.2.1: Network-requested PDU session modification procedure
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6.3.2.3	Network-requested PDU session modification procedure accepted by the UE
Upon receipt of the PDU SESSION MODIFICATION COMMAND message, if the UE provided a DNN during the PDU session establishment, the UE shall stop timer T3396, if it is running for the DNN provided by the UE. If the UE did not provide a DNN during the PDU session establishment and the request type was different from "initial emergency request" and different from "existing emergency PDU session", the UE shall stop the timer T3396 associated with no DNN if it is running. If the PDU SESSION MODIFICATION COMMAND message was received for an emergency PDU session, the UE shall not stop the timer T3396 associated with no DNN if it is running.
Upon receipt of the PDU SESSION MODIFICATION COMMAND message, if the UE provided an S-NSSAI and a DNN during the PDU session establishment, the UE shall stop timer T3584, if it is running for the same [S-NSSAI, DNN] combination provided by the UE. If the UE did not provide an S-NSSAI during the PDU session establishment, the UE shall stop timer T3584, if it is running for the same [no S-NSSAI, DNN] combination provided by the UE. If the UE provided neither a DNN nor an S-NSSAI during the PDU session establishment, the UE shall stop timer T3584, if it is running for the same [no S-NSSAI, no DNN] combination provided by the UE.
Upon receipt of the PDU SESSION MODIFICATION COMMAND message, if the UE provided an S-NSSAI during the PDU session establishment, the UE shall stop timer T3585, if it is running for the S-NSSAI provided by the UE. If the UE did not provide an S-NSSAI during the PDU session establishment and the request type was different from "initial emergency request" and different from "existing emergency PDU session", the UE shall stop the timer T3585 associated with no S-NSSAI if it is running. If the PDU SESSION MODIFICATION COMMAND message was received for an emergency PDU session, the UE shall not stop the timer T3585 associated with no S-NSSAI if it is running.
NOTE 1:	Upon receipt of the PDU SESSION MODIFICATION COMMAND message for a PDU session, if the UE provided a DNN (or no DNN) and an S-NSSAI (or no S-NSSAI) when the PDU session is established, timer T3396 associated with the DNN (or no DNN, if no DNN was provided by the UE) is running, and timer T3584 associated with the DNN (or no DNN, if no DNN was provided by the UE) and the S-NSSAI (or no S-NSSAI, if no S-NSSAI was provided by the UE) is running, then the UE stops both the timer T3396 and the timer T3584.
NOTE 2:	Upon receipt of the PDU SESSION MODIFICATION COMMAND message for a PDU session, if the UE provided a DNN (or no DNN) and an S-NSSAI (or no S-NSSAI) when the PDU session is established, timer T3585 associated with the S-NSSAI (or no S-NSSAI, if no S-NSSAI was provided by the UE) is running, and timer T3584 associated with the DNN (or no DNN, if no DNN was provided by the UE) and the S-NSSAI (or no S-NSSAI, if no S-NSSAI was provided by the UE) is running, then the UE stops both the timer T3585 and the timer T3584.
If the PDU SESSION MODIFICATION COMMAND message includes the Authorized QoS rules IE, the UE shall process the QoS rules sequentially starting with the first QoS rule.
The UE shall replace the stored authorized QoS rules, authorized QoS flow descriptions and session-AMBR of the PDU session with the received value(s), if any, in the PDU SESSION MODIFICATION COMMAND message.
The 5G-RG or the W-AGF acting on behalf of the FN-RG shall replace the stored session-TMBR of the PDU session with the received value, if any, in the PDU SESSION MODIFICATION COMMAND message.
If the PDU SESSION MODIFICATION COMMAND message includes a Mapped EPS bearer contexts IE, the UE shall check each mapped EPS bearer context for different types of errors as follows:
NOTE 3:	An error detected in a mapped EPS bearer context does not cause the UE to discard the Authorized QoS rules IE and Authorized QoS flow descriptions IE included in the PDU SESSION MODICATION COMMAND message, if any.
a)	Semantic error in the mapped EPS bearer operation:
1)	operation code = "Create new EPS bearer" and there is already an existing mapped EPS bearer context with the same EPS bearer identity associated with any PDU session.
2)	operation code = "Delete existing EPS bearer" and there is no existing mapped EPS bearer context with the same EPS bearer identity associated with the PDU session that is being modified.
3)	operation code = "Modify existing EPS bearer" and there is no existing mapped EPS bearer context with the same EPS bearer identity associated with the PDU session that is being modified.
	In case 1, if the existing mapped EPS bearer context is associated with the PDU session that is being modified, the UE shall not diagnose an error, further process the create request and, if it was process successfully, delete the old EPS bearer context.
	In case 2, the UE shall not diagnose an error, further process the delete request and, if it was processed successfully, consider the mapped EPS bearer context as successfully deleted.
	Otherwise, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #85 "Invalid mapped EPS bearer identity".
b) if the mapped EPS bearer context includes a traffic flow template, the UE shall check the traffic flow template for different types of TFT IE errors as follows:
2)	Semantic errors in TFT operations:
i)	TFT operation = "Create a new TFT" when there is already an existing TFT for the EPS bearer context.
ii)	When the TFT operation is an operation other than "Create a new TFT" and there is no TFT for the EPS bearer context.
iii)	TFT operation = "Delete packet filters from existing TFT" when it would render the TFT empty.
iv)	TFT operation = "Delete existing TFT" for a dedicated EPS bearer context.
	In case iv, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #41 "semantic error in the TFT operation".
	In the other cases the UE shall not diagnose an error and perform the following actions to resolve the inconsistency:
	In case i, the UE shall further process the new activation request to create a new TFT and, if it was processed successfully, delete the old TFT.
	In case ii, the UE shall:
-	process the new request and if the TFT operation is "Delete existing TFT" or "Delete packet filters from existing TFT", and if no error according to items b, c, and d was detected, consider the TFT as successfully deleted;
-	process the new request as an activation request, if the TFT operation is "Add packet filters in existing TFT" or "Replace packet filters in existing TFT".
	In case iii, if the packet filters belong to a dedicated EPS bearer context, the UE shall process the new deletion request and, if no error according to items b, c, and d was detected, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #41 "semantic error in the TFT operation".
	In case iii, if the packet filters belong to the default EPS bearer context, the UE shall process the new deletion request and if no error according to items b, c, and d was detected then delete the existing TFT, this corresponds to using match-all packet filter for the default EPS bearer context.
2)	Syntactical errors in TFT operations:
i)	When the TFT operation = "Create a new TFT", "Add packet filters in existing TFT", "Replace packet filters in existing TFT" or "Delete packet filters from existing TFT" and the packet filter list in the TFT IE is empty.
ii)	TFT operation = "Delete existing TFT" or "No TFT operation" with a non-empty packet filter list in the TFT IE.
iii)	TFT operation = "Replace packet filters in existing TFT" when the packet filter to be replaced does not exist in the original TFT.
iv)	TFT operation = "Delete packet filters from existing TFT" when the packet filter to be deleted does not exist in the original TFT.
v)	TFT operation = "Delete packet filters from existing TFT" with a packet filter list also including packet filters in addition to the packet filter identifiers.
vi)	When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.
	In case iii, the UE shall not diagnose an error, further process the replace request and, if no error according to items c and d was detected, include the packet filters received to the existing TFT.
	In case iv, the UE shall not diagnose an error, further process the deletion request and, if no error according to items c and d was detected, consider the respective packet filter as successfully deleted.
	Otherwise, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #42 "syntactical error in the TFT operation".
3)	Semantic errors in packet filters:
i)	When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the UE determines a semantic error in a packet filter is outside the scope of the present document.
ii)	When the resulting TFT, which is assigned to a dedicated EPS bearer context, does not contain any packet filter applicable for the uplink direction among the packet filters created on request from the network.
	After sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #44 "semantic errors in packet filter(s)".
4)	Syntactical errors in packet filters:
i)	When the TFT operation = "Create a new TFT", "Add packet filters to existing TFT", or "Replace packet filters in existing TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.
ii)	When the TFT operation = "Create a new TFT", "Add packet filters to existing TFT" or "Replace packet filters in existing TFT", and two or more packet filters among all TFTs associated with this PDN connection would have identical packet filter precedence values.
iii)	When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.
	In case i, if two or more packet filters with identical packet filter identifiers are contained in the new request, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #45 "syntactical error in packet filter(s)". Otherwise, the UE shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have the identical packet filter identifiers.
	In case ii, if the old packet filters do not belong to the default EPS bearer context, the UE shall not diagnose an error, shall further process the new request and, if it was processed successfully, shall delete the old packet filters which have identical filter precedence values.
	In case ii, if one or more old packet filters belong to the default EPS bearer context, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #45 "syntactical errors in packet filter(s)".
	Otherwise, after sending the PDU SESSSION MODIFICATION COMPLETE for the ongoing PDU session modification procedure, the UE shall initiate a PDU session modification procedure by sending a PDU SESSION MODIFICATION REQUEST message to delete the mapped EPS bearer context with 5GSM cause #45 "syntactical error in packet filter(s)".
And if a new EPS bearer identity parameter in authorized QoS flow descriptions IE is received for a QoS flow which can be transferred to EPS, the UE shall update the association between the QoS flow and the mapped EPS bearer context, based on the new EPS bearer identity and the mapped EPS bearer contexts. If the "Delete existing EPS bearer" operation code in the Mapped EPS bearer contexts IE was received, the UE shall discard the association between the QoS flow and the corresponding mapped EPS bearer context.
Upon receipt of a PDU SESSION MODIFICATION COMMAND message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, if the UE accepts the PDU SESSION MODIFICATION COMMAND message, the UE considers the PDU session as modified and the UE shall create a PDU SESSION MODIFICATION COMPLETE message.
If the PDU SESSION MODIFICATION COMMAND message contains the PTI value allocated in the UE-requested PDU session modification procedure, the UE shall stop the timer T3581. The UE should ensure that the PTI value assigned to this procedure is not released immediately.
NOTE 4:	The way to achieve this is implementation dependent. For example, the UE can ensure that the PTI value assigned to this procedure is not released during the time equal to or greater than the default value of timer T3591.
While the PTI value is not released, the UE regards any received PDU SESSION MODIFICATION COMMAND message with the same PTI value as a network retransmission (see subclause 7.3.1).
If the selected SSC mode of the PDU session is "SSC mode 3" and the PDU SESSION MODIFICATION COMMAND message includes 5GSM cause #39 "reactivation requested", the UE can provide to the upper layers the PDU session address lifetime if received in the PDU session address lifetime PCO parameter of the Extended protocol configuration options IE of the PDU SESSION MODIFICATION COMMAND message. After the completion of the network-requested PDU session modification procedure, the UE should re-initiate the UE-requested PDU session establishment procedure with a new PDU session ID as specified in subclause 6.4.1 for:
a)	the PDU session type associated with the present PDU session;
b)	the SSC mode associated with the present PDU session;
c)	the DNN associated with the present PDU session; and
d)	the S-NSSAI associated with (if available in roaming scenarios) a mapped S-NSSAI if provided in the UE-requested PDU session establishment procedure of the present PDU session.
[bookmark: _Hlk5913894]If the UE has indicated support for CIoT 5GS optimizations and receives a small data rate control parameters container in the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message, the UE shall store the small data rate control parameters value and use the stored small data rate control parameters value as the maximum allowed limit of uplink user data for the PDU session in accordance with 3GPP TS 23.501 [8]. If the UE has a previously stored small data rate control parameter value for the PDU session, the UE shall replace the stored small data rate control parameters value for the PDU session with the received small data rate control parameters value in the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message.
If the UE has indicated support for CIoT 5GS optimizations and receives an additional small data rate control parameters for exception data container in the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message, the UE shall store the additional small data rate control parameters for exception data value and use the stored additional small data rate control parameters for exception data value as the maximum allowed limit of uplink exception data for the PDU session in accordance with 3GPP TS 23.501 [8]. If the UE has a previously stored additional small data rate control parameters for exception data value for the PDU session, the UE shall replace the stored additional small data rate control parameters for exception data value for the PDU session with the received additional small data rate control parameters for exception data value in the Extended protocol configuration options IE in the PDU SESSION MODIFICATION COMMAND message.
The UE shall include the PDU session ID of the old PDU session which is about to get released in the old PDU session ID IE of the UL NAS TRANSPORT message that transports the PDU SESSION ESTABLISHMENT REQUEST message.
NOTE 5:	The UE is expected to maintain the PDU session for which the PDU SESSION MODIFICATION COMMAND message including 5GSM cause #39 "reactivation requested" is received during the time indicated by the PDU session address lifetime value or until receiving an indication from upper layers (e.g. that the old PDU session is no more needed).
If the selected PDU session type of the PDU session is "Unstructured", the UE supports inter-system change from N1 mode to S1 mode, the UE does not support establishment of a PDN connection for the PDN type set to "non-IP" in S1 mode, and the parameters list field of one or more authorized QoS flow descriptions received in the authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message contains an EPS bearer identity (EBI) then the UE shall locally remove the EPS bearer identity (EBI) from the parameters list field of such one or more authorized QoS flow descriptions.
If the selected PDU session type of the PDU session is "Ethernet", the UE supports inter-system change from N1 mode to S1 mode, the UE does not support establishment of a PDN connection for the PDN type set to "non-IP" in S1 mode, the UE, the network or both of them do not support Ethernet PDN type in S1 mode, and the parameters list field of one or more authorized QoS flow descriptions received in the authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message contains an EPS bearer identity (EBI), the UE shall locally remove the EPS bearer identity (EBI) from the parameters list field of such one or more authorized QoS flow descriptions.
If the Always-on PDU session indication IE is included in the PDU SESSION MODIFICATION COMMAND message and:
a)	the value of the IE is set to "Always-on PDU session required", the UE shall consider the established PDU session as an always-on PDU session; or
b)	the value of the IE is set to "Always-on PDU session not allowed", the UE shall not consider the established PDU session as an always-on PDU session.
If the UE does not receive the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message:
a)	if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure upon the first inter-system change from S1 mode to N1 mode for a PDN connection established when in S1 mode, the UE shall not consider the modified PDU session as an always-on PDU session; or
b)	otherwise:
1)	if the UE has received the Always-on PDU session indication IE with the value set to "Always-on PDU session required" for this PDU session, the UE shall consider the PDU session as an always-on PDU session; or
2)	otherwise the UE shall not consider the PDU session as an always-on PDU session.
If the PDU SESSION MODIFICATION COMMAND message contains a Port management information container IE, the UE shall forward the contents of the Port management information container IE to the upper layers (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9] for further details).
The UE shall transport the PDU SESSION MODIFICATION COMPLETE message and the PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5.
After sending the PDU SESSION MODIFICATION COMPLETE message, if the "Create new EPS bearer" operation code in the mapped EPS bearer contexts IE was received in the PDU SESSION MODIFICATION COMMAND message and there is neither a corresponding authorized QoS flow descriptions IE in the PDU SESSION MODIFICATION COMMAND message nor an existing QoS flow description corresponding to the EPS bearer identity included in the mapped EPS bearer context, the UE shall send a PDU SESSION MODIFICATION REQUEST message including a mapped EPS bearer contexts IE to delete the mapped EPS bearer context.
If a port management information container needs to be delivered (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9] for further details), the UE shall include a Port management information container IE in the PDU SESSION MODIFICATION COMPLETE message. If the PDU SESSION MODIFICATION COMPLETE message contains a Port management information container IE, the SMF shall handle the contents of the Port management information container IE as specified in 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9].
Upon receipt of a PDU SESSION MODIFICATION COMPLETE message, the SMF shall stop timer T3591 and shall consider the PDU session as modified. If the selected SSC mode of the PDU session is "SSC mode 3" and the PDU SESSION MODIFICATION COMMAND message included 5GSM cause #39 "reactivation requested", the SMF shall start timer T3593. If the PDU Session Address Lifetime value is sent to the UE in the PDU SESSION MODIFICATION COMMAND message then timer T3593 shall be started with the same value, otherwise it shall use a default value.
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6.4.2.1	General
The purpose of the UE-requested PDU session modification procedure is:
a)	to enable the UE to request modification of a PDU session;
b)	to indicate a change of 3GPP PS data off UE status for a PDU session;
c)	to revoke the previously indicated support for reflective QoS;
d)	to request specific QoS handling and segregation of service data flows;
e)	to indicate to the network the relevant 5GSM parameters and capabilities (e.g. the UE's 5GSM capabilities, whether the UE supports more than 16 packet filters, the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink, the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink and whether the UE requests the PDU session to be an always-on PDU session in the 5GS) for a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface; or
f)	to delete one or more mapped EPS bearer contexts; or
x)	to convey a port management information container.
When the UE-requested PDU session modification procedure is used to indicate a change of 3GPP PS data off UE status for a PDU session (see subclause 6.2.10), the UE shall initiate the UE-requested PDU session modification procedure even if the UE is outside the LADN service area or the timer T3396, T3584, T3585 or the back-off timer is running or is deactivated.
If the UE needs to revoke the previously indicated support for reflective QoS for a PDU session and timer T3396, T3584, T3585 or the back-off timer is running or is deactivated, the UE shall not initiate the UE-requested PDU session modification procedure and shall instead initiate the UE-requested PDU session release procedure.
If the UE needs to initiate the UE-requested PDU session modification procedure to indicate to the network the relevant 5GSM parameters and capabilities (e.g. the UE's 5GSM capabilities, whether the UE supports more than 16 packet filters, the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink, the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink and whether the UE requests the PDU session to be an always-on PDU session in the 5GS) for a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, the UE is operating in single-registration mode in the network supporting N26 interface and timer T3396 or the back-off timer is running, the UE shall initiate the UE-requested PDU session modification procedure after expiry of timer T3396 or after expiry of the back-off timer.
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6.4.2.2	UE-requested PDU session modification procedure initiation
In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to the allocated PTI value.
The UE shall not perform the UE-requested PDU session modification procedure for an emergency PDU session except for the error cases described in subclause 6.4.1.3 and subclause 6.3.2.3.
The UE shall not perform the UE-requested PDU session modification procedure for a PDU session for LADN when the UE is located outside the LADN service area except for indicating a change of 3GPP PS data off UE status.
If the UE requests a specific QoS handling, the UE shall include the requested QoS rules IE indicating requested QoS rules or the requested QoS flow descriptions IE indicating requested QoS flow descriptions or both for the specific QoS handling. The QoS rules IE includes the packet filters which describe the service data flows requested by the UE. The specific QoS parameters requested by the UE is specified in the QoS flow descriptions IE. If the UE requests the network to bind specific service data flows to a dedicated QoS flow, the UE shall create a new QoS rule by setting the rule operation code to "Create new QoS rule" and shall set the segregation bit to "Segregation requested" for the corresponding QoS rule in the QoS rules IE. The UE shall set the QRI values to "no QoS rule identifier assigned" in the requested QoS rules IE, if the QoS rules are newly created; otherwise, the UE shall set the QRI values to those of the existing QoS rules for which the specific QoS handling applies. The UE shall set the QFI values to "no QoS flow identifier assigned" in the requested QoS flow descriptions IE, if the QoS flow descriptions are newly created; otherwise, the UE shall set the QFI values to the QFIs of the existing QoS flow descriptions for which the specific QoS handling applies. The UE shall not request to create more than one QoS flow in a UE-requested PDU session modification procedure. If the SMF receives a PDU SESSION MODIFICATION REQUEST message with a Requested QoS rules IE containing more than one QoS rule with the rule operation code set to "Create new QoS rule", the SMF shall assign the same QFI to all the QoS rules which are created.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the PDU session is of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDU session type, and: 
a)	the UE is performing the PDU session modification procedure to indicate the support of reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message; or
b)	the UE is performing the PDU session modification procedure to indicate that reflective QoS is not supported, the UE shall set the RQoS bit to "Reflective QoS not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.
If the UE is performing the PDU session modification procedure to revoke the previously indicated support of reflective QoS, the UE shall set the RQoS bit to "Reflective QoS not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message. The UE shall not indicate support for reflective QoS for this PDU Session for the remaining lifetime of the PDU Session.
NOTE:	The determination to revoke the usage of reflective QoS by the UE for a PDU session is implementation dependent.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the PDU session is of "IPv6" or "IPv4v6" PDU session type, and:
a)	the UE is performing the PDU session modification procedure to indicate the support of Multi-homed IPv6 PDU session, the UE shall set the MH6-PDU bit to "Multi-homed IPv6 PDU session supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message; or
b)	the UE is performing the PDU session modification procedure to indicate that Multi-homed IPv6 PDU session is not supported, the UE shall set the MH6-PDU bit to "Multi-homed IPv6 PDU session not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the PDU session is of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDU session type, and the UE supports more than 16 packet filters for this PDU session, the UE shall indicate the maximum number of packet filters supported for the PDU session in the Maximum number of supported packet filters IE of the PDU SESSION MODIFICATION REQUEST message.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the UE shall include the Integrity protection maximum data rate IE in the PDU SESSION MODIFICATION REQUEST message.
If the UE is performing the PDU session modification procedure to request the deletion of a non-default QoS rule due to errors in QoS operations or packet filters, the UE shall include the 5GSM cause IE in the PDU SESSION MODIFICATION REQUEST message as described in subclause 6.4.1.3.
When the UE-requested PDU session modification procedure is used to indicate a change of 3GPP PS data off UE status for a PDU session, the UE shall include the extended protocol configuration options IE in the PDU SESSION MODIFICATION REQUEST message and setting the 3GPP PS data off UE status.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface and the UE requests the PDU session to be an always-on PDU session in the 5GS, the UE shall include the Always-on PDU session requested IE and set the value of the IE to "Always-on PDU session requested" in the PDU SESSION MODIFICATION REQUEST message.
If a port management information container needs to be delivered (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9] for further details), the UE shall include a Port management information container IE in the PDU SESSION MODIFICATION REQUEST message.
The UE shall transport:
a)	the PDU SESSION MODIFICATION REQUEST message;
b)	the PDU session ID; and
c)	if the UE-requested PDU session modification:
1)	is not initiated to indicate a change of 3GPP PS data off UE status associated to a PDU session, then the request type set to "modification request"; and
2)	is initiated to indicate a change of 3GPP PS data off UE status associated to a PDU session, then without transporting the request type;
using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3581 (see example in figure 6.4.2.2.1).


Figure 6.4.2.2.1: UE-requested PDU session modification procedure
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6.4.2.3	UE-requested PDU session modification procedure accepted by the network
Upon receipt of a PDU SESSION MODIFICATION REQUEST message, if the SMF accepts the request to modify the PDU session, the SMF shall perform the network-requested PDU session modification procedure as specified in subclause 6.3.2.
If the PDU SESSION MODIFICATION REQUEST message contains a Port management information container IE, the SMF shall handle the contents of the Port management information container IE as specified in 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9].
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8.3.7.1	Message definition
The PDU SESSION MODIFICATION REQUEST message is sent by the UE to the SMF to request a modification of a PDU session. See table 8.3.7.1.1.
Message type:	PDU SESSION MODIFICATION REQUEST
Significance:	dual
Direction:		UE to network
Table 8.3.7.1.1: PDU SESSION MODIFICATION REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION REQUEST message identity
	Message type
9.7
	M
	V
	1

	28
	5GSM capability
	5GSM capability
9.11.4.1
	O
	TLV
	3-15

	59
	5GSM cause
	5GSM cause
9.11.4.2
	O
	TV
	2

	55
	Maximum number of supported packet filters
	Maximum number of supported packet filters
9.11.4.9
	O
	TV
	3

	B-
	Always-on PDU session requested
	Always-on PDU session requested
9.11.4.4
	O
	TV
	1

	13
	Integrity protection maximum data rate
	Integrity protection maximum data rate
9.11.4.7
	O
	TV
	3

	7A
	Requested QoS rules
	QoS rules
9.11.4.13
	O
	TLV-E
	7-65538

	79
	Requested QoS flow descriptions
	QoS flow descriptions
9.11.4.12
	O
	TLV-E
	6-65538

	75
	Mapped EPS bearer contexts
	Mapped EPS bearer contexts
9.11.4.8
	O
	TLV-E
	7-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538

	TBD
	Port management information container
	Port management information container
9.11.4.x
	O
	TLV-E
	4-65538



NOTE:	It is possible for UEs compliant with earlier versions of this specification to send the Mapped EPS bearer contexts IE with IEI of value "7F" for this message.
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8.3.7.x	Port management information container
This IE shall be included when the UE needs to convey a port management information container.
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8.3.9.1	Message definition
The PDU SESSION MODIFICATION COMMAND message is sent by the SMF to the UE to indicate a modification of a PDU session. See table 8.3.9.1.1
Message type:	PDU SESSION MODIFICATION COMMAND
Significance:	dual
Direction:		network to UE
Table 8.3.9.1.1: PDU SESSION MODIFICATION COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND message identity
	Message type
9.7
	M
	V
	1

	59
	5GSM cause
	5GSM cause
9.11.4.2
	O
	TV
	2

	2A
	Session AMBR
	Session-AMBR
9.11.4.14
	O
	TLV
	8

	56
	RQ timer value
	GPRS timer
9.11.2.3
	O
	TV
	2

	8-
	Always-on PDU session indication
	Always-on PDU session indication
9.11.4.3
	O
	TV
	1

	7A
	Authorized QoS rules
	QoS rules
9.11.4.13
	O
	TLV-E
	7-65538

	75
	Mapped EPS bearer contexts
	Mapped EPS bearer contexts
9.11.4.8
	O
	TLV-E
	7-65538

	79
	Authorized QoS flow descriptions
	QoS flow descriptions
9.11.4.12
	O
	TLV-E
	6-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538

	xx
	Session-TMBR
	Session-TMBR
9.11.4.19
	O
	TLV
	8

	[bookmark: _Hlk16699733]TBD
	Port management information container
	Port management information container
9.11.4.x
	O
	TLV-E
	3-65538



NOTE:	It is possible for networks compliant with earlier versions of this specification to send the Mapped EPS bearer contexts IE with IEI of value "7F" for this message.
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8.3.9.x	Port management information container
This IE shall be included when the network needs to convey a port management information container.
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[bookmark: _Toc11419774]8.3.10.1	Message definition
The PDU SESSION MODIFICATION COMPLETE message is sent by the UE to the SMF in response to the PDU SESSION MODIFICATION COMMAND message and indicates an acceptance of the PDU SESSION MODIFICATION COMMAND message. See table 8.3.10.1.1.
Message type:	PDU SESSION MODIFICATION COMPLETE
Significance:	dual
Direction:		UE to network
Table 8.3.10.1.1: PDU SESSION MODIFICATION COMPLETE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION COMPLETE message identity
	Message type
9.7
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538

	TBD
	Port management information container
	Port management information container
9.11.4.x
	O
	TLV-E
	3-65538


NOTE:	It is possible for UEs compliant with earlier versions of this specification to include the 5GSM cause IE with IEI 59 in the PDU SESSION MODIFICATION COMPLETE message, and therefore the IEI 59 cannot be used for other optional IEs other than the 5GSM cause IE for future extensions of the PDU SESSION MODIFICATION COMPLETE message.
***** Next change *****
8.3.10.x	Port management information container
This IE shall be included when the UE needs to convey a port management information container.
***** Next change *****
9.11.4.x	Port management information container
The purpose of the Port management information container information element is to transport a port management information container as specified in annex X.
The Port management information container information element is coded as shown in figure 9.11.4.x.1 and table 9.11.4.x.1.
The Port management information container is a type 6 information element with a minimum length of 3 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Port management information container IEI
	octet 1

	
Length of Port management information container contents
	octet 2

octet 3

	
Port management information container
	octet 4

octet n


Figure 9.11.4.x.1: Port management information container information element
Table 9.11.4.x.1: EAP message information element
	Port management information container (octet 4 to n)

	A port management information container as specified in annex X.



***** Next change *****
Annex X (normative):
Coding of a port management information container
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X.1	General
The contents of the Port management information container IE (see clause 9.11.4.x) shall be coded according to the clause. For handling of the fields included in the IE, refer to IEEE 802.1Qbv-2015 [x] and IEEE P802.1Qcc [y].
***** Next change *****
X.2	Format of a port management information container
***** Next change *****
X.2.1	Port management information container sent by a DS-TT
See table X.2.1.1 for the contents of a Port management information container IE sent by a DS-TT.
Table X.2.1.1: Contents of a Port management information container IE sent by a DS-TT
	Field ID
	Field
	Type/Reference
	Presence
	Format
	Length

	
	Port management capabilities
	Port management capabilities
X.3.4
	M
	V
	1

	TBD
	Bridge delay related information
	Bridge delay related information
X.3.1
	O
	TLV
	6

	TBD
	Traffic class related information
	Traffic class related information
X.3.5
	O
	TLV
	3-19

	TBD
	Gate control information
	Gate control information
X.3.3
	O
	TLV-E
	4-65538

	TBD
	Deployment-specific information
	Deployment-specific information
X.3.2
	O
	TLV-E
	3-65538



***** Next change *****
X.2.2	Port management information container received by a DS-TT
See table X.2.2.1 for the contents of a Port management information container IE received by a DS-TT.
Table X.2.2.1: Contents of a Port management information container IE received by a DS-TT
	Field ID
	Field
	Type/Reference
	Presence
	Format
	Length

	TBD
	Traffic class related information
	Traffic class related information
X.3.5
	O
	TLV
	3-19

	TBD
	Gate control information
	Gate control information
X.3.3
	O
	TLV-E
	4-65538

	TBD
	Deployment-specific information
	Deployment-specific information
X.3.2
	O
	TLV-E
	3-65538



***** Next change *****
X.3	Fields in a port management information container
***** Next change *****
X.3.1	Bridge delay related information
The Bridge delay related information field is coded as shown in figure X.3.1.1 and table X.3.1.1. The field has a length of 6 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Identifier of the Bridge delay related information field
	octet 1

	Length of the Bridge delay related information field
	octet 2

	
txPropagationDelay
	octet 3

octet 6


Figure X.3.1.1: Gate control information
Table X.3.1.1: Gate control information
	txPropagationDelay (octet 3 to octet 6)
The field is coded as specified in IEEE P802.1Qcc [y].



***** Next change *****
X.3.2	Deployment-specific information
The Deployment-specific information field is coded as shown in figure X.3.2.1 and table X.3.2.1. The field has a minimum length of 3 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Identifier of the Deployment-specific information field
	octet 1

	
Length of the Deployment-specific information
	octet 2

octet 3

	
Deployment-specific information
	octet 4*

octet n*


Figure X.3.2.1: Deployment-specific information
Table X.3.2.1: Deployment-specific information
	Deployment-specific information (octet 4 to octet n)
Coding of the field is outside the scope of the present document.



***** Next change *****
X.3.3	Gate control information
The Gate control information field is coded as shown in figures X.3.3.1 and X.3.3.2 and table X.3.3.1. The field has a minimum length of 4 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Identifier of the Gate control information field
	octet 1

	
Length of the Gate control information contents
	octet 2

octet 3

	
0
Spare
	
0
Spare
	TickGranularity included
	AdminCycleTime included
	AdminControlList included
	AdminBaseTime included
	
GateEnabled
	
GateEnabled validity
	

octet 4

	
AdminBaseTime
	octet 5*

octet 14*

	
Admin control list
	octet 15*

octet n*

	
AdminCycleTime
	octet n+1*

octet n+8*

	
TickGranularity
	octet n+9*

octet n+12*


Figure X.3.3.1: Gate control information
	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of the Admin control list
	octet 15

octet 18

	
GateControlEntry 1
	octet 19*

octet l*

	
…

	octet l+1*

octet m-1*

	
GateControlEntry k
	octet m*

octet n*


Figure X.3.3.2: Admin control list
Table X.3.3.1: Gate control information
	GateEnabled validity (bit 1 of octet 4)

	Bit

	1
	

	0
	Ignore the GateEnabled bit

	1
	Do not ignore the GateEnabled bit

	

	GateEnabled (bit 2 of octet 4)

	Bit

	2
	

	0
	FALSE (see IEEE 802.1Qbv for the semantics)

	1
	TRUE (see IEEE 802.1Qbv for the semantics)

	

	AdminBaseTime included (bit 3 of octet 4)

	Bit

	3
	

	0
	AdminBaseTime is not included

	1
	AdminBaseTime is included

	

	AdminControlList included (bit 4 of octet 4)

	Bit

	4
	

	0
	Admin control list is not included

	1
	Admin control list is included

	

	[bookmark: _Hlk14801700]AdminCycleTime included (bit 5 of octet 4)

	Bit

	5
	

	0
	AdminCycleTime is not included

	1
	AdminCycleTime is included

	

	TickGranularity included (bit 6 of octet 4)

	Bit

	6
	

	0
	TickGranularity is not included

	1
	TickGranularity is included

	

	AdminBaseTime (octet 5 to octet 14)
The field is coded as specified in IEEE 802.1Qbv-2015 [x].

	

	Length of the Admin control list (octet 15 to octet 18)
The field is coded according to the way the AdminControlListLength is coded as specified in IEEE 802.1Qbv-2015 [x].

	

	GateControlEntry k (octet m to octet n)
The field is coded according to the way a TLV entry in the AdminControlList is coded as specified in IEEE 802.1Qbv-2015 [x].

	

	AdminCycleTime (octet n+1 to octet n+8)
The field is coded as specified in IEEE 802.1Qbv-2015 [x].

	

	TickGranularity (octet n+9 to octet n+12)
The field is coded as specified in IEEE 802.1Qbv-2015 [x].



***** Next change *****
X.3.4	Port management capabilities
The Port management capabilities field is coded as shown in figure X.3.4.1 and table X.3.4.1. The field has a length of 6 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Identifier of the Port management capabilities field
	octet 1

	Length of the Port management capabilities field
	octet 2

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	Depolyment-specific
	GateControl
	TrafficClass
	BridgeDelay
	
octet 3


Figure X.3.4.1: Port management capabilities
Table X.3.4.1: Port management capabilities
	BridgeDelay (bit 1 of octet 3)
Bit

	1
	

	0
	Bridge delay related information is not supported

	1
	Bridge delay related information is supported

	

	TrafficClass (bit 2 of octet 3)
Bit

	2
	

	0
	Traffic class related information is not supported

	1
	Traffic class related information is supported

	

	GateControl (bit 3 of octet 3)
Bit

	3
	

	0
	Gate control information is not supported

	1
	Gate control information is supported

	

	Deployment-specific (bit 4 of octet 3)
Bit

	4
	

	0
	Deployment-specific information is not supported

	1
	Deployment-specific information is supported



***** Next change *****
X.3.5	Traffic class related information
The Traffic class related information field is coded as shown in figures X.3.5.1, X.3.5.2, and X.3.5.3 and table X.3.5.1. The field has a minimum length of 3 octets and a maximum length of 19.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Identifier of the Traffic class related information field
	octet 1

	Length of the Traffic class related information contents
	octet 2

	
Traffic class table
	octet 3

octet 2n+3


Figure X.3.5.1: Traffic class information
	8
	7
	6
	5
	4
	3
	2
	1
	

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	NumberTrafficClasses
	octet 3

	
Information on the first traffic class
	octet 4*

octet 5*

	
…

	octet 6*

octet n+2*

	
Information on the n-th traffic class
	octet 2n+2*

octet 2n+3*


Figure X.3.5.2: Traffic class table
	8
	7
	6
	5
	4
	3
	2
	1
	

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	TrafficClassValue
	octet 2n+2

	PriorityValue7
	PriorityValue6
	PriorityValue5
	PriorityValue4
	PriorityValue3
	PriorityValue2
	PriorityValue1
	PriorityValue0
	octet 2n+3


Figure X.3.5.3: Information on the n-th traffic class
Table X.3.5.1: Traffic class information
	[bookmark: _Hlk15043247]NumberTrafficClasses (bit 1 to bit 3 of octet 3)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	No traffic class information is included

	0
	0
	0
	1
	Information on one traffic class is included

	0
	0
	1
	0
	Information on two traffic classes is included

	0
	0
	1
	1
	Information on three traffic classes is included

	0
	1
	0
	0
	Information on four traffic classes is included

	0
	1
	0
	1
	Information on five traffic classes is included

	0
	1
	1
	0
	Information on six traffic classes is included

	0
	1
	1
	1
	Information on seven traffic classes is included

	1
	0
	0
	0
	Information on eight traffic classes is included

	1
	0
	0
	1
	

	to
	Reserved

	1
	1
	1
	1
	

	

	TrafficClassValue (bit 1 to bit 3 of octet 2n+2)

	Bits

	3
	2
	1
	

	0
	0
	0
	The value of the traffic class is 0

	0
	0
	1
	The value of the traffic class is 1

	0
	1
	0
	The value of the traffic class is 2

	0
	1
	1
	The value of the traffic class is 3

	1
	0
	0
	The value of the traffic class is 4

	1
	0
	1
	The value of the traffic class is 5

	1
	1
	0
	The value of the traffic class is 6

	1
	1
	1
	The value of the traffic class is 7

	

	PriorityValue0 (bit 1 of octet 2n+3)
Bit

	1
	

	0
	Priority value 0 is not assigned to the traffic class

	1
	Priority value 0 is assigned to the traffic class

	

	PriorityValue1 (bit 2 of octet 2n+3)
Bit

	2
	

	0
	Priority value 1 is not assigned to the traffic class

	1
	Priority value 1 is assigned to the traffic class

	

	PriorityValue2 (bit 3 of octet 2n+3)
Bit

	3
	

	0
	Priority value 2 is not assigned to the traffic class

	1
	Priority value 2 is assigned to the traffic class

	

	PriorityValue3 (bit 4 of octet 2n+3)
Bit

	4
	

	0
	Priority value 3 is not assigned to the traffic class

	1
	Priority value 3 is assigned to the traffic class

	

	PriorityValue4 (bit 5 of octet 2n+3)
Bit

	5
	

	0
	Priority value 4 is not assigned to the traffic class

	1
	Priority value 4 is assigned to the traffic class

	

	PriorityValue5 (bit 6 of octet 2n+3)
Bit

	6
	

	0
	Priority value 5 is not assigned to the traffic class

	1
	Priority value 5 is assigned to the traffic class

	

	PriorityValue6 (bit 7 of octet 2n+3)
Bit

	7
	

	0
	Priority value 6 is not assigned to the traffic class

	1
	Priority value 6 is assigned to the traffic class

	

	PriorityValue7 (bit 8 of octet 2n+3)
Bit

	8
	

	0
	Priority value 7 is not assigned to the traffic class

	1
	Priority value 7 is assigned to the traffic class
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