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C2 General


***** Next change *****
[bookmark: _Toc11256766]11.2.3.1.1A	Extended protocol discriminator (EPD)
When the PD is set to "extension of the PD to one octet length" as specified in subclause 11.2.3.1.1, bits 1 to 8 of the first octet of a standard L3 message contain the extended protocol discriminator (EPD) information element.
The EPD identifies the L3 protocol to which the standard layer 3 message belongs. The correspondence between L3 protocols and EPDs is one-to-one.  
The EPD can take the values specified in table 11.2.3.1.1A.1.
Table 11.2.3.1.1A.1: EPD values
	EPD value (octet 1, bit 1 to bit 8)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	1
	1
	1
	0
	reserved

	0
	0
	0
	1
	1
	1
	1
	0
	reserved

	0
	0
	1
	0
	1
	1
	1
	0
	5GS session management messages

	0
	0
	1
	1
	1
	1
	1
	0
	reserved

	0
	1
	0
	0
	1
	1
	1
	0
	reserved

	0
	1
	0
	1
	1
	1
	1
	0
	reserved

	0
	1
	1
	0
	1
	1
	1
	0
	reserved

	0
	1
	1
	1
	1
	1
	1
	0
	5GS mobility management messages

	1
	0
	0
	0
	1
	1
	1
	0
	reserved

	1
	0
	0
	1
	1
	1
	1
	0
	reserved

	1
	0
	1
	0
	1
	1
	1
	0
	reserved

	1
	0
	1
	1
	1
	1
	1
	0
	reserved

	1
	1
	0
	0
	1
	1
	1
	0
	5GS Control Plane CIoT data messagereserved

	1
	1
	0
	1
	1
	1
	1
	0
	reserved

	1
	1
	1
	0
	1
	1
	1
	0
	reserved

	1
	1
	1
	1
	1
	1
	1
	0
	reserved

	

	NOTE:	Bits 4 to 1 of each EPD value contain "extension of the PD to one octet length" as specified in subclause 11.2.3.1.1.



If the network receives, on a SAP where it expects standard L3 messages, a message with an EPD different from those specified in table 11.2.3.1.1A.1, the network may ignore the message, may initiate the RRC connection release procedure defined in 3GPP TS 36.331 [24], or may initiate the RRC connection release procedure defined in 3GPP TS 38.331 [28].
If the Mobile Station receives, on a SAP where it expects standard L3 messages, a standard L3 message with an EPD different from those specified in table 11.2.3.1.1A.1, or for a protocol that it does not support, the Mobile Station shall ignore the message.
***** Next change *****




