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1. Introduction

CT1 has received a LS from SA3 in C1-194055 that the registration may fail if the redirection (re-route) via RAN happened during the registration procedure. Two issues were identified in the incoming LS in C1-194055.
2. Discussion
Issue 1 as highlighted in the incoming LS C1-194055
1. The UE will no longer accept unprotected message due to established security with the initial AMF and there are cases when the target AMF can not send a protected message (e.g. the target AMF has no NAS security context in the scenario of initial registration).
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Figure 1
In this figure, in the step3, secure exchange of NAS messages has been established and the complete REGISTRATION REQUEST message including the non-cleartext IEs is received at the AMF.
According to subclause 4.4.4.2 of TS 24.501.

Once the secure exchange of NAS messages has been established, the receiving 5GMM entity in the UE shall not process any NAS signalling messages unless they have been successfully integrity checked by the NAS. If NAS signalling messages, having not successfully passed the integrity check, are received, then the NAS in the UE shall discard that message.
The UE will discard the un-integrity protected Authentication Request message received at the step 7.
In this case, it is proposed that the UE can handle the un-integrity protected Authentication Request message before the UE received the REGISTRATION ACCEPT message.
Issue 2 as highlighted in the incoming LS C1-194055 
The NAS security context at the target AMF and that at the UE are inconsistent. The protected NAS message sent by the target AMF will be rejected by the UE, which eventually leads to registration failure.  
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Figure 2
After the step 3 of the figure 2, the UE will use the new security context, however the target AMF will still use the old security context. So the REGISTRATION ACCEPT integrity protected by the old security context will be discarded by the UE. 
It is proposed that the target AMF will always perform the authentication procedure. So the issue 2 is resolved if the issue 1 can be resolved.
3. Conclusion
The CR on the first issue is proposed in the C1-194303 and corresponding reply LS is proposed in C1-194181.
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