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1. Abstract
This document discusses how to setup the protocol type field in the GRE encapsulated user data packet sent over Nwu reference point.
2. Discussion
24.502 contains the following editor's note:
Editor's note: value of the Protocol Type field is FFS. the protocol type field contains an EtherType, to be reserved by IEEE at http://standards.ieee.org/develop/regauth/ethertype/index.html.
The Protocol type field in the GRE header is expected to describe the protocol type of the Payload packet field following the GRE header. The Protocol type field in the GRE header is an Ethertype.
The existing Ethertype values can be found at https://www.iana.org/assignments/ieee-802-numbers/ieee-802-numbers.xml and at http://standards-oui.ieee.org/ethertype/eth.txt.
There does not seem to be an Ethertype value matching a transport of a generic user data packet.
While there are Ethertype values specified for IPv4 packet (0x0800), IPv6 packet (0x86DD) and Ethernet packet (0x6558), usage of those Ethertype values would have the following disadvantages:
1)
this does not solve the entire problem as Ethertype value for packets of Unstructed PDU session type is not available;

2)
if a new PDU session type is introduced in future, a new Ethertype value would need to be requested from IEEE and UEs and N3IWFs would need to be updated unnecessarily;

3)
for IPv4, IPv6, Ethernet and Unstructured PDU sessions, usage of an Ethertype value associated with the PDU session type in GRE header does not provide any value as the PDU session type of transported user data packet is negotiated during PDU session establishment.

4)
for IPv4v6 PDU sessions, usage of an Ethertype value associated with the PDU session type in GRE header does not provide any value either as all user data packes are IP packets and each IP packet itself indicates whether it is an IPv4 packet or an IPv6 packet. Furthermore, the N3IWF and the UE would need to inspect *each* IP packet for its IP version and setup the Protocol type field accordingy. This is unnecessary functionality.

Thus, it is proposed to request IEEE registration authority (IEEE-RA) to reserve a new EtherType value for transport of a generic user data packet.

Proposal-1: Request IEEE-RA to reserve a new EtherType value for transport of a generic user data packet.

IEEE-RA requires the following information:

-------------

Information requested at https://standards.ieee.org/products-services/regauth/ethertype/index.html 

In addition, please answer these questions that pertains to the Ethertype application.

1) Does the company requesting the assignment have any existing Ethertype assignments?

1a) Does the existing use of the original assignment support sub-typing?

1b) Does the current applicant know who is currently responsible for maintenance of the previously assigned Ethertype?

1c) Has the company considered using sub-typing of the older Ethertype for the new use under application?

1d) Given the above, why is a new Ethertype needed?

2) Has the new protocol been developed and tested in accordance with clause 9 and especially clause 9.2.3 and Figure 12 of IEEE Std 802-2014, IEEE Standard for Local and Metropolitan Area Networks: Overview and Architecture? 

3) Have the full provisions of Figure 12 for the “Protocol identification field” in the prototype protocol been preserved in the final version of the protocol for which the new EtherType is being requested?

4) What provisions have been made for maintaining and assigning sub-types going forward within your company? Please provide an example of the first 10 bytes/octets as an example. 

-------------

In 1a), 1c), 4) and indirectly also in 2) and 3) above, IEEE-RA refers to sub-typing in IEEE 802-2014:
----------------

9.2 EtherTypes

9.2.1 Format, function, and administration
...

It is strongly recommended when designing new protocols to be identified by an EtherType, that fields are defined to provide for subtyping. The format used for subtyping in a protocol described in 9.2.3 is recommended.
...

9.2.3 Local Experimental EtherTypes
....

In order to allow for different experimental protocols, sub-protocols, and versions to coexist within the same experimental network, a protocol subtype and a protocol version identifier shall be used in conjunction with the Local Experimental EtherType value. Figure 12 shows the format of an IEEE 802.3 frame carrying a Local Experimental EtherType. The lengths of the protocol subtype and the protocol version identifier fields, as well as their order of appearance within the frame, are not constrained by this standard.
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Figure 12—Example of an IEEE 802.3 frame carrying the Local Experimental EtherType

..
-----------

Following of the IEEE recommendation means inserting a protocol subtype field (with a fixed value) and possibly also a protocol version field (with a fixed value) in beginning of the payload packet field as shown in 24.501 Figure 9.3.3-1 and the actual user data packet would be placed after them.
Insertion of the protocol subtype field would increase probability of approval of the application for a new EtherType as the application would follow the IEEE strong recommendation. Also, insertion of the protocol subtype field enables reuse of the EtherType (with another value of the protocol subtype field) for other 3GPP protocols in future.
Insertion of the protocol version field does not seem to provide much benefit as:

-
if a protocol is changed in backward compatible way, there is no need to change the protocol version field value.
-
if a protocol is changed in backward incompatible way, a new value of the protocol subtype field can be allocated instead of changing the protocol version field value.
However, insertion of the protocol subtype field as 1st octet of the payload packet field of the GRE encapsulated user data packet is a backward incompatible change. On the other hand, there cannot be any deployment yet since the value of the protocol type field of the GRE encapsulated user data packet is not specified yet so the receiving entity does not know whether a received GRE encapsulated user data packet is valid or not.
Proposal-2: Discuss whether to introduce a protocol subtype field (with a fixed value) in the GRE encapsulated user data packet, so that the IEEE-RA requirements on subtyping are satisfied.

4. Proposal

Proposal-1: Request IEEE-RA to reserve a new EtherType value for transport of a generic user data packet.

Proposal-2: Discuss whether to introduce a protocol subtype field (with a fixed value) in the GRE encapsulated user data packet, so that the IEEE-RA requirements on subtyping are satisfied.
