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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

MTU: Maximum transmission unit (MTU) is the largest PDU size which can be transmitted and received by a network entity in one single IP packet without any need for IP fragmentation.
NWu: In this specification, NWu is the reference point between the UE and the N3IWF for establishing secure tunnel(s) between the UE and the N3IWF so that control-plane and user-plane exchanged between the UE and the 5G core network is transferred securely over untrusted non-3GPP access.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2] apply:

5G Access Network 

5G Core Network 

5G QoS flow

5G QoS identifier

5G System

PDU Session

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [8] apply:

NAI

For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [5] apply:

SUPI
SUCI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.302 [7] apply:

S2a connectivity
***** Next change *****
5.3A
PLMN selection procedures using trusted non-3GPP access
5.3A.1
UE selection modes
5.3A.1.1
General

There are two modes of PLMN selection, namely, manual selection and automatic selection.

The UE follows one of the following two procedures defined in subclause 5.3.2.2 and 5.3.2.3 depending on its implementation.

The PLMN selected in accordance with these procedures determines the WLAN that is selected. When the selected WLAN is a trusted non-3GPP IP access and the UE decides to access 5GC via trusted non-3GPP IP access, the UE shall derive a NAI from the identity of the selected PLMN and use the NAI as the identity for authentication and authorization with the PLMN and usage of the WLAN.
Editor's note:Stage 2 does not consider the WLAN dynamically indicating whether it is considered trusted or untrusted. Usage of this indicator in this specification is FFS.
5.3A.1.2
PLMN solicitation

The UE shall determine which PLMNs are available from each WLAN on the list of available WLANs constructed using the WLAN selection procedure described in subclause 5.3.2 using the following procedures:
i)
the UE selects a WLAN from the list of selected WLAN(s) constructed using the WLAN selection procedure described in subclause 5.3.2;

ii)
if both the WLAN selected in step i) and the UE support ANQP specified in IEEE Std 802.11 [19] and if the UE did not obtain a list of realms using ANQP in subclause 5.3.2.3 item 1, the UE shall send an ANQP request for a list of realms (i.e. ANQP-elements "NAI Realm") and/or PLMN identities (i.e. ANQP-element "3GPP Cellular Network"); and
NOTE 1:
The UE uses procedures defined in IEEE Std 802.11 [19] to determine if the WLAN supports ANQP and to send the ANQP request for ANQP-elements "NAI Realm" and/or "3GPP Cellular Network", as specified in IEEE Std 802.11 [19].

iii)
if either the WLAN selected in step i) or the UE does not support ANQP (see IEEE Std 802.11 [19]) or the UE does not receive a list of realms in item ii), an EAP-Request/Identity is received and the EAP-Request/Identity does not include one or more of realms and/or PLMN identities (encoded in accordance with IETF RFC 4284 [bb]), the UE supports IEEE 802.1x authentication (see IEEE Std 802.1X™ [aa]), the UE shall request a list of realms and/or PLMN identities interworking with that WLAN by sending the EAP-Response/Identity message including as identity the alternative NAI; and
iv)
the UE repeats this procedure for all WLANs from the available list of WLANs as constructed using the WLAN selection procedure described in subclause 5.3.2.
NOTE 2:
The list with realms and/or PLMN identities received in accordance with procedures in IETF RFC 4284 [bb], is of limited size and might not contain all the realms and/or PLMN identities available via the WLAN.

The UE shall convert any received PLMN identities into realms of the PLMNs using the rules defined in clause 19 and clause 28 of 3GPP TS 23.003 [8].
5.3A.1.2
Manual PLMN selection mode procedure
The UE indicates to the user the PLMNs which are available via the WLAN. The UE may obtain the PLMNs available for WLAN access using procedures as described in subclause 5.3A.1.1. The UE selects the PLMN based on the user preference.
5.3A.1.3
Automatic mode PLMN selection procedure
5.3A.1.3.1
General
The purpose of this procedure is to:

-
select a PLMN over WLAN; and

-
construct a NAI for use with authentication signalling with the selected PLMN in order for the UE to be authorised to use the WLAN.

Until the highest priority PLMN is found, the UE shall verify if a PLMN available over a WLAN of the selected WLAN(s) is the highest priority PLMN:

1)
using the PLMNs which are available for WLAN as described in subclause 5.3A.1.1, the UE uses the realms of the PLMN in the remaining steps of this subclause;
2)
if the UE is registered over 3GPP access and the realm of the RPLMN of the 3GPP access is included in the list of realms created in subclause 5.3A.1.1, the UE shall select the RPLMN of the 3GPP access;
3)
if the UE is registered over 3GPP access and the realm of the RPLMN of the 3GPP access is not included in the list of realms created in subclause 5.3A.1.1 and the PLMN is in the "N3AN node selection information" (see 3GPP TS 24.526 [17]) then the UE shall select the RPLMN of the 3GPP access and performs N3AN node selection with the RPLMN as defined in subclause 7.2;
4)
if the condition in steps 2) and 3) are not satisfied, the UE shall select a PLMN in the following order:

i)
if the UE used the procedures in IETF RFC 4284 [bb] (see subclause 5.3A.1.1) to obtain a list of realms, then the UE is only required to select the realm of the HPLMN (if available);
ii)
if the UE can determine the country it is located in (see subclause 7.2.3) and the UE determines it is located in the home country, the UE follows the procedures in subclause 5.3A.1.3.2;
iii)
if the UE can determine the country it is located in (see subclause 7.2.3) and the UE determines it is located in a visited country, the UE determines whether it is mandatory to select a PLMN in the visited country.
Editor's note:
the procedure for determining whether it is mandatory to select a PLMN in the visited country involves TS 23.003, DNS, cached DNS responses, and is FFS.

If the UE determines that it is not mandatory to select a PLMN in the visited country, the UE shall follow the procedures in subclause 5.3A.1.3.2;
Editor's note:
The UE behavior in case the UE determines that it is mandatory to select a PLMN in the visited country is FFS. TS 23.501 indicates that in this case, the UE consults only "Operator Controlled PLMN Selector list". However, it is FFS for the UE to treat PLMNs from "User Controlled PLMN Selector list" with lower priority. 
The UE shall construct a NAI for authentication with the highest priority PLMN as follows:

Editor's note:
the rules for creating the root or decorated NAI for 5GS are yet to be specified in TS 23.003.
1)
if the PLMN selected was selected from:

i)
a list of realms obtained using IETF RFC 4284 [bb]; or

ii)
a list of PLMNs obtained from the PLMN List IE (see annex H of 3GPP TS 24.302 [7]), and the PLMN was neither present in the PLMN List with S2a Connectivity IE nor in the PLMN List with trusted 5G Connectivity IE;

then the UE constructs a NAI as specified in subclause 5.3A.1.3.3 and in accordance to the rules of 3GPP TS 23.003 [8];
Editor's note:
It is FFS whether the UE uses rules in clause 19 (EPC) or clause 28 (5GS) of TS 23.003 to construct a NAI. 
2)
if the PLMN selected was selected from a list of PLMNs obtained from the PLMN List with trusted 5G Connectivity IE (see annex H of 3GPP TS 24.302 [7]) then the UE constructs a NAI as specified in sucblause 5.3A.1.3.3 and in accordance to the rules in clause 28 of 3GPP TS 23.003 [8];
3)
if the PLMN selected was selected from a list of PLMNs obtained from the PLMN List with S2a Connectivity IE (see annex H of 3GPP TS 24.302 [7]) then the UE constructs a NAI as specified in sucblause 5.3A.1.3.3 and in accordance to the rules in clause 19 of 3GPP TS 23.003 [8] and proceeds processing as defined in 3GPP TS 24.302 [7].
NOTE 1:
UE implementations can optimize the steps described above, e.g. by combining the ANQP procedures described in subclause 5.3A.1.1 with the ANQP procedures in subclause 5.3.2.3. 
NOTE 2:
Selecting a WLAN from multiple WLANs advertising support for the selected PLMN is UE implementation specific. 
5.3A.1.3.2
Attempting to select HPLMN or equivalent HPLMN

If the realm of the HPLMN is included in the list of realms created in subclause 5.3A.1.1 then the UE shall select the HPLMN.

If the realm of the HPLMN is not included in the list of realms created in subclause 5.3A.1.1, but a realm of an equivalent HPLMN is included, then the UE shall select the equivalent HPLMN.

If neither realm is included in the list of realms created in subclause 5.3A.1.1, then the UE aborts its attempt to use trusted non-3GPP IP access.
5.3A.1.3.3
NAI construction
The UE constructs the following NAI:
a)
root NAI corresponding to the HPLMN, if the highest priority PLMN is the HPLMN advertised using a PLMN identity;

b)
decorated NAI with double decoration including the realm of the highest priority PLMN and the realm of the RPLMN, if the highest priority PLMN is an equivalent visited PLMN; or

c)
decorated NAI including the realm of the highest priority PLMN, otherwise.
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6.4.1
General

The Access Network Discovery & Selection policy (ANDSP) is used to control UE behavior related to access network discovery and selection of non-3GPP access network.

ANDSP consists of:

-
WLAN Selection Policy (WLANSP); and

-
Non-3GPP access network (N3AN) node configuration information.

The UE uses the WLANSP for selecting the WLAN .

NOTE:
In this release of the specification, ANDSP contains configuration for selecting a WLAN. Configuration for selecting other types of non-3GPP access networks is not specified.

The UE uses the Non-3GPP access network (N3AN) node configuration information for selecting a N3AN node (i.e. N3IWF or ePDG).

When roaming, the UE can receive ANDSP including WLANSP from H-PCF or V-PCF or both. The ANDSP including N3AN node configuration information is provided by H-PCF only. The UE shall ignore the N3AN node configuration information in the ANDSP if the ANDSP is provided by V-PCF.

The structure and the content of ANDSP are defined in 3GPP TS 24.526 [17].
***** Next change *****
6.4.2.2
Use of WLAN selection information
During automatic mode WLAN selection, the UE shall use the WLAN selection policy (WLANSP), if provided by the PCF, to determine the selected WLAN as described in subclause 5.3.
