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1
Overall description
CT1 discussed the following scenario:

1) A handover from S1 mode to N1 mode occurs and the current 5G NAS security context is a mapped 5G NAS security context. Assume also that the UE has a native non-current 5G NAS security context that was created in a previous access in N1 mode

2) The AMF decides to continue using the mapped 5G NAS security context i.e. the native 5G NAS security context remains non-current 

3) The UE performs an inter-system change from N1 mode to S1 mode in 5GMM-IDLE mode (or in 5GMM-CONNECTED mode)

4) The UE performs an inter-system change again from S1 mode to N1 mode in 5GMM-IDLE mode

5) The UE does NOT have a native current 5G NAS security context 

CT1 has the following question:

Can the UE make the native non-current 5G NAS security context a native current 5G NAS security context and use it for initial NAS message protection for the scenario described above?

2
Actions
To SA3  

ACTION: 
CT1 kindly requests SA3 to answer the question above.
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