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1. Introduction
This pCR proposes to address the Editor’s Note about modification of the P-Asserted-Identity header field when an external alternative identity or a virtual identity is to be used as a calling party identity.
2. Reason for Change
P-Asserted-Identity header is a network provided and asserted information on the originating party identity. In case of multi-identity service, the native identity may be replaced by a different identity for outgoing calls. Authorization mechanism should ensure that the non-native identity used is controlled by the operator, but modification of the P-Asserted-Identity header will impact other side procedures/information such as:
· Charging: information from P-A-I is used to set the Calling Party Address in CDRs sent by network elements (S-CSCF, IBCF,..);
· Lawfull Interception: depending on the trigger criteria;
· Communication Barring: barring plan can be set based on content of the From header or P-A-I header.
On the terminating side, SIP header content used for calling party identity presentation can be P-Asserted-Identity header or From header. This element has to also be considered for the service operator decision.
Finally, in order to address the modification of the P-Asserted-Identity header when an external alternative identity or a virtual identity is to be used as a calling party identity, it is proposed to introduce a possibility for the network operator to control via local configuration and operator defined policy whether the P-Asserted-Identity header can be modified or not, depending on the service deployment context.

Note: When P-Asserted-Identity header is not updated (i.e., native identity is kept in P-A-I), in order not to reveal the content of the P-Asserted-Identity, a Privacy header field with a value ‘id’ shall be inserted in the SIP request.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174.
* * * First Change * * * *

4.5.3.3
Actions at the AS serving the user holding the originating external alternative identity or originating virtual identity
Upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall:

a)
determine the served user as defined in TS 24.229 [3];

b)
if the user identified in the P-Asserted-Identity is not allowed to use the identity in the Additional-Identity header field, reject the request using a 403 (Forbidden) response including a warning header field 399 "Identity not allowed" and skip the rest of the steps;

c)
replace the identity in the From header field with the identity in the Additional-Identity header field;

d)
depending on local configuration and regulatory requirements allowing to determine whether an originating external alternative identity or an originating virtual identity is to be used as an originating identity (calling party number):
1)
if the operator policy states that the P-Asserted-Identity header can be modified, replace the identity in the P-Asserted-Identity header field with the identity in the Additional-Identity header field; or
2)
if the operator policy states that the P-Asserted-Identity header cannot be modified, set the Privacy header field "id" to keep the native identity private in the P-Asserted-Identity header field as defined in IETF RFC 3325 [6];

e)
remove the Additional-Identity header field received in the request; and
f)
perform any other originating services as performed by the service logic,

before forwarding the request downstream.

Editor's Note:
How the originating supplementary services are coordinated between the owner of the native identity and the owner of the external alternative identity is FFS.

* * * End of Changes * * * *

